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1 Introduction and Overview

PassMark OSForensics is a powerful, comprehensive
forensics tool for discovering, identifying and managing
W .- digital evidence that is found in computer systems and
Y g = )'\' digital storage devices. OSForensics is organized into a
Sy collection of modules for simplifying the task of analyzing
= the vast amounts of data on live systems and storage
/ media with a simple, easy-to-use modular interface.
/ Such modules include a File Name Search module which
can identify evidence material by file name in seconds,
as well as more sophisticated module such as a Deleted
File Search module for identifying harder to locate digital
evidence artifacts.

S

For a summary of the included modules and functionality, see the Features page.

2 How to Purchase OSForensics

With the release of OSForensics V8, PassMark has introduced a subscription option. The licensing
option best suited to you will depend on your use case, how frequently you use the software and your
need to access the latest updates and user support.

Subscription License

Monthly: $79.00 USD

Yearly: $799.00 USD

Perpetual License

OSForensics, including 12 months of Support and Updates: $1499.00 USD
OSForensics, including 36 months of Support and Updates: $3299.00 USD

See here for license inclusions and a detailed license comparison.

Purchase Online Here

Discounts apply when ordering 5 or more copies at once.

What happens when you order
After the order is processed, a License Key will be returned (via E-Mail). This Key is then entered with

the User Name into the initial window. At this point the program then changes into the full licensed
version.

Unlocked advanced features
e Search for alternate file streams.

e Sort found files by image color.




e Use multiple processor cores to speed up decryption.

e Customize system information gathering.

e Import / Export Hash Sets

e Maximum of 3 cases limitation is removed

e Maximum of 10 items per case limitation is removed

e Maximum of 10 user activity items allowable to be exported is removed.
e Maximum of 2,500 files and emails allowable to be indexed is removed.
e Maximum of 250 index search results limitation is removed.

e Maximum of 5 login details per browser limitation is removed.

e Restore multiple deleted files at once.

e View NTFS $I30 directory entries.

e Watermark in web browser screen capture is removed.

e Bootable without an operating system.

Confidentiality

All personal details supplied when placing an order will be strictly confidential. Online orders will only be
accepted over a secure, encrypted connection.

Multi-user & Site Licenses
Please contact us for details if you require multi-user or site licensing for your organization.
Questions & more information

If you have any questions we would be happy to hear about them. Contact

sales@passmark.com

Navigating OSForensics

OSForensics is organized into multiple feature modules for discovering, identifying and managing digital
forensics artifacts.
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OSForensics
OSForensics - [m| X
¢ LTI @ Start | Search for a feature in O5Forensics ~ B2
4

— 2 [ .
= — : -
ﬁ Auto Triage E (J-' .
‘ Q) - & ,
a Manage Case Auto Triage Create Case Manage Case  Generate Report  View Case Log Add Device Manage Devices

s;_g Create Forensic Image i i i
File Searching & Indexing

{3 Add Device = = W
; Boot Virtual Machine @ %C \.:i \(;( Q

File Name Search  Mismatch Files Create Index  Search Index (file File System
Search contents) Browser

2
G

‘-Qi File System Browser

a File Viewer Hashing & File ldentification

& Memory Viewer Hash Sets Create Hash Set Verify Hash Signatures Analyze Shadow
Copies
E}I‘-" User Activity )
- Viewers
Ly passwords N z ﬂ i =. [
| ! e’ I
- : o |
@ File Name Search q = ‘—- ﬁn ho
File and Hex Memory Viewer  Raw Disk Viewer Registry Viewer Event Log Viewer Wieb Server Log JSOM Viewer SQLite DB
x- Deleted Files Search Viewer Viewer Browser
— = — T e =3
@c Mismatch Files Search - o }:_'—- E -
=" - =2 - s d -
_J Program Artifacts Email Viewer Clipboard Viewer ~ ThumbCache ESEDE Viewer SUsnIrnl Viewer Plist Viewer Map Viewer
— Viewer
s ThumbCache Viewer v
a Registry Viewer -
Mouse over a feature for more information. OSForenSICS
s,:;f: Raw Disk Viewer Digital investigation for anew era

Version 10.0.1001
Perpetual License: Support Expired

= 4

The start window contains a brief description of each feature on mouse over. A green pulsating light
appearing next to the sidebar button means that the module is currently performing a task. A blue light
means that a task has been completed.

The Workflow navigation buttons on the left side of the window allows the investigator to switch between
multiple modules simultaneously, allowing forensic analysis operations to be performed in parallel. The
order of the navigation buttons in the Workflow can be customized to reflect the chronological order of the
organization's forensic workflow. The workflow order can by customized by right-clicking any navigation
button and selecting Customize Workflow. Alternatively, there is a Customize Workflow icon under the
Housekeeping group in the Start Window.

Customize Workflow

This window allows you to re-arrange the navigation buttons that appear in the Workflow menu on the left
side of the OSForensics window, as well as the icons that appear in the Start Window.

© 2022 PassMark™ Software



Navigating OSForensics 1

Customize Workflow ot
Help
Customize the Workflow by selecting the modules that appear in the sidebar and Start window,
IUse the Up/Down buttons to re-arrange the ordering of the modules in the sidebar.
QO ¥ o|d
[ ] workflow Menu Start Page  Module a
v v Start
v d Auto Triage
v v Manage Case
v v Create Forensic Image
[ v Create Cloud Image
[ v Mount Drive Image
v v Add Device
v v Boot Virtual Machine
v v File System Browser
v v File Viewer
v v System Information
v v Memaory Viewer
v v User Activity
v v Passwords
v v File Mame Search o
Password: I:I Lock workflow
Cancs

By entering a password and clicking Lock workflow, you can deter end users from changing the workflow
and accessible options in the Start Window.

To unlock the workflow, simply re-enter the password and click the Unlock workflow button.
Note that this feature is only designed to act as a deterrent from allowing end users (such as field

agents) to use particular features. It does not ensure the disabled features can not be accessed. The
lock can be manually removed by clearing the setting in the XML configuration file.
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OSForensics Settings

.4 OSForensics Settings *

=3 Help
[

Language | en-US - English w

Cancel

Language
Select the language in use. After changing OSForensics will be required to restart to use the selected
language.

Features

OSForensics contains a collection of modules for searching, collecting, analyzing and recovering digital
artifacts that can be used as legal evidence in court. The main features of OSForensics are outlined as
follows.

Android Artifacts

Scan Android case devices and backups for evidence of user activity, such as accessed call logs,
websites, messages, and contacts.

Auto Triage

Automate common forensic tasks in order to triage the most relevant evidence data in time-limited
situations. Auto Triage allows non-forensics trained personnel to acquire intelligence on-site which can
be wlatile and high-risk.

Boot Virtual Machine

Boot a disk image containing a functional operating system on a virtual machine, recreating the live
desktop environment of the system of interest.

Case Management
Manage evidence obtained from OSForensic modules into a single Case. Generate HTML and PDF
reports to summarize forensic analysis results.

Clipboard Viewer
Display the contents stored in the clipboard on the live system, including the clipboard history and
pinned items if available.

Deleted Files Search
Search for and recover files that have been recently deleted from the hard drive.

Drive Preparation




Perform byte pattern verification tests on fixed and removable drives attached to the system.

Email Viewer
Browse and analyze e-mail files including orphaned and deleted e-mails.

ESE Database Viewer

Navigate and search the tables, fields and records contained within ESE database files. Various
Microsoft applications including Windows Search and Microsoft Exchange Server store data with
potential forensics value in the ESE database file format.

Event Log Viewer
View Windows Event Logs. Scan, search, filter, export and time-line analysis can be performed on the
Event Logs.

File Name Search
Search for files/directories based on name and other file attributes such as size, attributes, and time.

File System Browser
Display the file system of all devices added to a case in an explorer-like view. In addition to standard file
system attributes such as file size and file times, other forensic-related metadata is displayed.

Forensic Imaging

Create exact, bit-by-bit duplicates of a disk into an image file. Restore an image file back to the disk.
Create a forensically sound logical image of files/directories of interest, presening file dates, attributes
and owners.

Hash Sets

Identify known safe or known suspected files using Hash Sets to reduce the need for further time-
consuming analysis.

Image Analysis
Performs deep learning image analysis on image files for face detection or illicit image detection.

Indexing
Scan and search for text strings within the contents of a file. Also capable of searching within email
archives and pulling text out of unallocated disk sectors.

Internal Viewer

View and analyze files within OSForensics without needing to open an external application. This can be
used for files in devices added to the Case such as disk images, which cannot be opened normally in the
operating system.

Map Viewer
Search, import and plot location-based evidence on a world map. This includes IP addresses in e-mail
headers and server logs, and GPS coordinates in EXIF metadata.

Memory Viewer
Collect and analyze digital evidence in wlatile memory storage. Due to the non-persistent nature of

memory, some digital evidence may only be available on a live system.

Mismatch Search




Identify files that may show evidence of tampering due to having a file extension that is different from
what the contents of the file suggests. Eg. A .jpeg file renamed to a .txt file.

Passwords
Recover and decrypt passwords from various sources.

Plist Viewer
View the contents of Plist (property list) files which are commonly used by OSXand iOS to store
settings and properties.

Program Artifacts

Collect traces of Prefetch and AmCache hive artifacts left by applications. The Prefetch Viewer displays
the information stored by the operating system's Prefetcher, which includes when and how often an
application is run. The AmCache Viewer shows information from the AmCache hive that contains meta
information on program executables and installation.

Raw Disk Viewer
Open and view raw sectors of a disk. Data hidden in the sectors outside the file system can be identified
and analyzed with this module.

Registry Viewer

View Windows Registry Hives, including the live system where files can be locked / in use

Signatures
Create a snapshot of a system's directory structure at specific point in time using Signatures. Signatures
can be compared in order to identify files that have been added, deleted and changed.

SQLite Database Browser
Navigate and search the tables, fields and records of SQLite database files.

System Information
View and export hardware, platform and operating system details which can be used for evidence
inventory management.

ThumbCache Viewer
Extract thumbnail images stored in Windows' thumbnail cache files for viewing. Thumbnail cache files
may contain evidence of images that have been deleted on the system.

User Activity
Scan the system for evidence of user activity such as accessed websites, USB drives, wireless
networks, and recent downloads.

Verify/Create Hash
Create hashes (SHA1, MD5, CRC32) of files or entire hard disk.

Web Browser
Provide a basic web viewer with forensics capabilities. This includes the ability to save screen captures
of web pages and add them to the currently opened case.

Web Server Log Viewer
Extract and analyze log data generated by Apache, IIS, NGINX or other custom web server logs.
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$UsnJrnl Viewer
View the log records stored in the NTFS $UsnJrml volume change journal. This information is useful for
identifying suspect files (eg. malware) that no longer exist in the file system or $MFT.

5.1

Android Artifacts

This module allows an investigator to scan case devices and backups for evidence of user activity, such
as accessed call logs, websites, messages, and contacts. This is especially useful for identifying trends
and patterns of the user, and any material that had been accessed recently on a suspect's device.

5 Android Artifacts

&% Devices, Images, Backups
@ Call Log (500)
MMS Messages (0}

= SMS Messages (11)
Contacts (322)

<] Emails (8)

[ GMail (3)

[ Outlook (D)

IB Installed Applications (34)
4 Browser (388)
) History (217)
Bookmarks (15)
Searches (2)
-[&=] Cached Images (154)

) Messages (1387)

Start }Facebook-Messages x]Snapcha(-Chat ¥ SMS Messages xl

1 o A U o e

Date

7/18/1978, 1:50:48
8/5/1978, 8:02:56
8/16/1978, 12:55:51
8/23/1978, 23:56:37
8/26/1978, 10:12:05
10/27/1978, 15:42:14
12/14/1978, 22:47:40
10/28/1979, 3
10/28/1979, 19:28:00
12/15/1979, 13:56:13
12/30/1982, 3:53:31

Date Sent
7/17/1978, 11:08:00
8/4/1978, 19:58:00
8/15/1978, 22:21:20
8/23/1978, 12:51:20
8/25/1978, 23:11:20
10/27/1978, 3:58:00
12/14/1978, 11:08:00
10/27/1979,
10/28/1979, 8:01:20
12/15/1979, 2:08:00
8/13/1980, 16:54:40

Type

Received
Received
Received
Received
Received
Received
Received

Received
Received
Received

Number

Body Thread Id: 4727

Good morning how u feeling
28

I'm on my way

I'm here. Call me if you can

You busy bae

Hey handsome how are u? I miss b
Call me back so I can know you OK
Uight G? Let me know sum

You ok bro

Good morning how u feeling
Iwanttoseeu

I swear u need to answer your pho
Hey bae I was just checking up on

10/28/1979
I want to see u
10/28/1979, 19:28:00

A scan for mobile artifacts can be initiated by adding case devices or backup files' to the list of devices
to scan and then simply pressing the Scan button on the Start Tab.
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Start

Add Devices, Images and/or Backups to Scan

Dump00-36:Y e

Selected Devices, Images and Backups to Scan:

Path Device Type Remove
Dump00-36:Y Case Device

Config...

Scan

More Scan Options
By clicking the Config... button you will be taken to the Android Artifacts Configuration window where
others options can be selected.

Tab Views

After a scan, a double left click on the artifact type list will open a new tab to display artifacts found
during the scan. Different tab views will be open depending on which artifact type is selected.

Details View

The Details View displays the activity presented in a table format. This view is useful for quickly
identifying, locating and sorting activities of interest.




Stat  Callog X |

D Phaone Mumber Mame Timestamp Duration  Type Source 2
[+ 338 Mal 12(31/1966, 4:08:21 43z Outgoing Dump00-36:\data\com. android. providers. contacts'
[+ 320 17/1967, 21:45:41 el Incoming Dump00-36:\data\com. android. providers. contacts'
™+ 358 Th: 191967, 2:20:47 47z COutgoing Dump00-36:\data\com. android. providers. contacts'
™ + 358 Th: 1/14/1967, 13:46:01 29z Incoming Dump00-3&:\data\com.android. providers. contacts'
™+ 358 Thé 1/18/1967, 18:18:38 5s Outgoing Dump00-38:\data\com.android. providers. contacts'
I+ itz Tau Zousin 1271967, 2:20:26 X5s COutgoing Dump00-3&:\data\com.android. providers. contacts'
™+ 31z Tat Zousin 1/25/1967, 6:57:52 3s COutgoing Dump00-3&:\data\com. android. providers. contacts'
™+ 31z Tat Zousin 1/30/1967, 20:45:57 37s Incoming Dump00-3&:\data\com. android. providers. contacts'
™+ %2 Lil 2/10/1967, 22:42:19 495 Outgoing Dump00-36:\data\com. android. providers. contacts'
[+ 162 Lil 2121967, 11:20:03 43z COutgoing Dump00-36:\data\com.android. providers. contacts'
™+ 243 Che 2/16/1967, 7:44:11 55g Incoming Dump00-36:\data\com. android. providers. contacts'
[+ 195 Dai 2/26/1967, 21:12:27 42z COutgoing Dump00-36:\data\com. android. providers. contacts'
™ + 193 Fill 3/8/1967, 2:31:53 62z Incoming Dump00-3&:\data\com.android. providers. contacts'
™ + 323 Tia 3/8/1967, 6:08:22 72s Incoming Dump00-38:\data\com.android. providers. contacts'
I+ 152 Lil 3/9/1967, 6:56:09 23s Outgoing Dump00-38:\data\com.android. providers. contacts'
I+ 112 Jar, 3/10/1967, 14:40:04 a32s Incoming Dump00-3&:\data\com.android. providers. contacts'
™+ 149 Dre 3/15/1967, 10:17:58 953 Incoming Dump00-3&:\data\com. android. providers. contacts'
™ +1 323 Tia 3/16/1967, 8:50:57 12s Outgoing Dump00-36:\data\com. android. providers. contacts'
[+ 149 Dre 3/21/1967, 18:47:19 27s Incoming Dump00-36:\data\com.android. providers. contacts'
[+ 162 Lil : 3/25/1967, 7:35:26 20¢g Outgoing Dump00-36:\data\com. android. providers. contacts'
™+ 334 3/26/1967, 11:09:11 17 s COutgoing Dump00-36:\data\com. android. providers. contacts'
[+ 149 Dre 3/29/1967, 16:59:10 29¢s Incoming Dump00-36:\data\com. android. providers. contacts'
™ + 171 Bo: 4/11/1967, 7:18:30 227s Cutgoing Dump00-3&:\data\com.android. providers. contacts'
I+ 211 Joe 5/11/1967, 15:01:54 109 s Incoming Dump00-38:\data\com.android. providers. contacts'
I+ 193 Toc 5111967, 22:38:03 79s COutgoing Dump00-3&:\data\com.android. providers. contacts'
™+ 342 Sm 5/13/1967, 12:54:37 7s Incoming Dump00-3&:\data\com. android. providers. contacts'
™+ 739 Fla 5/14/1967, 14:08:35 107 s Incoming Dump00-3&:\data\com. android. providers. contacts'
™ +1 347 Bar 5/18/1967, 8:43:45 2s Incoming Dump00-36:\data\com. android. providers. contacts'
[+ 347 Bar 5/18/1967, 10:43:24 1s Incoming Dump00-36:\data\com.android. providers. contacts'
™+ 212 Filz 5/18/1967, 22:05:34 161s Incoming Dump00-36:\data\com. android. providers. contacts'
™+ 345 6/4/1967, 14:07:11 31s COutgoing Dump00-36:\data\com. android. providers. contacts'
™+ 145 6/10/1967, 9:45:49 Os Missed Dump00-3&:\data\com.android. providers. contacts'
™ + 718 8/7/1967, 12:27:04 Os Missed Dump00-38:\data\com.android. providers. contacts'
S Ry T irl 1N/RAGET 11775 n= Micead MuimAnN-36-\datalenm andraid aravidere cantacke! ¥
£ >

Details View with Artifact Side View

The Details View with artifact side view displays the activity presented in a table format and also displays
an additional view to help present the currently selected item.

e Conversation Tracking Side View - The side view presents the conwersation the currently message
belongs to. This additional view is useful for following the conversation from a particular thread or user.
See first screenshot for example.

¢ Images Side View - The side view presents preview images associated with the currently selected
item.
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Start I CallLog 3 Browser - Cached Images xl

URL Key

https:jm.facel
https:fjm. facel
https: fjm. facel
https:/ifb.me/!
https:/faccoun
https:/faccoun
https:/faccoun
https:/| ]

http:/fenapcha
http:/fenapcha
https:fjm. facel
https:/jm. facel
https:/jm. facel
https://fb.com|
https:fjm. facel

http:/fwww . thi
htip:/fads.loac

http:ffwaw.ca
http:/fonlineca
https: /fwww.a
http://assiniboi
http:/fuwww kn

B e R e e e R e e R e e o

b ONHEr L i i e s G e

Favicon Size
13306 Bytes
13306 Bytes

Bsource=...

sccounts.s...
7200 Bytes
956 Bytes
5154 Bytes
956 Bytes
13306 Bytes

& rdr
13306 Bytes
418 Bytes

12737810...

12737810...

12737810...

itent=e&c...

37044192,

37044192,

37044192...

37044192...

37044192...

37044192,

90799928...
2167 Bytes

xKre

Hppenid.i...

“@search,..
23R7 Rvtes

URL Key: http://snapchat-blog.com,

Favicon:

8!

Dimensions: 64px x 64px

Thumbnail:
Dimensions: 135px x 120px

i
_

Snapchat

TouchIcon:

{x

Dimensions: 32px x 32px

Artifact List View

The List View displays the activity presented in a list. This view is useful for activities with contents that
may be more easily comprehended than in the detailed table format.

© 2022 PassMark™ Software
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< OSForensics - b098 - m} X

5 Android Artifacts Help

& Devices, Images, Backups Start |Ca Log x' Browser - Cached Images 3 Emails xl
@ Call Log (500) I
@ MMS Messages (0)

5 SMS Messages (11)
lg Contacts (322)
(3

Lle/d @t

I Am Hip-Hop: "Binny Smalls - Shum Ma t'Fort ft. Simbol (Music Video)" and more videos
1 Am Hip-Hop: "Binny Smalls - Shum Ma t'Fort ft. Simbol (Music Video)" and mo...
From: "YouTube" <noreply@youtube.com:=

!Zb—l

Emails (8)
=
[ Outlook (0) Welcome to Snapchat!
[‘8 Installed Applications (34) Hey loneiparkaSS Before you start Snapping, it's a good idea to confirm you...
Q Browser (388) ﬁ From: "Team Snapchat” <no_reply@snapchat.com=
%}] D History (217) LIE Bgmail.com>
- 1y Bookmarks (15) Date: 5/22/2015, 17:34:08  Source: Dump00-36:\data\com.google.android. gm\databases\mailstare gmail.com.db
1= g Searches (2 I <no subject>
= | .[& Cached Images (154)
ﬁc ) Snapchat (21) @ From: @gmail.com:=
— Friends (148) To: "™ -
Q 5 Chat (71) cC:
| =) i Facebook (3353) Date: 4/26/1990, 4:47:52  Source: Dump00-36:\data\com.google.android.gm\databases\maistare pgmail.com.db
m @ Friends (1966) I I Am Hip-Hop: "February Snow - Fvck A Friend” and more videos
| A Messages (1387) 1 Am Hip-Hop: "February Snow - Feck A Friend” and more videos
From: "YouTube" <noreply@youtube.com:=
Q To: " sgrrail. comz
CcC:
3 Date: 8/8/2034, 5:32:56  Source: Dump00-36:\data\com.google.android.gm\databases\mailstare | Dgmail.com.db
;-\

To: ™ samail.comz
CcC:
Date: 6/16/1920, 2:31:20  Source: Dump00-36:\data\com.google.android.gm\databases\mailstare. | Bgmzil.com.db

I Am Hip-Hop: "Wale - Groundhog Day (J. Cole Response)” and more videos
1 Am Hip-Hop: "Wale - Groundhog Day (J. Cole Response)” and more videos
From: "YouTube" <noreply@youtube.com>

CISE
®1

To: ™ agmail.comz
CcC:
Date: 9/10/1939, 20:51:20  Source: Dump00-36:\data\com.google.android.gm\databases\mailstore. sgrmail.com.db

=
=

I Am Hip-Hop: "YG - Trill ft. Lil Wayne" and more videos
1 Am Hip-Hop: "¥G - Trill ft. Lil Wayne" and more videos
From: "YouTube" <noreply@youtube.com>

-
®1

To: ™ amail.comz
o CC: -
L | € b4 Nata: 2GHAOSE 17:40:00 __ Gnnrras Numn0N26- dztalram nnnnla andraid_amldatahacael mailetnra inrmail ~nmn Ah
il
[

Additional Information

See the following pages for more detailed information about the specifics of some of the data gathering.
Android Artifacts collected

'OSForensics currently only supports non-password protected Android Backup Files (.ab).
5.1.1 Android Artifacts Configuration

The Android Artifacts Configuration Window allows the user to configure the Android Artifacts scan
options. This window can be accessed by clicking on the "Config..." button on the Start tab of the
Android Artifacts Module window.

© 2022 PassMark™ Software



Android Artifacts Configuration >
"| Configuration i
Select the items to indude in the scan:
System
Call Log Installed Applications
MMS Contacts
SMS E-mails
Photos
Browser
Browser History Browser Searches
Browser Bookmarks Cached Images
Sodial Media
Snapchat Facebook
Chedk All Unchedk all
Select a date range to scan:
(®) Search all items
() search date range only
From: 01-Aug-2022 To: 01-Aug-2022
Indude dateless items

Call Log
If checked, enables scanning for Call Logs in
"data\com.android.providers.contacts\databases\contacts2.db".

MMS
If checked, enables scanning for MMS messages in
"data\com.android.providers.telephony\databases\mmssms.db".

SMS
If checked, enables scanning for SMS messages in
"data\com.android.providers.telephony\databases\mmssms.db".

Installed Applications
If checked, enables scanning for application installed in
"data\com.google.android.googlequicksearchbox\databases\icingcorpora.db".

Contacts




If checked, enables scanning for contacts in
"data\com.android.providers.contacts\databases\contacts2.db".

Emails
If checked, enables scanning for emails located in "data\\com.google.android.gm\\databases\
\mailstore. <#HHHHH>@gmail.com.db".

Photos
If checked, enables scanning for photos entries in "data\\com.google.android.apps.photos\\db\
\gphotos0.db".

Browser History
If checked, enables scanning for browser URL history in "apps\\com.android.browser\\databases\
\browser2.db"

Browser Bookmarks
If checked, enables scanning for browser bookmarks in "apps\\com.android.browser\\databases\
\browser2.db"

Browser Searches
If checked, enables scanning for browser searches in "apps\\com.android.browser\\databases\
\browser2.db"

Cached Images
If checked, enables scanning for browser cached images (e.g. favicon, thumbnail, touchicon) in "apps\
\com.android.browsen\databases\\browser2.db"

Snapchat
If checked, enables scanning for contacts and message artifacts from Snapchat application in "data\
\com.snapchat.android\\databases\\tcspahn.db"

Facebook

If checked, enables scanning for contacts and message artifacts from Facebook application in "data\
\com.facebook.orca\\databases\\contacts_db2" and in "data\\com.facebook.orca\\databases\
\threads_db2".

Search all items
Searches all items for user activity.

Search date ranges only
Allows the user to specify a particular access date range for the search results.

Include dateless items
If checked, will include items without an access date.

Forensics triage is the process of obtaining the most relevant evidence data from a system within a a
limited time frame. This is the case in particular for field personnel with limited forensics knowledge
needing to collect forensics data in a time-critical situation. This practice is useful for non-forensic trained
personnel, first responders, military personnel who are tasked with acquiring intelligence on-site,
especially in potentially wolatile situations (such as for Probation & Parole Officers on home \isits). By
collecting and prioritizing the most valuable evidence on-site, field personnel do not need to submit vast
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amounts of data for investigation and therefore can quickly focus on a specific area of interest (eg.
internet and application history for probation officers).

"P Workflow
| & Auto Triage *
o 4 L
&}, svstem information & 7) Live Acquisition Auto Triage Help
/)
ﬁ Memory Viewer
) Case Path
E;. User Activity ) | C:\sers\Passmark\Documents \PassMark\OSForensics\{Cases|2022-08-01 11-47-43) 9
r{_ﬂ_.‘ Passwords 5 Task Progress
= | L
Task #Results Status &
@ File Name Search
Process List 145 Processes Finished
| Deleted Files Search B User Activity Scan 1783 Artifacts Finished
x Password,/Login Scan 1 Passwords/keys and logins Finished
% Mismatch Files Search System Information 13 commands completed Finished
c File Listing 208309 files found In Progress
‘!:-.j Program Artifacts List of Deleted Files Scanned 2 (of 2) drives for deleted f...  Finished I
- Collect Clipboard Contents 1 dipboard items exported Finished
iﬁ‘ ThumbCache Viewer Screen Capture Screen captures taken Finished
Detect BitLocker BitLocker detection complete Finished
B‘ Registry Viewer Save Files to Logical Image Mo files to add to logical image Finished v
S Row Dick Vs Suggested Actions
"ﬁ w Disk Viewer
Manually search for large images I
o d Email Viewer Manually search for videos
Manually search for E-mail archives
,‘j Create Index Review deleted files found
Carve deleted files in unallocated dusters Er
\d Search Index Image hard drive
Browse file system ]
f___"f Signatures O Edit Case details
Generate new HTML report
L# Analyze Shadow Copies Generate new PDF report b
I_I'I[“ File Hashing
$ Remote Acquisition
New Scan Close
-'P Customize Workflow Bi

= <

Starting a Triage Scan

The forensics triaging process can be started by clicking on Auto Triage in the Workflow or Start window.
Upon doing so, the following configuration dialog is shown which allows the investigator to customize the

triaging process.

© 2022 PassMark™ Software
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A Auto Triage X
— . a_ mam N
ﬁx“"\ Live Acquisition Auto Triage Help
i
Case Name | 2022-08-01 11-45-02 v]
Investigator | vl

Case Format (®) Folder Path () Compressed File

| C:\Users\Passmark\Documents \PassMark \OSForensics\Cases|\2022-08-01 11-454 Browse

Scan Options

Process List System Information
Memory Dump Screen Capture
[ Total Memory: 8.00 GB | []Detect Bitlocker Encryption
User Activity Save files to Logical Image (Config...)
Passwords/Logins | Click on 'Config...' to determine size of files to be co
File Listing (Select drives) Generate HTML Repart
List of Deleted Files (Select drives) Generate PDF Report
Clipboard Contents Upload Case to FTP Server (Config...)

Chedk Al Unchedk Al

Mouse over an item for more information.

By default, the triage scan is pre-configured with the most common settings to allow the investigator to
create a new case and initiate the evidence collection immediately. The investigator, however, can
configure the files to be saved to a logical image by clicking on the (Config...) link.

© 2022 PassMark™ Software



= Legical Image Configuration X
Select the files to indude in the logical image. To indude files from a spedfic folder and file extension, fill in
the details and dick Add.
File types Pattern Folder Recursive
[ system hibernation and page files hiberfil.sys;pagefile.sys C: Mo
[] windows Registry files SYSTEM;SAM;SECURITY;S...  C:l\Windows\Sy... Yes
[ system Log files *evbg*.log*® C:\Windows fes
[] Execution trace files * pf;&Usndrnl C:\8Extend;C:\... Mo
] tmages * gif;*.png; *.bmp; * jpg;...  C:\Users;C:\Do... Yes
[[] Photos taken with iPhone *aif;*.png;*.bmp;*.jpg;...  C:\Users;C:\Do... Yes
[ office Documents * doc;*.doox; *.ppt; *.ppt...  C:'Users;C:'\Do... Yes
[] compressed Files = 7ip;*. zipx; *orar, . 7%, Ci\Users;C:\Do... Yes
[ video Files *mpg; *.mpeg; *.mp%;*.a... C:\Users;C:'\Do... Yes
[] video Files (sorted by # tracks) * mpa; *.mpeq;*.mp4;*.a... C:\Users;C:'\Do... Yes
[] audio Files *=mp3;*. wav; . wma;*.0q... C:\Users;C:\Do... Yes
[ E-mail Files * pst;*.ost;*.dbog ®idi;*... Ci'Users;C:'\Do...  Yes
[] virtual Machine Files = wmdk; ®.vhd; *.vhdw; ®.v... C:\Users;C:\Do... Yes
[ peer 2 Peer Himewire®; *frostwire®;*b... C:\Users;C:'\Do... Yes
M1 Ak moie & lies T I T o T [T 7
< >
Add Files
hMH|Cﬂ | v
[indude subfolders
File Pattern | |
Add
Cancel

In this dialog, the files to be saved to a logical image can be selected from a default list or a user-
specified start folder and file pattern to match. The default list of file types can be found (and modified) in
the OSForensics Program Data folder, which is typically located in the following location:

C:\ProgramData\PassMark\OSForensics\FileNameSearchPresets.cfg (vista and
newer)

C:\Documents and Settings\All Users\Application
Data\PassMark\OSForensics\FileNameSearchPresets.cfg (XPp)

To start the triaging, click 'Start Scan'. Once the triaging process has started, the following progress
dialog is shown which shows the state of all forensic tasks that are running.




A Auto Triage X
= . . agn . Help
@ Live Acquisition Auto Triage
]
Case Path
| C:\Users\Passmark\Documents \PassMark \0O5SForensics\Cases\2022-08-01 11-47-434
Task Progress
Task # Results Status 2
Process List 145 Processes Finished
User Activity Scan 1783 Artifacts Finished
Password/Login Scan 1 Passwords keys and logins Finished
System Information 13 commands completed Finished
File Listing 102148 files found
List of Deleted Files Scanned 0 (of 2) drives for deleted f...
Collect Clipboard Contents 1 dlipboard items exported Finished
Screen Capture Screen captures taken Finished
Detect BitLocker Bitlocker detection complete Finished
Save Files to Logical Image Mo files to add to logical image Finished v

Suggested Actions

Manually search for large images
Manually search for videos

Manually search for E-mail archives
Review deleted files found

Carve deleted files in unallocated dusters
Image hard drive

Browse file system

Edit Caze details

Generate new HTML report

Generate new PDF report

Mew Scan Close

The progress of each configured task is displayed and updated in real-time. Once a task has completed,
the results are automatically added to the case. The results can be accessed by clicking on the
'Finished' link upon completion.

In addition, a set of suggested actions is provided to supplement the data collected during the triaging
process. By clicking on a specific action, the corresponding module is opened and configured
appropriately for the investigator to initiate.

Booting a disk image containing a functional operating system in a virtual environment provides the
forensics investigator with a visual context of the system of interest, uncovering additional opportunities
for evidence collection and analysis. In additional to being able to view the desktop environment of the
system, files and executables that were inaccessible from static analysis can now be opened within the
virtual environment.

Support for booting partition images by pre-pending an MBR image to the disk in the .vmdk file (normally
it is impossible to boot just a bare partition). This includes images that use ntldr for booting (Windows




XP) and bootmgr + BCD images (Vista and above). Machines with EFI System Partitions are also
supported. Images format support includes EO1, Raw, Split images, VMDK, VHD.

VMWare 14,15 and VirtualBox 6 are supported as hypenisors. The host machine needs to be 64bit while
the guest can be 32bit or 64bit. Guest image can be Mac OS X 10.13 (High Sierra), Windows XP to
Win10 and some Linux distributions.

% Boot Virtual Machine Help

Create MewM  Boot Existing Wi %M Dashboard

Image file | H:MHRServer_Disk\HRServer_Disk0.e01

| g—
Detected 045 |Wind0ws Server 2016 D atacenter [G4-bit) | @ HRServer_DiskD.e01-38581CBETB731 AZATFEEFDF2D521B902 [Running] - Oracle VM Virtu.., — m} x

W Hupervigor | Oracle VM YitualBox 604~ Wergion

Vi path |E'\ngram Filez\Oracle\WirtualBoxh

W CPU Cares | 2 ~

Wb FLAM (ME] System RAM (ME]

Metwork Adapter | Mone i

Wk options Disable automatic disk checkup  [] Restore e
[ Asutamatic login with account: MpOWErs

[ 5ave virtual machine to Cass +Alt+Delete

Starting virtual machine with VBoxtanage: "C:\Program FileshOraclehyir
“/aiting for M "HRServer_Disk0.e01-38581CBE 7B 751424 7F8BFDF2D
WM "HR Server_Digk0.e01-38581CBE7B 751424 7F88FDF 205218902
B oating virtual machine complete

Boat b

Friday, May 24

Booting a new virtual machine




Create Mew %M Boot Existing i ¥M Dashboard

Image file |H:\FileServer_DiskD\FileServer_Diski. 01 B 1

Detected 045 |W’indows Server 2008 RZ Enterprize [64-bit] |

W Hypervizor | Oracle VM VitualBos 6.0.4 ~ | Version [6.0.4.128413

Wi path |C:'\F'rnglam FilestOraclehirtualB osh |

Wp CPU Cores |2 ~
W Ristd [MB) 4098 System RaM (ME] | 16268
Metwiork Adapter | Mone ~

WM options [+] Disable automatic disk checkup ] Restore existing disk state
[ Automatic login with account: MpowWers

[ 5ave virtual machine to Caze

Starting wirtual machine with WBoxb anage: "C:A\Program FileghOracleiirualB oxEB ot anage. exe startvm "HRServer_Digk[
W aiting for Wi "HREServer_Disk0.201-38581CEE 7B 7R1A2A7FEBRFDF2D521B902" to power oh...

Wit "HRE S erver_Dizk0.e01-38081CEBETBTR1A2AYFESFDF2D521B902" has been successiully started,

Booting wirtual machine complete

Boat Wi

Image file
Select a disk image file to boot a new virtual machine instance. All disk writes within the virtual machine
shall be stored in a separate delta write cache file, presenving the integrity of the disk image file.

Detected O/S
The operating system found on the disk

VM Hypervisor
Select one of the virtual machine hypenisors installed on the host machine

VM path
The virtual machine hypenvisor install path

VM CPU Cores
Specify the number of CPU cores for the virtual machine

VM RAM (MB)
Specify the amount of system RAM for the virtual machine

System RAM (MB)
The amount of physical RAM available on the host system. the amount of VM RAM must not exceed
this value.

Disable automatic disk checkup




Check to disable automatic disk checkup on boot due to a dirty file system. This can occur if the disk
image was acquired before the system was properly shutdown.

Restore existing disk state
Check to restore the disk state from a previous boot using the disk image's delta write cache file.
Otherwise, the original disk image is used and a new delta write cache file is created.

Automatic login with account

Check to bypass the Windows account login screen and logon as the selected user. Note: This option
attempts to bypass password verification, which may or may not be successful depending on the
Windows version.

Save virtual machine to Case
Check to add the virtual machine to the case. This would be useful for booting or restoring the virtual
machine at a later time.

Boot VM
Start the virtual machine

Booting an existing virtual machine

Create Mew v Boot ExistingYM M Dashboard

Whd M ame Size Operating System CFU  Rak Diigk. =

Desktop-Dizk0.e01 R0.00 GR Wirdows 10 Enterprize [B4. 4096 MB  H:\Desktop-Disk0\D esktop-Dizk0 201
npe-2009-domesugers... 40,00 GB Microgzoft Windows =P 4096 MB H:\npez-2009-domesuzers. EO

HRServer_Dizk0.e01 h0.00 GE Windows Server 2016 Dat. . 4036 MB  H:\HRServer_DiskOWHRServer_Disk0 e01

Wi 0.Ex01 40,00 GE "Windows 10 Enterprise [E4... 40596 MB  H:AWinTOWwWind 0.E«01

DelMostrol400_EX0... 59.63GB Windows 8.1 Pro [E4-bit] 4036 MB  H:ADel Vostro ex014ex015Dellfostro1400_EX0.. W

Y Hypervizor | Oracle WM VitualBox 6.0.4 v Wersion |5.0.4.128413

W path |E:'\F'rogram FileshOrackehWirtualB oxt |

[ LS T LT S LN )

Wbl CPU Cores |2 ~

VMF!#’«M[MB] System RAM [MB]

Metwork Adapter | Mone A4

Y1 options Dizable automatic disk checkup [ Festore existing disk. state

[ Automatic login with account: MPOLEr s

Reboot WM




Virtual machines that have been added to the case can be rebooted or restored from its previous state.
Select the desired virtual machine, modify any virtual machine settings and click on 'Reboot VM' to boot
the virtual machine.

Virtual Machine Dashboard

Create New Wt Boot Existing  ¥M Dashboard

Drigk, Status Hupervizor Size Operating System CPU  Rak I ount Point

H:\HRServer_Disk0\HRServer_Disk0.e0l Stopped  Oracle Wi VirtualBox 604 5000 GE  ‘Windows Server 2016 Datacenter (B4-bit) 2 4096 MEB WA APhysicalDrived
H:%\HRServer_DiskO\HRServer_Disk0.e0l Stopped  Oracle wh YitualBox 6.0.4 5000 GE  ‘windows Server 2016 Datacenter (B4-bit] 2 4096 MBS APhysicalDrived

ﬁ HRServer_Disk0.e01-28581CRETB751 A2ATFRAFDF2D521B302 [Running] - Oracle VM Virtu., — O had

Dizmount Cirive Clear all Refrezh

Friday, May 24

Once a virtual machine has been successfully booted, is shall be added to the dashboard. The status of
all virtual machines that have been booted shall be displayed in the list.

Dismount Drive
Dismount the virtual physical drive from the host if the virtual machine is no longer running.

Clear all
Removwes all virtual machines from the dashboard.

Refresh
Refresh the status of all virtual machines.

In the case management window can be used to create and manage cases. Cases are used to group
together findings from other functions into a single location that can be exported or saved for later
analysis.




A new case must be created, or a previous case loaded, before it is possible to add items to a case from
the other functions.

Q Manage Case =

Select Case

New Case... Title Create Date Access Date Location

Case3  Thursday, 16 June 2022, 14:34:15 Thursday, 16 June 2022, 14:34:15 C:\Users'\Passmark\Documents'\PassMark\OSF
My Case Thursday, 16 June 2022, 14:34:23 Thursday, 16 June 2022, 14:34:23  C:\Users'Passmark\Documents'PassMark{05SF
Load Case «Test Thursday, 16 June 2022, 14:34:02 Thursday, 16 June 2022, 14:34:26 C:\Users\Passmark\Documents'PassMark{OSF

ImportCase -

ExportCase -

Delete Case < >

New Case
Clicking the new case button will allow you to generate a new empty case in which to collect data into. A
case must have a name, and may hawe an associated investigator although this is not required.

By default a case is created as in the OSForensics folder situated in the user's My Documents folder.
On creation a sub folder will be created in the target location that will contain the case, there is no need
to select an empty folder.

The timezone selection when creating a new case is used to change the display of times to match a
preferred timezone, internally where possible all times are stored in UTC. Note that daylight saving time
is not automatically accounted for.

Import Case
Import Case Folder
Add a case to the list that is not in the default case folder and load it.

Note that this does not copy the case folder, it just makes a reference to that folder selected. If the folder
disappears (e.g. by removing the USB drive containing the case folder), then the case cannot be
accessed.

In some cases it might make sense to manual copy the Case folder from the USB drive, to the internal
drive before importing it.

Import Case File
Add a case to the list that is not in the default case folder using a .zip file.

Load Case
Loads the currently selected case from the list. You can also simply double click in the list to perform
the same action.

Export Case
Exports the currently selected case from the list to a specified directory.

Delete Case
Deletes the currently selected case. The user is given the option to backup the case data to a specified
location before deleting.




Case Manager

Once a case is created/opened, the contents of the case can be managed from this window. All Case
items are displayed in the list, grouped by the Case item type.

Case Properties

Case Exports

Edit Case Details... Edit Narrative... Edit Categories... Manage Devices... Generate Report... View & Expart Log...
Add to Case
Device... Attachment... Photos of Evidence... External Report... Notes... Clipboard Data...
Case Items
Cage ItemID  Tite Module Case Item Category Date Added
Open Exported ltems ~
Delete 2 [Current Clipboard] Bitma...  Clipboard Viewer [Current Clipboard] Bitmap (1.56 MB. .. Thursday, 16 June 2022, ...
3 Detect BitLocker System Informa... SI 2022-06-16 04-36-12.bitlocker. himl Thursday, 16 June 2022, ...
Properties 7 Process List Memory Viewer My 2022-06-16 04-36-15.csv Thursday, 16 June 2022, ...
v 9 System Information System Informa... SI 2022-06-16 04-35-30.html Thursday, 16 June 2022, ...
i 10 Password/Login Scan Password Reco,., PR 2022-06-16 04-356-44,csv Thursday, 16 June 2022, ...
11 User Activity Scan User Activity UA 2022-06-16 04-36-11.csv Thursday, 16 June 2022, ...
12 List of Deleted Files Deleted Files DF Drive-C 2022-06-16 04-36-12.csv Thursday, 16 June 2022, ...
13 List of Deleted Files Deleted Files DF Drive-E 2022-06-16 04-36-12.csv Thursday, 16 June 2022, ...
Attachments ~
4 Screen Capture Case Manager 2022-06-16 04-36-13 Fullscreen.png Images Thursday, 16 June 2022, ...
5 Screen Capture Case Manager 2022-06-16 04-36-14 Application Fr...  Images Thursday, 16 June 2022, ...
& Screen Capture Case Manager 2022-06-15 04-36-14 eViewer for Wi... Images Thursday, 16 June 2022, ...
8 File Listing Create Signature  2022-06-16 04-35-12 FileListing. csv Thursday, 16 June 2022, ...
Devices ~
1} Drive-C Case Manager C: Thursday, 16 June 2022, ...
1 Drive-E Cage Manager E: Thursday, 16 June 2022, ...

A special group is the Tagged Items group. This group contains a list of items that need checking /
verifying by an investigator before adding to the case.

Tagged Iltems

User Activity

User Activiy

User Activiy

File System Browser
File System Browser
File: System Browser
File Mame Search
Mizmatch Search
Mizmatch Search
Mismatch Search
Uzer dctivity

Case Manager
Case Manager
File/Hex Wiewer
User Activiy

User Activiy

Uzer dctivity

Uzer dctivity

User Activity

User Activity

User Activiy

<wlany:C:AProgramD atahMicrosofths. .
<oookier:C:\U zershRichard\AppD ata...
<oookier:C:\U zershRichard\AppD ata...
05F_Pazsword_Crack[C)big_dic_te...
05F_Pazsword_Crack[C)\pazssword i...

05F_Paszsword_Crack(C):Maingip_st...
C:ACamerat20130805_103345.jpg

C:viRecycle Binh5-1-5-21-11226048. .
C:\Prograr Filez4Blender Faundation. .
C:handraid-ndksandroid-ndk-r Bbbpre. .

<wlane:Dive-C:\ProgramD ata'Micros. .

CACamerat20130805_111447 jpg
C:ACamerat20130805_215219.jpg
C:ACamerat20130805_111641.jpa

<registrys: T IND 0w Shappoompat. .

<registys HEEY_LOCAL_MACHIME=..
hittps:/ fze
hittps:/ /o
hittpz: 4 A
hittpz: 4 e
hittps 5z

Thursday, June 24
Friday, Jure 25, 21
Friday, Jure 25, 21
Monday, June 28,
Monday, June 28,
tonday, June 28,
tonday, June 28,
Fonday, June 28,
Fonday, June 28,
tonday, June 28,
Wednesday, June
Wednesday, June
Wednesday, June
Wednesday, June
Friday, July 2, 202
Friday, July 2, 202
Friday, July 2, 202
Friday, July 2, 202
Friday, July 2, 202
Friday, July 2, 202
Friday, July 2, 202

If the tagged items is referencing a file, the item can be added to case directly by right-clicking and

selecting "Add to Case".




OSForensics

Tagged ltems

| ger Activity <wlanz C:AProgramD atahMicrosofthsw .
Ul zer dctivity <cookier: CAUzers\RichardvappD ata...
Ul zer dctivity <cookier: CAUzers\RichardvappD ata...
File Systenn Browser 05F_Pazzword_Crack[C):4big_dic_te..

File System Browser 05F_Pazzword_Crack[C):5password ...
| 0 |

izmatch Searc Add to Case jd-ndk-r1EbYpre...

Ul zer dctivity Delete amD ata\Micros...
Casze Manager CCameran2ITausns 111447 pg

If however, the tagged item is a reference to an artifact (e.g. entry from within a database file), it would be
necessary to Rerun the Module where the tagged item was added to continue investigation.

Tagged ltems
Uzer Activity <cookier: Tl sers’ LA S s Friday
User Activity <cookier T\ sers' Open with External Application Friday
File Systern Bro...  OSF_Password_Cr. Delete Mand
File Syster Bro...  05F_Password_Cr. Properties ond
File Systern Bro...  OSF_Password_Cr. Verify M aond
File Mame Search  C:ACamerah201308 tdond
Mizmatch Search  CA$Recycle BinkS Rerun Module iand

Manage Current Case

Case Properties

Edit Case Details
Edit the properties (eg. name, investigator, time zone, logging options) of the case.

Edit Narrative
Edit the case narrative which includes additional case analysis details to be included in the
generated report.

Edit Categories
Add or modify the list of categories that a case item can be assigned to.

Manage Devices
Manage all devices that have been added to the case.

Case Exports
Generate Report
Creates a HTML report of the contents of the case. OSForensics has a number of built-in templates
to choose from, which is fully customizable. You can also create your own custom template.

View & Export Log
If logging is enabled for the case, opens the log viewer for viewing and exporting the log entries.

Add to Case

Device

© 2022 PassMark™ Software
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Add a storage device to the case for analysis.

Attachment
Add a generic file to the case as an attachment.

Photos of Evidence
Add an evidence photo (eg. hard disk) to the case.

External Report
Add a report (eg. HTML, PDF) generated from an external tool to the case.

Notes
Edit the a note to the case as a text file.

Clipboard Data
Add existing bitmap or text content stored in the clipboard to the case.

Case Items

Open
Opens the currently selected case item.

Delete
Deletes the currently selected case item.

Properties
Display or edit the properties for the currently selected case item. The case item can be modified by
assigning to a category and/or editing the comments associated with the item.

Verify
Calculates the SHA1, SHA256 and MD5 hashes for the file and compares them to the stored values.

Editing Case Details

The Edit Case Details window allows the user to specify properties (e.g. name, investigator, time zone,
logging options) of the case. Property editing is presented to the user when creating a New Case or
when editing an existing case details.

Basic Case Data




Mew Case

Help
Basic CaseData  Case Categories  Offense & Custody Data Description of Evidence = Chain of Custody  Custom Fields ¢/ * | *

Case Name | | e |
Investigator | w |
Organization | w |

Contact Details | v]
Timezone  Local (GMT +10:00) Australian Eastern Standard Time w
Default Drive | C:\ [Local] w

Acquisition Type () Live Acquisition of Current Machine (®) Investigate Disk{s) from Another Machine
Enable USE Write-block [ ]

Case Folder (®) Default Location () Custom Location

| C:\Users\Passmark\Documents\PassMark\OSForensics\Cases) Browse

Log case activity

Cancel

A case must have a name, and may have an associated investigator although this is not required. By
default a case is created as in the OSForensics folder situated in the user's My Documents folder. On
creation a sub folder will be created in the target location that will contain the case, there is no need to
select an empty folder. The timezone selection when creating a new case is used to change the display
of times to match a preferred timezone, internally where possible all times are stored in UTC. Note that

daylight saving time is not automatically accounted for.

Case Categories
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Mew Case

Help

Basic Case Data  Case Categories  Offense & Custody Data  Description of Evidence  Chain of Custody  Custom Fields ¢/ * | *

Peer-to-Peer (P2F)
Mobile Device
Program Files

| Mobile Device || | Shorteut: Cirl+ w Save
| Enter an apional desonpbion for Bs category
ID Category Tag Shortcut  Colour  Notes G

Images Ctrl+0 - Images of Interest
Videos Cirl+1 Videos of Interest
Audio Files Ctrl+2 Audio Recordings
E-mails Cirl+3 Email Evidence
Documents
Chat Logs

Recyde Bin o
< . >
Add Category Impart Export
Cancel

This tab contains the list of categories defined in the case. The default list of categories can be found

(and modified) in the OSForensics Program Data folder, which is typically located in the following

location:

C:\ProgramData\PassMark\OSForensics\Categories.txt

C:\Documents and Settings\All Users\Application
Data\PassMark\OSForensics\Categories.txt (XP)

(Vista and newer)

Clicking on the category allows modifying of its attributes. Once the changes to the category have been
made, click 'Sawe' to apply the changes.

To add a new category, click 'Add Category'.

A category consists of a unique name, optional notes, highlight colour and a shortcut key for tagging.
New or existing case ltems can be assigned to a category.

If a highlight colour is assigned to the category, any item belonging to the category shall be marked with

the specified colour as shown in the following screenshot.

Modified category options can be saved by clicking the 'Export' button and selecting a location.

An exported category template can then be loading by selecting the saved file with the 'Import’ button.

By default category templates are saved to:

C:\ProgramData\PassMark\OSForensics\CategoryTemplates\

© 2022 PassMark™ Software




File M arne:

0bk11.jpg
001.jpg
002 jpg
003.ipg
004 jpg
005 jpg
00E.jpg
007.ipg
008, jpa
003.jpg

01 16-9.phg
01 4-3.png
M0.ipg
011.jpg
02ipg
M3 inn

S o R R o o o v I I I A A
HEEEEEEEEEEEEEE

Location

C:AProgram Files\wWindowsdppsh. .
C:AProgram FileshWwWindowsdppsh...
C:AProgram Fileshwindowsdpps'. .
C:AProgram FilesWwindowsdpps',..
C:AProgram Files\WwWindowsdppsh. .
C:AProgram FileshwWindowsdppsh...
C:AProgram Fileshwindowsapps'. .
C:AProgram FilesWwindowsdpps',..
C:A\Program Files\windowsapps',. .
C:AProgram Files\WwWindowsdppsh. .
C:AProgram FileshWwWindowsdppsh...
C:AProgram Fileshwindowsdpps'. .
C:AProgram FilesWwindowsdpps',..
C:AProgram Files\WwWindowsdppsh. .
C:AProgram FileshwWindowsdppsh...

4 Proaram File st afindomsdnns!

Type

JPG File
JPG File
JPG File
JPG File
JPG File
JPG File
JPG File
JPG File
JPG File
JPG File
PHG File
PMG File
JPG File
JPG File
JPG File
P15 File

D ate modified

882017,
Br/as2017,
a/a/2017,
8/8/2017,
8/8/2017,
B/as2017,
8/a/2017,
a/8/2017,
8/8/2017,
B/as20 7,
Br/as2017,
a/a/2017,
8/8/2017,
8/8/2017,
B/as2017,
_AMAamy7

10:30:24 4673232
10:30:41.9221914
10:30:41.9375180
10:30:41,9534463
10:30:41.5630729
10:30:41.5846938
10:30:42.0004939
10:30:42. 0161644
10:30:42.0315720
10:30:42.0472043
10:23:17.3779013
10:29:17.3779013
10:30:42.0628326
10:30:42.0840448
10:30:42.0949054
0-30-42 11NRANd

Date created

8/8/2017,
8/8/2017,
8/8/2017,
8/8/2M7,
8/8/2m7,
8/8/2017,
8/8/2017,
g/8/207,
8/8/2m7,
8/8/2017,
8/8/2017,
8/8/2017,
8/8/2M7,
8/8/2m7,
8/8/2017,
amemy

10:30: 244673232
10:30:41. 9065660
10:30:41.9221914
10:30:41.9378180
10:30:41.9534463
10:30:41.96530729
10:30:42.0004333
10:30:42. 0151644
10:30:42.ME1644
10:30:42.0315780
10:23:17.3779013
10:29:17.3779013
10:30:42.0472043
10:30:42.0628326
10:30:42.0838334
AN3N-47 11NR4n4

Date accessed

B/AB/20T7, 10:30:24. 4677
B/8/2017, 10:30:47. 9068
BAR/2017, 10:30041. 822
87842017, 10:30:41.937
B/8/2017, 10:30:41.953:
B/8/2017, 10:30: 479650
B/8/2077, 10:30:42.000-
8/8/2017, 10:30:42.016°
B/8/2017, 10:30:42.016°
B/B/20T7, 10:30:42.031F
BABA20TT, 102917 377
BAR2MT 10:297 377
87842017, 10:30:42.047¢
B/8/2017, 10:30:42.062¢
B/8/2017, 10:30:42.085¢

amem7 1 11 Y
>

If a shortcut key is specified, items can be tagged and assigned to the associated category by pressing

the shortcut key sequence as shown in the following screenshot.

a

File Mame

05 4-3.png

0B 4-3.prng

05_grunge_overlay.jpg
05 _lensflare_screen.jpg
05_lightleak_zcreen.png
05 zcratch_screen.jpg
06 16-9.png

Cateqary

04_lensflare_screen.jpg
04_lightleak_zcreen.png
04_zcratch_szcreen.jpg
05 16-9.png

Images
Imagesz
Images
Imagesz
Images
Imagesz
Images
Imagesz

06_grunge_averlay.jpg

I UEUEUE U UEUE U
el EEEEEEEE

Offense & Custody Data

MR lencflare crreen inn
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Mew Case

Help

Basic Case Data Case Categories  Offense & Custody Data Description of Evidence  Chain of Custody  Custom Fields ¢/ 4 | *

Offense | | > |

Analysis Requested By | |

Suspect Name | |

Date/Time Evidence Seized |1sms;zozz E~ | |E 4:23 AM =

Location of Seizure | |

Legal Authaority for Search | ~ |

Summary of Job [Text editor will be disabled until the case is created,

'fou can start editing the job summary text once a case is
opened by going to Edit Case Details. ..

Advance Edit...

Cancel

This tab contains the case custody data that is used when generating the default Chain of Custody
Report. All fields are optional.

Description of Evidence
Edit Caze

Help

Basic Case Data Case Categories  Offense & Custody Data  Description of Evidence  Chain of Custody  Custom Fields ¢/ * | *

Evidence # Quantity Description of Item Add
1 1 Evidence 1 Edit
12344BCD 2 Evidence 2

Un/Delete

Cancel

© 2022 PassMark™ Software
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OSForensics

Add/Edit

Add a new evidence item collected to the case.

Add Evidence

Description of
Evidence

Chain of Custody

Evidence Mumber | 1

Evidence 1

Date & Time

Released by

16062022, 14:45:04, GMT +10:00 Pass

Received by
Mark

Add

Edit Delete

Cancel

Edit

Edit an existing evidence item previously added in the case.

Un/Delete

Delete a previously added evidence item in the case. To prevent accidental deletions, the actual deletion

is done when choosing "OK" to save the case.

Chain of Custody

© 2022 PassMark™ Software
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Edit Caze

Help

Basic Case Data  Case Categories  Offense & Custody Data  Description of Evidence  Chain of Custody  Custom Fields ¢/ 4 | *

Evidence # Date & Time Released by Received by
12344BCD 16/06/2022, 14:47:39, GMT +10:00 Mark Pass
1 16062022, 14:47:25, GMT +10:00 Pass Mark.

MNote: Editing the chain of custody data is done through the Description of Evidence tab.

Cancel

Shows the Chain of Custody for the added evidence items added to the case. Editing of the Chain of
Custody can be accomplished in the Description of Evidence Tab. Select the Evidence and choose Edit.

Add Chain of Custody X

Transferred From | | |

Transferred To | |

Date/Time Evidence Transferred |16f06f2022 E~- | | 2:43 PM =

Cancel

When the Evidence Window opens, options are to Add a new chain entry, Edit an existing chain entry or
Delete an existing chain entry.

Custom Fields

© 2022 PassMark™ Software



Edit Caze

Help

»

Basic Case Data Case Categories  Offense & Custody Data  Description of Evidence  Chain of Custody  Custom Fields ¢ 4

| Witness vl | John Doe| w

[ | Custom 2

Mote: Custom Fields do not appear in the default Reports Templates. Users are reguired to edit the template if
custom fields are required.

Cancel

User specified Custom Fields to include in the report for other properties the investigator may want to
specify but does not currently exist. Custom Fields do not appear in the default Reports Templates. If

custom fields are required, users can edit the templates. Specifically adding <!--
OSF_CASE_CUSTOMFIELD1_NAME--> and <--OSF_CASE_CUSTOMFIELD1_VALUE--> or <!--

OSF_CASE_CUSTOMFIELD2_NAME--> and <--OSF_CASE_CUSTOMFIELD2_VALUE-->to the templates where the

fields need to appear.

Case Narrative




Edit Caze

Help

Case Categories  Offense & Custody Data  Description of Evidence  Chain of Custody  Custom Fields  Case Marrative "

<DIV = <FONT size=43><B >CASE SUMMARY </B =< /FONT =</DIV>
<i=This report was automatically generated by Auto Triage </fi=

Load Template Advance Edit...

Cancel

The Case Narrative allows the examiner to write their complete case analysis report. Text entered here is
included in the generated report. Case Narrative is editable after the case is created.

Load Template
Load an existing saved template to be reused for this case.

Advance Edit...
Opens an advance HTML/Text Editor to write the case narrative.

54.2 HTML/Text Editor

The HTML/Text Editor allows for customization of the entered text. Text can be formatted using HTML
elements such as lists, tables and images.




# DSForensics - Case Marrative - az - O >

File Edit View Inset Format Table Help

l.‘d b i| U  Times New Roman ~| |18 MBS = = iE ;E 8 %
CASE SUMMARY
RESULTS OF FORENSIC ANALYSIS
EXECUTIVE OVERVIEW
Save and Close Close
Char Count: 239
Menu
Save and Exit Text Align mit Insert Ima(_:ies
hd b| i| U] Times New Roman ~| 16 v ;gg % % 5 ;5 e %
. _ . .
it Text Style and Size Bullets and List
Save and Exit

Save the current contents and exit the editor.

Exit
Exit the editor, if changes were detected, editor will prompt to user to save or discard changes.

Text Style and Size
Allows changing of supported text styles and fonts/fonts sizes.

Text Alignment
Right, Left or Center justify text in the editor.

Bullets and List
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Start a new bullet-ed or numbered list.

Insert Images
Will open a window to allow multiple selection of images already added to case to be included into the

document.
Choose Pictures... C:\Users\PassMark\Documents'\PassMark\ O5Forensics\ Cases\b(%3 *
' ) ~ Preview
Filename Size
Files A
D DSCMNO010, JPG 157.9 KB
l:‘ DSCNO012, PG 155.4KB
DSCNO021.IPG 153.7KB
l:‘ DSCMO025.IPG 145.8 KB
DSCNO027.IRG 154.0 KB
l:‘ DSCNO029. JPG 145.6 KB
[] rotationHandle.png 53,15 KB
[] scaleHandle.png £3.83KB
[] scalesliderHandle.png £0.84 KB
[] scalevalueHandle.png 56,38 KB
[] seriptableWizardOnDrawGizmos. png 34.73 KB
[] seriptableWizardOnwizardOtherButton. png 20.83KEB
Web Snapshots ~
[ 2018-05-18 21-50-26-293.png 826.0 KB
[ 2018-05-18 21-50-31-660.png 2,51KB
(] 2018-05-18 22-01-48-664.png B12.5KB Item Title: DSCNO0D10.JPG
|:| 2018-05-18 22-02-01-006.png 668.5KB Dimensions: 640 x 480
[] 2018-05-18 22-04-26-437.png 816.8 KB v
Mote: Only images already added to the case can be inserted into the report. Cancel

5.4.3 Customizing Report Appearances

OSForensics generates reports as HTML web pages, which allows the style, layout and appearance to
be modified with any web authoring application of your choice (or you can directly edit the HTML and
CSS). Customizable elements include fonts, colors, and page layout.

Reports are generated using the fully customizable report templates included in the OSForensics install.
The report templates can be found in the OSForensics Program Data folder.

There are several pre-installed report templates corresponding to a report type, which are stored as
separate folders containing a set of template files. At the very minimum, a single HTML file, report.html,
must exist in each folder which serves as the index page that OSForensics shall use to create the
report. In addition, some templates also contain a set of additional HTML files corresponding to each
section of the report (eg. files.html, deleted-files.html, notes.html). These files are required in order to
generate working links to the corresponding sections via the report.html file.

You can include images (for company logos, headers or footers), CSS files, or JS files. All files in the
folder will be copied across and included with the generated report.

© 2022 PassMark™ Software



Export Report

Report Template: | Case Report [HTML]

Style: |Default

(®) Create Redacted Report
() Create Ful Length Report

Sections To Indude:
Case Materials
Evidence Photos
Attachments
External Reports
Motes

0/ Artifacts

System Information
User Activity
Login/Passwords
SUsndrml Records
Event Log Artifacts

Other Artifacts

Files

Deleted Files
E-mails

Weh Snapshots
Database Records

Categorized Artifacts

Check All Uncheck All

~ | []Extra Information

w

[Jindude Chain of Custody repart
Indude Software Verification

Forensic Copy Logs
Drive Imaging Logs
[Jcase Activity Log
Tagged Items

Web Server Log Artifacts
Registry Artifacts
Process/Memary Snapshots
Program Artifacts
Clipboard Contents

Search Results
Extracted Strings
Raw Disk
Android Artifacts

Skip empty sections

Qutput Location: | C:\Users\Passmark\Documents\PassMark\OSForensics\Cases|\2022-08-01

Encrypt PDF using password

Custom Report Logos Help
Banner (Recommended Size 375x65)

,!»:»; OSForensics

by PassMark Software

| | Browse

Small Company Logo {Recommended Size 155x46)

PASSMARK"

SOFTWARE

| Browse

Company Logo (Recommended Size 200x160)

OSForensics

—

N’

PassMark Software

| Erowse

Mote: Some logos spedfied may not be utilized as the various report templates uses
different sets of logos.

Close

Report Template

List of report templates found in the Program Data folder that shall be used to generate the report.

Style

List of stylesheets available for the selected report template. Multiple styles can exist for each report and
each CSS file in the report's folder will be listed as an available style. When creating the report,
OSForensics will replace the HTML comment tag "<!--OSF_CSS_NAME-->" with the selected style

name.

Create Redacted Report

Links to case items in the report. Does not include images in generated report directory.

Create Full Length Report

Copies case items in report into generate report folder. Links to newly copied items in report folder.

Extra Information

If checked, extra details such as MD5/SHA-1/SHA-256 hash values for each Case item shall be included

in the report.

Include Chain of Custody Report
If checked, a Chain of Custody report will be exported along side the standard Case Report.

Custom Logos... (Pro only)

Organization-specific logos and banners can be specified here to include in the report




Sections to Include
Specify the sections to include/exclude in the report. Each section corresponds to a specific category of
items added to the case.

Output Location
Specify the location where the report files shall be generated.

Generate PDF Copy in Output Location
If supported by the report template, specifies whether a copy of the report shall be generated in PDF
format in the output location.

Editing HTML Template Files

The report templates can be found in the OSForensics Program Data folder, which is typically located in
the following location:

C:\ProgramData\PassMark\OSForensics\ReportTemplates\ (Vista and newer)

C:\Documents and Settings\All Users\Application
Data\PassMark\OSForensics\ReportTemplates\ (XP)

NOTE: All HTML template files must be saved in UTF-8 encoding (character set).

The template HTML files are fully editable and are used to generate the final report files. OSForensics
shall scan the template files for specific tags that correspond to a certain Case element, and replace it
with the appropriate content. Depending on the report type, not all tags appear in the template. The
following table summarizes the HTML comment tags that are recognized by OSForensics and replaced
accordingly.

IMPORTANT: If any changes are made to the templates, make sure to keep a backup. Reinstalls and
updates may overwrite previous changes.

<k-OSF_CSS_NAME-->  This will be replaced w ith a reference to the selected
style sheet.

<l-OSF_CASE_TITLE-->  This is the Case Name.

<k- This is the Investigator of the case.
OSF_CASE_INVESTIGAT

OR-->

<k- This is the Organization details from the case.
OSF_CASE_ORGANIZATI

ON-->

<k- This is the Contact details from the case.
OSF_CASE_CONTACTDE

TAILS-->

<k- This is the name of the first custom field, if defined in the
OSF_CASE_CUSTOMFIEL case.

D1_NAME-->

<k- This is the value of the first custom field, if defined in the

OSF_CASE_CUSTOMFIEL case.
D1_VALUE->




<l--
OSF_CASE_CUSTOMFIEL
D2_NAME-->

<l--
OSF_CASE_CUSTOMFIEL
D2_VALUE-->

<l--
OSF_CASE_TIMEZONE-->

<l--
OSF_CASE_DEFAULTDRI
VE-->

<l-
OSF_CASE_CASEFOLDE
R-->

<l-

OSF_CASE_CASEDATE--
>

<l-
OSF_CASE_CASESHORT
DATE-->

<l-
OSF_CASE_REPORTDAT
E-->

<l--
OSF_CASE_REPORTSHO
RTDATE-->

<l-
OSF_CASE NARRATVE-
->

<l-
OSF_CASE_OFFENSE-->

<l--
OSF_CASE_ANALY SISRE
QBY-->

<l--
OSF_CASE_SUSPECTINF
O-->

<l--
OSF_CASE_SEIZEDDATE-
->

<l--
OSF_CASE_SEIZEDSHOR
TDATE-->

<l--
OSF_CASE_LOCOFSEIZU
RE-->

<l--

OSF_CASE _LEGALAUTH
ORITY -->

<L-
OSF_CASE_SUMMARYO
FJOB-->

This is the name of the second custom field, if defined in
the case.

This is the value of the second custom field, if defined in
the case.

This is the Timezone from the case.

This is the default drive selected in the case

This is the w here the OSForensics case file is saved

This is the date that the case w as created

This is the date that the case w as generated w ithout

timezone information .

This is the date that the report w as generated.

This is the date the report w as generated w ithout

timezone information.

This is the Case Narrative for the case.

This is the Offense field for the case.

This is the Analysis Requested By field for the case.

This is the Suspect's Name.

This is the date that the evidence w as seized.

This is the date the evidence w as seized w ithout

timezone information.

This is the Location of Seizure for the case.

This is the Legal Authority for Seizure for the case.

This is the Summary of the Job for the case.




<l--
OSF_CASE_EVIDENCEIM
AGES-->

<l--
OSF_CASE_ATTACHMEN
TSTABLE-->

<l--
OSF_CASE_NOTESTABL
E-->

<l--
OSF_CASE_TAGGEDITEM
S-->

<l--
OSF_CASE_ACQUIREDIM
AGES-->

<l--
OSF_CASE_FORENSICSC
OPY-->

<l--
OSF_CASE_EXTERNALRE
PORTS-->

<l--

OSF_CASE_SY SINFO-->

<L-
OSF_CASE_USERACTNVIT
Y-->

<L-
OSF_CASE_FILESEARCH-
->

<L-
OSF_CASE_DELETEDFILE
SEARCH-->

<l-
OSF_CASE_INDEXSEARC
H-->

<l--
OSF_CASE_MISMATCHSE
ARCH-->

<L-
OSF_CASE_PROGRAMA
RTIFACTS-->

<l-
OSF_CASE_PASSWORD
S-->

<l-

OSF_CASE FILESTABLE-
>

<l--

OSF_CASE_UNDELETETA
BLE-->

<L-OSF_CASE EMAILS--
>

This table contains all evidence images added to the case

This table contains all attachments added to the case.

This table contains all notes added to the case.

This table contains all tagged items in the case.

This table contains the logs of images acquired using the
Drive Imaging module that have been added to the case.

This table contains the logs of forensic copy operations
that have been added to the case.

This table contains all external reports that been added to
the case.

This table contains all System Information reports that
have been added to the case.
This table contains all User Activity scan results that have

been added to the case.

This table contains all File Name Search results that have
been added to the case.

This table contains all Deleted File Search results that
have been added to the case.

This table contains all Index Search results that have been
added to the case.

This table contains all Mismatch Search results that have
been added to the case.

This table contains all Program Artifacts lists that have
been added to the case.

This table contains all Passw ord retrieval scan results that
have been added to the case.

This table contains all files added to the case.

This table contains all deleted files added to the case.

This table contains all e-mails that have been added to the
case.




<l--
OSF_CASE_WEBSNAPSH
OTS-->

<l--
OSF_CASE_REGISTRY -->

<L-
OSF_CASE_ESEDBRECO
RDS-->

<L-
OSF_CASE_SQLITERECO
RDS-->

<l-
OSF_CASE_THUMBDBRE
CORDS-->

<l-
OSF_CASE_PROCSNAPS
HOTS-->

<l-
OSF_CASE_MEMORY DU
MP-->

<l-

OSF_CASE_STRINGLIST--
>

<L-
OSF_CASE_PLISTRECOR
DS-->

<L-
OSF_CASE_NAVIGATION

>

<l-OSF_CASE_FOOTER--

>

<l--OSF_CASE_LOGO-->

<l--
OSF_CASE_LOGO_BANN
ER-->

<l--
OSF_CASE_LOGO_COMP
ANY-->

This table contains all w eb snapshots that have been
added to the case.

This table contains all registry keys that have been added
to the case.
This table contains all ESEDB database records that have

been added to the case.

This table contains all SQLite database records that have
been added to the case.

This table contains all Thumbnail Cache database records
that have been added to the case.

This table contains all process snapshots that have been
added to the case.

This table contains all memory dumps that have been
added to the case.

This table contains all string lists extracted from the
internal view er that have been added to the case.

This table contains all p-list properties and values that
have been added to the case.

This is w here the navigation links to the different sections
of the report shall be placed

This is w here the report footer shall be placed
This is w here the company logo shall be placed

This is w here the banner logo shall be placed

This is w here the small company logo shall be placed

Editing CSS (Cascading Style Sheets) Files

The fonts, colors and general appearance of the page, and in particular the tables in the report, are
defined by CSS. If you are not familiar with CSS, you can take a look at the default templates supplied
with OSForensics as reference (or simply make a copy of it, and modify it as you see fit).

Most of the CSS would be depending on the template file used and the markup of the HTML you place in

the template.

Howeer, the table for the items and the files are hard-coded but you can style them by their multiple

class names.
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Below is a reference example of the report table with the corresponding CSS class names in red and the
{} braces indicate the sections of the table that they span.

Lists table
th.05FLists
th.03FListsTitleCol th.03FListsModuleCol th.03FListsFilenamneCol th.05FListsNotesCol
. il - . -
-~ T —— a — ——
Lu]
L] .
o List of suspect XLS
= { fles File Name Search FS 2010-09-27 07-01-32.html
=] LU
I List of suspect images File Name Search FS 2010-09-28 07-01-32.html
- - - il _—
~ - “— —
td.03FListsTitleCol  td.05FListsModuleCol td. 03FListaFilenamneCal td.03FListsNotesCol
Files table
th.03FFiles
— .
_—— i
th.03FFilesTitleCol th.05FFilesFilenameCol th.03FFilesFilepathCol th.03FFilesNotesCol
(_H e i, —,
-— T — T -
i}
= Suspicious
I L
b { Office BIT531005_compiler_configuration.doc C:\Dev\bit\BIT531005_compiler_configuration.doc ﬁ:rr‘::o(:zcumenls Ifind suspicious. It looks
o documents
s S — - _— . _——
~— ~—— ~—
td,08FFilesTitleCol td.05FFilesFilenaneCol td.05FFilesFilepathCol td.05FFilesNotesCal

The other tables follow a similar naming convention.

5.4.4 Add Device

An investigator can specify storage devices to associate with a case. Once the device is added to the
case, it can be accessed across all OSForensics functionality via a user-defined display name (similar to
a drive letter in Windows).
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3 Add Device

Evidence Source

(®) Drive Letter

(") Physical Disk

() Image File

(") Folder / Network Path
(_JFile Path

(") Volume Shadow Copy

() BitLocker Encrypted Drive

Display Mame

Help

c:\ ~ | Mount Image...

(®) Forensics Mode () Standard Maode

W\ PhysicalDrivel

Drive-C:y

| Drive-C

Usage Example:
"Drive-C:\dirfile. ext™

Make this the case default device

Add a device associated with a Windows drive letter to the case.
Forensice mode - Analyze the intricacies of the file system using OSForensic’s file system layer implementation.

Standard mode - Use Window's file system layer to perform an explorer-like analysis of the drive.

Cancel Manage Devices...

Evidence Source

The user chooses from the following types of devices to add to the case.

Drive Letter

Add a device associated with a Windows drive letter to the case. The 'Mount Image..." link opens

OSFMount for mounting image files to a drive letter.

Forensics mode - The file system is accessed via OSForensic's own file system layer,
bypassing normal Window file management mechanisms. This allows for deeper analysis of file
system objects (eg. NTFS metafiles), bypassing permissions, and ability to see files not visible

in Windows (eg. rootkit files). However, operations on the drive are slower.

Standard mode - The file system is accessed via Windows file system layer (ie. explorer-like
access to files). This mode is quicker but does not have the same depth of access as in

Forensics mode.

Physical Disk




Add an entire physical disk or partition attached to the system to the case. This allows access to
partitions that are normally inaccessible in Windows such as hidden, unnamed or unsupported
(Linux/Mac) partitions. Physical disk partitions are accessed in Forensics mode since they are not

normally accessible in Windows.

If the entire physical disk is added to the case, the contained partitions appear as subfolders of the

device as shown below.

If recovered partitions are found on the disk, they can also be added to the case.

. File System Browser
File View Tools

| @eoLTI EEED

Help

&_'\ ) L'\ [\_‘1\ PhysicalDrived:

Ex:

|__§] Partd [Physical Disk (WINS5 FAT 32 Partition 0) 300.0 ME]
|_§] Part1 [Physical Disk (Empty Partition 1) 125.0 ME]

|_§] Part2 [Physical Disk (NTFS Partition 2) 143.1 GE]

|_§] Part3 [Physical Disk (NTFS Partition 3) 900.0 ME]

i | _§] Part4 [Physical Disk (Empty Partition 4) 77.32 GE]

= ;] Part5 [Physical Disk (NTFS Partition 5) 16,77 GE]

-] | &Extend

+ RecoveryImage

B o System Volume Information

L)

o o o i i

N

=
o
E}
m

Partd
Partl
Part2
Part3
Part4
Parts

Type

Physical Disk Partition 0
Physical Disk Partition 1
Physical Disk Partition 2
Physical Disk Partition 3
Physical Disk Partition 4
Physical Disk Partition 5

Date modified

Partd (Physical Disk Partition 0)
Date Modified:

Image File

Add an image file of a physical disk or partition to the case. The image file can contain a single
wolume or multiple partitions under a supported partition scheme. Image files are accessed in
Forensics mode since they are not normally accessible in Windows. See Supported Image Formats
for a list of image file formats that are supported.

To add individual partitions to the case, click on the 'Select Partition..." link.

Select a partition in the image d

(") Use entire image file

(® Select one or more partitions:!

~
Partition 1 - 16.0 MB {NTFS)
Partition 2 - 16.0 MB {NTFS)
Partition 3 - 16.0 MB {NTFS)
Partition 4 - 16.0 MB {(NTFS)
Partition 5 - 16.0 MB {NTFS)
Partition & - 16.0 MB {NTFS)
Partition 7 - 16.0 MB {NTFS)
Partition & - 16.0 MB {NTFS)
Partition 9 - 16.0 MB {NTFS)

Partition 10 - 16.0 MB (NTFS) b
Select Al
Cancel

One or more partitions can be added to the case by selecting the desired partitions. These partitions
shall be added as individual devices to the case.

Recowered partitions, if found on the image file, can also be selected.




If the entire image file is added to the case, it will appear as a single device in the case. Any
contained partitions appear as subfolders of the device, similar to adding an entire physical disk.

Folder / Network Path
Add a folder or network path to the case. Folder/network paths are accessed in Standard mode (ie.
Windows file system layer) since the physical medium of such paths are not accessible.

File Path
Add a single file path to the case. File paths are accessed in Standard mode (ie. Windows file
system layer) since the physical medium of such paths are not accessible.

Volume Shadow Copy

Add a Volume Shadow Copy for a supported NTFS wolume. Shadow copies are backup copies of
data on a specific wlume at a specific point in time. Shadow Copies are accessed in Forensic mode
since they are not normally accessible in Windows. See Support for Volume Shadow Copy for more
information.

BitLocker Encrypted Drive
Add an existing Case Device that is BitLocker encrypted to access the drive in decrypted, raw form.
See Support for BitLocker Encrypted Drives for more information.

Display Name

The user specifies a unique display name to assign to the device. The name must be 2-32 characters
long, and must not contain any special characters. Once the device has successfully been added, its
display name can be used to reference the device using the following syntax:

<display_name>:
Eg. dell-pc-vista:

Make this the case default device
When checked, the mounted device is set to the case's default device when successfully mounted.

Manage Devices
Manage all devices that have been added to the case.

The following is a list of image formats supported by OSForensics when adding an image file to a case:

¢ Raw Image (.IMG, .DD)

e Raw CD Image (.ISO, .BIN)

¢ Split Raw Image (.00n)

e Advanced Forensics Format* (.AFF, .AFD, .AFM)
e VMWare Image (.VMDK)

e EnCase Image (.EO01, .Ex01)

e EnCase Logical Image (.LO1, .Lx01)

¢ SMART Image (.S01)




¢ VHD Image (.VHD)

¢ Advanced Forensics File Format 4 (.aff4)

*The supported version of Advanced Forensics Format is AFFV3 with zlib compression support.
Encryption and signatures are not supported.

The following is a list of file systems supported by OSForensics when adding a device to the case in
Forensics mode:
e NTFS (Windows) *
o FAT16/FAT32 (DOS/Windows)
exFAT (Windows)
Ext2/Ext3/Ext4 (Linux/Android)**
HFS+/HFSX (Mac/iPhone/iPad)
APFS (MacOS, iOS, tvOS, watchOS, audioOS)***

* NTFS Compression is supported. Windows 10 'CompactOS' (ie. 'System Compression') is supported
for the XPRESS compression format. LZX compression is not yet supported.

**In some of the more popular Linux distributions (eg. Fedora, Gentoo, Ubuntu), the Logical Volume
Manager (LVM) manages the wolumes in the system. This allows for a single, continuous volume to be
backed by one or more physical disk partitions for ease of management. However, when the physical
disks are imaged, the partitions appear as an 'LVM partitions' containing metadata regarding how the
partitions are arranged into the single wvolume. OSForensics is unable to rearrange the partitions back
into the single volume. To resolve this issue, an image of the volume must be created under Linux so that
the operating system handles the complexity of the LVM layer. This resulting image can then be added
to the case as it appears to OSForensics as a standard Linux volume.

*** APFS support is experimental. Not all functionality supported by the file system may work properly.
ZLIB and LZVN compression are supported. Encryption is not supported.

The following is a list of partitioning schemes supported by OSForensics when adding a device to the
case:

e Master Boot Record (MBR)
e GUID Partition Table (GPT)
e Apple Partition Map (APM)

Background

The Volume Shadow Copy Senice is a backup technology from Microsoft used in Windows XP and later
operating systems. It is a mechanism for creating consistent point in time copies of data know as




shadow copies. Shadow copy technology requires the file system to be NTFS. Shadow copies are
stored on the wolume and can be used to reconstruct the volume to a previous point in time.

Usage

Shadow Copies can be added to the case and used in various OSForensics modules. Shadow copies
are loaded on first use. The time to load a shadow copy is dependent on the number of shadow copies
existing on the wolume and the size of the copies themselves. This means for larger drives, the time to
load can be quite substantial. Shadow copies changes are stacked, in the sense to access the oldest
shadow copy, the more recent shadow copies must first be applied to the volume. To decrease the time
needed to access shadow copies, OSForensics can cache up to 10 wvolume's set of shadow data in
memory (i.e. if drive E:\ has 4 shadow copies, the entire set will count as one toward the 10 limit).

-
Select Violume

S|

Select Volume Volume Shadow Copies found on selected
|E:\ | |al -
SMNAPSHOT Id = {4DB4E 1953-10BF-4124-3168-82AAB 3ADGEES} -

- Shadow Copy Set Id: {F24F 1IEC4-E556-473F-BE0D-341794406 130}

- Creation Time: 6/22/2011 10:26:13 AM E
- Shadow Filename: {e132d30a-9cee-11e0-a34f-000c29caa4 {38083 76b-c 176-4e4

- Originating Machine: HAVENS-WINTVM. fi.local

- Service Machine: HAVEMS-WINTVM, fi.local

- Provider: Microsoft Software Shadow Copy provider 1.0

- Atfributes: Mo_Auto_Release Persistent Client_accessible Differential

SMAPSHOT Id = {A3DEB297-E174-4CCo-AF1E-14897B 228891} o
4 L I

Mote: Volume Shadow Copies are still experimental. Exact spedification has not been publicy
released. Implementation is based off of the format spedification document provided by
Joachim Metz. https: f/code.google. com/p/libvshadow

Open ] I Cancel

Analyze Volume Shadow Copies

OSForensics provides a tool to find changes in files and directories between two shadow copies of a
single volume. By comparing the signature between two shadow copies, files that have been created,
deleted or modified can be determined within the period of when the snapshots were taken.




2F Analyze Volume Shadow Copies

@ Analyze Volume Shadow Copies

Base Wolume | Windows_7_Enterprise_x&4_E-0:}
Mew” Volume | fshdw-9¥Windows_7_Enterpri:}
"0ld" Volume | {Shdw-2}Windows_7_Enterpriz\

Ignore Windows Temp Folders

v | [ Analyze |

Hashset... Export... |v Add to Case...

Name Volume Difference Create Modify

\pagefile.sys {Shdw-3}Window... Modified 2010-08-27, 6:44... 2016-12-08, 5:53...
\WDTFInstalText.log {shdw-9}Window... MNew 2016-12-08, 5:39... 2016-12-08, 5:39...
\SExtend\SRmMetadata\5TxfLog\sTxfLog. bif {shdw-9}Window... Modified 2010-08-27, 7:32... 2016-12-08, 5:52...
\SExtend\SRmMetadata\STxfLog\STxfLogContainer00000. ..  {Shdw-93Window... Modified 2016-10-22, 4:19... 2016-12-08, 5:52...
\Boot\BCD {Shdw-9}Window... Modified 2010-08-27, 7:42... 2016-12-08, 7:26...
\Boot\BCD.LOG {Shdw-9}Window... Modified 2010-08-27, 7:42... 2016-12-08, 7:26...
\Program Files (x86)\Application Verifierwrfauto.dll {Shdw-9}Window... Modified 2014-10-24, 15:4... 2014-10-24, 15:4...
‘\Program Files (x86)\GoogleJpdate\Download\{8A69034... {Shdw-Z}Window... Deleted 2016-08-26, 4:37... 2016-08-03, 9:03...
‘\Program Files (x86)\Google\Jpdate\Instal\{C4763FB2-0E... {Shdw-Z}Window... Deleted 2016-10-22, &:42... 2016-09-25, 16:0...
L4 >

Shaow: all ~

Total Differences: | 1736

Total Size Change: | 868.5MB

Total Mew: | 461 Total Deleted: | 373

Deleted Size: | 608.5 MB

Total Modified: | 902

Modified Size: | 415.8 MB

Mew Size: | LO4GB

Hashset
Create a hashset that includes all files in the comparison result.

Export
Export the comparison results to a text, CSV or HTML file

Add to Case

Add the comparison results to case as an CSV or HTML file

File System Browser

The File System Browser can display multiple shadow copy versions of a file alongside the most current
version. See Shadow Copies for details on its usage.

Implementation & Limitation

The specification of the Volume Shadow Copy has not been publicly released by Microsoft.
Implementation for Volume shadow copies is based on the work of Joachim Metz's document Volume
Shadow Snapshot (VSS)'.

'libvshadow - Library and tools to support the Volume Shadow Snapshot (VSS) format. Version 0.0.10.
Obtained on March 6, 2013




OSForensics is capable of accessing images or drives that are encrypted using BitLocker, provided that
a valid key is specified. The following key protectors can be used to unlock a drive:

e Password

e Recovery Key (eg. 531135-570372-522236-480007-142241-640487-244519-333049)

o Startup Key File (.bek file)

OSForensics supports the following encryption algorithms BitLocker uses to encrypt the drive:

e AES-CBC 128-bit encryption with diffuser
o AES-CBC 256-bit encryption with diffuser
e AES-CBC 128-bit encryption
e AES-CBC 256-bit encryption
e AES-XTS 128-bit encryption
o AES-XTS 256-bit encryption

Usage

To add a BitLocker encrypted drive to the case, the image file or disk must first be added in his
encrypted form. For example, an Encase image file of a BitLocker encrypted drive, bitlocker.e01, is first
added to the case.
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Select device to add

Evidence Source Help
() Drive Letter C:\ Mount image. ..
Forensics mode Standard mode
(") Physical Disk W \PhysicalDrived: Partiion 0 [500.00MB FAT3Z]
(®) Image File D:images'bitiocker.img

Partition: <entire image file=

() Folder | Network Path
(_JFile Path

() Volume Shadow Copy

Select shadow...

() BitLocker Encrypted Drive | arfifacts-0:)

Verify Key...

Display Name

IUsage example:

| bitiocker “bitlocker: \dir\file, ext™

Make this the case default device

Add an image file to the case.

- The image file can contain a single volume or multiple partiions under a supported
I' m partition scheme. See 'Help' for a list of image file formats that are supported.

04 Cancel

Because the image file is encrypted, performing forensic analysis on this device is not very useful. To
access the drive in decrypted form, a "BitLocker Drive" device must be added to the case on top of the
image file device. Open the Add Device dialog and select 'BitLocker Encrypted Drive'. Select the
previously added image file device from the drop down list.
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OSForensics

Select device to add

Evidence Source

O Drive Letter

(") Physical Disk

() Image File

() Folder | Network Path
(_JFile Path

() Volume Shadow Copy

(@) 5itl acker Encrypted Drives

Display Name

i Mount image. ..
Forensics mode Standard mode

W \PhysicalDrived: Partiion 0 [500.00MB FAT3Z]

Select partition. ..

Select shadow...

bitlocker:},

Verify Key...

| JBDE hitlocker

Isage example:

“{BDE}bitlocker: \dir\file. ext™

Make this the case default device

Help

I‘ E raw form.

Add an existing Case Device that is BitLocker-encrypted as a new device to the case.

On successful decryption of the drive, the contents of the drive can be accessed iniis

Cancel

To verify whether the drive can be decrypted, click on Verify Key..." to specify the key needed to unlock

the drive.
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Enter BitLocker Key to Unlock Velume >

Valume GUID | d69flc0c-d205-2c42-9835350151a99441

Description | MSI Bitlocker 5/24/2019

Encryption | AES-XTS 256-bit encryption

|
|
Creation time | Friday, May 24, 2019, 5:30:59 |
|
|

key protectors | Password; Recovery key; Startup key;

Flease specify one of the following key protectors to unlock the
volume,

(®) Pazsword

D Recovery Key

() Startup Key File (bek)

Cancal

Select one of the key protectors to use and enter the corresponding key for the drive. The list of key
protectors that can be used to unlock the drive is listed in the Key protectors field. Key protectors that
cannot be used to unlocked the drive are disabled.

Upon successful key \erification, click OK in the Add Device dialog to add the device to case. After
entering the key one more time, the device should be accessible via any OSForensics module in
decrypted form.

5.4.5 Manage Devices

The Manage Devices window displays the list of devices added to the case.
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OSForensics

() Manage Devices x
Help
Case Devices
Device Name Type Source Path "
“# Drive-C Logical Drive (Forensics Mode) C
&¥ Drive-E Logical Drive (Forensics Mode) E
@FiIeSeruer_DiskO Image File (Entire image) D:\FileServer_Disk0.aff4
@FiIeServer_DiskUﬂfﬂ a Image File (Entire image) E:\FileServer_Disk0.aff4
_ part0 Image File (Entire image) E:\partD.aff4 Set default
@partl Image File (Entire image) E:\partl.aff4 as case defau
| 8 PhysicalDrive0-3 Physical Disk (Partition 3) \\. \PhysicalDrived Remove device
@PhysicalDriveﬂ_S Image File (Entire image) D:\PhysicalDrive0_5.2 Add devi
| j PhysicalDrive 1 Physical Disk (Entire disk) \\. \PhysicalDrive 1 evice
| 8 PhysicalDrive 2-0 Physical Disk (Partition 0) \\. \PhysicalDrive2
@\."Jindows_lﬂ_xS‘l Image File (Entire image) D:\Windows_10_x64.aff4
@Windows_)ﬂ’_Professional_SP Image File (Entire image) E:\Windows XP Professional SP3.aff4 v
Remove Add Device...

Device Name
The name used to reference the device

Type
One of the following devices types: Image File, Logical Drive, Physical Disk, File System Path (UNC),
Volume Shadow, Bitlocker-encrypted Drive

Source Path
The path of the source image, disk or path backing the device

Usage

Add Device...
Add a new storage device to the case.

Remove
Removwe the selected devices from the case. Note: Any paths that refer to the device name (eg. tags)
would no longer be valid.

Right-Click Menu

Set as case default
Specify the selected device as the case default drive

Remove device
Removwe the selected device from the case. Note: Any paths that refer to the device name (eg. tags)
would no longer be valid

Add Device...
Add a new storage device to the case.
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5.4.6

Case Activity Log

When performing forensic investigations, it is important to maintain an audit trail of the exact activities
carried out during the course of the investigation for several purposes including the following:

e Debriefing of a completed investigation

¢ Auditing the activities of an investigation to determine whether proper procedures and protocols were
followed

e Educating and evaluating of investigators in training

OSForensics provides the option to specify whether activities performed in the case should be

automatically logged to a tamper-resistant log file on disk, producing a trace of all actions performed
during the investigation.

Enable/Disable Logging

Logging can be enabled/disabled when creating a case for the first time or when editing an existing case
in the Case Management window

Mew Case

Basic Case Data  Offense & Custody Data Description of Evidence  Chain of Custody ~ Custom Fields ~ Case Narrative Help

Case Mame | il |

Organization

|

Investigator | w |
|

ContactDetails |

Timezone || qeal (GMT -7:00) -
Default Drive | C:\, [Local] =

Acquisition Type () Live Acquisition of Current Machine (®) Investigate Disk(s) from Another Machine

Case Folder (@) Default Location () Custom Location

| C:\Users\PassMark\Documents\PassMark\OSForensics\Cases), | Browse

[]Log case activity

Cancel

Viewing the Log

Once logging is enabled, the log can be viewed by clicking the "View Log" button in the Case
Management window, as well as the "View Log" icon in the "Case Management" group under the Start
tab.




|| Case Activity Log

Help
Export Log... | | Generate Report...
Filter...
Verbosity Timestamp Module Investigator  Log Text -
odDetall  2015-04-30, 15:35:37 SUsnJrnl Viewer PM Activity Monitor: Task Started {Create/Verify Hash)
VMinDr 2015-04-30, 15:35:37 SUsnJrnl Viewer PM Calculating MD5 hash on plain text "123456"
'D Info 2015-04-30, 15:35:37 SUsnJrnl Viewer PM Calculated hash: e 10adc3949ba59%abbe 562057203583
4od Detail  2015-04-30, 15:35:37 SUsnJrnl Viewer PM Activity Monitor: Task Stopped (Create Verify Hash)
Sod Detail  2015-04-30, 15:35:34 SUsnJrnl Viewer PM Activity Monitor: Task Stopped (Create Verify Hash)
Sod Detail  2015-04-30, 15:35:33 SUsnJrnl Viewer PM Activity Monitor: Task Started {Create/Verify Hash)
vr\"linor 2015-04-30, 15:35:33 SUsnJrnl Viewer PM Calculating MD5 hash on @ 123456
SodDetail  2015-04-30, 15:34:53 Plist Viewer PM Activity Monitor: Task Started (Hash Sets)
SodDetail  2015-04-30, 15:34:53 Plist Viewer PM Activity Monitor: Task Stopped (Hash Sets)
SodDetail  2015-04-30, 15:34:53 Plist Viewer PM Activity Monitor: Task Stopped (Hash Sets)
vMinor 2015-04-30, 14:55:02 Passward Recovery PM Rainbow table generation finished
4o Detall  2015-04-30, 14:55:02 Password Recovery PM Activity Monitor: Task Stopped (Passward Recovery)
46 Detal  2015-04-30, 14:54:38 Password Recovery PM Activity Monitor: Task Started (Password Recovery)
vMinor 2015-04-30, 14:54:38 Password Recovery PM Generating rainbow table and exporting to "C:'\ProgramData\PassMark\OSt
vMinor 2015-04-30, 14:51;52 Password Recovery PM Rainbow table generation finished
4o Detal  2015-04-30, 14:51:52 Password Recovery PM Activity Monitor: Task Stopped (Password Recovery)
Sod Detail  2015-04-30, 14:51:28 Password Recovery PM Activity Monitor: Task Started (Password Recovery)
vMinor 2015-04-30, 14:51:28 Password Recovery FM Generating rainbow table and exporting to "C;\ProgramData\PassMark\OSF
4 Detail  2015-04-30, 14:51:21 Case Manager PM Loaded Case MewCase” from disk (C:Wsers\Keith\Documents\PassMark\0 w
< >

Showing 122613 of 122613 messages Verbosity Level | Detail w

The log window displays a list of log entries ordered chronologically. The verbosity of the displayed log
entries can be changed by selecting one of the following verbosity levels, from lowest to highest:

e Major - Includes all major activity related to the case itself, such as when it is first created.

e Minor - Includes start/completion of all significant forensics activity, such as file name searching,
index creation, deleted file searching, etc.

¢ Info - Includes all supplemental forensics activity performed, such as exporting results to disk, adding
files to case, etc.

e Detail - Includes details of the subtasks that are being executed internally while major forensics
operations are being performed.

Selecting a verbosity level will include all log entries marked with the specified verbosity level and lower.
For example, selecting 'Minor' will include all log entries that are marked as 'Major' or 'Minor'.

Filter...
Clicking on the "Filter" link allows the investigator to filter the log entries by module.

Export Log...
Export the log to a text or CSV file

Generate Report...
Generate an HTML or PDF report of the log

Tamper-resistant Log File

To maintain the integrity of a case's recorded history, the log file has built-in security mechanisms for

verifying whether or not it has been tampered with. The log file itself is stored in an encrypted format and
can only be viewed when the case is opened within OSForensics; it cannot be viewed as-is using a text
viewer like Notepad or when another case is opened in OSForensics. In order to prevent log entries from
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being inserted, remowved, or re-ordered, each log entry is encrypted using a key linked to previous log
entries. This key is destroyed immediately after the log entry is written. In addition, seweral layers of
integrity checks (ie. hash chains) are computed for each log entry that serves to verify the integrity of all
previous log entries.

Note: The security mechanisms in place cannot prevent a user from corrupting or deleting the log file; it
can only detect whether or not the contents of the log file have been compromised. Once the log file has
been tampered with, the contents may or may not be recoverable. That is why it is always a good idea to
make periodic backups of your case files.

USB Write-Blocking

USB write blocking can be enabled when editing the case details.

Edit Case

Help

Basic Case Data  Case Categories  Offense & Custody Data  Description of Evidence  Chain of Custody  Custom Fields ©| 4 | *

Case Name | Casel vl
Investigator | s |
Organization | “ |

Contact Details | ~]
Timezone |Local (GMT +10:00) Australian Eastern Standard Time ~
Default Drive | C:\ [Local] ~

(D) Live Acquisition of Current Machine

Acguisition Type
(®) Investigate Disk(s) from Another Machine

Case Folder (_) Default Location (®) Custom Location

|C:'|,temp'|,Case1'|, | I Browse

Log case activity Enable USE Write-blodk

OK Cancel

When enabled OSForensics will change some Windows registry settings so that USB writing will be
blocked. USB drives that are already connected will have to be unplugged and reconnected in order for
the settings to take effect.

The current USB write status will be displayed on the start page, clicking this icon will toggle the "Enable
USB Write-block" setting in the currently opened case.

% USB writing is disabled (USB Write-block setting is selected)

USE Write:
Disabled

e \Q USB writing is enabled (USB Write-block setting is unselected)
Enabled




When OSForensics exits the registry settings will be returned to what they were before OSForensics
changed them.

If for some reason OSForensics exits unexpectedly or is forcibly closed then the settings will not be
restored. If this happens the setting can be restored to the required value by opening OSForensics,
toggling the USB write to the required setting and then force closing OSForensics using task manager.

The Clipboard Viewer allows the investigator to browse the contents stored in the clipboard on the live
system, which can contain forensic artifacts of interest such as passwords, images, or contraband files.
In newer versions of Windows, a clipboard history is available which can provide as many as 25 items
that have been previously added to the clipboard. In addition, if an item is "pinned" to the clipboard, the
data will persist on disk even on reboot or shutdown.

. Clipboard Viewer - m} e
Help
(@) Live Acquisition of Current Machine
(Ose@nDrive: | Drive-Gi\
Clipboard history enabled
Export all to Case... Add list to Case...
Preview
# Format Data Size GUID Timestamp 2
Current  Bitmap [Bitmap image], 1920x1040px 7.62MB
0 Bitmap [Bitmap image], 1920x1040px 7.62MB  {DD3D832A-5DDF-488C-A120-FOBE97FSFEDD}  9/11/2019, 10:06:54
1 Text PassMark Software Logo Shop 6.86 KB {B5EAS5102-4150-4A 1E-B3DA-98 13B5CBFBDA} 9/11/2019, 10:06:52
1 HTML Format ~ <html><body > <!--StartFragme... 56.07KB  {85EA51D2-4190-4A1E-B3DA-98 13B5CEBFEDA} 9/11/2019, 10:06:52
2 Bitmap [Bitmap image], 1920x1040px, ... 7.62MB  {2860BBA7-B925-448C-B577-DOB 104F 2F B8} 9/11/2018, 10:08:25
3 Text PassMark Logo ABOUT ZOOMST... 10.69KE  {D4DCBCAB-14BA-4813-865C-265C9AC19451} 9/11/2019, 10:06:18
4 Bitmap [Bitmap image], 1920x1040px, ... 7.62MB  {5C03B53F-5178-43E2-857A-7A9IFDCCFAAS}  9/11/2019, 10:05:56
5 Text SoftwareHardwareBenchmarksS...  3.87KB {B16951BC-23D9-4169-3B6E-E5 10D 1IF51D2} 9/11/2019, 10:05:53
3 HTML Format ~ <html><body > <!--StartFragme... 239.8KE  {B16951BC-23D9-4169-8B5E-E810D61F61D2} 9/11/2019, 10:05:53
3 Bitmap [Bitmap image], 1920x1040px, ... 7.62MB  {05E579C4-CF42-4E83-88E4-495 18 2AB639F} 9/11/2019, 10:05:29
7 Text PassMark SoftwareSearch Shop...  1.96KB {7F7B99CF-D79E-4591-BESD-F3970A16AAF 7} 9/11/2019, 10:05:21
7 HTML Format ~ <html> <body > <! -StartFragme... 41.34KB  {7F7B99CF-D79E-4591-BESD-F3970A16AAFT} 9/11/2019, 10:05:21
8 Text Imagelist_Destroy 34Bytes  {EFD035F5-2CC7-4ABE-AZDF-DESOCE 1246FE} 9/11/2019, :42:05
z R - . A 5
Pinned Ttems
= Format Data Size GUID Timestamp
0 Text \K30XEZIX01KC 1\K06\X03\X24,..  517Bytes {894 1C5D-9F 14-4667-8E83-B03E6CFC 3118} 9/9/2018, 10:21:22
< >

Usage

To view the clipboard contents of the live system, select 'Live Acquisition of Current Machine'. Selecting
a disk via 'Scan Drive' is also possible, but only "pinned" items stored on disk shall be displayed.

The data that is currently stored in clipboard is indicated by 'Current'. If clipboard history is enabled, the
items in the history shall also be displayed in the list. Select an item to see a preview of its contents on
the right pane.

Double-clicking or pressing 'Enter' on a thumbnail opens the internal viewer.

Right-click Menu




- ’ 5 o
5 Text View with internal viewer...

. HTML Formz Export selected as file(s)...

[+ Bitrnap

= Text Save selected to Case...

7 HTML Form Export selected rows to C5V...

3 Text

g HTML Formz Add selected rows to Case...

? Text Export all to file(s).. i
g HTML Formz

10 Text Save all to Case... !
10 HTML Farmz Add list to Case... g
11 Text EST_PLOGIN_PATH I0BYES

View with Internal Viewer...
Opens the clipboard item with OSForensics Viewer to perform a more thorough analysis. Keyboard
shortcut: Enter

Export selected as file(s)...
Prompts the user to enter a location on disk to save the selected clipboard item(s)

Save selected to Case...
Opens a dialog prompting the user to enter details for exporting selected clipboard item(s) as files to
the case

Export selected rows to CSV...
Prompts the user to enter a location on disk to save the list of selected clipboard item(s) to CSV

Added selected rows to Case...
Opens a dialog prompting the user to enter details for exporting a list of selected clipboard item(s) as a
CSV file to the case

Export all to file(s)...
Prompts the user to enter a location on disk to save all clipboard item(s)

Save all to Case...
Opens a dialog prompting the user to enter details for exporting all clipboard item(s) to the case

Add list to Case...
Opens a dialog prompting the user to enter details for exporting a list of all clipboard item(s) as a CSV
file to the case

Additional Info

Pinned ltems

In newer versions of Windows with clipboard history enabled, items can be pinned so that will persist on
disk even on reboot or shutdown. When scanning for drives (ie. non-live acquisition), only pinned items
shall be displayed, if available. However, the contents of the pinned item is encrypted on disk and can
only be displayed in unencrypted form (in the main list of clipboard items) when logged in as the proper
user.
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OSForensics

5.6

Deleted Files Search

The Deleted Files Search Module can be used to recover files deleted from the file system (ie. deleted
file no longer in recycling bin). This is especially useful for recovering files that the user may have
attempted to destroy.

N - Hel
Deleted File Search “F
b 4
Device to scan: | Drive-C: [Logical Drive (Forensics Mode]] v ‘
Preset: Images Sort by: Restare quality
*.gif:* pna;* bmp;* jpa;” jpeg;® tiff. tf X| Scan Config... Sec. Sort by: N/&

File Details  File List - Thumbnails Timeline  Scan Status

newwebvrsquare150x150logo.scale-100.png ~
Size: 50 Bytes, Attributes: A-l, Location: Drive-C:\_unknown_\amd84_microso fi-windows-a..g-whatsnew.appxmain_31bf3856ad364e35_10.0.19041.746_none_S57c8501ba
Created: 12/15/2021, 11:01:33, Modified: 6/10/2021, 5:58:20, Accessed: 12/15/2021, 11:01:33.6575253

welcomefax.tif

Size: 53 Bytes, Affributes: A--, Location: Drive-C:\_unknown_\amd&4_microsofl-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_bg-bg_39738e00c0
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7705255

welcomefax.tif

Size: 53 Bytes, Attributes: A--, Location: Drive-C:\_unknown_\amd84_microso fi-windows-fax-common. resources_31bf3856ad364e35_10.0.19041.906_ar-sa_9333ac77d0!
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7715252

welcomefax.tif
Size: 53 Bytes, Attributes: A-, Location: Drive-C:\_unknown_\amd&4_microsofi-windows-fax-common resources_31bf3856ad364e35_10.0.19041.906_ja-jp_S56a3982e52a«
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7715252

welcomefax.tif
Size: 53 Bytes, Aftributes: A-l-, Location: Drive-C:\_unknown_\amd64_microso fi-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_ja-jp_S6a3982e52a:
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7725252

welcomefax.tif

Size: 53 Bytes, Aftributes: A-l-, Location: Drive-C:\_unknown_\amd64_microso ft-windows-fax-common resources_31bf3856ad364e35_10.0.19041.906_hr-hr_10827d5c6d7
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7725252

welcomefax.tif

Size: 53 Bytes, Attributes: A--, Location: Drive-C:\_unknown_\amd&4_microsoft-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_fr-fr_ca5622da885"
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7665249

welcomefax.tif

Size: 53 Bytes, Attributes: A-l-, Location: Drive-C:\_unknown_\amd64_microsoft-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_hr-hr_10927d5chd7
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7725252

welcomefax.tif

Size: 53 Bytes, Attributes: A-l-, Location: Drive-C:\_unknown_\amd64_microsoft-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_t-it_b47e19215f83t
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7735252

welcomefax.tif

Size: 53 Bytes, Attributes: A-l-, Location: Drive-C:\_unknown_\amd&4_microso fl-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_he-il_0e75ca7cBect
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7735252

welcomefax.tif

Size: 53 Bytes, Aftributes: A--, Location: Drive-C:\_unknown_\amd84_microsoft-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_he-i_Oe75ca7cBect
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7745255

welcomefax.tif

Size: 53 Bytes, Aftributes: A-l-, Location: Drive-C:\_unknown_\amd64_microso fi-windows-fax-common.resources_31bf3856ad364e35_10.0.19041.906_pt-br_296867c021
Created: 12/15/2021, 11:01:42, Modified: 6/10/2021, 5:58:32, Accessed: 12/15/2021, 11:01:42.7745255

welcomefax.tif v
Qiva: £2 Ridae AtHrihitae: A | | nratinn: Nrnra M4 unknnusn YamdR4 mirrnenft windnwe fav rammnn raenirrae 21hfIRERaARALIE 1N N 10041 GNE nl nl 771 hOhARNIRN

‘Sealch completed Items Searched: | 197230 Items Found: | 7951

u [ P I I I D (e [ [ P D
D® e 6 6 5 B 5 e BB ®

Basic Usage

A basic deleted file search simply involves entering a search string and selecting a device to scan.
OSForensics will scan through the selected disk for traces of deleted files that contain the search string
within their name. The basic search is case insensitive.

Recowered partitions, if found on the disk, can also be scanned for deleted files.

Presets
You can select one of the preset search options to quickly locate image files or office documents.

Multiple Searches
To run multiple different searches at once by separating the terms with the ';' character.

© 2022 PassMark™ Software
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Wildcards
You can use ™' or '?' as wildcards within the search string.

"' represents any number of characters
'?' represents a single character

If a wildcard is entered anywhere in the search field, wildcard matching is enabled on all search terms.
When wildcard matching is enabled, you will need to explicitly add ™ to the start and end of the search
term if you are trying match a word that may appear in the middle of a filename. ™ to the start and end of
the term if you are trying match a word that may appear in the middle of a filename.

More Advanced Options

By clicking the Config... button you will be taken to the Deleted Files Search Configuration window where
more advanced options can be selected.

Results

The results of the search are displayed in one of several views, along with a summary of the number of
items searched/found. The File List view contains a list of file names, along with the corresponding
metadata and a quality indicator between 0-100. A value close to 100 means that the deleted file is
largely in tact, with only a few missing clusters of data. The results are sorted according to the criteria
selected in the Sorting and the Secondary Sorting options.

Naming Convention for Carved Files
For carved files, the naming convention is as follows: "Carved '[type] file [sector location in HEX].
[extension]" e.g. "Carved 'jpg' file 0x0003FA22.jpg".

Right-Click Menu
Right-clicking a deleted file will open a context menu of options available on the selected file. Not all
options may be available for carved files.

[v
Iu View with Internal Viewer... Enter
{ -
Open (Default Program) Shift+Enter
[ 73d327.rbf .
@ Size: 815.9 KB, Attributes: A-, Location pepiib 9
Created: 1/28/2019, 1:34:38, Modified: | File Location Information... Ctrl+|
r@ F‘_‘SFE“'FM i . Jump to disk offset...
Size: 952,59 KB, Atftributes: 4~ Location 54
Created: 1/28/2019, 1:47.38, Modified. 1 Add list of all results to case...
I 000000000000E227 .
@ Size: 767.7 KB, Attributes: A-, Location ExportlieEotiallie=ul=io > | Number: 469564
Created: 5/26/2018, 22:53:47, Modified]
~ Toggle Check Space
000000000000E0AS
@ Size: 859.5 KB, Affributes: A-, Location Check All Ctrl+A  |e Number: 459220
Created: 5/26/2018, 22:53:46, Modified:
- 0000000000000800 1 item(s) checked > Add to Case »
@ Size: 1.20 MB, Attributes: A-, Location: Drive-CTi5Extend\SRmietadata s TxT, Source™ B ecord, Fi Remove Deleted File(s) from Case

- Created: 5/26/2018, 22:53:46, Modified: 5/26/2018, 22:53:42, Accessed: 5/26/2018, 22:53:42.211532
I—P e0fd6.rbf
g'j Size: 1.16 MB, Aftributes: A-, Location: Drive-C:\_unknown_\, Source: MFT Record, File Number: 3302
- Created: 1/20/2019, 23:27:40, Modified: 9/9/2017, 8:28:45, Accessed: 1/16/2015, 6:20:25.20558518
l—P 85balff.rbf Save Deleted File(s) to disk...
Lg'j Size: 1.16 MB, Aftributes: A-, Location: Drive-C:\_unknown_\, Source: MFT Record, File Number: 3302 Save Deleted File(s) to disk (include allocated clusters)...
Created: 2/8/2019, 14:30:57, Modified: S/%/2017, 8:28:45, Accessed: 1/16/2019, 6:20:28.2085424
[ = 742d6frbf

Look up in Hash Set...

Export list to ¥

View with Internal Viewer
Opens the deleted file with OSForensics Viewer to perform a more thorough analysis
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Open (Default Program)
Open the deleted file with the default program

Open With
Allows the user to select the program to open the deleted file

File Location Information
Opens a graphical display of the location of the file clusters on the physical disk.

Jump to disk offset...
Opens the Raw Disk Viewer tab and jumps to the first cluster of the selected deleted file

Add Results to Case
Add the list of the deleted files results to the case as an HTML or CSV file

Export Results to
Export the list of the deleted files results and associated attributes to a TXT, CSV or HTML file

Toggle Check
Toggle the check state of the current item

Check All
Check all the items in the list.

n item(s) checked

Add to Case
Add the checked deleted file(s) or the list of selected item(s) to the case.

Remove Deleted Files(s) from Case
Removwe the checked deleted file(s) from the case

Look up in Hash Set
Verify whether the checked deleted file(s) are contained in a hash set in the active database. See
Hash Set Lookup.

Export List to
Export the checked deleted files and associated attributes to a TXT, CSV or HTML file

Save Deleted Files(s) to disk
Sawe the checked deleted files to disk. For clusters that have been allocated to another file, zeroes
shall be written to the file

Save Deleted Files(s) to disk (include allocated clusters)

Sawe the checked deleted files to disk, including clusters that have been allocated to another file
For best results
o For best results in recovering a deleted file, it is important that as little file activity occurs on the disk in

question (like creating or changing files) as possible. Ideally no changes would be made. These
changes could overwrite file information or file content.
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¢ Consider taking an image of the disk in question as soon as possible

¢ Recowered files should be saved to a different drive as recovery to the same drive may overwrite some
file information.

e Consider running OSForensics from a USB drive. This allows the use of the software without
installation on the system hence reducing the likelihood of file system changes.

¢ Consider switching off power to your system after file deletion occurs, mounting the drive on a second
system and then recowering files using the second system. This approach will minimize the likelihood
of files being written to the disk you are recovering from.

¢ Disk image files and physical disks should be mounted in read only mode, where possible, to avoid
any overwriting of data by the operating system or other applications.

Deleted Files Search Configuration

The Deleted Files Search Configuration Window allows users to configure the search settings for deleted
files. This window can be accessed by clicking on the "Config..." button in the main Deleted Files Search
window.




Deleted File Search Configuration

@ Configuration Help

Scan method
Scan file index records
(Default, fast scanning for deleted MFT/FAT finode file records. Can recover file names/paths)

Carve known file signatures
(Slowe, but useful for recovering files from corrupted file systems. Cannot recover file names/paths)

[ Carve file index records

(Slow, but useful for recovering files from recently quidc-formatted volumes. Can recover some file
names/paths)

Scan file index records options

[ ]Multiple streams only []caze Sensitive
[ ]indude folders [ Imatch whele Word Only

Carve known file signatures options

Configure Carving Options

Results Filters
Minimum Quality: |Mediocre » File Size Limits:

Min | | KB
[ ] pisable thumbnails

Maix | | (4]

Scan Method

Specifies the method(s) that will be used to in the deleted file search. The default is for the deleted file
search module to search in the Master File Table (MFT) and to perform file carving on the selected disk.
If desired, scanning can be set to search the MFT or File Carve only. Note: When enabling File Carving,
instead of finding files from the master file tables, file carving looks at the raw physical disk data for file
headers and attempts to recower files in this manner. This requires reading all data on the disk and as
such is much slower than the standard method. Also it can only find a limited number of file types with
known headers.

Scan file index records options
Multiple streams only

This option is disabled by default.

Case Sensitive
If checked, searches will be case sensitive. This option is disabled by default.

Include Folders




If checked, folder names will also be included in searches, not just filenames. This option is disabled by
default.

Match Whole Word Only

If checked, results only include whether the search string is matched as a discreet word in the file name.
In addition to spaces, the following characters are used as breaking characters around a word "_-.()[] ".
For instance, searching for "Test" with this option enabled would return files like "_Test.txt",
"A(Test).jpg", "This is a Test.docx" and "file.test". But it would not return "testing.txt", "testimony.pdf' or
"contest.zip".

This option is disabled by default. This option has no effect on wildcard searches.

Carve known file signatures options
Configure Carving Options

Additional options for file caning. See File Caning Configuration below for available settings.

Results Filters
Minimum Quality
Determines the minimum quality level of the deleted file to include in the search results.

Disable thumbnails

Thumbnails are not automatically generated on the thumbnails tab. Thumbnail generation requires the
found deleted files to be scanned and can slow down the recovery process. This option is enabled by
default.

File Size Limits
Allows the user to specify file size limits for search results. The user may enter either a minimum,
maximum, both or neither. The only restriction is that the maximum must be larger than the minimum.

File Carving Configuration




File Carving Configuration

Carving Options Help
/ Carving options can be adjusted to suit your needs. Dependingon  Start %

options selected, this could increase or decrease carving time. —

| Only scan unallocated sectors (default, faster)

Only scan on sector bounds (default, faster)

o Carve Range 0% - 100% |
[ ]image Verification {slower, on default ext. only) | - i i

File extensions to be scanned

Extension Header Pattern Footer Pattern Case... M"™
|7 GIF Files (.qif) <expand to see all extens...

v PG Files {.jpg) <expand to see all extens. ..

v PNG Files (.png) <expand to see all extens. ..

v BMP Files (.bmp) <expand to see all extens. ..

ra TIF Files (.tif) <expand to see all extens...

ra HEIC/HEIF Files (.heic) <expand to see all extens...

ra Image RAW (.raw) <expand to see all extens. ..

ra AVI Files (.awi) <expand to see all extens, .,

[ ANI Files (.ani) <expand to see all extens, .,

ra ASF Files (.asf) <expand to see all extens, .,

v Apple Quidktime (.mov) <expand to see all extens. .. v
< >

Add Remove Config Feset

Only scan unallocated sectors

For FAT and NTFS files systems, OSForensics has the ability to only index the unallocated sectors on
the drive. This will reveal files in unused portion of the disk. Selecting this option will force OSForensics
to instead scan the whole drive including sectors that may be allocated for a non deleted file. When
selecting a physical drive the entire contents of that drive will be searched, which may return files that
are not actually deleted if there are working partitions on that drive. When selecting a single partition only
unallocated space on that partition will be searched.

Only scan on sector bounds

With this option enabled, only the beginning bytes of a sector will be used to look for a header pattern
match. By default this option is enabled as files are typically only saved to disk on free sectors (the files
contents are stored beginning at the start of the sector). By disabling this option, OSForensics will try to
look for header patterns anywhere within the whole sector. This can be useful for caning for files (e.g.
images) that may be embedded within another file (e.g. PDF document). However, this option should be
used with caution as it can greater increase caning time and will likely return many false matches.

Image Verification
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Applies extra level of checking to carved image files by trying to open the whole file with an image parser.
Slows down the file caning process but provides better feedback on the file quality. If the image parser is
successful in opening the image, the overall score is boosted by 25%. Similarly, if the image parser files
to open the image, the owerall score is decreased by 25%.

Range Selection
Allows the selection of caning range. Useful to look at a certain portion of the drive.

File extensions to be scanned
Currently default supported built-in file types are: gif, png, bmp, tif, asf, wmv, wma, mov, mpg, mp4, swf,
flv, ole, doc, xls, ppt, msi, mst, msp, gra, zip, docx, xIsx, pptx, htm, pdf, wav, mp3, rar, eml and rtf.

The pre-defined file types have coded file recovery functions that will do a superior job than a straight
header/footer match.

Additional file types can be added or currently enabled file types can be removed. The default file types,
identified by light grey text, in the list can be remowved but cannot hawe their definitions edited.

Add Extension

. Add Extension >
_ Select an existing extension or choose custom to add your own, Help
4 To specify a wildcard character in the pattern for header or

footer, use the '? character.

Add extension to scan:

Header pattern:

[ ]Pattern(s) are case sensitive

Footer pattern {optional):

L

Max file size: 1043576 Bytes
Min file size (optional): I:I Bytes
Base score on header match: (1-100)

Corcel

OSForensics will carve user defined file types, but will only look for header pattern and/or footer pattern.
When a footer pattern is not specified. OSForensics will return default to the size of the maximum file
size defined. When "File Canving" is enabled, OSForensics uses built-in values for maximum file size
limits. The file size limit is dependent on the type of file, however, the owerall file size limit for all files
during carving is limited to 50MB.

Deleted Files Search Results View

The user may view the deleted file search results in one of four views.

File Details View
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File Details  File List Thumbnails  Timeline

[ File Name Location Sige £ Type Source Quality Date created 2
l_ ﬁ 8{3808876b-c176-4e4... Drive-E:\System Volume Information’, 32.00ME [Deleted] File MFT Record 84 1f08/2022, 11:43:22.4863008
l_ ﬁ ~bittestEO0003 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:26.4443...
l_ ﬁ ~bittestEO0004 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:26.6941...
l_ ﬁ ~bittestEO0005 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:26.8977...
l_ ﬁ ~bittestEO0006 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:27.1003...
|_ ﬁ ~ittestE00D0T Drive-E:\System Yolume Information\EDPY 96.00 ME  [Deleted] File MFT Record 69  30/05/2022, 15:37:27.3350...
l_ ﬁ ~bittestEO000E Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:27.58496...
l_ ﬁ ~bittestEO00D0T Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:27.6942...
l_ ﬁ ~bittestEO0010 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:27.8033...
l_ ﬁ ~bittestEO0011 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:27.9126...
l_ ﬁ ~bittestE00012 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:28.0532...
- D ~bittestEO0013 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:28.2876...
l_ ﬁ ~bittestE00014 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:28.5063...
l_ ﬁ ~bittestE00015 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:28.7408...
l_ ﬁ ~bittestEO00 16 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:28.9287...
l_ ﬁ ~bittestEO0017 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:29,1313...
l_ ﬁ ~bittestE00018 Drive-E:\System Yolume Information{EDPY 96.00 ME  [Deleted] File MFT Record 69 30052022, 15:37:29.3344...
l_ ﬁ ~bittestE00019 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:29.5378...
l_ ﬁ ~bittestE00020 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:29.7407...
l_ ﬁ ~bittestE00021 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:29.9439...
l_ ﬁ ~bittestE00022 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:30,1625...
l_ ﬁ ~bittestE00023 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:30.4128...
l_ ﬁ ~bittestEO0024 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:30.6469...
l_ ﬁ ~bittestEO0025 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:30.8501...
l_ ﬁ ~bittestE00026 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:31.0688...
l_ ﬁ ~bittestE00027 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:31.2719...
l_ ﬁ ~bittestE00025 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:31.4752...
l_ ﬁ ~hittestE00029 Drive-E:\System Volume Information\EDPY 96.00 ME  [Deleted] File MFT Record 69 30/05(2022, 15:37:31.6942...
l_ ﬁ ~bittestE00030 Drive-E:\System Volume Information\EDPY, 96.00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:31.8969...
l_ ﬁ ~bittestEO0031 Drive-E:\System Volume Information\EDPY, 96,00 ME  [Deleted] File MFT Record 69 30/05/2022, 15:37:32,1003... ¥
L4 >
| Search completed | Items Searched: Items Found:

The File Details View displays the search result in a table format, listing the file names along with
relevant attributes and metadata. The results are sorted according to the criteria selected in the Sorting
options.

Deleted File List View
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File Details  File List  Thumbnals  Timeline

9

B{3808876b-c176-4e48-bTae-04046e6ccT52}
Size: 32.00 MB, Attributes: H-5-A-, Location: Drive-E:\System Volume Information\, Source: MFT Record, File Number: 45
Created: 1/08/2022, 11:48:22, Modified: 1/08/2022, 11:48:22, Accessed: 1/08/2022, 11:45:22 4863008

~bittestE00003
Size: 96.00 MB, Aftributes: A-, Location: Drive-E:\System Volume Information\EDP, Source: MFT Record, File Number: 48
Created: 30/05/2022, 15:37:26, Modified: 30/05/2022, 15:37:25, Accessed: 30/05/2022, 15:37:26.6313280

~bitte stE00004
Size: 96.00 MB, Attributes: A-, Location: Drive-E\System Volume Information\EDP, Source: MFT Record, File Number: 47
Created: 30/05/2022, 15:37:26, Modified: 30/05/2022, 15:37:26, Accessed: 30/05/2022, 15:37:26.8345378

~bitte stE00005
Size: 96.00 MB, Attributes: A-, Location: Drive-E:\System Volume Information\EDP\, Source: MFT Record, File Number: 48
Created: 30/05/2022, 15:37:26, Modified: 30/05/2022, 15:37:27, Accessed: 30/05/2022, 15:37:27.0533157

~bitte stE00006
Size: 96.00 MB, Attributes: A-, Location: Drive-E\System Volume Information\EDP\, Source: MFT Record, File Number: 49
Created: 30/05/2022, 15:37:27, Modified: 30/05/2022, 15:37:27, Accessed: 30/05/2022, 15:37:27 2726874

~bittestE00007
Size: 96.00 MB, Attributes: A-, Location: Drive-E\System Volume Information\EDP\, Source: MFT Record, File Number: 50
Created: 30/05/2022, 15:37:27, Modified: 30/05/2022, 15:37:27, Accessed: 30/05/2022, 15:37:27 5220755

~bitte stE00008
Size: 96.00 MB, Attributes: A- Location: Drive-E\System Volume Information\EDP\, Source: MFT Record, File Number: 51
Created: 30/05/2022, 15:37:27, Modified: 30/05/2022, 15:37:27, Accessed: 30/05/2022, 15:37:27.6313548

~bitte stE00009
Size: 96.00 MB, Attributes: A-, Location: Drive-E\System Volume Information\EDP, Source: MFT Record, File Number: 52
Created: 30/05/2022, 15:37:27, Modified: 30/05/2022, 15:37:27, Accessed: 30/05/2022, 15:37:27 7412934

~bittestE00010

Size: 96.00 MB, Aftributes: A-, Location: Drive-E\System “Volume Information\EDP, Source: MFT Record, File Number: 53
Created: 30/05/2022, 15:37:27, Modified: 30/05/2022, 15:37:27, Accessed: 30/05/2022, 15:37:27.85042381
~bittestE00011

Size: 96.00 MB, Attributes: A-, Location: Drive-E\System Volume Information\EDP, Source: MFT Record, File Number: 54
Created: 30/05/2022, 15:37:27, Modified: 30/05/2022, 15:37:27, Accessed: 30/05/2022, 15:37:27 5506743
~bittestE00012

Size: 96.00 MB, Attributes: A-, Location: Drive-E\System Volume Information\EDP, Source: MFT Record, File Number: 55
Created: 30/05/2022, 15:37:28, Modified: 30/05/2022, 15:37:28, Accessed: 30/05/2022, 15:37:28. 2251127
~bittestE00013

Size: 96.00 MB, Attributes: A-, Location: Drive-E\System Volume Information\EDP, Source: MFT Record, File Number: 58
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| Search completed | Items Searched: Items Found:

The Deleted File List View displays the search result as a list of file names, along with the corresponding
metadata and icon. The results are sorted according to the criteria selected in the Sorting options.

Thumbnails View
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File Details  File List  Thumbnails  Timeline Thumbnail Size: 1

Can. Can. Can. Can. Can. Can. Can. Can. n

Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File
@ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59...
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Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File
@ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59... @ byte offset: 59...
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Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File
@ byte offset: 59... @ byte offset: 59... @ byte offset: 77... @ byte offset: 18... @ byte offset: 15... @ byte offset: 15... @ byte offset: 15... @ byte offset: 15...
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Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File
@ byte offset: 15... @ byte offset: 21... @ byte offset: 21... @ byte offset: 21... @ byte offset: 21... @ byte offset: 21... @ byte offset: 21... @ byte offset: 21...
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Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File Drive-E:\[Carved File
@ byte offset: 21... @ byte offset: 21... @ byte offset: 21... @ byte offset: 21... @byte offset: 21... @ byte offset: 21... @ byte offset: 21... @ byte offset: 21...
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| Search completed | Items Searched: Items Found:

The Thumbnails View displays the search results as a list of thumbnails as well as with its file path. This
view is useful when searching for media files, allowing the user to quickly browse through the thumbnail
images. The size of the thumbnails can be adjusted using the Thumbnail Size slider bar.

Timeline View
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File Detals File List Thumbnails Timeline  Scan Status Date Type: Maodify Date

30000

Jan Feb Mar Apr May June July Aug Sept Oct Nov Dec
2021

The Timeline View displays an interactive bar graph providing the user with a visual view of the distribution
of files with respect to the date of the files. This view is useful for identifying date ranges where significant
deleted file activity has occurred. The granularity of the scale can be adjusted by clicking on the bar
graphs to zoom in or the *-' button on the top-right corner to zoom out. Right-clicking a bar section brings
up the following menu:

Export Chart to PNG
Add Chart to Case...
Copy Chart to Clipboard

Show these items
Export Results to HTML
Export Results to Text
Export Results to CSV

2017 2018 2019 2020

Show these files
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Filter the deleted files to show only those that belong to the selected time bar

Export to HTML
Export the deleted files contained in the highlighted bar to HTML

Export to Text
Export the deleted files contained in the highlighted bar to text

Export to CSV
Export the deleted files contained in the highlighted bar to CSV

Deleted File Cluster View

The Deleted File Cluster View window provides a graphical view of the allocation of the deleted file
clusters on the physical disk. This window can be accessed by right-clicking a NTFS or FAT filesystem
deleted file in the Deleted Files Search and selecting File Location Information.

.. Deleted File - Raw Location *

File: helpman_topicinit[4].js

Fragment number Start {LCN) Mumber of dusters Additional notes
1 3325010 5

Disk partiion duster allocation map and deleted file fragment allocation

0 (duster number) Digk: Drive-C: F785120

0.0% of the deleted file dusters are currently reallocated to other files.

Key
B Unallocated disk dusters B File dusters unallocated
B Allocated disk dusters Partial allocation to newer file

B File dusters allocated to newer file

The table displays the fragmentation information of the deleted file. For smaller files, the deleted file may
be resident in the MFT (NTFS only).

The map provides a graphical representation of the location of the fragments with respect to the physical
disk it resides on.
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For files that reside on FAT filesystems, only the first cluster fragment is shown and the number of
clusters field will be the count of free clusters following the start cluster. If the file is fragmented, then the
number of clusters may not match the filesize. FAT file system uses a directory entry for each file and
folder allocated on the drive. In the directory entry in FAT it stores the starting cluster only. To access
the file, the OS looks in directory finds file and notes the starting cluster. Then it proceeds to the FAT
(file allocation table) cluster that corresponds to the starting cluster. The starting cluster entry contains
the cluster number of the next cluster. The next cluster entry points to the next cluster and so on until
you come to an end of file marker. When you delete a file or folder. It locates the directory entry the file
resides in and mark it as deleted and it deletes the FAT chain. That is why you can typically only recover
contiguous files in FAT system once a file is deleted.

Deleted Files Techincal Details

Background

A physical disk has a partition table that describes the partitions on the disk, such as where the
partitions are located on the disk and the format of the partitions (e.g. NTFS, FAT32, FAT16).

An NTFS (NT File System) partition contains a boot sector, which contains information like the partition
sector size, cluster size and boot code. An important concept for NTFS is the Master File Table (MFT),
which is like an index for all files on the system. The Master File Table contains information like the
Filename, size, attributes, and location of file data fragments on the disk. Very small files can be
contained in the Master File Table record (called resident). When a file is deleted from an NTFS volume,
the Master File Table entry for the file is marked as deleted. The file information such as name, size and
location on the disk is not deleted and the data is not deleted. After deleting a file, the file system is free
to re-allocate the MFT record and the data clusters to another file.

FAT (File Allocation Table) is a generally used on external drives, like USB drives. FAT32 is newer than
FAT16, and allows for larger files and disks. A FAT partition contains a boot sector, a FAT and a data
area. The boot sector contains information like the partition sector size, cluster size and boot code. The
FAT contains a map of cluster allocation for the data area; with file data described as a set of linked
clusters. The Data area contains both information about files and the actual file data. When a file is
deleted from a FAT wolume, all clusters in the FAT table related to the file are set to unallocated and the
file information in the data area is marked as deleted (by changing the first character of the filename).
The file data is not deleted. After a file is deleted we potentially have the first cluster the file used, but do
not know which subsequent clusters were used, as this (chain link) information was removed from the
FAT. As such, to recover a file, assumptions based on file system behavior and current cluster
allocation, are needed to estimate the most likely clusters that were in the file. There are some cases
were this will not work well for any FAT recovery tool. After deleting a file, the file system is free to re-
allocate the FAT cluster map and the data area used for file information and file data.

Recovering files deleted from the recycling bin

Moving a file to the recycling bin in NTFS moves the file to the hidden system directory $RECYCLE.BIN
and renames the file (e.g. file1.txt to $RH7IJX4.txt). It also creates a new file (e.g. $IH71JX4.txt). This file
contains recycle bin file restore data, such as the directory and the original filename (e.g. C:
\dir1\file1.txt).




When you delete the file from the recycling bin (such as emptying the recycling bin), both files are
deleted by marking the MFT records as not in use. Both of these files are potentially recoverable, but
with the new filenames. OS Forensics checks whether both files are available, and if they are, then the
original filename is retrieved from the recycling bin metadata file and is shown as well as the recycling
bin filename.

On searching for deleted files, when the original filename can be recovered from the recycling bin
metadata file content, the search string specified is matched with the original deleted filename (e.qg.
file1.txt). When the recycling bin Meta data file content is not recoverable, a search for the recycle bin
filename is required (e.g. on *.txt to match “SRH71JX4.txt").

Examples:

(1) Where the information about the deleted files and metadata can be recovered, a search for “file1” will
return the result “file1.txt (Recycle bin name: $RH71JX4.txt)". If the recycling bin metadata file content
cannot be recovered, then the original file will only be known as “$RH71JX4.txt”, and no match will occur.

(2) Where the information about the deleted files and metadata can be recovered, a search for *.txt would
return the original filename “file1.txt (Recycle bin name: $RH7IJX4.txt)” and the recycling bin metadata
file “$IH71JX4.txt”. If the recycling bin metadata file content cannot be recovered, then the recycling bin
name “$RH71JX4.txt” and metadata file “$IH71JX4.txt” will be returned. Further, if the recycling bin
metadata file information cannot be recovered, then the recycling bin filename “$RH71JX4.txt” will be
returned. If the file content is recoverable, then the original content for file1.txt will be in the
“SRH71JX4.txt".

This module provides three different features. Firstly it can test a drive for reliability, potentially identifying
any faulty drives before they are put into active use in an investigation. Secondly it can set all bytes of a
drive to a specified byte pattern (and verify the byte pattern has been written to the entire drive), making
sure there is no chance of data contamination between investigations. Lastly, it can format the drive to
either NTFS or FAT32 file system to be ready to be used for investigation.




<3p Drive Preparation -

WARNING: Testing and writing a data pattern will delete data from the target drive.

This test can be used to check the reliability of any storage drives, as well as write and verify a pattern to all bytes on the
drive. Mote thatin order to test or zero the drive all data and formatting on the drive will be overwritten. Additionally
OSForensics must be run with administrator privileges in order to accomplish this.

COpen Disk Mar. Refresh Drive List
Physical Drive Progress Disk Test Write Verify Pattern Format Status
0: Fixed 40.00 GB [C: NTFS, E: NTFS] 0% System Drive - cannot be tested

Drive Preparation Options

Drive Test
Very Quick Test
[ write Data Pattern to Entre Drive [0 |
[] verify Pattern Data pattern (0..255)

Format Drive | NTFS [
Quick Format
WWrite Drive Prep Log to Drive Root

Stop on Error Start

Drive List
The Drive list shows 6 columns:

¢ Drive: Shows the disk volume and/or physical drive number. May also show the volume name, type of
disk, size and file system type.

Progress: Progress of the test, zeroing or verification, or file system format as a percentage.

Disk Test: Shows In Progress when testing or testing pass or failure upon completion.

Write/Verify Pattern: Shows In Progress when writing or verifying or pass or failure upon completion.
Format: Shows In Progress when formatting or pass or failure upon completion.

Status: A brief summary of the current activity or the result.

Multiple disks (up to 100 disks) can be acted on at once by selecting the multiple rows in the drive list.
An action may be stopped at any time with the “Stop” button.

If additional drives have been added to the system since OSForensics has been started, you can refresh
the list of drives that can be tested with the “Refresh drive list” button.

Drive Preparation Options

Drive Test

This test does not test the entire drive, as in most cases this would take very many hours. Rather, to
provide the fastest possible test, while providing the greatest test coverage of the drive, the test writes
and reads test data to the drive directly and not via the File System e.g. NTFS. The test will test the start




of the drive, the end of the drive and random samples in between. The random samples stage of the test
will continue until about 10% of the disk is tested. As such, the drive test WILL DELETE the file system
information (e.g. NTFS) and data on the drive. Administrator privileges are required for this test.

Very quick drive test: When selected, the testing is kept to about 3 minutes.

The drives that can be tested are shown in the physical drive list. The only drives allowed to be tested are
fixed and removable drives. The system drive (ie. "C:") cannot be tested.

Write a data pattern to the entire drive

This action makes sets every byte on the hard drive to the specified value (default zero). Effectively
blanking out a disk and removing any possibility of data cross-contamination when using the drive in a
new investigation. After the write pattern process is complete the "Verify pattern" action can ensure the
process was successful by reading back all data from the disk and checking each byte value is the
specified byte value,

As this function acts on the entirety of a drive it may take some time, depending on the size of the drive.

Format Drive

This action will setup the partition and format the drive. Any previous partitions or file systems that may
be present will be removed and replaced with a single volume containing either NTFS or FAT32 file
system. FAT32 is only allowed on drives no larger than 2 TB in total size. If "Quick Format" is
unselected, then the free disk space for the volume will be written with zeros.

The "Write Drive Prep Log to Drive Root" option will write a short text log of the test and options chosen
during preparation of the drive. The Drive log can only be written if the formatting was successful and the
wolume is accessible.

Open Disk Manager

After the drive is tested or a data pattern written and verified, the drive will need to be formatted. The
Open disk manager option opens Windows disk manager to allow the drive(s) to be partitioned and
formatted as required.

Start/Stop

Start will start the selected operations on the drives selected. The order of the operations if selected is
"Drive Test"->"Write Pattern"->"Verify Pattern"->"Format"->"Write Log". You can select one more
operations to start continuous one click testing. When "Stop on Error" is enabled. Individual drives will
halt their preparation and will not move to their next step if an error occurs in the previous step. Other
drives will continue as normal until completion.

Stop will signal a stops to all ongoing operations (e.g. drive test, writing/verifying a data pattern or
formatting).
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5.8 Email Viewer

The Email Viewer provides a simple yet powerful interface for browsing and analyzing e-mail messages

across multiple e-mail files.

& E-mail Viewer

- O X
File View
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S Notes v The Career News <newsl... How to Conduct an Efficent Job Search  3/16/2010, 15: ... 3[16/2010, 15:48:07,...
) ’
- [~ 2489764  Miltary.com <newsly@m... 2010 List of Navy Education Benefits 3/16/2010, 17:58:59, GMT ...  3/16/2010, 17:59:00,... wke & e
Litem(s) checked
How to Conduct an Effident Job Search
Delivery Time: 3/16/2010, 15:48:07, GMT +9:00
From:  The Career News <newsletter @thecareernews.com>
To:
cc
Bec:
~
March 15,2010 The Career News Vol. 10, Issue 11
v
€ > The Latest News, Tips and Tools For Your Career

487 item(s)

OSForensics Email Viewer

The left pane provides a hierarchical view of all devices added to the case. Clicking on a node shall load

its contents into the right pane.

Understanding the Email Viewer

The table below summarizes the main components of the Email Viewer

Component Description

E-mail Hierarchical |Tree organization of all e-mail files currently being

View browsed. Selecting a folder will display the list of e-mail it
contains.
E-mail List List view of the e-mail contained in the current folder.

Selecting an e-mail will display the e-mail contents in the

Preview Pane.

E-mail Preview Displays the e-mail contents of the currently selected e-

Pane mail
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E-mail Filter

Filters the list of e-mail to those that match the specified

criteria

Opening the Email Viewer

The Email Viewer is accessible via the "Email Viewer" icon in the "Viewers" group under the Start tab.
Once opened, the user is prompted to select an e-mail file to view.

Viewers

LN
File and Hex
Wieter

Usage

Search

—

Browwzer Browszer

Memon Wiewer  Raw Digk Viewer  Regizty Wiewer File Spstem SOLite DB

4

Email iewer

To search for e-mail messages that contain a particular text, enter a search expression in the search
bar, specify any additional search parameters and click 'Search'. To use Regular Expressions, check the
'Use RegEXx' checkbox. Additionally, e-mail messages can be filtered by when they were sent/received.

To remowve the search results, click 'Clear Search'.

Right-click Menu

The right-click menu integrates the E-mail Viewer with OSForensics' analysis tools.

E-mail List Menu
O o From Subject Client Submit Time Delivery Time
[v : am in Time for Easter 3/15/2010, 23:00:19, GMT ...  3/15/2010, 23:(
- Open Enter o get your 6-pack abs 3/15/2010, 23:39:14, GMT ...  3/15/2010, 23:.
[T 24890 Print... ade Your Site For Just ... 3/16/2010, 2:46:12, GMT +...  3/16/2010, 2:4!
[T 2439 T e an Efficient Job Search 3/16/2010, 15:48:00, GMT ...  3/16/2010, 15
[~ 24897 Education Benefits 3/16/2010, 17:58:59, GMT ...  3/16/2010, 17:!
[ 24399 Jump to message... Ctrl+) a Success with a Serv... 3/16/2010, 21:26:45, GMT ...  3/16/2010, 21:.
1item(s) ches
d— - 5
- = 1 item(s) checked > Add to Case
Remowve E-mail(s) from Case
Tag E-mail(s) Ctrl+T =
From: Omaha Steaks Stores <OmahaSteaks @e.omahasteaks.
To: Export list to >
ce: Export E-mail(s) to b msg
Export Attachments to disk... html
Bec: pdf

Open

| _Certification_.txt (158 bytes)

Uncheck All
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Opens the message in a separate window.

Jump to message
Jump to a message specified by a message ID.

Print...
Print the e-mail

Lookup IP address location
Parse the e-mail header for IP addresses and plot the geolocation in the Map Viewer.

n Item(s) checked

Add to Case
Add the checked e-mail(s) or list of checked e-mail(s) to the case

Remove File(s) from Case
Removwe the checked e-mail(s) from the case

Tag E-mail(s)
Tag the selected e-mail(s) for future reference. Keyboard shortcut: Ctri+T

Export list to
Export the list of checked e-mail(s) to a TXT, CSV or HTML file

Export E-mail(s) to
Exports the checked e-mail(s) to HTML, MSG or PDF file(s)

Export Attachments to disk
Exports the attachments of all checked e-mail(s) to a location on disk

Uncheck All
Uncheck all checked e-mail(s)

Attachment Menu
Cc
Boc:
Yiew with Internal Viewer... Enter

Here's @ rare op Open (Default Prograrn)

. \ Open With...
Right now wou'll _ _ .
the rezular pric Show File Properties... Ctrl+l |
ful lv-cooked baon
popular, family- Look up in Hash Set... Ctrl+H
Save B2% on The Tag Attachment(s) Ctrl+T

(9 0z.) Top &i Add Attachment(s) to Case... Ctrl+5

4

j Ej 0z.) Bonele
0Z. approx. )

2 Ex'lﬁ |:|§:| Stuf Save to disk...

g8 (3 oz.) Gourme -

‘_._1 (5._—','5 QZ_-II SJ‘:'-.‘_ Print...




View with Interval Viewer...
Opens the file with OSForensics Viewer to perform a more thorough analysis. Keyboard shortcut:
Enter

Open (Default Program)
Opens the file with the default program. Keyboard shortcut: Shift+Enter

Open With...
Allows the user to select the program to open the file

Show File Properties...
Opens the file with OSForensics Viewer in File Info mode. Keyboard shortcut: Ctri+]

Look up in Hash Set...
Verify whether the selected attachments are in a hash set in the active database. See Hash Set
Lookup. Keyboard shortcut: Ctri+H

Tag Attachment(s)
Tag attachment(s) for future reference. Keyboard shortcut: Ctri+T

Add Attachment(s) to Case...
Opens a dialog prompting the user to enter details for the selected attachment(s) to add to the case.
Keyboard Shortcut: Ctrl+S

Save to disk...
Saves the selected attachment(s) to a location on disk

Print...
Prints the attachment (if applicable)

Deleted E-mails

The Email Viewer supports recovering deleted and orphaned e-mails within PST files. To scan for
deleted/orphaned e-mails, click on either the "<orphaned>" or "<recovered>" folders after loading the
PST file.




From To / Cc [Bec Subject  []Body

i) <orphaned>

Features 87
o E-mail Viewer - O *
File  View
Help
Blfj All Emails |/‘) b 4 [Use RegEx
BQ[J Drive-E: \passmark'e

Start [ 25-2ul-2019 ~ | End [ 28-ul -2015 ~

From Subject Client Submit Time

Job.com CareerTools <
Windows Security Tacti...
Mew Earth Release <inf...

5 2010 jobs!
Windows 7 XP Mode: How to fix compatibility g...
Explore Google Earth with Earth ViewPoint

1/6/2010, 7:59:2

1/6/2010, 21:40:50, ...

1/6/2010, 12:02:58, ...

Delivery Time

g @ o
162010, 7:55:01, G...

1/6/2010, 19:03: 18, ...
1/6/2010, 21:40:51, ... v

Randy - Apply now to US Census 2010 jobs!

From:
To:
Ce
Bec:

Job.com CareerTools <JobCom-CareerTools-074a 1c8s@mail4. job. com =

Delivery Time: 1/5/2010, 7:55:01, GMT 0:00

< >

377 item(s)

The "<orphaned>" folder contains all e-mail items that do not have a parent folder, possibly due to a
corrupted file. The "<recovered>" folder contains all e-mails that have been deleted but the data still

remains in the unallocated space of the PST file.

Email Overview

|8 E-mail Viewer — O X
File View
Help
8] ] @
=-Ity Al Emails ‘/u #¢ [JuseRegEx
o : \
- M| P iFrom [ To /Cc /Bec [ Subject [1Body Start [L] 03-Aug-2021 v End L] 03-Aug-202L v
O o From Subject Client Submit Time Delivery Time Size ,57/ a L&) A
[~ 2130820 joe chiaramonte <joec@a... Outstanding Invoices 9/07/2013, 0:23:56, ...  9/07/2013, 0:24:00, ... 36 KB ff/
[T 2107300 Jacquelyn Parham <Jacki... Last e-mail 11/07/2013, 2:01:36,... 11/07/2013, 2:02:27,... 13KB
[T 212803  joe chiaramonte <joec@a... Invoices 12/07/2013, 2:10:49,...  12/07/2013, 2:10:55,... 3768 &
[~ 2125316  joe chiaramonte <joec@a... Payment 18/07/2013, 5:01:34,... 18/07/2013, 5:01:35,... 3768 & v
From:
To:
Ce:
Bec:
< >
1292 item(s)

" ] Full Mailbox Overview

From the main window click this button to generate a summary of all emails currently opened.

If multiple mailboxes are opened they will be combined into one summary.
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The summary consists of a table showing the counts of how many times every address has appeared in
the corresponding header field, as well as the time of the first and last occurrence of an address.

The table can be sorted by any column by clicking on the columns heading.

You can add the table to the case or export it to a CSV file via the right click menu.

|7J E-mail Overview — X
Help

Email Address From Count  To Count Cc Count BccCount  First Seen Last Seen ()

daw @wigdahlelectric.com 2 879 213 0 9/07/2013, 0:24:00, GMT +10:00 2/09/2017, 7:13:04, GMT +10:00

jerri.blaney @gmail.com 9 113 28 0 8/07/2015, 4:04:51, GMT +10:00 2/09/2017, 6:50:14, GMT +10:00

mwasserman @carlsondash.com 0 69 16 0 12/08/2015, 5:13:06, GMT +10:00 2/09/2017, 6:48:05, GMT +10:00

miralph@rss-chtd.com 639 55 47 0 5/11/2013, 8:47:59, GMT +10:00 2/09/2017, 6:50: 14, GMT +10:00

Ipoteracki@dimontelaw.com 0 51 4 0 6/05/2015, 9:26:30, GMT +10:00 2/09/2017, 6:47:35, GMT +10:00

. 9/07/2013, 0:24:00, GMT +10:00 2/09/2017, 6:49:30, GMT +10:00

gerry.hashwanter @mcgladrey.com 7 Add Overview to Case 19/12/2013, 3:31:51, GMT +10:00  2/09/2017, 6:50: 14, GMT +10:00

dfh@lawmb.com 0 Export Overview to CSV File 23/01/2014, 9:01:00, GMT +10:00 2/09/2017, 1:38:16, GMT +10:00

djschwab @rss-chtd.com 76 25 183 0 5/11/2013, 8:47:59, GMT +10:00 2/09/2017, 6:50:01, GMT +10:00

dalexander @masudafunai.com 0 18 2 0 9/11/2013, 2:54:51, GMT +10:00 2/09/2017, 6:49:28, GMT +10:00

david.zimner @bmo.com 56 16 ] 0 5/09/2013, 7:31:48, GMT +10:00 2/09/2017, 6:49:23, GMT +10:00

max @wigdahlelectric.com 0 16 1 0 11/02/2014, 2:30:50, GMT +10:00 2/09/2017, 6:48:13, GMT +10:00

jhill @ghlaw.net 7 15 4 0 17/02/2015, 5:11:10, GMT +10:00 2/09/2017, 6:49:46, GMT +10:00

fboucek@ginsbergjacobs.com 5 15 1 0 19/08/2015, 1:42:21, GMT +10:00 2/09/2017, 6:49:46, GMT +10:00

mark.coon@countryfinancial.com 0 10 1 0 22/11/2013, 9:01:28, GMT +10:00 2/09/2017, 6:46:07, GMT +10:00

gweems @comananderson.com 6 8 3 0 27/06/2015, 2:31:04, GMT +10:00 2/08/2017, 7:12:58, GMT +10:00

pfoxman@grtmet.com 0 8 6 0 12/05/2015, 8:33:47, GMT +10:00 15/12/2015, 6:18:48, GMT +10:00

dahlwood@att.net 2 7 1 0 13/05/2015, 3:12:58, GMT +10:00 2/09/2017, 6:49:27, GMT +10:00

brian.schwartz@laborJaw.com 2 7 0 0 25/07/2014, 7:14:46, GMT +10:00 11/04/2015, 6:17:50, GMT +10:00

nancy.litte @bmo.com 0 6 9 0 25/09/2013, 3:39:39, GMT +10:00 2/09/2017, 6:49:23, GMT +10:00

morley @wigdahlelectric.com 0 6 9 0 3/10/2014, 4:05:13, GMT +10:00 2/09/2017, 6:49:30, GMT +10:00

mike.sedjo@cbre.com 0 [ 1 0 19/06/2015, 4:49:34, GMT +10:00 15/07/2015, 2:12:15, GMT +10:00

cmarquardt@wintrust.com 13 5 1 0 6/08/2014, 2:05:25, GMT +10:00 1/03/2016, 9:50:27, GMT +10:00

carrie.merritt@bmo.com 4 5 3 0 21/10/2015, 2:45:17, GMT +10:00 1/03/2016, 7:06:10, GMT +10:00

tammy.butler @bmo.com 57 5 5 0 12/08/2015, 5:13:06, GMT +10:00 2/09/2017, 1:56:38, GMT +10:00

stephanie @wigdahlelectric.com 31 5 1] 0 8/11/2013, 7:33:39, GMT +10:00 2/09/2017, 7:12:58, GMT +10:00

sally.sh@sta.samsung.com 0 4 0 0 8/11/2014, 7:01:44, GMT +10:00 2/09/2017, 1:50:09, GMT +10:00

jnorton @rss-chtd.com 3 4 11 0 24/07/2014, 1:10:44, GMT +10:00 2/09/2017, 6:47:17, GMT +10:00

rsternberg@ksnlaw.com 12 4 4 0 4/12/2015, 6:33:35, GMT +10:00 2/09/2017, 6:47:01, GMT +10:00

gerry @wigdahlelectric.com 0 4 2 0 15/02/2014, 8:40:36, GMT +10:00 2/09/2017, 6:49:30, GMT +10:00

skarlsnn @hiffman.com 4 4 16 n 19/06/2015. 4:39:25. GMT +10:00 2/09/2017. 7:12:58. GMT +10:00 )

Q Single Email Overview and Flow Graph

Click this button to generate an oveniew table and flow graph for a single email address.

The table shows the count of all incoming and outgoing emails sent from a specified email address.

The table and graph can be added to the case via the right click menu.
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!_J E-mail Overview — | X

Help

Email Address Sent To djschwab @rss-chtd.com  Received From djschwab@rss-chtd.com

miralph @rss-chtd.com 49
jtolemy @rss-chtd.com 0
jerri.blaney @gmail.com

rmk @laborJaw.com
jnorton@rss-chtd.com
decasey@rss-chtd.com

rsternberg @ksnlaw.com
geraldwiel @itascabank.com
brian.schwartz @abor4aw.com
dpetros@rss-chtd.com

dlaumer @rss-chtd.com

daw @wigdahlelectric.com
mwasserman@carlsondash.com
gerry.haslwanter @mcgladrey.com
Ipoteracki@dimontelaw.com
abrustein@dimontelaw.com
smadej@kcglobal.com

linda @wigdahlelectric.com
pfoxman @grtmet.com

mralph @rss-chtd.com

kcarlson @carlsondash.com
johnhunt@itascabank.com
michael.peterson@mcgladrey.com

3
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The flow graph will open in your default browser, it shows a visual representation of the email flow into
and from a specified address.

You can limit the graph to show only the top 10 incoming and outgoing addresses using the button in the
top left.

You can also zoom the graph using the mouse scroll wheel.

Snow Al Top 10

Email interaction report for djschwab@rss-chtd.com (all Contacts)

nimonass iz con
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Exporting E-mails to Concordance Load File
Emails can be exported to a Concordance load file for use in eDiscovery software.
Select the emails to be exported and right click to view the menu.

g E-mail Viewer - m} X
File View
Help
&l q
=ty All Emails l ‘ PSIiE [Juse RegEx
=@ C:\Users‘passmark‘Dtm [AFrom [0 fcc/Bec [Asubject [JBody start [] 10-5ep-2021 v | End [[] 10-sep-2021 v|
O o From Subject Client Submit Time Delivery Time size A a L& A
[ Desai, Urvi <Urvigaa T—— 28/09/2013, 4:48:47,... _28/09/2013, 4:48:49,... ssco il |
[V 2098980  Zimner, David <d Open Enter .o 110/2013, 6:29:58, ...  1/10/2013, 6:30:01, ... 2k 4
[T 2137508  Zimner, David <d Print... e 110/2013, 6:33:15, ... 1/10/2013, 6:33:19, ... 166k8 &
[~ 2134852 zimner, David <d ook [P addeess location . 3/10/2013, 5:3232, ...  3/10/2013, 5:32:40, ... s5k8 &
[V 209779  zZimner, David <d . 4/10/2013, 8:50:12, ... 4/10/2013, 8:50:19, .. a03ke &
[T 2104580 Jacquelyn Parhan Jump to message... Ctrl+) 12/10/2013, 0:45:38,... 12/10/2013, 0:44:15,... 125KB /_ﬂ/
[¥ 2108708  JacquelynParhan 1et1APAE_A3.18.m e lnmain 2247 sk
[T 2106180 Jacquelyn Parhar 8 item(s) checked > Add to Case > b3, 36k8 &
[V 2103492 Jacquelyn Parham <Jacki...” RE: Signed Letter of Intent | Remove E-mail(s) from Case 52,... ke v
[ o P, 2 PR i o P N ~ ppp—
8item(s) checked Tag E-mail(s) Ctrls T
RE: Question regarding Warehouse - Devon Ave Export list to >
Export E-mail(s) to > , GMT +10:00
From:  Desai, Urvi <Urvi.Desai@bmo.com> Export Attachments to disk...
To: linda@wigdahlelectric.com
Uncheck All
G daw@wigdahlelectric.com
Bec:
| %] image00 1.gif (3 KB)
Hi Linda, A

No | don’t want you to trouble for that. If you want Harris bank can look to refinance all the Company vehicle loans into one loan and do a fixed rate
term.

Please Advise.

Thank You.

< >
1292 item(s)

Linsi Nacai | Doartfalin Manamar

5.9 ESE Database Viewer

The ESE Database Viewer provides visibility into databases stored in the Extensible Storage Engine
(ESE) file format. The ESEDB format, in particular, is used by several Microsoft applications that store
data with potential forensics value, including the following:

e Windows (Desktop) Search
e Windows (Vista) Mail
¢ Microsoft Exchange Server
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&, ESEDE Viewer - m} X

File Info

File Path: ‘Cl\Winuu \SoftwareDistribution\DataStore\DataStore. edb ‘

File Type: ‘ Database File

Format Version: ‘ 0x620 rev. 110

|
\
Creation Version: ‘ 0x620 rev, 20 ‘
|

Page Size: ‘ 16.00 KB

Tables
A Search
M3ysObjectsShadow
MSysObjids Advanced Search
MSysLocales ObjidTable Type
thAUState
thCarDownloadData
tbComputerInfo
tbDownloadJob

thEula

tbEulaMap

thFiles

thHistory
tbServerConfig
thServerCookies
thServiceData
thScanTransInfo
thStoreVersion
tbUpdateLocalizedProps
tbUpdates
tbHiddenUpdates
thlocallserlds 255
thTimers

thSLSData 255
e e 255
£ > < >

Showing records 1 - 594 of 594 Page of1 ECa-5-4
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Understanding the ESE Database Viewer

The table below summarizes the main components of the ESE Database Viewer

Component Description

File Info Displays the details of the ESE database

Tables List Displays a list of table contained in the database
Records List Displays a list of records contained in the selected table

Opening the ESE Database Viewer

The ESE Database Viewer can be accessed via the "ESEDB Viewer" icon in the "Viewers" group under
the Start tab.




©, Select ESE database file to open X

Select Drive Files found on selected drive
C:h ¥ | File Size
Browse. .. C:\Users\Passmark\AppData'\Local\Microsoft\Windows \WebCache \WebCacheV0 1.dat MfA
C:\Windows\SoftwareDistribution\DataStore\DataStore. edb 24,75 MB
C:\Windows\System32\sru\SRUDE. dat 2.88 MB
C:'\ProgramData\Microsoft\Search\Data \Applications \Windows \Windows.edb M/

Once opened, a list of known database files are displayed for the selected device. Alternatively, the
database file can be manually selected by clicking the 'Browse' button and locating the file itself.

When attempting to open a file with a known ESE database file extension using the internal viewer, the
user may be given the option to open the file using the ESE Database Viewer instead.

Usage

Once the database file is opened, the Tables list is populated with the tables contained in the database.
To view the records contained in a particular table, select a table from the Tables list. Known tables with
useful data are highlighted in red.

Note: For some known tables, only a subset of the most common columns are displayed (due to having
a large number of columns). This message is shown on the bottom of the viewer. Clicking on the
message allows for selecting the columns to display.

Search
To perform a simple text search of all records in the table, enter a search term and click 'Search'. This
will locate records that contain the specified text as it is displayed on the table. A more comprehensive

search can be performed based on the data type (eg. number, boolean, dates) of the fields by clicking on
Advanced Search...

Right-click Menu




View raw value in Internal Viewer...
Export raw value to file...

Export selected records to

Expclrt raw value to case...

Add selected records to case...

Copy value
Copy entire row

Select All
Select Columns...

0

Copy row

Copies the entire row as text to the clipboard

View raw value in Internal Viewer...
Opens the column value under the mouse cursor (szKey, Data etc) in the OSForensics internal

viewer.
Export selected records to

txt

Saves the list of selected records to a text file

html

Saves the list of selected records to an html file

Ccsv

Saves the list of selected records to a CSV file

Export raw value to case...

Adds the column value under the mouse cursor (szKey, Data etc) as a .bin file to the exported items

for the currently active case.

Add selected records to case...
Adds the list of selected records to the case as a CSV file

Select All

Select all of the records in the ESE Database file

Select Columns...

Du
D2
Ed
V4
E2
EA
ER
D2
E2
E7
EA
EAI
E A

07410EA

Select a subset of the columns to display

Selecting Columns

By selecting a subset of the columns to display, the user can focus on viewing the important fields of a a
database record and ignoring the less relevant ones. To specify the list of columns to display, mowe the
appropriate columns to the 'Selected Columns' list, while leaving the columns to be excluded in the 'All

Columns' list.




&, Select Columns *

All Columns Selected Columns
Type
ivalue
Key
=F
L

Cancel

5.9.1 ESE Database Advanced Search

The ESE Database Advanced Search dialog allows the user to perform a more powerful search of
database records based on one or more data type specific criteria.




&, Advanced Search >

Add Search Criterion

Columns: | ObjidTable -

From: |:|| | To: |:||

To enter hexadedmal, prepend number with '0x'

Add

Search Criteria

Column Criterion Remove

To add a criterion, first select a column from the list. Based on the selected column's data type (eg.
integer, date, boolean, text), a condition that must be satisfied by the record value can be specified.
Once the condition has been specified, click 'Add' to add to the search criteria. To perform the search
using the specified criteria, click 'Search’ to perform the search. Once the search has been completed,
the results are displayed in the ESE Database Viewer.

The Event Log Viewer allows users to view and examine event logs created by Windows Vista and
beyond. It supports event logs with file extension .evx located in the %System32%winevt\Logs
directory.




Bl Event Log Viewer - X
File Action
Select Event Logs Fitering (showing 8617 of 8617 events) Help
Device to Scan: Pressts Quick Filter
\ = Ao dvanced
1/ Secan Folder » Flers: O Reset Fiter
Timeline Fier: Off
-] Scan Drive (C:\Windows)System32\ainevtlLogs)|  Eventlogs Timeline
-5 Applcations and Services Logs
& ther Logs O Level Date and Time Source EventID Task Category User Computer A
£ Windows Logs r @ 1/08[2022, 11:48:24 Microsoft-Windows-Security-Auditing 4759 Security Group Management DESKTOP-KKCV SO
L] Applcation.evbx (1525) r @ 1/08/2022, 11:48:24 Vicrosoft-Windows-Security-Auditing 4759 Security Group Management DESKTOP-KKCVE0
| Security. evix (8617) re® 1/08/2022, 11:48:24 Microsoft-Windows-Security-Auditing 4799 Security Group Management DESKTOP-2KKCV50
f] setup.evix (14) I~ @ mformation-0 1/08/2022, 11:48:24 Microsoft-WWindows-Security-Auditing 4798 Security Group Management DESKTOR -2KKCVS0
] system.evtx (2350) Il | ] mformation-o 1/08/2022, 11:48:24 Picrosoft-Windows-Security-Auditing Security Group Management DESKTOP-2KKCY50
I~ @ mformation-0 1/08[2022, 11:48:24 Microsoft-Windows-Security-Auditing 4759 Security Group Management DESKTOP-KKCV 50
I~ @ mformation-o 1/08/2022, 14:48:24 Vicresoft-Windows-Security-Auditng 4738 Security Group Management DESKTOR-2KKCV 0
r formation-0 1/08/2022, 11:48:24 Microsoft-Windows-Security-Auditing 4799 Security Group Management DESKTOP-2(KCV S0
I~ @ mformation-0 1/08[2022, 11:48:24 Microsoft-Windows-Security-Auditing 4789 Security Group Management DESKTOR-KKCVSO v

Genera  Detais

A security-enabled local group membership was enumerated,
Subject:
Security ID: 5-1-5-21-32349836 1-434762536-2173251691-1001
Account Name: Passmar
Account Domain: DESKTOP-2KKCV50
Logon ID: 0x27552
Group
Security ID: 5-1-5-32-544
Group Name: Administrators
Group Domain Buitin
Process Information
Process ID: 0x1b78
Process Name: Cr\Program Fles\0SForensicsiosfo.exe
Log Name: Security OpCode: Info
Source: Microsoft-Windows-Security-Audit Logged: 1/08/2022, 11:48:24

EventID: 4799 Task Category: Security Group Management

Level: Information Keywords: AuditSuccess

User: NjA Computer: DESKTOP-2KKCVSO

Event Log Viewer

Usage

Scan Drive

To scan Windows Event Log files, select a Drive from the drop-down list and click 'Scan'. OSForensics
Event Log Viewer will search the default %System32%winevt\Logs directory for event log files.

The found event log files will be listed on the left-hand tree-view pane with the file name followed by a
number in brackets showing the number of logs in that file.

The tree-view items are grouped into four different sections "Applications and Senices Logs", "Windows
Logs", "Archived Logs" and "Other Logs". The grouping is done based on the file names.

Note that when searching Event Log files in the Scan process, it only checks the file extension .ewvtx of
the files in the directory, it does not verify whether or not the file is a 'true' Event Log file (e.g. ABC.txt
renamed as ABC.ewx).

Scan Folder
To scan a folder, select a folder to scan by clicking Scan Folder button in the main dialog or from the top
menu.

Add Log
To add an event log file, select a file to open by clicking Add Log button in the main dialog or from the top
menu.

View Logs

To view list of logs in the event log file, click one tree-view item on the left-hand pane. After then, you can
perform sorting and filtering of the results.

If you click one log item from the list-view, right-bottom preview pane will show the detailed properties of
the selected log. Shifting to 'Details' tab allows you to view the XML information of the event.

Filtering




Filtering is where you will spend the most amount of time, culling down voluminous logs to something
more manageable. To filter the event logs list, click the 'Advanced Filters' and then add filters by
selecting different filter conditions. Once you've selected the conditions click 'Add Filter' to add the filter
to the Filters list-view.

Filters are also able to be exported to a file and then imported as required.

Alternatively, you can use 'Quick Filter' to filter the results. The operation of performing Quick Filter is the
same as adding an advanced filter with Parameter set as "All Fields", Condition set as "Contains" and
the entered keywords as the "Value", which will search against fields including "Level, Date and Time,
Source, Event ID, Task Category, User, Computer, Event Record ID and XML information".

For investigators, allowing to search through XML message might be very useful and it can be very
efficient in some cases.

* Tip: if you're going to search keywords which include XML syntax, please replace the double quotation
marks with single quotation marks, such that you could get the desired results. (e.g. <Data
Name='LogonType">7</Data>)

Filter by... option is another way to quickly narrow down the scopes for searches. Right-click on the
specific column of a specific event record, you could quickly add a relevant filter to the advanced filtering
list.

Event Log Viewer Filter Results >
?} Filters Help
Parameter Condition Value
Date and Time  Date Range Date Ranage: From: 1/07/2022 To: 1/08/2022
all Fields Contains TEST
Remove Filter Remove All
Match: (@) All Checked () Any Checked
Add Filter Date/Time Range
Event ID ~ From:
| 1/07/2022 | | 12:59:06 PM =
= S
4624 | To:
eI | 1/08/2022 | | 12:59:06 PM 5
Imnport Export OK

Adding filters
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& OsForensics Event Log Viewer
File Action
Select Event Logs

Drive | Windows_7_Enterprise_x64_E-0:\ v

=[] EventLog (C:\Windows\System32\winevt\Logs\)
-5 Applications and Services Logs

{ ] AcEEventLog.evix (1)
HardwareEvents.evtx (0)
Internet Explorer.evtx (0)
Key Management Service.evtx (0)

) Microsoft

- AppV

[#-75) User Experience Virtualization

) Windows

1] Olerts.evtx (105)

-5 OpenssH

TechSmith. evix (78)

Windows PowerShelevtx (86)

(#-75) Archived Logs

) Other Logs

=45 Windows Logs
Application.evtx (19822)

i ForwardedEvents.evix (0)
‘Security.evix (3645)'
Setup.evtx (56)

] System.evtx (6834)

- X
Filtering (showing 6 of 3734 events) Help
Scan Drive Presets  Successful Logon V| | QuickFiter Apply (o]
AddLog Filters: Active - Match All Reset Filter
Timeline Filter: Off
Eventlogs Timeline
O Level Date and Time Source EventID Task Category User Computer
[~ @ nformation-0 28/11/2019, 12:53:17 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT 10
[T @ Information-0 28/11/2019, 12:53:17 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
[T @ Information-0 28/11/2019, 12:20:20 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
[~ @ nformation-0 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
[~ @ nformation-0 : Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
[T @ rnformation-0 28/11/2019, 10: Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
General Details
<Keywords>0x8020000000000000 </Keywords> A
<TimeCreated SystemTime="2019-11-28T01:53:17.988491400Z" />
<EventRecordID>716698</EventRecordID>
<Correlation />
<Execution ProcessID="664" ThreadID="3448" />
<Channel>Security </Channel>
<Computer>PASSMARK-SYD-DT10</Computers
<Security />
</System>
- <EventData>
<Data Name="SubjectUserSid">S-1-5-18</Data>
<Data Name bj; Name" SYD-DT$</Data>
bj i </Data>
<Data Name="SubjectLogonId">0x3e7 </Data>
<Data Name="TargetUserSid">S-1-5-21-3060852132-2509393673-3125877351-1002</Data>
<Data Name="Targ Name">jayh k.com</Data>
<Data Name="TargetDomainName">MicrosoftAccount</Data>
<Data Name="TargetLogonId">0x1fd208a5</Data>
<Data Name="LogonProcessNami Copy
<Data Name="AuthenticationPacl te</Data>
<Data Name="' i » Select All </Data>
<Data Name="L id" >{ 0000-0000-0000 }</Data>
<Data Name="TransmittedServices">-</Data>
<Data Name="LmPackageName">-</Data>
<Data Name="KeylLength">0</Data> -

<Data Name="ProcessId">0x298</Data>

ANata Mama—"NenraccMamal~ O\ Windawel Curtanm2\ leace awa /Mot

Quick filter
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&l OSForensics Event Log Viewer - O X
File Action
Select Event Logs Filtering (showing 1019 of 6834 events) Help
Drive | Windows_7_Enterprise_x64_E-0:\ v Scan Drive Presets - Defaults v Quick Filter Apply
Advanced
. B Fiter
Addiog Fiters: Active - Match Al Reset
Timeline Filter: Off
=-§@ Event Log (C:\Windows\System32\winevt\Logs\) EventLogs Timeline
=<5 Applications and Services Logs
] AcEEventiog.evtx (1) O Level Date and Time Source EventID Task Category User Computer A
{] HardwareEvents.evtx (0) [ @ mformation-4 28/11/2019, 10:41:15 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
{] Interet Explorer.evtx (0) [ @ mformaton-4 28/11/2019, 10:39:05 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
{_] Key Management Service.evtx (0) [T @ rnformation-4 28/11/2019, 10:35:50 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
-9 Microsoft [T @ Information-4 28/11/2019, 10:33:45 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
E,J OAlerts.evtx (105) [T @ Information-4 28/11/2019, 10:28:12 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
Esh-iQy OpenSSH [T @ rnformation-4 28/11/2019, 10:25:36 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
| TAE"-';S""*'EVD‘ (;3; [T @ rnformation-4 28/11/2019, 10:23:57 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
. ‘%rjdw\lm e PowerShel.evtx (86) [~ @ mnformation-4 28/11/2019, 10:19:48 Service Control Manager 7040 None 5-1-5-18 PASSMARK-SYD-DT10
4145 Archiv
o d’\eri :gs [~ @ nformation-4 27/11/2019, 13:12:52 Service Control Manager 7040 None 5-15-18 PASSMARK-SYD-DT10
& Win do,fmgs [l | ] information—4 27/ PASSMARK-SYD-DT10
s - ! - - 10-
(7] Appicaton.evix (19622 '@ nformaton-4 71 Filter by: Date and Time = 27/11/2019, 13:10:46 PASSMARK.SYDDT10
{] ForwardedEvents.evtx (0) F @ nformation-4 7/1 Filter by: Date and Time = 27/11/2019, 13:10:46 +10 min None 5-15-18 PASSMARK-SYD-DT10
{] security.evtx (3645) @ Information-4 71 Filter by: Date and Time = 27/11/2019, 13:10:46 +1hr None 51518 PASSMARK-SYD-DT10
{] setup.evtx (s6) re st — None 5-1-5-18 PASSMARK-SYD-DT10 v
] System.evex (6884) car Filter
General Details Open with Windows Event Viewer
Open Containing Folder
The start type of the Background Intellc
Addto Case >
Export List of Al Results To >
Toggle Check Space
Check Al Ctri+A
0 item(s) checked
LogName: System OpCode:
Source:  Service Control Manager Logged 27/11/2019,13:10:46
EventID: 7040 Task Category: None
Levet Information Keywords Classic
User 51518 Computer PASSMARK-SYDDT10

Filter by...

Presets
Presets are list of predefined filters which can be customized by users. Preset works after a drive has
been scanned, and it works on the last scanned drive.

To customize the preset list, there are two steps to do:
Step 1. Edit the Presets config file in the ProgramData directory which usually located at:
C:\ProgramData\PassMark\OSForensics\EventLogPresets.txt

Three lines as a set for one preset entry, the first line is the name of the preset filter, second line
is filter file name, and the third needs to be the name of the event log file in which the events are stored.

Step 2. Create filter file and put in the directory "EventLogPresetFilters" located at:
C:\ProgramData\PassMark\OSForensics\EventLogPresetFilters\

You could create a filter file by exporting from Event Log Viewer, or editing the sample file.
* Note that the FilterType value should be set as 2 indicating this is a Preset filter.

© 2022 PassMark™ Software
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& OsForensics Event Log Viewer
File Action
Select Event Logs

Drive | Windows_7_Enterprise_x64_E-0:\ N

=-{@] EventLog (C:\Windows\System32\winevt\.ogs\)
=75 Applications and Services Logs
ACEEventLog.evtx (1)
HardwareEvents.evtx (0)
Internet Explorer.evtx (0)
Key Management Service.evtx (0)
&) Microsoft
{] onlerts.evtx (105)
5 OpenSSH
TechSmith.evtx (78)
Windows PowerShel.evtx (86)
) Archived Logs
(-5 Other Logs
=75 Windows Logs
Application.evtx (19822)
ForwardedEvents.evtx (0)
Security. evtx (3645)'
Setup.evtx (56)
System,evx (6884)

Filtering (showing 12 of 3323 events)

Scan Drive

AddLog

Eventlogs Timelihe

O tevel
[~ @ nformatign-0

Presets

Service Stop/Start Signal Sent
|Service S d/Started

ft-Windows-Security-Auditing

y 'g

r® 0 28/11/2019, 12:53:17 Microsoft-Windows-Security-Auditing
re y-Auditing
[T @ Information-0 Microsoft-Windows-Security-Auditing
[T @ Information-0 Microsoft-Windows-Security-Auditing
[T @ rnformation-0 28/11/2019, 12:20:20 Microsoft-Windows-Security-Auditing
[~ @ rnformation-0 28/11/2019, 12:20:20 Microsoft-Windows-Security-Auditing
[T @ Information-0 28/11/2019, 12: Microsoft-Windows-Security-Auditing
[T @ rnformation-0 28/11/2019, 10; Microsoft-Windows-Security-Auditing
[~ @ mformation-0 28/11/2019, 10 Microsoft-Windows-Security-Auditing
[T @ rnformation-0 28/11/2019, 10:19:29 Microsoft-Windows-Security-Auditing
[T @ rnformation-0 28/11/2019, 10:19:29 Microsoft-Windows-Security-Auditing
General Details

S —

EventID
4634
4634
4634
4634
4634
4634
4634
4634
4634
4634
4634
4634

- [m] X
Help
Apply
Advanced
Filter

Reset
Task Category User Computer
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10
Logoff PASSMARK-SYD-DT10

An account was logged off.
Subject:
Account Domain:
Logon ID:
Logon Type:

computer.

§-1-5-21-3060852132-250

ja
PASSMARK-SYD-DT
0x1FD1EBAT7

2

19333673-3125877351-1002

This eventis generated when a logon session is destioyed. It may be positively correlated with a logon event using the Logon [D value. Lagon IDs are only unique between reboots on the same

Log Name: Security OpCode: Info

Source:  Microsoft-Windows-Security-Auditing  Logged: 28/11/2019,125317
EventiD: 4634 Task Category: Logoff

Level: Information Keywords: Audt Success

User: NZA Computer: PASSMARK-SYD-DT10

Preset filter
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ProgramData\PassMark\OSForensics\EventLogPresets.txt - Notepad++ - m] X
File Edit Search View Encoding language Seftings Tools Macro Run Plugins Window 2 X
cHHR LB sDhiDac 2% EE ST EREAc® BEDBE

[~ EventLogPresets.txt | SuccessfulLogon.txt Jl

1 # Event Log Viewer filtering preset list

2 # Expected format for each entry, 3 lines:

3 ¥ Presets Name (Max 63 characters)

4 4 Importing filter file name (Max 259 characters, Located at C:\ProgramData\PassMark\OSForensics\EventLogPresetFilter
5 # Event log file name (Max 259 characters)

6 _#

Successful Logon

& Successfullogon.txt

9 Security.evtx
10 Successful Logoff
11 SuccessfullLogoff.txt
12 Security.evtx
13 Failed Logon Attempts
14 FailedLogonAttempts.txt
15 Security.evtx
16 NTLM Authentication
17 NTLMAuthentication.txt
18 Security.evtx
19 Kerberos TGT Requested
20 KerberosTGTRequested.txt
21 Security.evtx
22 Kerberos Service Ticket Requested
23 KerberosServiceTicketRequested.txt
24 Security.evtx
5 Failed Kerberos Pre-authentication

26 FailedKerberosPreauthentication.txt
27 Security.evtx

28 Service Stop/Start Signal Sent

29 ServiceStopStartSignalSent.txt

30 Security.evtx

31 Service Stopped/Started

32 ServiceStoppedStarted.txt

33 Security.evtx
34

< >

Normal text file length:912 lines: 34 Ln:7 Col:1 Sel:52|3 Windows (CRLF)  UCS-2 LEBOM IN

Customize presets

C:\ProgramData\PassMark\OSForensics\EventLogPresetFilters\SuccessfulLogon.txt - Notepad++ - u] X
File Edit Search View Encoding Language Settings Tools Macro Run Plugins Window ? X
sHHE R G s Mk X% EHE ST FEEAo® FIENRE
|8 EvenilogPresets bt £ = Successfullogon bt 3

1 <2xml version="1.0" encoding="UTF-8" 2>

2 B<EventLogViewerFilterList>

3 <!--OSForensics Event Log Viewer Filter List-->

4 <OSFVersionInfo MajorVersion="7" MinorVersion="1" Builds 0

5 <Filter Enabled="1" Parameter="4" FilterCondition="0}

6 <Value>4624</Value>

7 </Filter>

8 |</EventLogViewerFilterList>

9
eXtensible Markup Language file length:333 lines : 9 In:9 Col:1 Sel:0|0 Unix (LF) UTF-8 IN

Presets filter file

Time Line

Timelines are graphical representations of events in chronological order.

The Timeline view displays an interactive bar graph providing users with a time-based view of Event Logs.
This view is useful for identifying trends where significant number of events occurred. Each bar is color-
coded by the different Level of events.
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Export to CSV/HTML/Text

Timeline right click menu

& OsForensics Event Log Viewer - m} X
File Action
Select Event Logs Fitering (showing 19822 of 19822 events) Help
Drive | Windows_7_Enterprise_x64_E-0:\ v Scan Drive Presets | Defaults — v|  QuickFiter |:’ Apply .
i Fiters: Off N Fiter
Timeline Filter: Off
=-{@] EventLog (C:\Windows\System32\winevt\.ogs\) Eventlogs Timeine
-5 Applications and Services Logs
] AcEEventLog.evix (1) 2000 -
{| HardwareEvents.evtx (0)
{] Internet Explorer.evtx (0)
_| Key Management Service.evtx (0)
=15 Microsoft
-] AppV
@ User Experience Virtualization Export Chart to PNG
5155 Windows Add Chart to Case...
{] Olerts.evtx (105) )
-3 OpensSH Copy Chart to Clipboard
{] Techsmith.evtx (78) 5
{Z] Windows Powershel.evx (36) Show these items
-G Archived Logs Export Results to HTML
&-5) Other Logs Export Results to Text
=% Windows Logs
@[ opication. evix (19822) Export Results to CSV
%J ForwardedEvents.evtx (0)
)
Security.evtx (3645) N ZE S s 6 7 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25 26 27 28 29 30 31
{ ] setup.evix (56)
1] system.evtx (6834) October
2019

To export the logs to a file with format CSV, HTML or txt, select some or all logs and right-click on the

list.
| OSForensics Event Log Viewer — [m] X
9
File Action
Select Event Logs Fitering (showing 13 of 3646 events) Help
Drive | Windows_7_Enterprise_x64_E-0:\ v Scan Drive Presets | Successful Logon v qukAte [ ] Apply -
Addiog Fiters:  Active - Match Al N Fiter
Timeline Filter: (Remove) Scope: 28-Nov-2019, 11:00
=@ EventLog (C:\Windows\System32\winevt\.ogs\) | Eventlogs Timeine
=5 Applications and Services Logs
] AcEEventiog.evtx (1) O Level £ Date and Time Source EventID Task Category User Computer
%‘ HardwareEvents.evtx (0) [T @ mformation-0 28/11/2019, 11:00:43 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
J Internet Explorer.evtx (0) ,_ Information-0 28/11/2019, 11: Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
] Key Management Service.evtx (0) r Information-0 28/11/2019, 11: Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
a9 Microsoft [ @ mformation-0 28/11/2019, 11 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
G- AppV [ @ mformation-0 28/11/2019, 11 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
@ 9 User Experience Virtualization r Information-0 28/11/2019, 11:37:13 Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
E‘ QAI Windows r Information-0 28/11/2019, 11: Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
‘ DJ‘ o e’;ss:""‘ (105) ¥ @ mnformation-0 28/11/2019, 11: Microsoft-Windows-Security-Auditing 4624 Logon PASSMARK-SYD-DT10
Qopwst o 4} ] riomaton S/ ——
e e evtx () ¥ @ Informaton0 5/ Filter by: Date and Time = 28/11/2019, 11:43:35 Logon PASSHARICSTD.ORID
) ArchivedLogs ’ ¥ @ Information-0 2/ Filter by: Date and Time = 28/11/2019, 11:43:35  +10 min Logon PASSMARK-SYD-DT10
-5 Other Logs I” @ mformation-0 2/ Filter by: Date and Time = 28/11/2019, 11:43:35 +1hr Logon PASSMARK-SYD-DT10
-4 Windows Logs [ @ mformation-0 2/ —— Logon PASSMARK-SYD-DT10
{] Application. evtx (19822)
ForwardedEvents.evtx (0) Open with Windows Event Viewer
e sst"‘w‘:",z‘z‘sgw’ Open Containing Folder
d System.evtx (6884) Add to Case 22
Export List of Al Results To >
General | Detaiis Toggle Check Space
Check All Ctrl+A
An account was successfuly logged or - ~
4item(s) checked > Add To Case...
Subject:
Security ID: 51518 Export To > et
Account Name: PASSMARK-SYD-DT$
Account Domain: WORKGROUP Copy Row(s) to Clipboard htm!
Logon ID: 043E7 —
Logon Information:
ogon Type:
Restricted Admin Mode:
Vitual Account No
Elevated Token: Yes
[Py v
LogName: Secuity OpCode: Info
Source:  Microsoft-Windows-Security-Auditing  Logged: 28/11/2019,11:43:35
EventID: 4624 Task Categoy: Logon
Levet Infomation Keywords:  Audit Success
User: NZA Computer. PASSMARK-SYD-DT10
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Additional Info

Level

Level field shows the type of event that is recorded. There are five different types - Information, Ciritical,
Error, Warning and Verbose.

OSForensics Event Log Viewer displays a number followed by these types names, that is the number
retrieved from Lewel field in System section of XML message.

Note that both '0' and '4' numbers indicate the same Information type.

Date and Time

When the logs are recorded by Windows systems the time stamp is stored in GMT.

OSForensics Event Log Viewer uses whatever time zone is currently set in the Case Properties of
Manage Case module. If you are going to change the time zone setting, please close the Event Log
Viewer and reopen it after the setting is done.

Event ID

It is recommended to perform analysis on a version of Windows that is at least as new as the computer
that generated the event logs to be analyzed. This is because the Event IDs have been added over time
and the information representing each ID has also been changed.

For additional information on Event IDs please visit: http://www.eventid.net/

User

User field in OSForensics Event Log Viewer is showing Security Identifiers (SIDs). For the well-known
SIDs please visit: https://support.microsoft.com/en-gb/help/243330/well-known-security-identifiers-in-
windows-operating-systems

Using Regular Expression

Event Log Viewer supports Regular Expressions search. Here is an example of searching logs that
contain IP addresses.

By using keyword ((0]1[0-9]{0,2}|2[0-9]{0, 1}|2[0-4][0-9]|25[0-5]|[3-9][0-91{0, 1})\. {3}(0]1[0-9]{0, 2}|2[0-9]{0, 1}
2[0-4][0-9]|25[0-5]|[3-9][0-9]{0, 1}) with the regular expression condition, we easily got the interesting 10
records which include IP addresses among 38,566 records.
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5.11

User

@ osForensics Event Log Viewer
File Action
Select Event Logs Fitering (showing 10 of 38566 events)
e e . : S o oskmer| ]
c:\ Scan Drive Presets |- Defaults Quick Filter Apply o]
3 SanFader Filters:  Active - Match All — Filter
Timeline Fiter:  Off
(] Microsoft-Windows-StorageSpaces-Dri' » |  EventLogs Timeline
Microsoft-Windows-StorageSpaces-Ma
(] Microsoft-Windows-Superfetch%dagm O Level Date and Time Source Event D Task Category
| Microsoft-Windows TaskScheduler %4 [~ @ nformation-0 28/11/2019, 15:42:48 Microsoft-Windows-Security-Auditing 4648 Logon
(L] Microsoft-Windows-TCPIP %4Operatior [~ @ nformation-0 28/11/2019, 15:42:48 Microsoft-Windows-Security-Auditing 4624 Logon
(| Microsoft-Windows-TerminalServices-C [~ @ nformation-0 28/10/2019, 15:02:15 Microsoft-Windows-Security-Auditing 4648 Logon
] Microsoft-Windows-TerminalServices-C [~ @ Information-0 28/10/2019, 15:02:15 Microsoft-Windows-Security-Auditing 4624 Logon
| Microsoft-Windows-TerminalServices-Li [” @ Information-0 28/10/2018, 14:48:12 Microsoft-Windows-Security-Auditing 4624 Logon
| Microsoft-Windows TerminalServices-L1 [~ @ nformation-0 28/10/2019, 1 Microsoft-Windows-Security-Auditing 4648 Logon
L] Microsoft-Windows TerminalServices® || [~ @) 1formation-0 16/10/2019, 12:41: Microsoft-Windows-Security-Auditing 4648 Logon
L ”f““‘“:‘w":“'"“"‘f“‘:s"""‘s*’ [~ @ mnformation-0 16/10/2019, 12:41:23 Microsoft-Windows-Security-Auditing 4624 Logon
L ::::Rx: mﬁilﬂﬁﬁﬁi [ @ mnformation-0 16/10/2019, 12:41:18 Microsoft-Windows-Security-Auditing 2625 Logon
Z Microsoft Windows TerminaiServices R [T @ Information-0 15/10/2019, 16:19:07 Microsoft-Windows-Security-Auditing 4624 Logon
Microsoft-Windows-TerminalServices-S
L Microsoft-Windows-TerminalServices-S
(] Microsoft-Windows-TerminalServices-S Event Log Viewer Filter Results X
Microsoft-Windows-TerminalServices-S <
(L] Microsoft-Windows-TWinUI%4Operati ? Filters Help
(] Microsoft-Windows-TZUti%4Operatior
Microsoft-Windows-UAC%4Operationz General  Detais
=" . Parameter Condition Value
{_] Microsoft-Windows-UAC-FieVirtualizat :
Microsoft-Windows-User Control Panel <Channel>Security </Channel> [ event D - %624
L_| Microsoft-Windows-User Profil Service <Computer>2012server</Computer> [ X Message _Contains <Data Name=1LogonType'>3</Data>
(L] Microsoft-Windows-UserPnp2%4Actiont <Security /> [[E4% Message  Reguier Expres...  ((01100-51{0,2}12[0-5}{0, 1}12[0-4][0-9] 25[0-5) (-9 [0-910, 1}]|
| Microsoft-Windows-UserPrp%-Device: </System>
{_] Microsoft-Windows-VDRVROOT%40pe - <EventData>
Microsoft-Windows-VHDMP %4Operatic "SubjectUserSid">S-1-0-0</Data>
(| Microsoft-Windows-WER -Diag%4Oper: SubjectUserName">-</Data>
(] Microsoft-Windows-WFP%4Operation "SubjectDomainName">-</Data>
(| Microsoft-Windows-Windows Firewal v ‘SubjectLogonId">0x0</Data> < >
(| Microsoft-Windows-Windows Firewall v <Data Name="Targ Sid">S-1-5-21- Remove Filter Remove All Match: @Al Checked O Any Checked
(] Microsoft-Windows-WindowsUpdateCli <Data Name="Targ Name' ini 4
(L] Microsoft-Windows-Winlogon%4Opera g "~201 Add Filter Date/Time Range
L) Microsoft-Windows WinRM%4Operatic "TargetLogonId’ >0x47c60b7 </Data From:
Microsoft-Windows-Winsock-WS2HELP "LogonType">3</Data> v ¢
t Microsoft-Windows-Wired-AutoConfig® LogonProcessName">NtLmSsp </D| ‘ | ‘ 2:29:04PM |
Microsoft-Windows-WMI-Activity %40f .
1 'AuthenticationPackageName">NTI|
Microsoft-Windows-WPD-ClassInstaller| " Tor
| Microsoft-Windows-WPD- CompositeClz Worksla'_m'nName >DESKTOP-K9U
i Microsoft-Windows-WPD-MTPClassriv l.ogon(;_uld >(00(?00000—0000-000 o ‘ 5/12/2019 | ‘ 2:29:04PM 5 |
L] Microsoft-WS-Licensing%%-Admin.evtx ransmittedServices">-</Data>
{_| MsExchange Management.evtx (2) LmPackageName">NTLM V2</Data
Operational.evtx (165) KeylLength">128</Data> Import Export lII
; Security.evtx (38566) ProcessId">0x0</Data>
] setup.evix (121)
{L] sophos Patch.evtx (39)
| system.evtx (58397) pi
_] Windows PowerShell.evtx (238) <Data Name="ImpersonationLevel">%%1833</Data>
(] witnessClientadmin.evtx (0) </EventData>
{8 Scan Drive (C:\Windows\System32\winevt </Event>
v
< >

Regular Expression

File Name Search

The File Name Search Module can be used to search for names of files and folders that match the

specified search pattern.

© 2022 PassMark™ Software
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@ File Name Search Help

Folder to scan: | Drive-C:\ |

Preset: Images
| <Preset: Images > - Click on Config for details | Scan | Config... Sort by: Mame

File Details FileList Thumbnais  Timeline Map Thumbnail Size: ]

I B B I I I I_ ~
B =

Drive-C:\Program Drive-C:\Program  Drive-C:\Program... Drive-C:\Program... Drive-C:\Program... Drive-C:\Program... Drive-C:\Program...
Files\WindowsApp... Files\WindowsApp...

r ™ [ r r r ™

Drive-C:\Program... Drive-C:\Program... Drive-C:\Program...  Drive-C:\Program Drive-C:\Program Drive-C:\Program  Drive-C:\Program...
Files\WindowsApp... Files\WindowsApp... Files\WindowsApp...

r ™ - 1 E; r - ™

Drive-C:\Program... Drive-C:\Program... Drive-C:\Program... Drive-C:\Program... Drive-C:\Program... Drive-C:\Program... Drive-C:\Program...

M M M M M M M
=2 = f-

Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program
Files\WindowsApp... Files\WindowsApp... Files\WindowsaApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp...

I I [ I I B
T——
R [

Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program
Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... ¥

|5earch completed | Items Searched: Items Found:

Basic Usage

A basic search simply involves entering a search string and location. Any files or folders that contain the
search string within their name will be displayed in the search results. For instance, searching for "File"
will match "file.txt", "test.file" or "MyFile.doc". The basic search is case insensitive.

Multiple Searches
To run multiple different searches at once by separating the terms with the ;' character.

Wildcards
You can use ™' or '?' as wildcards within the search string.

"' represents any number of characters
'?' represents a single character

If a wildcard is entered anywhere in the search field, wildcard matching is enabled on all search
terms. When wildcard matching is enabled, you will need to explicitly add ™' to the start and end of
the search term if you are trying match a word that may appear in the middle of a filename.
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Note: The search string can only be specified when Preset is set to User-defined Search

Presets

You can select one of the preset search options to quickly locate files of certain file type (eg. image files
or office documents). Presets are loaded from a default Preset file and user customs presets are
loaded/stored from the OSForensics config file. Adding or editing custom presets can be done so in the
File Name Search Configuration window.

The default presets are loaded from the FileNameSearchPresets.cfq file in the OSForensics
program data folder (generally C: \ProgramData\PassMark\OSForensics). The default presets can
be customized by altering the file. This file needs to be opened and saved in Unicode format. The
FileNameSearchPresets.cfg may be overwritten upon upgrade or new installs, it is recommend
adding custom presets using the configuration window.

Image Analysis Presets (Face-Detect-Al, lllicit-Detect-Al)

For more information on "Face detect" and "lllicit Image" detection options, please see the Image
Analysis module.

More Advanced Options

By clicking the "Config..." button you will be taken to the File Name Search Configuration window where
more advanced options can be selected.

Results

The results of the search are displayed in one of seweral views, along with a summary of the number of
items searched/found. Right-clicking a file opens the following context menu.
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View with Internal Viewer... Enter
Open (Default Program) Shift+Enter
loading.gif Open with...
ﬂ Location: XP-tdunga Open Containing Folder Data\Skype\Apps\login\static\images
Size: 75.39 KB, File 1 : . , 7:58:58, Modified: 8/19/2011, 7:58:58
Accessed: 4/5/2012 Show File Properties... Ctrl+|
I Blue hills.jpg Jump to Thumbnail View
ﬂ Location: XP-tdunga Pt s\My Pictures\Sample Pictures
Size: 27.85 KB, File 1 0, 10:15:20, Modified: 3/31/2003, 21:00:00

Accessed: 4/5/2012

Add list of all results to case...
r Sunset.jpg

E Location: XP-tdunga Export list of all results to > B\My Pictures\Sample Pictures
Size: 69.52 KB, File 1 10, 10:15:20, Modified: 3/31/2003, 21:00:00
Accessed: 4/5/2012 Toggle Check Space
[T water lilies.jpg Check All Ctrl+A
| Location: XP-tdunga : s\My Pictures\Sample Pictures
ﬂ Size: 81.83 KB, File | Tag Selected File Ctrl+T 10, 10:15:20, Modffied: 3/31/2003, 21:00:00
Accessed: 4/5/2012 1 item(s) checked > Add to Case >}
" winter.jpg )
ﬂ Location: XP-tdunga Show Only Checked Remove File(s) from Case
Size: 103.1 KB, File typerIPu FIe, ATIMDUTES: A==, CTEaTEOT TIJTIT21 Tag File(s)
Accessed: 4/5/2012, 14:40:41, MFT/Attr. Modified: 8/29/2011, 7:43:39
Untag File(s)
[1 itern(s) checked [Search completed)
Hash >

Add to Logical Image...

Export list to >
Save to disk...

Copy files to Clipboard Ctrl+C
Uncheck All

View with Interval Viewer
Opens the file with OSForensics Viewer to perform a more thorough analysis

Open (Default Program)
Open the file with the default program

Open With...
Allows the user to select the program to open the file

Open Containing Folder
Opens the folder than contains the file

Show File Properties
Opens the file with OSForensics Viewer in File Info mode.

Jump to Thumbnail View/Jump to Details List
Show the current file selected in the Thumbnail View or Details List tab

Print...
Print the file (if applicable)

Add list of all results to Case...
Add the list of results as an HTML or CSV file to case
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Export list of all results to
Export the list of results to a TXT, CSV or HTML file

Toggle Check
Toggle the check state of the selected item.

Check All
Check all the items in the list.

Tag Selected File
Tag the selected item.

n Item(s) checked

Add to Case
Add the checked file(s) or list of checked file(s) to the case, see Adding items to a case.

Remove File(s) from Case
Removwe the checked file(s) from the case

Tag File(s)
Tag the checked file(s). Keyboard shortcut: Ctri+T

Hash

Look up in Hash Set...
Verify whether the checked file(s) are contained in a hash set in the active database. See Hash
Set Lookup.

Calculate Hash of File(s)...
Calculate the hash of the checked files.

Export list to...
Export the list of checked file(s) to a TXT, CSV or HTML file

Save to disk...
Save the checked file(s) to a location on disk.

Copy File(s) to Clipboard
Copy the checked file(s) to clipboard. Once copied to the clipboard, the file(s) can be pasted to any
other application that supports it (eg. Windows Explorer).

Note: In some cases, copy and pasting files to an explorer window may fail without an error message
when "preparing to copy". This may happen if the file has already been deleted (eg a temp file) or if
Windows Explorer does not have permissions to access the files (eg restricted system files and
folders). In these cases, it is better to use the "Add to case" function.

Uncheck All
Uncheck the checked file(s).

Show only Checked/Show All Files
Toggle to show only the checked items or to show all files




5.11.1 File Name Search Configuration

The File Name Search Configuration Window allows for setting advanced options for the File Name
Search. This window can be accessed by clicking on the "Config..." button in the main File Name

Search window.

&% File Name Search Configuration

'| Configuration

Directory List Management

Common File Search Options

Directory | [sR}

Search for Folders Names

w

Action | Indude this and all subdirectories

[ search Deleted Files

S

Add to list Remove from list [ case Sensitive
Directory Action [IMatch Whale Word Only
Drive-C: Include & Sub [search in Hash Set Database
Cryptocurrency Make Database Active
< > [] Show £FILE_NAME Dates (NTFS)
Current Search Settings
*Remember to save any changes to custom presets
Preset |TEST - Delete Save Save as...
Search String Include folders Exclude folders Add
*.gif;*.png; *.bmp; *.jpg; = jpeg; = jpe; = 1if; . 6F...
File Size Limits: File Attributes:
Min I:' P [ archive [ Hidden [ Encrypted [Ireparse Point
Max I:I kB [ compreszed [JRead-Only [ 5parse File [Jsystem
Creation Date Range; Modify Date Range: Access Date Range:; MFT Modify Date Range:
From | |:| 01-Aug-2022 [@~ | From | |:| 01-Aug-2022 [@~ | From | |:| 01-Aug-2022 [@E~ | From | |:| 01-Aug-2022 [EH~ |
To ||:| 01-Aug-2022 Dv| To ||:| 01-Aug-2022 Dv| To ||:| 01-Aug-2022 Dv| To ||:| 01-Aug-2022 Dv|
[ Gather Alternate Stream Info (Slow) [CIFilter on EXIF Metadata (Slow)
Use RegEx
Keyword Suggestions
OK Reset

Help

Directory List Management - List of Directories to be included or excluded from the

search

Directory
Specify the directory to be included or excluded

Action




Options are: Include this directory, Include this directory and all sub-directories, Exclude this directory
and Exclude this directory and all sub-directories.

Sub folders will also be included or excluded in searches, not just the files in the start directory.

Add to List
Add the currently Directory and Action to the list

Remove from List
Remove the currently selected start point in the list.

Common File Search Options - Options that are applied to every search preformed
by File Name Search.

Search for Folder Names
If checked, folder names will also be included in searches, not just file names. This option is enabled by
default.

Case Sensitive
If checked, searches will be case sensitive. This option is disabled by default.

Search deleted files
If checked, deleted files (and $130 slack entries, for NTFS drives) will also be included in the results.
Enabling this option may reduce the speed of the search.

Match Whole Word Only

If checked, results only include whether the search string is matched as a discreet word in the file name.
In addition to spaces, the following characters are used as breaking characters around a word "_-.()[] ".
For instance, searching for "Test" with this option enabled would return files like "_Test.txt",
"A(Test).jpg", "This is a Test.docx" and "file.test". But it would not return "testing.txt", "testimony.pdf' or
"contest.zip".

This option is disabled by default. This option has no effect on wild-card searches.

Search in Hash Set Database
If checked, file matching current search setting will be check for in the specified Hash Set Database.

Make Database Active
If checked and Search in Hash Set Database is enabled, the currently selected database will be
made active.

Create Quick Hash Set...
Create a quick hash set by specifying a list of hashes.




Quick Hash Set *

Quick Hash Set Help

Hash Set Mame:
I

Enter a list of hashes (one per line):

Supported hashes:
SHA-1 (40 characters)

SHA-256 (64 characters)
MD5 (32 characters)

Current Search Settings - Settings that are applied to the current search preformed by
File Name Search. Also allow creating and editing of Custom Presets.

Preset
Dropdown selection of the current preset being used. Default presets are loaded from a local text file and
and user specified custom presets will be shown at the bottom of the list.

If User-defined Search is selected, the search string can be edited in the text box. Otherwise, a list of
search strings and corresponding include/exclude folders are displayed in the list view. Search strings
can be edited or deleted by right-clicking the item. Click 'Add' to add a new search string to the list.

Delete
Delete an existing preset. Default presets cannot be deleted using the configuration window. Edit
FileNameSearchPresets.cfg file to remove default presets.

Save
Save the current settings to the currently selected preset. Default presets cannot be edited
using the configuration window. Edit FileNameSearchPresets.cfg file to change default presets.

Save As...
Save the current settings under a new custom preset. You will be prompted to enter in a name
for the new preset to be saved under. Custom Presets are stored in the OSForensics configuration file.




Mew Preset

Mew Preset Mame:

Save Cancel

File Size Limits
Allows the user to specify file size limits for search results. The user may enter either a minimum,
maximum, both or neither. The only restriction is that the maximum must be larger than the minimum.

File Attributes
Filters the search results based on the file system attributes that are checked.

Archive
A file or directory that is an archive file or directory, which is typically marked for the purpose of
backup or removal.

Compressed
For a file, the data is compressed. For a directory, newly created files and subdirectories shall also

be compressed.

Encrypted
For a file, the data is encrypted. For a directory, newly created files and subdirectories shall also be

encrypted.

Hidden
A file or directory that is hidden, and are typically not shown in a directory listing.

Read-only
A file that cannot be written on or deleted. This attribute does not have any meaning for directories.

System
A file or directory that is used by the operating system.

Reparse Point
A file or directory that has a reparse point, which is typically used as a symbolic link.

Sparse file
A file that is a sparse file (eg. data is mostly zeros)

Creation Date Range
Allows the user to specify the creation date range for the search results.

Modify Date Range
Allows the user to specify the modify date range for the search results.

Access Date Range
Allows the user to specify the access date range for the search results.

MFT Modify Date Range
Allows the user to specify the MFT modify date range for the search results (if applicable).




5.11.2

Gather Alternate Stream Info
Selecting this option will gather information about alternate NTFS data streams within a file. Turning this
on will slow down the search slightly.

Minimum number of alternate stream
A file must hawe at least this many alternate data streams to be included.

Minimum size of alternate streams
The total combined size of all alternate data streams must be at least this much for the file to be
included.

Filter on EXIF Metadata

Allows to search against the EXIF metadata of an image file. Turning this on will slow down the search
slightly.

Exiv2 (V0.27.3) tool is used to obtain the image metadata.

* Note that image files larger than 50 MB will be skipped from searching and will not be displayed in the
result.
Exiv2 utility has little support on Movie file formats. Check here to see the supported image formats.

Use RegEx (Regular Expressions)
Allows to use the regular expression search of EXIF metadata.
Some examples of regular expressions are provided below:

= Photos taken with common digital cameras
(Make)[\s]+(Ascii)[\s]+[\d]+[\s]+(Canon|Nikon|Sony|Olympus|Pentax|Fujiflm|Panasonic|Leica|Kodak|
GoPro|Polaroid|Ricoh|Hasselblad|Casio)

= Photos taken with Canon or Nikon camera
(Make)[\s]+(Ascii)[\s]+[\d]+[\s]+(Canon|Nikon)

= Photos taken with common camera lenses
(Lens([\w]+|)[\s]+[\w]+[\s]+[\d]+[\s]*+(Canon|Nikon|Sigma|Tamron|Y ongnuo|Rokinon|Pentax|Sony|
Fujifilm|Olympus|Panasonic|Leica|Samyang|Tokina|Zeiss|Laowa)

= Photos taken with Sigma lens
(Lens(\w]+|))[\s]+[\w]+[\s]+[\d] +[\s]+(Sigma)

= Photos taken with a flash
(Flash)[\s]+(Short)[\s]+(1)[\s]*+(Yes|Fired)

For more forensics regular expression examples see here.
File Name Search Results View

The user may view the file name search results in one of several views.

File Details View
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File Details  File List  Thumbnails

Timeline Map

[1 File Name Location Type Date modified Date created Date accessed &
I~ |=] 0.jpg Drive-C:\Program Files\WindowsApps\Microsof.,, PG File 7f12/2019, 19:55:29,7062330  7/12/2019, 19:55:29.6925301  1/08/2022, 11:16:26.5769941
- |=] 0.jpg Drive-C:\Program Files\WindowsApps\Microsof...  JPG File 7/12/2019, 19:55:29.7365071  7/12/2019, 19:55:29.7365071 1/08/2022, 11:16:26.7169348
™ |&] o.png Drive-C:\ProgramData'\PassMark\05Farensics)...  PNG File 1/08/2022, 13:01:42.0907670  1/08/2022, 13:01:42.0747262  1/08/2022, 13:01:42.0907670
™ |&] o.png Drive-C:\ProgramData'\PassMark\05Farensics)...  PNG File 1/08/2022, 13:01:42.0214004  1,/08/2022, 13:01:42.0062170  1/08/2022, 13:01:42.0214004
N |&] 0.png Drive-C: \ProgramData'\PassMark\OSForensicsl...  PNG File 1/08/2022, 13:01:42.0062170  1/08/2022, 13:01:41.9899343  1/08/2022, 13:01:42.0062170
N |&] 0.png Drive-C: \ProgramData'\PassMark\O5Forensics PNG File 1/08/2022, 13:01:42.0907670  1,/08/2022, 13:01:42.0907570

I~ |&] 0.png Drive-C: \ProgramData'\PassMark\OSFarensics PMG File 1/08/2022, 13:01:42,1529678  1/08/2022, 13:01:42,1375262  1/08/2022, 13:01:42,1529578
I~ |&] 0.png Drive-C: \ProgramData'\PassMark\OSFarensics PMG File 1/08/2022, 13:01:42,2071710  1/08/2022, 13:01:42, 2071710

I~ |&| 0.png Drive-C:\ProgramData'\PassMark\OSFaorensics\...  PNG File 1/08/2022, 13:01:42,1594963  1,08/2022, 13:01:42. 1529678

I~ |&| 0.png Drive-C:\ProgramData'\PassMark\OSFaorensics\...  PNG File 1/08/2022, 13:01:42,2071710  1,/08,/2022, 13:01:42. 1914026

I~ |=] Ljpg Drive-C:\Program Files\WindowsApps\Microsof.., PG File 7f12/2019, 19:55:29,7365071  7/12/2019, 19:55:29, 7365071  1/08/2022, 11:16:26.7168348
I~ |=] Ljpg Drive-C:\Program Files\WindowsApps\Microsof.., PG File 7f12/2019, 19:55:29,7062330  7/12/2019, 19:55:29, 7062330  1/08/2022, 11:16:26,5521061
- |&] 1png Drive-C:\Program Files\WindowsApps\Microsof...  PNG File 7/12/2019, 19:55:29.5644675 7/12/2019, 19: 5644675 1/08/2022, 11: 1701022
™ |&] 1png Drive-C:\ProgramData'\PassMark\0SForensicsl...  PNG File 1/08/2022, 11:30:04.3943305  1,08/2022, 11: 4.3783264 1f08/2022, 11: 3943305
™ |&] 1png Drive-C:\ProgramData'\PassMark\05Farensics)...  PNG File 1/08/2022, 13:01:42.1594963  1,08,/2022, 13:01:42. 15943963 42,1554563
I |&] 1png Drive-C:\ProgramData'\PassMark\05Farensics)...  PNG File 1/08/2022, 11:30:04.3943305  1,08,/2022, 11:30:04.3943305 04.3543305
N |&] 1png Drive-C: \ProgramData'\PassMark\OSForensicsl...  PNG File 1/08/2022, 11:30:04.3095697  1/08/2022, 11:30:04.3095697  1/08/2022, 11:30:04,3095597
I~ |&] 1png Drive-C: \ProgramData'\PassMark\O5Forensics\...  PNG File 1/08/2022, 11:30:04.3095697  1/08/2022, 11:30:04.3095697  1/08/2022, 113

I~ |&] 1png Drive-C:\ProgramData'\PassMark\OSForensics\...  PNG File 1/08/2022, 11:30:04.3410453  1/08/2022, 11:30:04.3410453  1/08/2022, 11:

I~ |&] 1.png Drive-C:\ProgramData'\PassMark\OSForensics\...  PNG File 1/08/2022, 11:30:04.3553512  1/08/2022, 11:30:04.3410453  1/08/2022, 11:30:

I~ |&] 1.png Drive-C:\ProgramData'\PassMark\OSFaorensics\...  PNG File 1/08/2022, 13:01:42,1594963 1082022, 13:01:42. 1594963  1/08/2022, 13:01:42,1594963
I~ |&] 10.jpa Drive-C:\Program Files\WindowsApps\Microsof...  JPG File 712/2019, 19:55:29,7062330  7/12/2019, 19:55:29,7062330 1/08/2022, 11:16:26.5921061
I~ |&] 10.jpg Drive-C:\Program Files\WindowsApps\Microsof.., PG File 7f12/2019, 19:55:29,7365071  7/12/2019, 19:55:29, 7365071  1/08/2022, 11:16:26.7168348
I~ |&] 10.png Drive-C:\Program Files\WindowsApps\Microsof.,.  PNG File 7f12/2019, 19:55:29,5644675  7/12/2019, 19:55:29,.5644675  1/08/2022, 11:16:26,1701022
- |&] 10px.png Drive-C:\Program Files\WindowsApps\Microsof...  PNG File 7/12/2019, 19:55:28.5025251  7/12/2019, 19:55:29.5025251 1/08/2022, 11:16:26.0918572
™ |&] 10px.png Drive-C:\Program Files\WindowsApps\Microsof...  PNG File 7/12/2019, 19:55:28.5025251  7/12/2019, 19:55:29.5025251  1/08/2022, 11:16:26.0918672
™ |&] 11.png Drive-C:\Program Files\WindowsApps\Microsof...  PNG File 7/12/2019, 19:55:29.5644675 7/12/2019, 19:55:29.5644675 1/08/2022, 11:16:26. 1856451
I |&] 1113_20x20x32.png Drive-C: \Program Files\WindowsApps\microsof...  PNG File 7/12/2019, 19:56:31.7524657  7/12/2019, 19:56:31.7524697 1/08/2022, 11:16:35.6858557
N |&] 1113_20x20x32.png Drive-C:\Program Files\WindowsApps\Microsof...  PNG File 7/12/2019, 19:56:31.7524697  7/12/2019, 19:56:31.7524697 1/08/2022, 11:16:35.6858557 w
< >

| Search completed | Items Searched:

Items Found:

The File Details View displays the search result in a table format, listing the file names along with
relevant attributes and metadata.

File List View

File Details  FileList  Thumbnals Timeline Map

[ 0.pg ~
Iﬂ Location: Drive-C:\Program Files\WindowsApps\Microsoft.BingWeather_4.53.41681.0_x64__ 8wekyb3d8bbwe\Assets\App Tiles\Weatherlmages\210x173

Size: 14.50 KB, File type: JPG File, Attributes: A- , Created: 7/12/2019, 19:55:29, Modified: 7/12/2019, 19:55:29
Accessed: 1/08/2022, 11:16:26, MFT/Attr. Modified: 1/08/2022, 11:13:26

[ 0.ipg

Location: Drive-C:\Program Files\WindowsApps\Microsoft.BingWeather_4.53.41681.0_x64__ 8wekyb3d8bbwe\Assets\App Tiles\Weatherlmages\423x173

Size: 16.85 KB, File type: JPG File, Attributes: A , Created: 7/12/2019, 19:55:29, Modified: 7/12/2019, 19:55:29

Accessed: 1/08/2022, 11:16:26, MFT/Attr. Modified: 1/08/2022, 11:13:26

[~ 0.png

Location: Drive-C:\ProgramData'\PassMark\QSForensics\MapCache\3\2

Size: 5.02 KB, File type: PNG File, Attributes: A . Crezted: 1/08/2022, 13:01:42, Modified: 1/08/2022, 13:01:42

Accessed: 1/08/2022, 13:01:42, MFT/Attr. Modified: 1/08/2022, 13:01:42

[ 0.png

Location: Drive-C:\ProgramData'\PassMark\OSForensics\MapCache\3\4

Size: 1.07 KB, File type: PNG File, Attributes: A- . Created: 1/08/2022, 13:01:42, Modified: 1/08/2022, 13:01:42

Accessed: 1/08/2022, 13:01:42, MFT/Attr. Modified: 1/08/2022, 13:01:42

[~ 0.png

Location: Drive-C:\ProgramData'\PassMark\QSForensics\MapCache\3\3

Size: 3.52 KB, File type: PNG File, Attributes: A . Created: 1/08/2022, 13:01:41, Modified: 1/08/2022, 13:01:42

Accessed: 1/08/2022, 13:01:42, MFT/Attr. Modified: 1/08/2022, 13:01:42

[ 0.png

Location: Drive-C:\ProgramData\PassMark\OSForensics\MapCache\3\3

Size: 1.78 KB, File type: PNG File, Attributes: A- . Created: 1/08/2022, 13:01:42, Modified: 1/08/2022, 13:01:42

Accessed: 1/08/2022, 13:01:42, MFT/Attr. Modified: 1/08/2022, 13:01:42

[ 0.png

Location: Drive-C:\ProgramData'\PassMark’0SForensics\MapCache3\1

Size: 959 Bytes, File type: PNG File, Attributes: A- . Created: 1/08/2022, 13:01:42, Modified: 1/08/2022, 13:01:42

Accessed: 1/08/2022, 13:01:42, MFT/Attr. Modified: 1/08/2022, 13:01:42

[~ 0.png

Location: Drive-C:\ProgramData\PassMark\OSForensics\MapCache\3\7

Size: 103 Bytes, File type: PNG File, Attributes: A- , Created: 1/08/2022, 13:01:42, Modified: 1/08/2022, 13:01:42

Accessed: 1/08/2022, 13:01:42, MFT/Attr. Modified: 1/08/2022, 13:01:42

[~ 0.png

IE Location: Drive-C:\ProgramData'\PassMark\OSForensics\MapCache\3\6

Size: 902 Bytes, File type: PNG File, Attributes: A- , Created: 1/08/2022, 13:01:42, Modified: 1/08/2022, 13:01:42 w

Items Found:

L
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(]
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(e

| Search completed Items Searched:
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The File List View displays the search result as a list of file names, along with the corresponding
metadata and icon.

Thumbnails View

File Details File List Thumbnails Timeline Map Thumbnail Size: 1
v

LR = Bars RNl XP-tdungan-c-drive:\WI... XP-tdungan-c-drive:\WI... XP-tdungan-c-drive:\WI... XP-tdungan-c-drive:\WI...
flower.jpg moon desert.jpg

XP-tdungan-c-drive:\WIN... XP-tdungan-c-drive:\WIN... XP-tdungan-c-drive:\WI... XP-tdungan-c-drive:\WI... XP-tdungan-c-drive:\WIN...
space.jpg

The Thumbnails View displays the search result as a list of thumbnails as well as with its file path. This
view is useful when searching for media files, allowing the user to quickly browse through the thumbnail
images. The size of the thumbnails can be adjusted using the Thumbnail Size slider bar.

Timeline View

File Details  File List  Thumbnails Timelne  Map Date Type: Modify Date
13000

1997 1998 1999 2000 2001 2002 2003 2004 2005 2008 2007 2008 2009 2010 2011 2012

The Timeline View displays an interactive bar graph providing the user with a visual view of the distribution
of files with respect to the date of the files. This view is useful for identifying date ranges where significant
file activity has occurred. The granularity of the scale can be adjusted by clicking on the bar graphs to
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zoom in or the ™' button on the top-right corner to zoom out. Each bar is colour-coded by file type. Right-
clicking a bar section brings up the following menu:

Export Chart to PNG
Add Chart to Case...
Copy Chart to Clipboard

Show these items
Export Results to HTML
Export Results to Text
Export Results to C5V

2017 2018 2019 2020
Export Chart to PNG
Export the chart as a PNG image file

Add Chart to Case...
Add the chart to the case as a PNG image file

Copy Chart to Clipboard
Copy the chart to the clipboard as a bitmap

Show these files
Filter the results to show only those that belong to the selected time bar

Export to HTML
Export the results contained in the highlighted bar to HTML

Export to Text
Export the results contained in the highlighted bar to text

Export to CSV
Export the results contained in the highlighted bar to CSV

Map View
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File Details File List Thumbnails Timeline Map
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DSCNOO038.jpg
Location: Drive-F:\passmark\ipa\aps |
Size: 153.9 KB

File type: JPG File
Attributes: A
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The Map View plots files with GPS coordinates in EXIF metadata on a world map. This view is useful for
visualizing geographic proximity of files with geotag information such as photos or videos. To change the
zoom level, use the left slide bar or mouse wheel. To pan the world map, use the left directional arrows or
mouse drag.

File Name Search Default Presets

The File Name Search module obtains the default list of preset searches from the
FileNameSearchPresets.cfq file in the OSForensics program data folder (generally C:
\ProgramData\PassMark\OSForensics).

The presets are specified using an XML schema and may be modified if required. However, the

FileNameSearchPresets.cfg may be overwritten upon upgrade or new installs, it is recommend
adding custom presets using the configuration window.

Modifying the Default Presets

The following is a snippet of the default FileNameSearchPresets.cfqg file.
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<?xml version="1.0" encoding="UTF-8" 72>
<FilenameSearchDefaultPresets>
<Preset Desc="All Files">
<FileSpec SearchString="*" />
</Preset>

<Preset Desc="E-mail Files">
<FileSpec SearchString="*.pst;*.ost" />
<FileSpec SearchString="*.dbx">
<ExcludeFolder SubString="Dropbox" />
</FileSpec>
<FileSpec SearchString="*.idx">
<IncludeFolder SubString="Outlook Express" />
</FileSpec>
<FileSpec SearchString="*.mbx;*.mbox" />
<FileSpec SearchString="*.eml" />
<FileSpec SearchString="*.dat">
<IncludeFolder SubString="\\data\\3" />
</FileSpec>
</Preset>

</FilenameSearchDefaultPresets>

Each preset is defined using a <preset> tag, with the pesc attribute specifying the name of the preset.
In addition, the following optional attributes may be specified:

MinSize - Minimum file size in bytes
MaxSize - Maximum file size in bytes
Attributes - One or more of the following: ARCHIVE, COMPRESSED, ENCRYPTED, HIDDEN, READONLY, SYSTE

AltStreams - "True" to enable scanning alternate streams, otherwise "False"

MinAltStreams - Minimum number of alternate streams

MinAltStreamSize - Minimum size of alternate streams in bytes

FromCreateDate - Earliest file creation date in number of 100-nanosecond intervals since January ]
ToCreateDate - Latest file creation date in number of 100-nanosecond intervals since January 1, 1¢
FromModifyDate - Earliest file modify date in number of 100-nanosecond intervals since January 1,
ToModifyDate - Latest file modify date in number of 100-nanosecond intervals since January 1, 160]
FromAccessDate - Earliest file access date in number of 100-nanosecond intervals since January 1,
ToAccessDate - Latest file access date in number of 100-nanosecond intervals since January 1, 16(
FromExtraDate - Earliest file extra date in number of 100-nanosecond intervals since January 1, 1¢
ToExtraDate - Latest file extra date in number of 100-nanosecond intervals since January 1, 1601 |
SortCriteria - The sort criteria to use to order the results

FilterOnEXIF - "True" to enable searching EXIF metadata

EXIFSearchString - Search keyword (string or pattern) for EXIF metadata search

UseRegExp - "True" to enable regular expression pattern matching

A <pPreset> tag contains an array of <Filespec> tags, which define a search string (searchstring
attribute) along with folder to include (<IncludeFolder>) and exclude (<ExcludeFolder>) for the
corresponding search string.

If the file matches any of the <Filespec> definitions, it shall be included in the results.

In the following example, any file names that match "*.idx" where the folder includes the string
"outlook Express" shall be included in the results.

<FileSpec SearchString="*.idx">
<IncludeFolder SubString="Outlook Express" />
</FileSpec>




In this example, any file names that match "*.dbx" where the folder does not include the string
"Dropbox" OF "Dont_look_here" shall be included in the results.

<FileSpec SearchString="*.dbx">
<ExcludeFolder SubString="Dropbox"

/>

<ExcludeFolder SubString="Dont_ look_here" />
</FileSpec>

The File System Browser provides an explorer-like view of all devices that have been added to the case.
Unlike Windows Explorer, the File System Browser is able to display additional forensic-specific
information, as well as allow analysis to be performed using OSForensics' integrated tools.

0 File System Browser - O X
File View Tools
G @eoyI EEEE Help
Q_-'.'_(, ) {_\ [z_‘} | Drive-C: ~
g,? Drive-C: [ Name Type Date modified Date created Date accessed
[+-¥ DriveE: .
N I SExtend File folder 31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638
™ SRecyde.Bin File folder 16/06/2022, 13:55:20,9806... 7/12/2019, 19:14:52,1474171  1/08/2022, 11:48:26.6652148
- SWinREAgent File folder 1/08/2022, 11:06:59.8839206  1/08/2022, 11:06:59.8839206  1/08/2022, 11:06:59.8839206
- Documents and Settings File folder 30/05/2022, 14:34:59.3233... 30/05/2022, 14:34:59.3233... 30/05/2022, 14:34:59.3233496
- Perflogs File folder 7/12/2019, 19:14:52, 1474171 7122019, 19:14:52. 1474171  1f08/2022, 11:17:26.5254142
- Program Files File folder 17/06/2022, 15:06:30.9448... 7/12/2019, 19:14:52.1474171 1/08/2022, 12:52:33.6194373
- Program Files (x86) File folder 6/10/2021, 23:57:25, 1970661 7/12/2019, 19:14:52, 1897406 1/08/2022, 11:26:01. 3876351
- ProgramData File folder 17/06/2022, 13:06:47.3227...  7/12/2019, 19:14:52.2062044  1j08/2022, 12:52:36. 3873428
- Recovery File folder 7/07/2022, 10:22:25,9599850 30/05/2022, 14:35:03.3239... 7/07/2022, 10:22:25,9599850
I System Volume Information File folder 16/06/2022, 14:22:08.0496... 30/05/2022, 14:33:48.83758... 1082022, 11:26:51.8958546
™ Users File folder 30/05/2022, 15:15:03.0372...  7/12/2019, 19:03:44.5394998  1/08/2022, 12:52:50.8023182
- Windows File folder 17/06/2022, 16:23:43.1861... 7/12/2019, 19:03:44.5354998  1/08/2022, 12:52:35.9809299
- | | sattrDef File 31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208633
- | | sBadClus File 31/05/2022, 8:32:00.7208638  31/05/2022, 8:32:00.7208638  31/05/2022, 8:32:06.7208633
- | | sBitmap File 31/05/2022, 8:32:00.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208633
- | | sBoot File 31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638
™[] eogFie File 31/05/2023, B:32:06.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06. 7208633
I |5 31/05/20232, 8:32:06.7208638  31/05/2022, 8:32:06,7208638 31/05/2022, 8:32:06.7208638
I |_.| SMFTMirr File 31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638
™ |_.| SSecure File 31/05/2022, B:32:06.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638
™ [ supCase File 31/05/2022, 8:32:06,7208638  31/05/2022, 8:32:06, 7208638  31/05/2022, 8:32:06. 7208638
- || volume File 31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208638  31/05/2022, 8:32:06.7208633
- | | Dumpstack.log.tmp TMP File 1/08/2022, 11:05:41,5487043  30/05/2022, 14:33:49.7987...  1/08/2022, 11:05:41,5487043
- %] pagefile.sys System file 1/08/2022, 11:05:41,1091403  30/05/2022, 14:33:49.4273... 1/08/2022, 11:05:41.1091403
- %] swapfile.sys System file 1/08/2022, 11:05:41.5487043  30/05/2022, 14:33:49.7987...  1/08/2022, 11:05:41.5487043
< >
SMFT (File)
Date Modified: 31/05/2022, 8:32:06 Size: 441.5 MB

OSForensics File System Browser

The left pane provides a hierarchical view of all devices added to the case. Clicking on a node shall load
its contents into the right pane.

Understanding the File System Browser

The table below summarizes the main components of the File System Browser.

Componen

t

Description




Hierarchical [ Tree organization of all devices added to the

View case

File List List view of the file entries contained in the
current path. User may choose from several
views.

Red text - Deleted files

Green text - Reparse points

Blue text - Deleted file entries found in $130
slack space

Gray text - Shadow copy of the file

Metadata |(Details view only) Contains metadata

Columns information for each file entry in the list

Navigation [Shows the current path. Entering a new path

Bar shall navigate to the specified location.

Navigation |Navigate to the previous/parent path, or refresh

Buttons the current path

Opening the File System Browser

The File System Browser is accessible via the "File System Browser" icon in the "File Searching &
Indexing" group under the Start tab, as well as the right-side navigation "File System Browser" button.
Once opened, all devices added to the case are listed in the left hierarchical view.

File Searching & Indexing '
v B 9 G 4

File Mame Search  Mizmatch Files Create Index  Search Index [file File System
Search contents] Browser




@ Mismatch File Search

ﬂ Memory Yiewer

»,;if Raw Disk Yiewer

. Al File System Browser
Q) ¥

] '_1 4 Passwords

-

I_% System Inform n

I FI-I ¥erify / Create Hash

lg Hash Sets

Usage

Navigation Bar/Buttons

‘?l T_\l? vista_split-0: \Windows'System32
I ~ [

P

The navigation bar shows the current path that is being displayed in the File List view. The current path
can be changed by typing the new path into the navigation bar.

To navigate to the previous or parent path, use the Back/Forward/Up buttons. To refresh the current path,
use the Refresh button.

Right-click Menu

The right-click menu allows the user to perform forensic analysis on the file entries using OSForensics'
integrated tools.

File List Menu
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OSForensics

MName

-1
[

AppVEntVirtualization.dll
appverif.chm

:

appverif.exe
appverifUl.di
appvetwdientres.dll
appvetwsharedperfo
appvetwsireamingux
AppVFileSystemMetan
AppVIntegration.dl
AppVManifest.dll
AppVMice.exe
AppVOrchestration.d
AppVPalicy.dll
AppVPublishing. dll
AppVReporting. dil
AppVScripting. dil
AppVSentinel, dil
AppVShMotify. exe
AppVStreamingLiy.dll
AppVStreamMap.dil

Type
Application ext...

View with Internal Viewer...

Open (Default Program)

Open with...

Date modified

7/4/2019, 9:45:25.9263872

[aWiei=0ia]

Shift+Enter

Open Containing Folder

Show File Properties...

Print...

Calculate hash...
Jump to disk offset...
Jump to file record

Search folder

Toggle Check
Check All

1 itern(s) checked

Ctrl+l

Ctrl+L
Ctrl+)

Space
Ctrl+4

3

AppVTerminator.dll
appwiz.cpl
AppxAlllserStore. dil
AppXApplicabilityBlob . dil
AppxApplicabilityEngine . dil
AppXDeploymentClient.dl
AppXDeploymentExtensions
AppXDeploymentExtensions
AppXDeploymentserver.dll

L e ]

L e e e R
dEEEEEEEEEEE R EEEEEE ] EEEEEEE

Application ext...
Control panel item
Application ext...
Application ext...
Application ext...
Application ext...
Application ext...
Application ext...
Application ext...

Aemmlim e b sk

View with Interval Viewer...
Opens the file with OSForensics Viewer to perform a more thorough analysis. Keyboard shortcut:

Enter

Open (Default Program)
Opens the file with the default program. Keyboard shortcut: Shift+Enter

Open With...

6/3/2018, 19:07:09.9314
4/11/2018, 23:34:23.680
7/4/2019, 4:21:33.67970
6/7/2019, 5:23:08.43430
4/11/2018, 23:34:06. 3564
7/4/2019, 4:55:20,38531
7/4/2019, 4:22:01.61405
7/4/2019, 4:22:47.33648
7/4/2019, 4:25:01. 79406

TIAMNAN  ACS W A=

Allows the user to select the program to open the file

Open Containing Folder
Opens the folder than contains the file

Show File Properties...

Date created

7/10/2019, 9:09:19.5303857
9/28/2017, 6:49:46.0000000
9/14/2018, 19:46:50.0000000
4/19/2018, 22:28:42.0000000
4/11/2018, 23:35:10.8098108
4/11/2018, 23:35:10.8410631
4/11/2018, 23:35:10.7941850
3/12/2019, 23:19:03.9017547
7/10/2019, 9:09:20,5063985

4/10/2019, 22:59:45, 1952129
3/12/2019, 23:19:03.6986446
7/10/2019, 9:09:20, 1675103

4/10/2019, 22:59:45. 1639696
7/10/2019, 9:09:20.7105221

7/10/2019, 9:09:20.6845677

4/10/2019, 22:59:45.2108339
4/11/2018, 23:35:10.8254359
3/12/2019, 23:19:03.6674356

Add to Case

Remowve File(s) from Case
Tag File(s)

Lock up in Hash Set...
Add to Logical Image...

Export list to
Save to disk...

Copy files to Clipboard

Date accessed

7/1042019, 9:05
2{15/2018, 0:0
10/8/2018, 6:09
1f30/2019, 231
4/1242018, 9:20
4/1242018, 9:20
41242018, 3:20
31242019, 23:1
7f10f2019, 9:09
4/10f2019, 2:5
3122019, 23:1
7/1042019, 9:05
4/10/2019, 22:5
7/10/2013, 9:09
7f10f2019, 9:09
4/10/2019, 22:5
4/1242018, 9:20
31242019, 23:1
B— TS |

> Bt
03
B:3
]
B:2
B:3
]
]
]
09

Tyl

Ctrl+T
Ctrl+H

Ctrl+C

Opens the file with OSForensics Viewer in File Info mode. Keyboard shortcut: Ctri+]

Print...

Print the file (if applicable)

Calculate Hash...

Opens the Verify/Create Hash tab with the file path set to the selected file. Keyboard shortcut: Ctri+L

Jump to disk offset...
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Opens the Raw Disk Viewer tab and jumps to the disk offset of the selected file. Keyboard shortcut:
Ctri+J

Toggle Check
Toggle the check state of the selected item.

Check All
Check all the items in the list.

n Item(s) checked

Add to Case
Add the checked file(s) or list of checked file(s) to the case

Remove File(s) from Case
Removwe the checked file(s) from the case

Tag File(s)
Tag file(s) for future reference. Keyboard shortcut: Ctri+T

Look up in Hash Set
Verify whether the checked file(s) and files contained in selected folder(s) are in a hash set in the
active database. See Hash Set Lookup. Keyboard shortcut: Ctri+H

Add to Logical Image...
Add the selected file(s) to the list of Source Paths in the Forensic Imaging module in preparation for
creating a logical image.

Export list to
Export the list of checked file(s) to a TXT, CSV or HTML file

Save to disk...
Save the checked file(s) to a location on disk.

Copy File(s) to Clipboard
Copy the checked file(s) to clipboard. Once copied to the clipboard, the file(s) can be pasted to any
other application that supports it (eg. Windows Explorer).

Note: In some cases, copy and pasting files to an explorer window may fail without an error message
when "preparing to copy". This may happen if the file has already been deleted (eg a temp file) or if
Windows Explorer does not have permissions to access the files (eg restricted system files and
folders). In these cases, it is better to use the "Add to case" function.

Hierarchical View Menu




;qﬁggﬂgua allm

- Collapse [
T Refresh F5
_,_ Remove device from case an
+ Lock up in Hash Set... Ctrl+H
+ Search folder *
e Create Signature...
- ES
+ Tag Ctrl+T g [
: Add to Legical Image... =
+ Copy Ctrl+C
o
L. Properties Ctrl+l M
- Mindows ——————|
+ . win W |_| [ Lsers

. Dirivad” Sha. —

Expand/Collapse
Expand/collapse the selected folder

Refresh
Refresh the contents of the selected folder in the Object List pane. Keyboard shortcut: F5

Remove device from case
Remowe the selected device from case (Devices only)

Look up in Hash Set...
Recursively determine whether the contents of the selected folder is contained in a hash set in the
active database. See Hash Set Lookup. Keyboard shortcut: Ctrl+H

Search folder

File Name Search...
Opens the File Name Search tab with the file path set to the selected folder path. Keyboard
shortcut: Ctri+F

Mismatch File Search...
Opens the Mismatch File Search tab with the file path set to the selected folder path. Keyboard
shorteut: Ctrl+M

Search folder
Opens the Create Signature tab with the file path set to the selected folder path.

Tag
Tag path for future reference. Keyboard shortcut: Ctri+T

Add to Logical Image...
Add the selected folder to the list of Source Paths in the Forensic Imaging module in preparation for
creating a logical image.

Copy




Copies the selected folder to the clipboard. Keyboard shortcut: Ctrl+C
Advanced Options

The File System Browser includes several advanced options that can be accessed under Tools-
>Qptions...

Calculate Folder Sizes
When enabled, the total size of all contained files/folders are calculated

Shadow Copies
When enabled, previous shadow copies of files are shown alongside current files

Deleted Files
When enabled, deleted file entries contained in the current path are displayed.

5121 File Metadata

The following is a description of the File System Browser columns in Details view:

Name
The name of the item (eg. file/directory)

Type
A short description of the item (eg. file type)

Date modified
The date the item was last modified

Date created
The date the item was first created

Date accessed
The date the item was last accessed

MFT/Attribute Modify Date (for supported file systems only)
The date the file system record for this item was last modified

Size
The size of the item (eg. file size)

Size on Disk
The size allocated to the item on disk storage.

For normal files, this is a multiple of the cluster size.
For NTFS files resident in the MFT, this is the same as the file size

For NTFS compressed/sparse files, this is the amount of physical disk space allocated to the file
(usually smaller than the file size)

Attributes




The attributes of the item (eg. file attributes). Attributes are represented as single characters if present
(eg. 'A") or a hyphen (eg. ') if not present.

ACDEHRrsSdLU

A - Archived

C - Compressed

D - Directory

E - Encrypted

H - Hidden

R - Read-only

r - Reparse Point

s - Sparse file

S - System file

d - Deleted file

L - Symbolic link

U - Partially initialized file (ie. only part of the file is valid; the remaining part may contain remnants from
a file it was previously allocated to)

# Streams
The number of alternative streams contained in the file, if applicable. This value does not include the
default stream.

Total stream size
The total size of alternative streams contained in the file, if applicable. This value does not include the
default stream.

# Fragments
The number of fragments of consecutive allocation units that the file is divided into.

Clusters/Fragments
The average number of clusters per fragment of the file

Starting LCN
The cluster number of the first cluster of the file

Flags
The flags assigned to the item by OSForensics. Each flag is represented by a single character if present
(eg. 'H"), or a hyphen (eg. ) if not present.

HTCV

H|N - in Hash set/Not in hash set

T - Item is tagged

C - Item was added to the Case

V - Item was Viewed in the internal viewer

Category
The category of the item if it has been added to the case.




5.12.2 File Browser Views

The user can choose from one of the following views in the File System Browser:

Icon view

List view

Details view

Small Thumbnails view
Large Thumbnails view

The view can be changed via the toolbar icon,

e ¥ ey (RS

| @eosd oEaE
under 'View' in the system menu,

iy File System Browser

File ' Wiew Tools

&3 lcons HEEEE

List
mq ¥ Detal =
- Thumbnail > Small Thumbnails

Large Thumbnails
1

or right-click context menu.

[] Mame Type Date modified Date create:
Refresh
Sort by »
View » lcons
Calculate folder sizes List
~  Details
Thurnbnail ¥ Small Thumbnails

Large Thumbnails

Icon View

Icon view displays the object's name and associated icon.
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OSForensics

b

]

[
=
=

SExtend PerflLogs Recovery satirDef SlogFile SlpCase swapfile.sys
SRecyde.Bin  Program Files System SRadClus SMFT Syolume
Volume I...
SWinREAgent Program Files Isers EBitmap EMFTMirr  DumpStadk.l...
(&)
[
Rl
Documents  ProgramData Windows SRoot &5ecure pagefile.sys
and Settings
List View

List view displays the object's name and associated icon in a compact fashion.

. gExtend
SRecyde.Bin
SWinREAgent
Documents and Settings
PerfLogs
Program Files
Program Files (x38)
ProgramData
Recovery
System Volume Information
Uzers
Windows

| ] eattrDef
D £BadClus
| ] ggitmap
D SBoot
D £l ogFile

] smFT

j SMFTMirr

j &5ecure

j ElpCase

j EVolume

j Dump5Stack.log. tmp

j pagefile. sys

j swapfile.sys

Details View

Details view displays the metadata associated with the object.
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[1 Mame Type Date modified Date created ™
I File folder 31/05/2022, 8:32:06.7208638  31/05/2022, 8:

N £Recyde.Bin File folder 16/08/2022, 13:55:20.9806... 7/12/2013, 1%:
[ SWinREAgent File folder 16/06/2022, 13:54:21.8236...  15/08/2022, 1:
|_ Documents and Settings File folder 30/05/2022, 14:34:59.3233... 30/05/2022, 12
[ PerfLogs File folder 7/12/2019, 19:14:52. 1474171  7/12/2019, 19:
|_ Program Files File folder 16/06/2022, 13:56:14.6810.,. 7/12/2019, 1%
I_ Program Files (x88) File folder 6/10/2021, 23:57:25,1970661  7/12/2019, 19
I_ ProgramData File folder 30/05/2022, 15:16:54.7218...  7/12/2019, 19
I~ Recovery File folder 30/05/2022, 14:35:03.3239... 30/05/2022, 1
I_ System Volume Information File folder 16/06/2022, 14:22:08.04596... 30/05/2022, 1¢
|_ Users File folder 30/05/2022, 15:15:03.0372... 7f12/2019, 1%
[ Windows File folder 17/06/2022, 9:24:08, 7500654 7/12/2019, 1%:
[T | sattrDef File 31/05/2022, 8:32:06.7208638  31/05/2022, &:
[T | ¢Badcis File 31/05/2022, 8:32:06.7208638  31/05/2022, &:
[~ ] sgitmap File 31/05/2022, 8:32:06.7208638  31/05/2022, &:
™ [ sBoot File 31/05/2022, 8:32:06.7208638  31/05/2022, &:
£ >

Small Thumbnails View

Small Thumbnails view is similar to Icon view, but a small thumbnail is displayed for image files.

E sExtend _ SRecyde.Bin  SWinREAgent Documents Perflogs Program Files  Program Files
and Settings (xa38a)
ProgramData Recovery System |Isers Windows sattrDef SBadClus
Volume I...
SBitmap SBoot ElogFile EMFTMirr S5ecure ElpCase

I_D I_D l_@ l_@

Solume  DumpStack.l... pagefile.sys  swapfile.sys

Large Thumbnails View

Large Thumbnails view is similar to Icon view, but a large thumbnail is displayed for image files.
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Documents and Settings Perflogs Program Files W

5.12.3 Shadow Copies

Previous shadow copies can be shown alongside current files within the File System Browser. Shadow
copies are supported for certain devices that have been added to case. Supported devices are:

e Drive in Forensic Mode
e Physical Disks
¢ Volume Images

Enabling shadow copies in File System Browser

1. Add the supported device(s) to the current case.

2. Add the shadow copies for the volume added in step 1.

3. From the File System Browser window, select the "Tools->Options..." menu. Check the 'Show
wolume shadow copies" check box.

File Systern Browser Opticns

[ calculate folder sizes:

[ ]show veolume shadow copies
[ ]show deleted files
[]show SFILE_MAME dates (MTFS)

Display file size in:
Cancel
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4. From the File System Browser window, select the "Tools->Options..." menu. heck the 'Show volume
shadow copies" check box.

5. Shadow copies of files will now appear along side the current files. A file will be consider a previous
copy if the modified date differs from the current copy and other Shadow copies.Shadow copies will
appear in Grey.

D aus a g

= = H

E:'\Pictures

shadow_Copy| | yame Type Date modified Date created
|== 151, Black-crowed Might-Hero... JPEG image 392011, 11:08 AM 6/22/2011, 10
=) Alaska Wild Rose fws.jpag JPEG image 392011, 11:12 AM 6/22/2011, 10
|= bearded dragon - Stolz, Gary ... JPEG image 392011, 11:17 AM 6,/22/2011, 10
|= Bengal Tiger.jpa JPEG image 392011, 11:15 AM 6/22/2011, 10

‘nformatian = Bison.jpg JPEG image 6/22/2011, 11:18 AM 6222011, 10
[=]Bison.jpg JPEG image 3/9/2011, 11:16 AM 6/22/2011, 10
[=)Bison.jpa JPEG image 6/22/2011, 11:14AM  §/22/2011, 10

wws_7_Shado| | = Black Bear.jpg JPEG image 3f9/2011, 11:14 AM 6/22/2011, 10

wws_7_Shado| | |i=|Bobcat - Fijetland, Conrad -U... JPEG image 392011, 11:18 AM 6/22/2011, 10

ws_7_Shado | [ Butterfly butter_2_bg_04100... IPEG image 3/9/2011, 11:11 AM 6/22/2011, 10

ws_7_Shado |= Butterfly zoo_4_bg_050403.jpg  JPEG image 392011, 11:11 AM 6,/22/2011, 10
= Butterflyse20butterfly_1_bg_... IPEGimage 392011, 11:06 AM 6/22/2011, 10
= Caribou.jpg JPEG image 392011, 11:15 AM 622/2011, 10
|i= | Flowers-6.jpg JPEG image 3/9/2011, 11:06 AM 6/22/2011, 10
|=| Garrett-BradleysHead-sign-Pi...  JPEG image 3fa/2011, 10:56 AM 6/22/2011, 10
|| HarbourBridge-ferry-boat-Mor... JPEG image 3f8/2011, 10:58 AM 6/22/2011, 10
| Leggerhead Shrike fws.jpg JPEG image 392011, 11:08 AM 6/22/2011, 10
|= Mau-Royale.jpg JPEG image 392011, 11:05 AM 6/22/2011, 10
|| Monarch migration.jpg JPEG image 392011, 11:10 AM 6,/22/2011, 10
= parrots.jpg JPEG image 6/22/2011, 11:18 AM 6/22/2011, 10
(= parrots.jpg JPEG image 382011, 10:57 AM 6/22/2011, 10
(=] parrots.jpg JPEG image 6222011, 11:14 AM 6/22/2011, 10
= plant. PG JPEG image 3f9/2011, 11:06 AM 6/22/2011, 10
|=| Scorpion - Stolz, Gary M -USF... JPEG image 3f9/2011, 11:19 AM 6/22/2011, 10
=] skink.jpg JPEG image 3/9/2011, 11:20 AM 6/22/2011, 10
|%| Thumbs. db Data Base File 6/20/2011, 6:59 AM 6/22/2011, 10
= whale. PG JPEG image 6/22/2011, 11:19 AM /222011, 10
=] whale. PG JPEG image 3/9/2011, 11:17 AM 6/22/2011, 10
=] whale. PG JPEG image 6/22/2011, 11:15 AM 6/22/2011, 10

) ||

on fws.jpg (IPEG image)

08 AM

Size: 49.54 KB

6. A new meta data column will be added to the end to indicate in which Volume Shadow Copy the file is

from.
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Help I

-

15 Volume Shadow Copy

A {Shdw}ED
A {Shdw}E2

A {Shdw}ED
A {Shdw}E2

{Shdw}ED
{Shdw}EZ2

5.12.4 Deleted Files

When enabled, the File System Browser is capable of displaying a list of deleted files in the current
directory. Deleted file entries are displayed in red text, with a small, red 'X owerlaying its icon.
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,__@ File System Browser EI@
File View Tools
BT Hel
EE X T ==l P
fat_hash-0:\images - Copy -
(3 || Mame Type Date modified Date created Date accessed

|E | b maces Deleted File folder  23/12/2011, 2:50 PM 21/06/2012, 5:05PM 21/06/2012

B "_Echr'y'sanﬁ'lemum.jpg Deleted PG File 13/07/2009, 8:52 FM 21/06/2012, 5:05FM 21ifos/2012

] Desert.jpg Deleted JPGFile  13/07/2009, 8:52PM 21/06/20132, 5:05 PM 21/06/2012

= Hydrangeas.jpa Deleted PG File  13/07/20089, 8:52 PM 21/06/2012, 5:05FM 21/06/2012

& Drive-C_SM: IR
P T — ] 1 | »
IMAGES (Deleted File folder)
Date Modified: 23/12/2011, 2:50 PM

Enabling deleted files in File System Browser

From the File System Browser window, select the "Tools->Options..." menu. Check the 'Show deleted
files" check box.

File Systern Browser Options

[ Calculate folder sizes:

[ ] show velume shadow copies
[ ]show deleted files
[ ] show FILE_MAME dates (NTFS)

Display file size in:
Cancel

Note: Enabling deleted files will cause the file entries to take longer to load.

5.13 Forensic and Cloud Imaging

The disk imaging functionality allows the investigator to create and restore disk image files, which are bit-
by-bit copies of a partition, physical disk or volume. Disk imaging is essential in securing an exact copy
of a storage device, so it can be used for forensics analysis without risking the integrity of the original
data. Conwersely, an image file can be restored back to a disk on the system.

A forensics investigator may need to deal with physical disks that are part of a RAID configuration.
Without having access to the RAID controller needed to recreate the RAID array, it may be difficult to
reconstruct the logical disk for forensics analysis. Given a set of disk images, OSForensics can rebuild
the logical image based on the specified RAID parameters. RAID parameters from software RAID created
under Linux and Windows can be automatically detected.
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A hard disk may also contain hidden areas that are normally inaccessible to users, namely Host
Protected Area (HPA) and Device Configuration Overlay (DCO). The disk imaging module can detect for
the presence of an HPA and/or DCO, and optionally create images of these hidden areas.

Create Image
Module that performs imaging on any disk attached to the system

Restore Image
Module that restores images to any disk attached to the system

Hidden Areas - HPA/DCO
Module that detects for the presence of HPA and DCO hidden areas on a disk. If present, these areas
can be imaged or removed.

RAID Rebuild

Module that can rebuild a RAID array from a set of disk images and specified RAID parameters.

Create Logical Image
Module that creates a logical image that includes only the files/directories specified by the user and
contents from supported Cloud Drive senices.

Create Logical Android Image
Module that creates a logical Android image from an Android device using adb.exe.

Create Image

OSForensics allows the user to take exact copies of partitions, disks and volumes of an active system,
or any device added to the case. This is particularly useful for live acquisitions while running
OSForensics from USB. However, if you want to make a copy of a drive from a non live system, see
OSFClone.

Creating a disk image makes use of the Volume Shadow Copy senvice built in to Windows. This allows
OSForensics to make copies of drives that are in use without resulting in data corruption from reading
files that are currently being written to. This is especially important for imaging system drives which
Windows is constantly modifying. Once a shadow copy has started, a snapshot state of the drive is
frozen at that point in time, so even if important evidence is being removed by another process in the
background it will still appear in the resulting image file.

If the shadow copy senice is not available, OSForensics tries to lock the drive to prevent any other
programs from writing to it. If this is not possible, a warning will appear. Drives copied without a shadow
wolume or a lock are prone to creating corrupt images on completion.

Once the drive image has been created it can later be analyzed by adding it to the case or mounting it
with OSFMount.




[;;# Forensic & Cloud Imaging —

Create Disk Image  Restore Image to Disk Rebuild RAID Disk  Create Logical Image  Create Logical Android Image  Device and SMART Info | * | *

Status Source Destination Irnage Far

Edit Remove

Status:

Copy Method:

Data Read:

|
|
Speed: I:l Unreadable Data: I:l
|
|

Primary Hash:

Secondary Hash:

[Jstop on Errar Start Disk Imaging

Status
The current status of the imaging process. Also shows a duration where available. Note that the duration
is only for that particular step or the process.

Copy Method
The method being used to create the disk image (either a shadow copy or a direct sector copy). Also
whether OSF managed to lock the volume or not.

Unreadable Data

If a sector was unreadable, it will fill that sector with 0's and continue on. This field lets you know how
much data was unreadable, due to restricted access or a damaged disk.

Adding Source Disk to Image

To add source disk(s) to image, click the Add button to view the following dialog.




Image Settings X

Source Disk: |\, \PhysicalDrive0: Partition 0 [100.00MB WINSS FAT 32] w

Target Image File: |

Raw Image

Description: | |

Location,Place: | |

Hash Function(s): Primary |SHA-1 w | Secondary Mone ~
Verify Image File After Completion
Disable Shadow Copy
[] attach Image Metadata File to Case on Completion

Cancel

Source Disk
The partition, disk, volume or device to create an image of. Note that only partitions with drive letters can
be shadow copied.

Target Image File

The location to save the image file to. An .info file with the same name will also be created at this
location. After specifying the image file path to sawe to, the image file format shall be displayed below
depending on the file extension used.

Compression Level
If the image file format supports compression, one of the following level of compression of the image file
can be specified: None (Fastest), Medium (Slow), or Highest (V. Slow).

Description
A simple description of the image that will be stored in the accompanying .info file.

Location / Place
A description of where the disk was obtained. This will be stored in the info file.

Hash Function / Secondary Hash Function

Specify the hash function to use for hashing. A secondary hash function can also be specified to
calculate the hash value simultaneously.

In some cases this will slow down the imaging time as it can be slower to calculate a hash value than
read or write to the disk however the speed will be different for each hash type and is very hardware
dependent.

In order of speed we recommend;

¢ No hashing if speed is more important than being able to verify the image later

e SHA-1 on newer CPUs that support SHA instructions (AMD Zen 2017 and later, Intel Ice Lake 2019
and later)

e CRC32-C on older CPUs where an ability to verify the image is required (CPUs with SSE 4.1 support)

e MD5 on older CPUs where a more robust check of the image is required

Verify Image File After Completion
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Check this to verify the image file hash against the source disk hash. This can take as long as the initial
imaging, thereby doubling the time for the entire process.

Disable Shadow Copy
The imaging process will not attempt to use the windows Volume Shadow Senvice to perform the copy.

Attach Image Metadata File to Case on Completion
Upon imaging process completion, prompt the user to attach the image validation file (.info.txt) to case.

Restore Image

Restoring an image to a disk returns the disk contents back to a previous state, allowing an investigator
to observe the changes that occur on the disk while being attached to the live system. This may be
useful if an investigator wishes to boot an image of a system disk on a live machine in order view the
state of system from the user's perspective.

OSForensics can only restore an image file if a lock to the disk is obtained. This is to prevent any other

programs from writing to the disk while the restoration is in progress. For OSForensics to successfully
obtain a lock, no programs can be accessing the disk at the time (eg. files on the disk being opened).

'=':'=‘$ Forensic & Cloud Imaging -

Create Disk Image Restore Image to Disk  Rebuild RAID Disk  Create Logical Image  Create Logical Android Image | * | *

Source Image File: |

Target Disk: | W\ PhysicalDrive0 e
[ verify Disk After Completion

Status:

Copy Method:

Data Read:

Speed:

I

Start Restoration

Source Image File
The image file containing the disk contents to restore the disk to.

Target Disk
The disk to write the contents of the image file to.
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Verify Disk After Completion
Check this to verify the target disk hash with the source image file hash. This can take as long as the
restoring process, thereby doubling the time for the entire process.

Status
The current status of the restoring process. Also shows a duration where available. Note that the duration
is only for that particular step or the process.

Copy Method
The method being used to restore the disk image. This will always be 'Direct Sector Copy'.

Hidden Areas - HPA/DCO

The Host Protected Area (HPA) and Device Configuration Overlay (DCO) are features for hiding sectors of
a hard disk from being accessible to the end user.

A typical usage for an HPA is to store boot sector code or diagnostic utilities of the manufacturer.
However, the HPA can also be used for malicious intent including hiding illegal data, which may be of
interest to forensics investigators.

The DCO feature was proposed to allow system vendors to purchase hard disks of different sizes, but
setting the hard disk capacity of each disk to the same size. Again, the hidden sectors can be used for
hiding data of forensic interest.

Note: If the HPA and/or DCO is removed, you will need to detach/re-attach the hard disk before the
system is able to access the previously hidden sectors. le. You will be unable to view the previously
hidden sectors in the Raw Disk Viewer until you detach/re-attach the hard disk. However, you can still
view the contents of the hidden areas without detaching your hard disk by imaging the HPA and/or DCO
to a file, and opening the image file in the internal viewer.




f~:~$ Forensic & Cloud Imaging -

Create Logical Image  Create Logical Android Image  Device and SMART Info  Disk Hidden Areas - HPA/DCO 910
Digk: |\ \PhysicalDrived [39.99 GB] {vMware Virtual NVMe Disk} ~
Max User LBA: Max Mative LBA: Max Disk LBA:

HPA Size: I:I Remove HPA Image HPA...

DCO Size: Remove DCO Image DCO. ..

Detect HPA/DCO

Max User LBA
The maximum addressable sector by the user. This determines the capacity reported by the disk to the
system.

Max Native LBA
The maximum addressable sector allowed by the disk.

Max Disk LBA
The maximum addressable sector of the physical disk.

HPA Size
The size of the area between the Max User LBA and Max Native LBA

Remove HPA
If present, the HPA on the specified disk is removed. The sectors that were previously hidden in the HPA
are now accessible.

Image HPA
If present, an image of the HPA is created and saved to disk. The HPA is restored back to its original
state after imaging.

DCO Size
The size of the area between the Max Native LBA and Max Disk LBA

Remove DCO
If present, the DCO on the specified disk is removed. The sectors that were previously hidden in the DCO
are now accessible.




Image DCO
If present, an image of the DCO is created and saved to disk. The DCO is restored back to its original
state after imaging.

Note: DCO can only be removed if no HPA exists on the disk. le. The HPA needs to be removed first
before the DCO can be removed and/or imaged.

Depending on the hard disk, the HPA/DCO areas may be locked and therefore cannot be removed or
imaged. This is indicated by "N/A" for the size of the area.

Accessing the HPA/DCO

Once a hidden area has been detected use the "Image" button that corresponds to the particular hidden
area, this will allow you the save the contents of the area as an image file, in the example shown below
clicking the "Image HPA..." button will allows us to save the contents of the detected HPA.

ra_;# Drive Imaging

Create Image | Festore Image | Hidden Areas - HRA/DCD | BAID Rebuild

Digk: WoAPhpzicalDrive] [B98.63 GB] {5T37503304A5) W
baw zer LBA: b aw Mative LBA: b aw Digk LBA
1465147054 1465149167 1465149167

HP& Size: 1.03 MB Remove HPA Image HPA...

DCO Size: 1 Bytes Remove DCO Image DCO...

Max Uszer LBA successfully retrieved
bl aw Mative LBA succezsfully retrieved
baw Disk LBA successfully retneved

Detect HPA/DCO

Now that an image of the HPA has been created you can view it using the File System Browser and
Internal Viewer. Navigate to the location where the HP image was saved, right click on the image file and
choose the "View with Internal Viewer" options. Now you will able to see the HEX contents of the area
and use the other internal viewer functions like "Extract Strings" as shown in the example below.




HPAImage.img (3 of 4)

File Viewer | Hex/String Viewer | Text Viewer | File Info | Metadata
Settings
Enter filter text Enter Hex/ASCII search pattern | [ @4 (M| @ Hex () asco
legacy devices activity ~ A
Serial 0801750A50E82E35 00008B45085980768 ..u.B..5...I
RQ70 0802751350E84F38 0000FF75S08EBACSE ..u.B.08.. .1
00008B45085959580 780803750AS0EG4E .. E.¥¥.x. .1
RQ15-8 2000008B450859580 780804750AS0EE3E .. .E.¥.x..1
Software initiated 4400008B450859580 780805750A50E621 D.. .E.¥.x. .1
Software through 4500008B45085980 TEOB0&750AS0EECE E. . .E.¥.X. .1
CIMRD790.B2 ZEO0Q00BB45085980 7B08077S0AS0ESBE _ .. . E_ ¥.x_.1
CIMSB700.B2 ZE0000BB450859580 780808751350E6FE ... . E.¥.x. .1
UI7S0.BIN 430000FF7S08EEES 4400008B45085959 .D.
GETEC140.BIN 80780809750750E8 34460000595DC3ES .x. .u.
MISC.SIG C44300008BO0CSES BC4300008B4004C3 _C. ... ... c.
S58BECS518B450853 S560FBE704D57C1ES U. Q. E_SV. |
Problem detected Array 18BFAZ00000081E6 FFFFLTFFEICE0000 - . .. ... ...
Track-Mapping  Status 1000BBCECIES1383 E11F33DBE3FS0COF _ ... ... 3
Device 879F00000033C040 DSE085450CT46780 ... 3.@...1
Array defined. .. 450RE0BBCE0DZA01 0000ERO1S0ERTCE0 E. D % 5
arrar 000083C40CFE450R 02744BAD45FCS08B .. .. E_ _tK
Press <Cirl-F3 enter Option Utility. . DES1CBE000000057 S3E8673200008B45 _ . ___ .. WS.g
e T FCSBCES3EL7081C9 0010000083E080C1 . . Peve--
E9040BCB8D45FCS0 6A00STS53894DFCES .. .. _E.Pj. W
B £73200006A006888 130000EEFE2F0000 g2. .9 h.
Critical 33DB83C424438BCE Z50000FBFFOS0000 3. . $C. % .
Functional 080023CE250000F8 0033F0BBRCECIESLS . .3 & . 3.
Rebuilding B3E11FB3FI0COFEE &9FFFFFFESDBOFES _ . ... ... i
Initializing 4ZFFFFFFSFSE33C0 SBCSC3ERA0233C059 B ._~3 [
Migrating BB5424048A141132 542408750733D242 .Ts..__:Ts.1w
Synchronizing vi< >
Filter: | Mone hd

5.13.4 RAID Rebuild

RAID configurations are becoming more commonly found in consumer machines, not just in server
machines. As such, being able to properly image systems with RAID configurations for forensics
analysis is critical and sometimes challenging. This is due to the fact that having access to the
controllers that manages the RAID array may not be possible. The forensics investigator may only have
access to a set of disk images without knowing which RAID controller was used, and the RAID
parameters used in the configuration.

OSForensics can rebuild a logical disk image from a set of physical disk images from a RAID array,
given a set of RAID parameters. Depending on the controller used (software or hardware), some of the
RAID parameters can be automatically detected. See Supported RAID Metadata Formats for a list of
metadata formats that can be automatically detected.




E:t# Forensic & Cloud Imaging .

Create Disk Image Restore Image to Disk  Rebuild RAID Disk  Create Logical Image  Create Logical Android Image | * | *

RAID Image Files: | path Format Offset Size Add...
Remove...
Edit...
< > Information
Configuration: |RAID 0 w
Mapping: | |

Stripe Size: ] chedk parity/redundancy

Target Image File:

Status:
Speed: Unreadable Data:

|

| |
Data Written: I:I Dizk Size: I:I

[ ] [ ]

Create Image

RAID Image Files
List of source image files from disks to rebuild from, in the listed order.

Add...
Adds an image file to the list

Remove
Remowes the selected image file(s) from the list

Edit...
Modify the offset and size of the selected image file

Info...
Displays any metadata information associated with the image file.

Configuration
Describes how the disks are arranged to achieve a particular level of redundancy and performance

RAID 0
Arranges the disks to provide increased performance and capacity. Blocks of data are striped
consecutively on consecutive disks




RAID 1

Arranges the disks to provide increased reliability. Blocks of data are copied on the same
physical block of all disks, resulting in all disks being mirror images of each other. Disk images
configured in RAID 1 do not need to be reassembled (as all disks contain all blocks from the
original image), but can be checked for integrity.

RAID 0+1

A nested RAID that combines RAID 0 and RAID 1, providing redundancy and performance. Two
or more disks are arranged in RAID 0, which are then mirrored onto another set of disks. This
creates a mirror of stripes.

RAID 1+0
Like RAID 0+1, RAID 1+0 is a hybrid of RAID 0 and RAID 1 configurations. In this case, a set of
RAID 1 mirrors are arranged into RAID 0 configuration, creating a stripe of mirrors.

RAID 3

Arranges the disk to provide a balance between performance, capacity and reliability.
Consecutive bytes are striped onto consecutive disks, with the last disk being used exclusively
for parity bytes. As such, the last disk is not directly used in rebuilding the logical image but for
verifying the integrity of the data.

RAID 4

Like RAID 3, this configuration provides a balance between performance, capacity and reliability.
In this case, blocks of data (rather than single bytes) are striped consecutively on consecutive
disks, with the last disk being used exclusively for parity blocks. Again, the last disk is not
directly used in rebuilding the logical image but for verifying the integrity of the data.

RAID 5

Similar to RAID 4, the disk is arranged to provide a balance between performance, capacity and
reliability. However, instead of having a disk exclusively for parity blocks, the parity blocks are
distributed amongst all disks. This reduces the risk of losing data when a single disk fails.

Forward Parity (a.k.a. right asymmetric)
The parity block is rotated from the first disk to the last disk. For each stripe, the
ordering of the data blocks start at the first disk, from left to right.

Forward Dynamic Parity (a.k.a. right symmetric)
The parity block is rotated from the first disk to the last disk. For each stripe, the
ordering of the data blocks start at the parity block, from left to right.

Backward Parity (a.k.a. left asymmetric)
The parity block is rotated from the last disk to the first disk. For each stripe, the
ordering of the data blocks start at the first disk, from left to right.

Backward Dynamic Parity (a.k.a. left symmetric)
The parity block is rotated from the last disk to the first disk. For each stripe, the
ordering of the data blocks start at the parity block, from left to right.

Backward Delayed Parity

Similar to Backward Parity, the parity block is rotated from the last disk to the first disk.
Howeer, instead of the parity block rotating to the next disk on the next stripe, it is
written on the same disk for a set number of stripes (called the delay). If the delay is 1,
then this will be the same as Backward Parity.




Spanned
This configuration is not a RAID level but is a simple concatenation of two or more disks to
provide increased capacity.

Mapping

Provides the mapping pattern between a a physical disk/stripe pair to a logical block number, depending
on the selected configuration. For example, the mapping for a RAID 5 (Backward dynamic) configuration
is as follows:

Disk 1 Disk 2 Disk 3
0 0 1 P
1 3 P 2
2 P 4 5

The numbers represent the logical block number and 'P' represents a parity block. Each row represents a
stripe. The mapping pattern would be the following 1-D array:

0,1,P,3,P, 2P, 4,5

Stripe Size

The size of the smallest unit of contiguous data addressable in a RAID array. In order to rebuild the
logical image, the stripe size along with the disk ordering specified by the RAID configuration determines
how the source disk images are striped to form the logical image.

Check parity/redundancy
If checked, the parity blocks (if present) are checked to verify the integrity of the RAID array

Target Image File
The location to save the rebuilt RAID image file to. After specifying the image file path to sawe to, the
image file format shall be displayed below depending on the file extension used.

Compression Level
If the image file format supports compression, one of the following level of compression of the image file
can be specified: None, Fast, or Best.

Status
The current status of the rebuilding process. Also shows a duration where available. Note that the
duration is only for that particular step or the process.

Unreadable Data
If a sector was unreadable, it will fill that sector with O's and continue on. This field lets you know how
much data was unreadable, due to restricted access or a damaged disk.

Typically when a RAID array is managed by a RAID controller, metadata describing the specific RAID
parameters (eg. stripe size, RAID level, etc.) is written to the beginning or end of each member disk. This
allows the controller to properly assemble the RAID array each time on power-up. However, the format of
the metadata is different depending on the manufacturer of the RAID controller. The following table
summarizes the metadata format that can be automatically detected by OSForensics when rebuilding a
RAID array:




Metadata Format Tested
Intel Matrix RAID Yes
Linux mdadm RAID Yes
SNIA DDFV Yes
Highpoint v2 RocketRAID No
Highpoint v3 RocketRAID No
Adaptec HostRAID No
Integrated Technology Express RAID No
JMIcron RAID No
LSILogic V2 MegaRAID No
LSILogic V3 MegaRAID No
nVidia MediaShield No
Promise FastTrak No
Silicon Image Medley RAID No
Silicon Integrated Systems RAID No
VIA Tech V-RAID No

5.13.5 Create Logical Image

Creating a logical image allows the investigator to copy files/directories from one or more source devices
or complete Cloud Drives to a destination folder or image file, presening as much file system metadata
(eg. date/times, attributes) as possible. This is useful for cases where making a complete drive image of
the evidence device is not preferable (e.g. due to disk size). Note that while the directory structure, file
contents, and some metadata are preserved, some data may be lost from the operation such as slack
space, fragmentation, unallocated space, deleted files, etc.

When specifying a destination target, the investigation can either specify a folder or an image file
(Windows 7 or later) to copy the directory contents to. If the Image File' option is selected, a Virtual Hard
Disk (VHD) image file is generated which shall contain the directory and contents. Before the copy
operation takes place, a VHD image file is created, attached, and mounted to the system to a drive letter
as an NTFS wolume. Once the operation is complete, the virtual disk is detached from the system upon
which the image file can be added to the case or re-mounted using Disk Management in Windows.

While the operation is running, a log is generated which contains the files/directories that were copied,
general status messages and any error messages. The most common reason for failure is that they are
locked by another process or the current user does not have permissions to access them. The log can
be exported to a text file and/or added to the case as an attachment.
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Create Disk Image  Restore Image to Disk  Rebuild RAID Disk  Create Logical Image  Create Logical Android Image  Device and SMART Info |4 | *

Source Paths:

__\/Add Folder = Edit Remaove

Destination Target: |

(®) Create Logical Image () Copy to Folder () Create Zip File
Save Cloud Drive Metadata
[ ] attach Log to Case on Completion

Current Path: |

Log:

Start Export Log to File... Clear Log

Settings and Options:

Source Paths
The partition, disk, volume or device to create an image of. Note that only partitions with drive letters
can be shadow copied.

Add Folder - Add a folder to be imaged

Add File - Add a file to be included in the image

Cloud Drive - Add the contents of a Cloud Drive to the image

Cloud Email - Export the emails of a Cloud Webmail as an MBOX to the image

Destination Target
The location to save the image file (VHD) to (if Create Logical Image is selected) or the path to a
local destination on the computer (if Copy to Folder is selected).

Save Cloud Drive Metadata




When Cloud Drive is added to the source list, the option can be selected. When enabled, in addition to
the file downloaded from the Cloud Drive, an metadata file with the extension ".meta-json" will be
created in the same folder for each file. This file will contain the response from the cloud senice API
that may contain additional information that was stored with the file. The contents of the metadata will
vary by the Cloud Drive Senice.

Attach Log to Case on Completion
Upon imaging process completion, prompt the user to attach the imaging log file to case.

File or Folder Source Items:

The following table summarizes the metadata that is preserved when performing a forensics copy of a
File or Folder source ltems

Pres
ene
d
Creation v
Date
Last v
Accessed
Date
Last v
Modified Date
Last x
Attribute
Modified Date
File v
Attributes
Short (8.3) v
file names
Streams v
Owners / v
Groups
Permissions v
(ACL)
File x

fragmentation
Slack space x
Deleted x

files/directories
* Only if supported by the source/destination file system

Cloud Drive Source Item:

OSForensics currently supports downloading from Google Drive (Owned/Shared files), Microsoft
OneDrive (Owned files) and Dropbox (Owned/Shared files) accounts. When adding a cloud drive
source, the user will be required to acknowledge authorization to access the remote drive and will be
prompted via the system's default browser to log into the senice afterward.




5.13.6

Select Cloud Drive to Add =

Chedk the checkbox to confirm authorization to access the doud account and record your name in the
text box below, You will be prompted to log into the account afterwards,

Select | Microsoft OneDrive e

I have authorization

Your Name | John Investigator|

Corcel

When Save Cloud Drive Metadata is enabled, an additional file (with extension .meta-json) will be
created along with the downloaded file. The contents of the file will contain additional information that
was obtained from the Cloud Drive service. The metadata will vary by senice.

Example metadata from Dropbox:

{

}

".tag": "file",

"client_modified": "2018-06-18T18:13:31Z",
"content_hash": "f7ad488deb7d81790340ecd676fe6e4 7f0a6064Hb99b982685b752d58611c1cb”,
"has_explicit_shared_members": false,

"id": "id:qWFLFkwdeUAAAAAAAAAABQ",
"is_downloadable": true,

"name": "Get Started with Dropbox.pdf',
"path_display": "/Get Started with Dropbox.pdf",
"path_lower": "/get started with dropbox.pdf',
"reV': "2c82b3d90",

"server_modified": "2018-06-18T18:13:32Z",
"size": 1102331

Cloud Mail Source Item:

OSForensics currently supports exporting webmail to MBOX format from Google Gmail and Microsoft
Hotmail/Outlook accounts. When adding a cloud mail source, the user will be required to acknowledge
authorization to access the remote mailbox and will be prompted via the system's default browser to
log into the senvice afterward. The resultant MBOX file can be accessed later using OSForensics'
Email Viewer.

Create Logical Android Image

Creating a logical Android image allows the investigator to copy files/directories from an Android device
to a destination folder or image file, presening as much file system metadata (eg. date/times, attributes)
as possible. This is useful for cases where obtaining an complete drive image of the evidence device is
not possible (eg. device not rooted). Note that while the directory structure, file contents, and some
metadata are preserved, some data may be lost from the operation such as slack space, fragmentation,
unallocated space, deleted files, etc. Files are obtained using adb.exe pull command with the '-a' option
which will try to presene file timestamp and mode.




Additional artifacts can be retrieved using the Extract Data with OSFExtract App option. This will
install the OSFEXxtract app onto the Android device and allow the retrieval of Messages (SMS, MMS),
Contacts and Call Log from the device, that may not been retrievable using the Logical Copy method.

When specifying a destination target, the investigation can either specify a folder or an image file
(Windows 7 or later) to copy the directory contents to. If the 'Image File' option is selected, a Virtual Hard
Disk (VHD) image file is generated which shall contain the directory and contents. Before the copy
operation takes place, a VHD image file is created, attached, and mounted to the system to a drive letter
as an NTFS wlume. Once the operation is complete, the virtual disk is detached from the system upon
which the image file can be added to the case or re-mounted using Disk Management in Windows.

While the operation is running, a log is generated which contains the files/directories that were copied,
general status messages and any error messages. The most common reason for failure is that the
current user does not have permissions to access them. The log can be exported to a text file and/or
added to the case as an attachment.

IMPORTANT: To use adb with an Android device connected over USB, you
must enable USB debugging on the device. This can be done in the device
system settings, under Developer options on the Android Device itself.
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Help

Restore Image to Disk  Rebuild RAID Disk  Create Logical Image  Create Logical Android Image  Device and SMART Info  Disk Hidden Areas -[ 4 | *

Android Device:

Extract Data (e.g. 5MS, MMS, Contacts) with OSFExtract App

Logical Copy with Adb Pul

[l copy Empty Files (0 Bytes) Ignore O5 Directories

~ Refresh

Destination Target: |

(®) Copy to Folder () Create Logical Image
Post Imaging Options: Attach Log to Case

Add Destination Target as Device to Case

Add to Scan List in Android Artifacts Module

Current File/Status:

Log:

Contacts:

Calls:

II

Start Export Log to File... Clear Log

Android Device

This drop-down list will show a list of Android Devices currently connected to the PC.

Extract Data with OSFExtract App

Use the companion OSFEXxtract App to retrieve additional data during the imaging process.

Logical Copy with Adb Pull

Copy files/directories from an Android device to a destination folder using adb.exe pull command.
adb.exe is distributed by Google and a copy of the application is installed with OSForensics.

Copy Empty Files

Enable this checkbox to include files that are listed as 0 bytes in size during the copy process.

Ignore OS Directories

Enable this checkbox to skip known Android OS Directories from being scanned/copied. Directories on

the ignore list are: /sys, /proc, /deyv, /etc, /sbin, /d, /acct.




Destination Target:
The directory to save the files from the device (Copy to Folder) or location of an image file to write the
contents to (Create Logical Image).

Attach Log to Case on Completion
A log is generated which contains the files/directories that were copied, general status messages and
any error messages. When enabled, upon completion, OSForensics will add the log to the case.

Add Image as Device to Case
On completion, the she specified target directory can be added to the current case as a device to be
used in other modules.

Add to Scan List in Android Artifacts Module
The path of the acquired image will be added to the scan list in the Android Artifact Module.

OSFExtract is an supplemental Android application that aids in the retrieval of Messages (SMS, MMS),
Contacts and Call Log from a device. The application must be installed on the Android device and
granted permissions to properly function and communicate with OSForensics. The app is installed onto
the device when Extract Data with OSFExtract App option is checked when doing Logical Android Copy.
Note: The device must be placed in Developer mode for OSForensics via Android Debug Bridge (adb) to
install' and launch the app and to correctly forward ports to retrieve the data over USB.

The following permissions must be allowed for OSFExtract to access data on the device:
¢ Allow OSFEXxtract to send and view SMS messages.

¢ Allow OSFEXxtract to access your contacts.

¢ Allow OSFEXxtract to make and manage phone calls.

¢ Allow OSFExtract to access photos, media and files on your device.




152 OSForensics

OSFExtract V1.0.1002

Items selected below will be
exported to OSForensics:

SMS
MMS
Calls

Contacts

TRANSFER

PassMark Software @ 2018

To manually side-load the app, osfextract.apk can be found in the adb sub-directory in the program
executable directory. However the program is not much use without OSForensics.

© 2022 PassMark™ Software



Hash Sets allow an investigator to quickly identify known safe files (such as Operating System and
program files) or known suspected files (such as viruses, trojans, hacker scripts) to reduce the need for
further time-consuming analysis. Hash Sets are used in a data analysis technique called Hash Analysis,
which uses the MD5, SHA1 and SHA256 hash of files to verify the files on a storage device. A hash
uniquely identifies the contents of a file, regardless of filename. In other words, any two files with the
same hash are said to be the same. A collection of these hash values form a hash set, which can be
used to reduce the time required to search a storage media for particular files of interest. In particular,
files that are known to be safe or trusted can be eliminated from file searches. Hash sets can also be
used to identify the presence of malicious, contraband, or incriminating files such as bootleg software,
pornography, viruses and evidence files.

It is recommended when creating hash databases that safe files be kept in a sperate database to files
that are illegal/incriminating.

Once the hash sets are created, they shall be used throughout OSF where applicable (such as File
Searching).

Included as part of OSForensics are sample hash sets from NSRL, a US government project that

provides a repository for hash sets of known files. Additional sample hash sets can be downloaded from
the Passmark website.

Hash Set Management
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Hash Sets  yerify/Create Hash

Database Management Hash Set Management

Mew DE... Make DB Active Mew Set... Quick 5et... Import C5V Set... |v

Expart... Search Hash Sets: |:| < =

| 7| Cryptocurrency
+-| @ Example

+| & Keyloggers

|

| g pap

New DB
Creates a new empty database. Clicking this button will prompt the user to provide a name for the
database. After a valid name is entered, the database will appear in the list ready for use.

Make DBActive

Makes the currently selected database active. The active database is the database that shall be used for
all operations in OSF requiring hash sets. You can also make a DB active via right-click and selecting
"Make Active". The currently active database is highlighted in yellow.

New Set
Creates a new hash set in the currently active database. Clicking this button will open the New Hash Set
window where you can specify the creation options.

Import CSV/NSRL/VIC Set

Imports a hash set that was previously exported from OSF in csv format back into the currently active
database.

Imports the NSRL (http://www.nsrl.nist.gov/) dataset into an OSForensics database. See this page for
detailed instructions

Imports a VIC dataset into an OSForensics database. See this page for detailed instructions

Export




Exports the currently selected item to csvformat. If a single hash set is selected, then just the selected
hash set is exported. If any other item is selected (eg. origin, DB) then all hash sets contained are
exported. W

Search Hash Sets

This search box allows the user to search for a hash set by name. The search applies to all databases in
the list. Enter all or part of the hash set name and use the ">>" and "<<" to move forwards and
backwards through the list. The search is case insensitive.

Hash Set List

- .-]

—E' weh Browser

- I_] Mozilla Firefox 2 2 [ Mozilla Foundation | English
-] web Utiity

EII_] FrontPage 33 1333 | Microsoft | English

-l zip

The hash set list displays a list of all hash sets under the following hierarchy:

Database
|-- Origin
|-- Product Type
[-- Hash Set

Double clicking on a hash set will allow you to view its contents. Items (excluding databases) may be
dragged and dropped to copy hash set(s) within/across databases. Right clicking on items in the list
allows you to perform actions such as renaming and deleting.

Due to the relational nature of the database, be aware that all Product Types appear under all Origins,
regardless of whether they have any content.

Other Information

Installing Hash sets
Hash Set Lookup

5.14.1 New Hash Set

The New Hash Set window allows the user to enter the attributes for generating a new hash set. This
window can be accessed by clicking on the "New Set" button in the main Hash Sets window.




Mew Hazh Set

New Hash Set

Current DB: Cryptocurrency
Origin:
PassMark

Product Type:
Cryptocurrency

Manufacturer:
AntPool

File Set Type:
Bad

Hash Set Mame:
Windows 10 x64

Qas:

Mew

Mew

Mew

Mew

Mew

More Info:

Help

Version:

Language:

The arigin of the files. Depending
on the scope of the database this
could be as specific as "Bob's PC™
or as broad as an entire
organization.

| English

Folder:

[ skip files smaller than... l:l bytes

|Current File: |
Files Hashed: Time Elapsed: |
Progress:
Cancel
Current DB

The name of the database that the hash set will belong to.

Origin

The origin of the files belonging to the hash set. Depending on the scope of the database this could be
as specific as "Bob's PC" or as broad as an entire organization.

Product Type

The product type the files are associated with. Eg. Word Processor, Image Editor, Operating System.

Manufacturer

The original creator of the files in the hash set. Eg. Apple, Microsoft, Google

Set Type

A classification for the set of files. Eg. Safe, malware, bootleg, trusted
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oS
The Operating System the files are associated with.

Set Name
The name for the hash set. Hash set names should briefly describe the contents of the hash set. Eg.
Windows XP system files, viruses, blueprints.

Version
The version of the product the files are associate with. Eg. Microsoft Word 2007, Adobe Reader 9.

Language
The language of the files in the set.

Folder
The directory to be scanned for files to be added to the hash set. All files and subdirectories in this folder
shall be added to the hash set.

Skip files

If this checkbox is checked then any files smaller than the entered byte count will be skipped and not
added to the hash set.

This is enabled by default due to the large amount of O byte and small files that can be present on a

system which will create a hash entry that will match many files (due to the limited amount of unique
hashes generated for small byte files).

Current File
The file that is currently being processed.

View Hash Set

The Hash Set Viewer window allows the user to view the details about an existing hash set. This window
can be accessed by double clicking on a hash set or via the right click context menu in the main Hash
Sets window.
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2 CryptoMining APMiner 1.0.8 | AntPool | English >

\j Hash Set Viewer —

Hash Set Mame: CryptoMining APMiner 1.0.8 | AntPool | English
Hash Set Type: Bad
Operating Systems: Windows 10 x64

MName MDS SHA1 SHAZ256 Last Update Size Category Internal I ™
SERVICEREMEDI... ESE715FD36... 660FC20970... 2C5ECSB9EQ... 2019-03-29 1... 64.00KB 2710
SERVICEREMEDI... 24C408E1ES... D[D458A93C0... D71123DADS... 2019-03-29 1... 128.0KB 2711
UPDATESESSIO... SEA2A2DAIC... CF5F226230... 39DBEB7A3A... 2019-03-291... 8.00KB 2712
{3DATID5A-20C.., 9DD598B973... CE32969D25... A43EF5BS7Z.. 2019-03-29 1... B1.65KB 2713
APPCACHE1319... 00E25757619... 0854A1E260... 673B3520DB... 2019-03-291... 94.93KB 2714
APMIMERTOOL_,.. 1D2790C03B... 194508B3041... 324BC4575A... 2019-03-291... 2.26ME 2715
APMIMERTOOL.... 138152EADC... (C7951CeB7C... 3699A56A00,., 2019-03-291... 2.95MB 2716
APMIMERTOOL...., D7795D7CB0... 1911882F300... 88F73F308D... 2019-03-291... 17.79KB 2717
APMIMERTOOL.... 12427512AA... 2E46D410F8... 25C3211C2A... 2019-03-291... 599.5KB 2718
APP.CONFIG AGF94FCA3D... 304B73AF33... SE971DFCO0... 2019-03-29 1... 16.92KE 2719
APP.XAML.CS 2F773403797.,. 5S02F155D7F... 253DED77FO... 2019-03-29 1... 338 Bytes 2720
COMFIG. XML CB2AB27732... 65B2D3563C3... 9B99B31B41E... 2019-03-291... 10.83KB 2721
EM_US. XAML CEDF1A4370... 89DA9749D7... D93AF699DS8... 2019-03-291... 21.99KE 2722
ZH_CN.XAML 36682E0D3D... ABBAFAD11B... AA3E976ATS... 2019-03-291... 21.81KB 2723
LOG_2019-3-29,., 159D704504... 30558CBF99... BOC3B46030... 2019-03-29 1... 39Bytes 2724
128X128.1CO B1B44C3C2A... 134FFIDDIE... (C3756C14BE... 2019-03-29 1... 66.06KB 2725 o

Mumber of files in set: 31, Total Size: 6.36 MB

The table contains a list of files in the hash set and corresponding hash values.

Hash Set Lookup

In either the File Name Search or the Mismatch Search module, it is possible to do a lookup on the files
found to see if they exist within the current hash database. This is accomplished by right clicking in the
list and choosing "Look up in Hash Set".

Depending on whether you do this for a single file or multiple files you will get a different interface. In both
cases however the file will be marked in the original list as to whether a match was found.

baszelineinfo_v7.png
“’ | Location: C:ASRecycle Bin\5-1-5-21-396345047-3584240248-220347857
— Size: 94.31 KB, Created: 10-Dec-2008 0558, Modified: 17-Nov-20028 02:50, In hash set. No

(L0 DR 0 - r|1L

Single File Hash Lookup

The results of the lookup are displayed in the table, listing any matches that were found in a hash set in
the active database.
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*- Lookup File in Hash Set

Filename (120DPT)alertlcon.png

MD3 3FABG788AA30119A6DD4B4DDO916A71C
SHA-1 ESAOFCB419380E29B1A762DF545326626C2C7EC2

SHA-256 DFCE162358D773C600BBASDFALSD5D15401DDOE7F7G09CAE25689C46BB464FED

Windows 7 (32-bit)... All

Progress | |
Matches: 2 | Name Matches: 2 | MD5 Matches: 2 | SHA-1 Matches: 2 | SHA-256 Matches: 2

Hash Set Matches Filename MD5 SHAL SHA256 Type

(120dpi)alerticon.png 3FABG6788AA... ESAOFCB419... DFCE162338... Good

Windows 7 (32-bit)... Mame, MD5, SHAL, SHA256 (120dpijalerticon.png 3FABG788AA...

ESADFCB419... DFCE162358... Good

{1

Elements colored green indicate matches.

Multiple Files Hash Lookup

When hash comparing multiple files at once, the files that matched the entries contained in the hash set

are displayed in the list view.

© 2022 PassMark™ Software



% Lookup File in Hash Set

Filename  Ubuntu-0:warklibhapthliztshuz, archive ubuntu.com_ubuntu_dists_oneinic_universe_binam-
i386_Packages
D5 E52CA509CH353227E130004FE72ERICD

SHA-1  FCO043E26C3024F 54D CBE TR0 FE4F7EIIST1EBCZGFR

SHA-256 ES3BEZICED1GF433BBAZ13DCEASC200N 21 2253430C30 93CEFA0 0701 38036024

Frogress

Files Hashed 4 tatches 4
File Folder MOE SHA1 SHAZRR
pozthst DB Ubuntu-0:\warhcache\apt-wapian-inde...  SEES88AZD33BA...  BOFS1409BA5E..  Z8EO0DT7FE351..
Jibul 20 Jbumtu-0: husrlibhthunderbird-7.0.1 DE34COSIDED..  OF97A7204903F.. C9AE7ESE1334..
termlizt DB Jbuntu-0:vwarscachehapt-wapian-inde...  CFEE33CAT4DE . F10MARZ23320F..  FE4ED 194734
Jibaul 50 Ibumtu-0: usrlibMfirefox-7.0.1 BAODS1458265... BCATOETEFEZZ2..  423F45286168B..

b atches
All
All
All
All

k

Cancel

The list of matching files can be exported to a text file by selecting 'Export list to text..." in the right-click

menu.

5.14.4 Installing Hash Sets

To install the hash sets from external sources, you must move them into the OSForensics program data

folder.

On Vista, Windows 7 (aka Win7), and Server 2008, this would typically be the following folder (you may
need to enable viewing of hidden directories to see it or enter it directly into the Explorer address bar):

C:\ProgramData\PassMark\OSForensics\hashSets

On XP and Server 2000/2003, it is typically something like this:

C:\Documents and Settings\All Users\Application Data\PassMark\OSForensics\hashSets

For a USB install
%OSF_Usb_Directory"%\AppData\hashSets

Note that while most files are automatically copied when installing to USB, hash sets are not as they

can often be quite large.

You will then need to restart OSForensics if you have it currently open. When you next start
OSForensics, you should now find additional sets listed in the tree view under the "Hash Sets" panel.
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Some additional hash sets you can install can be found on the OSForensics download page
http://www.osforensics.com/download.html

NSRL Import

The National Software Reference Library data set can be obtained from this site http://www.nsrl.nist.gov/.
To import the data set into OSForensics you will need to follow these steps.

1. Download the dataset from http://www.nsrl.nist.gov/. Currently the dataset can be distributed as a set
of .iso files or as a zip, if the files are contained in a zip then unzip the files to a temporary folder (eg
named "NSRLData") and go to step 3. To access the contents of the .iso files you will either need to
burn them to DVD or mount them using a virtual disk manager such as OSFMount.

2. On each of the disks is a zip file, each of these zip files must be unzipped into a separate folder in
the same location. For example, you create a folder named "NSRLData" and then under that folder
you create folders named "Disk1", "Disk2" etc. in which you extract the zip files from each disk.

3. Select the "NSRL Import.." button on the hash management window.

4. Specify the input data folder, this will be the root folder for all the unzipped sub folders (the
"NSRLData" folder in the example from step 2).

5. Specify the temp output folder. If this field is left blank, the database will be written directly to the final
default location for hash sets. Otherwise, if this folder is specified, OSForensics will write the output
database to a temp folder before copying it over to the final location. Therefore, specifying a location
on a fast SSD or RAM drive can help speed up the import significantly (see below for more
information).

6. Click "OK" and allow the import complete. A new database will be created automatically, and the
database name will default to the format 'NSRL-YYMMDD-HH-MM'. To use a different name, wait for
the import to complete, right-click the database in the tree, and select "Rename".

One way to speed up the process is to make sure the input data and the output data folder are on a fast
solid state hard drive of a RAM drive. Import time is highly dependent on the random seek read/write
performance of the drive. On an average system with a normal hard drive the process takes about 50
hours. On a RAM drive the process has been seen to take as little as 10-15. A solid state drive will likely
have an import time somewhere between these two figures.

Important Note: The NSRL Import function assumes that in the input NSRLFile.text file, lines have been
sorted in alphanumeric order. If not, errors may occur during the import.

Using a RAM drive

When creating a RAM drive to store both the input files and output files, it is important to allocate enough
memory on the RAM drive, otherwise the import will fail once the drive runs out of space. While it is not
possible to accurately predict what the exact size of the output files will be, the following example may
be used as a rough guide:

For the NSRL RDS Version 2.59 December 2017 Modern RDS (minimal) dataset, the total size of the
input files was 13.7 GB.

Once the import was complete, the output database file was 19.9 GB. (~1.5x the size of the input data)
Thus, at least 24GB was needed on the RAM drive to store both the input and output files.

Roughly this gives the following formulation:

Required memory = Size of input data x 2.5

It is also advised to add on a margin for error (e.g. 10%) if possible.
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5.14.7

Note that this example is for the Modern RDS microcomputer applications dataset which contains
many redundant entries due to there being multiple entries per file appearance in an application.
OSForensics only stores one file hash entry per file appearance in an application (appearances occurring
on different operating systems are ignored by OSForensics).

The Modern RDS minimal dataset also contains some redundant entries but less so than the abowe, so
the output file size factor would be higher.

The Modern RDS unique dataset contains only unique hash values, so the output file size factor would
be higher than both of the datasets mentioned above.

More information on the different datasets can be found at the NIST website.

VIC Import

To import a Project VIC .json file, make sure you have selected an active database, then click "Import
VIC Set...", select the .json file to import, and click "OK".

You will then be prompted if you wish to import the VIC set into the selected database. This allows you
to incrementally add hashes into the same database. Click "Yes" to proceed, or "No" to create a new
database.

Correctly formatted project VIC files will import file hashes into a series of file sets with a maximum
number of 100,000 file hashes per file set.

Note that the process can several hours to complete, and could even take several days on some
systems.

An indicator of bytes read displayed at the bottom of the window can be used as a rough guide to
calculate the time remaining.

You can also select "Import VIC Set Folder" and specify a folder that contains .json files. OSF will
attempt to import each of these .json files into the same database and omit any which are duplicates.

OSF currently supports Project VIC file formats version 1.2, 1.3 and 2.0.

NOTE: While "Category 0 (Zero)" is officially documented as files of "Unknown" category, in the data
we've seen this has been treated as a category for "safe" files, and so OSF currently excludes importing
all hashes with a "zero" category.

Hash DB Import/Export Format

The import / export format for the hash database is a flat CSV file with the following fields.

Origin The origin of the file hash

Product The product the hashed file belongs to.

Product A description of the what type of product the product is.
Type

Hash Set The name of the hash set the file hash belongs to.
Name

Hash Set A Unique ID for this hash set.

ID

Version The version of the product.

Manufactu The manufacturer of the product.

rer




Language The language of the product.

Type What type of hash set this is (known good files, known bad files, etc)
oS What operating system this hash set is associated with.

Filename The name of the file this hash was taken from.

MD5 The MDS5 hash for this file.

SHA1 The SHA1 hash for this file.

SHA256 The SHA256 hash for this file.

LastUpdat When this hash was last updated

e

Size The size of the file that was hashed.

Example output:

Origin, Product Type,Hash
NSRL,Web Browser,Mozilla
NSRL, Web Browser,Mozilla
NSRL, Web Browser,Mozilla

Set Name,Hash Set ID,Version,Manufacturer,Language,Type,O0S,Filename,MD5, ¢
Firefox 2,5,2,Mozilla Foundation,English, Good,Linux,about.xul,73148BD6D7¢
Firefox 2,5,2,Mozilla Foundation,English, Good,Linux,actionbuttons.png, 8A¢
Firefox 2,5,2,Mozilla Foundation,English,Good,Linux,all.js,5FDD321D9A4C2:

OSForensics utilizes deep learning models to analyze images, allowing you to search for images based
on the Face Detection score or lllicit Image score.

All image analysis is performed entirely offline by OSForensics. No image content, nor the resultant data
is ever transmitted from the investigation machine running OSForensics. Confidentiality is ensured.

Face Detection

Upon analysis, OSForensics will return a confidence score (out of 100%) on each possible face that has
been detected in an image. As multiple faces may appear in a single image, these individual scores are
weighted and amalgamated into a final ranking score (as used for sorting in File Name Search), so a
score may exceed 100% when there is the possibility of more than 1 face found.

When the Analysis is executed from the Internal Viewer, the potential faces are marked with a green
bounding box and the percentage score appears next to the detected face.

lllicit Image Detection
Using deep neural network based machine learning models, OSForensics is able to score images on
how likely it is to contain illicit content.

e A score over 80% is classified as "Likely illicit"
e A score of 50% to 80% is classified as "Possibly illicit"
e A score below 50% is classified as "Unlikely illicit"

Indexing allows you to search within the content of many files at once. Unlike the other search modules
which only inspect filenames and other surface criteria, indexing allows you to perform deep searches
inside the content of PDF documents, Word files, E-mails, image meta data and much more.

In order to do this, you must first create an index for the set of files you wish to examine. This is a
thorough process which scans and analyzes the files and builds an index (consider it to be a more
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sophisticated version of what you would find in the back of a book), which can then be used to perform
searches on.

The following modules are used to perform index-based searches.

Create Index
Module that performs the initial index generation required for an index-based search

Search Index
Module that performs an index-based search using the index files created via the Create Index module.

Create Index

Creating an index allows the investigator to perform lighting fast, content-based searches across the
entire drive or section of the drive. This process inwlves scanning the content of files and emails on the
hard drive, and then constructing an index of the words found.

TIP: 64-bit OSForensics is highly recommended when indexing large sets of data.

If you are having problems with the indexing not completing properly or having a lot of errors see this
page for common causes and solutions.

Step 1: Select File Types to Index

Step1ofh

What types of fles would you like to index?

(®) e Pre-defined File Types Check all Unchedk Al
E-mails Attachments Executables and binary files
Office + PDF documents Memory dump files
ZIP and compressed archives All other supported file types
Images Unknown files
Plain text files System hibernation and paging files
Web files + XML Use QCR. for images and PDF documents

Video, audio and other media

() Use previously saved configuration:

Configuration File Types

Mext

In this step you must select what kind of files you wish to index. You can select between a predefined
set of file types or you can load from a previously saved configuration. In general, the more file types that
are selected, the longer and more resource consuming the indexing process will take.




E-mails
Scan e-mail files found on the disk. Supports .pst, .ost, .msg, .eml, .mbox, .mbx, .dbx and .msf files.

Attachments
Scan all attachment documents found in email messages.

Office + PDF Documents
Scan Microsoft Office documents, OpenOffice documents and PDF files. Supports
.doc, .dot, .ppt, .pps, .pot, .xls, .xlt, .docx, .pptx, .xlsx, .dotx, .pdf, .odt, .sxw, .ods, and .odp.

ZIP and compressed archives

Scan the contents of ZIP archives for files that match the other selected types. As such you should
select other file types along with this option as zip files are merely containers and don't contain much
interesting information in and of themselves. Other compressed archives supported

are: .zipx, .tar.gz, .tar, .tgz, .taz, .rar, .arj, .dmg, .iso, .chm, .bz2, .Izo, and .7z

Images
Scan image files for metadata information. Supports .jpg, .gif, .tiff, .png and .bmp.

Plain Text Files
Scan plain text files and rich text documents.

Web Files + XML
Scan HTML web pages and scripts including
.html, .htm, .shtml, .shtm, .xml, .xhtml, .php, .asp, .aspx, .cfm, .js, .pl, .cgi, and .swf files.

All Other Supported File Types

Scan all other supported types of files supported by the indexing process. This includes the following file
types: .nfo, .dat, .wpd, .mp3, .dwf, .torrent, .mht, .avi, .wmyv, .mpg, .mpeg, .rmy, .rmvb, .flv, .mov, .qt, .ex
e, .dgn, .wma, .tar, .gz, .cab, .rar, .psd, .qbb

Unknown Files

Scan files whose type cannot be determined by their extension or have no extension at all. The indexing
process will attempt to identify what kind of file it is dealing with. This option can somewhat increase
indexing time as a far greater number of files will be scanned.

System hibernation and paging files

Scan system hibernation file (hiberfile.sys) and system page files (pagefile.sys). Text strings will be
extracted from these system files, which are typically very large. This option will significantly increase
indexing time and indexed data. We advise a separate index for these files.

Step 2: Location and Advanced Options




Step 2 of 5

Which drive(s) or folder(s) would you like to index?

File Details Type Add...

C: Folder
Remove

Advanced settings (optional)

File extensions Edit Precognitive search Edit
Skip files ffolders Edit Binary string extraction Edit
Languages & Stemming Edit Email attachments Edit

In this step, you will specify start directories where OSForensics will scan for files to index. Click the
'Add' button to specify the start location you want to add to the list:

Add Start Location *

(®) Whale Drive =\ e

Drive indexing options: | Index files only

' Drive-C:Y Index unallocated dusters only
(O Specific Folder Index both files and unallocated dusters

Cancel

You may specify an entire drive, or a specific directory (eg. "My Documents" folder) to index. For Whole
Drives, you have the option to scan the drive's unallocated clusters as well. However, this will greatly
increase the indexing time and resource requirements. Indexing of unallocated clusters is available for all
supported file systems.

If you choose to index unallocated clusters, then the file types you have selected are ignored for the data
found in the unallocated clusters. In a sense there are no files in unallocated clusters. Any data found in
unallocated clusters is treated the same. The strings are extracted and added to the index. Even if, for
example, a fragment of data in unallocated clusters was once part of an .doc file, it still isn't processed
like an Word document. Only string extraction is done.

Advanced settings (optional)




On Step 2, you can also configure advanced indexing settings such as File Extensions, Skip
files/folders, Languages, Precognitive searches, and more. Click on the "Edit" button to configure each of
these groups of settings. For more information, see "Advanced Indexing Options".

Step 3: Memory optimization / Indexing limits

Step J of 3
Memory optimization / Indexing limits

Estimate the number of files (and size) being indexed. This will help optimize memory usage and index more efficdently.

() Small Max number of files = 500,000
Max file size® = 47 MB
(®) Medium
Estimated RAM required: 4,600 MB (4.6 GB)
(OLarge Available RAM: 5,072 MB (5.1 GB)
CI Extrems

() Don't know (Pre-scan required)

CI Custom Edit

Select number of threads: | 4 =

[+#]Use FaM drive for temporary files to speed up indexing

*Max file size does not apply to some file formats

Back Mext

In order to index the files more efficiently, OSForensics needs to know the approximate number of files
and the maximum file size that will be scanned. If this is not known, you can select 'Don't know' which
will conduct a preliminary scan of the location and files to determine the proper limits for the indexing
process. To set custom limits, select 'Custom’ and click on 'Edit’ to bring up a dialog box for specifying
the limits.

%5 Customn Indexing Limits >

available, you can specify custom limits

F], If you need to override the preset limits Help
below,

Max number of files | 00000 |

Max file size | 102400 KB (100.00 MB)
Canc

TIP: To reduce indexing time even further, check 'Use RAM drive'. For more information see 'Indexing with
a RAM drive'.
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Step 4: Case Details

Step 4 of 5

Please enter some details for the index

Index Title
My Index - C

Index Motes

Index of files in:

C:
File extensions:

.pst, .ost, .msg, .eml, .emlx, .mbox, .mbx, .dbx, .msf, .doc, .dot, .ppt, .pps, .pot, .xls, .xt, .docx, .pptx, .xsx,
Jdotx, .pdf, .odt, .sxw, .ods, .odp, .zip, .tgz, .taz, .tar.gz, .tar, .zipx, .rar, .arj, .dmg, .iso, .chm, .bz2, .lzo, .7z, .jpa, .Jjpeg,
Jpe, .aif, .4ff, .4f, .png, .bmp, .heif, .heic, .txt, .text, .rtf, .html, .htm, .shtml, .shtm, .xml, .xhtml, php, .php3, .asp, .aspx,
.cfm, .js, .pl, .cgi, .swf, .nfo, .dat, .wpd, .mp3, .dwf, .torrent, .mht, .avi, .wmv, .wma, .mpg, .mpeq, .rmv, .rmvb, .flv, .mov,
.qt, .exe, .dan, .cab, .psd, .gbb, .dmp, .mdmp, .mem

(MNo ext)

{Unknown ext)

(System hibernation and page files)

Back Start Indexing

In this step, you will need to enter details for this index to be added to the case. If you do not hawe a
case open, you will be prompted to create/open one before moving to the next step. This step allows you
to specify a title and notes for your index that will be stored in the case.

Step 5: Indexing
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Features

Step 5of 5

Start Time

Finish Time

169

| Mon Aug 1 14:08:18 2022

| Mon Aug 1 14:08:21 2022

Files Indexed

Time Elapsed

| 8

‘ |00:nn:03 |

Emails Indexed

Peak Phys. Mem. Used

| 737

‘ |241MB |

Alerts

Peak Virt. Mem. Used

| 0

‘ |4530ME| |

Warnings

Max File & Emails

| 0

‘ |suuuuu |

Total Bytes

Unique Words

|851.2KB

| |905? |

Current Action: | Finished | Show Log

Thread # Indexing file

Thread 1 {Finished}

Thread 2 {Finished}

Thread 3 {Finished}

Thread 4 {Finished}

£ >

<< New Index Save configuration Show Precog Results Cancel

The index is now being created. This process can take quite a long time depending on the options
selected. To view the log in real-time while indexing is being performed, click on 'Open Log..." to bring up
a log window as shown below.
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Index Lag bt

Show message options

Show all Indexing Alerts [ initialization Plugin
Reset to default [ skipped Warning File I/O

Hide 2l [JFiltered Information Summary

Showing 5000 of 37162

i3 Indexing C:\windows\\wWinSxSamdBd_dual_mdmborts.inf_31bf3856ad364e35 10.0.19047.1_none_cOasdf365dbE df mdmlkort, inf A
_ - Indexing C:\windows\winG 5 hamdE4_dual_mdmisdn.inf_31 bi3856ad364e35_10.0.19041.1_none_973a63a7Eb82900fmdmizdn. inf

Indexing C:\windows\WwinSx5amdBd_dual_mdmlaznoinf_31bf3856ad364e35 10.0.13041.1_none_7c8Bb231 aBb807c\mdmlazno.inf

Indexing C:\windows \WwinS=5hamdBd_dual_mdmmc288.inf_31bf3856ad364e35 10.0.13041.1_none_39e1 4cb6d333d061 \mdmmc288. inf

Indexing C:\wWindows \WwinSxShamdBd_dual_mdmmed.inf_31bf3856ad364e35 10.0.19041.1_none_3901 79a2bacEb7dsmdmmed. inf

Indexing C:WwindowsWwinS«Samde4_dual_mdmlazat.inf_31bf3856ad364e35_10.0.19041.1_none_42f29d1330804c224mdmlazat. inf

Indexing C:\windows \WwinS x5 amdBd_dual_mdmlucnt.inf_31bf3856ad364e35_10.0.15041.1_none_3138803080E1 a0 mdrnlucht. inf

Indexing C:\windows\\wWinS xS amdEd_dual_mdmmega.inf_31bF3856ad264.35 10.0.19041.1_none_d12495dal e/ 16aB5h\mdmmega. inf

Indexing C:\windows \WwinS xS amdBd_dual_mdmmct.inf_31bf3856ad364e35_10.0.19041.1_none_Dfaec8e499cdboed mdmmet. inf

Indexing C:\windows\WwinS xS amdBd_dual_mdmmhbrtz inf_31bf3856ad364235 10.0.13041.1_none_7ae756fe20c1 d0e8smdmmhirtz. inf

Indexing C:\windows \WwinSx5kamdBd_dual_mdmmetri.inf_31bf3856ad364e35_10.0.13041.1_none_3120d3284bEc381 a5 mdmmetr. inf

Indexing C:\wWindows \WwinSxShamdBd_dual_mdmmeaon.inf_31bi385Ead364e35_1000.159041.1_rnone_fcabB8ieBRE39077 7S mdmmcom. inf

Indexing C:\Windows\\WinS x5 amdEd_dual_rdmminij.inf_31bf3856ad364e35 10.0.19041.1_none_d1591 cdBf8e 447 24 mdrmini. inf

Indexing C:\windows\wWinSxShamdEd_dual_mdmmod.inf_31bf3856ad364235_10.0.13041.1_none_debcaale19941 Ea34mdmmod. inf

Indexing filenarme only far binary file C:\Windows\\WinSxS%amdE4_dual_mdmmaotEd.int_31bf3856ad364235 10.0.19041.1_none_ef7da721daB4dabed S
Indexing C:\windows \WwinS xS hamdBd_dual_mdmmoted.inf_31bF3856ad364e35 10.0.13041.1_none_ef7de?21dabdabed\SmSerlGd. sys

Indexing C:\windows \winS=5hamdBd_dual_mdmmotol inf_31bF3856ad364e35_ 10.0.13041.1_none_32cd?7 2300762251 mdmmatol . inf

Indexing C:\windows \WwinSx5kamdBd_dual_mdmmatou.inf_31bF3856ad364e35_10.0.19041.1_none_7bBah3742484530d mdmmotau.inf

Indexing C:WwindowsWwinS«Svamde4_dual_mdmmts.inf_31bf3856ad364e35_10.0.13041.1_none_br46788897 77 cde 7 mdmmtz. inf

Indexing C:\windows \\WwinS x5 amded_dual_mdmmhzel inf_316f3856ad364e35_10.0.13041.1_none_3f3c37 adfae 7 abd Mmdmmhzel. inf W

v
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The log entries can be filtered according to the message type.

At the end of the indexing process, if no critical errors occurred, you will now be able to search against
the index via the search index module.

Additional Information:

See the following pages for more detailed information about the specifics of some of the data gathering.
Advanced Indexer Options

Indexing Problems and Solutions

The indexing process fails due to not enough memory

Indexing uses a lot a memory, especially for large file sets. If indexing a large number of files it is highly
recommended to use the 64-bit version of OSForensics if possible which has far higher memory capacity
(also a machine with lots of physical memory will help). If this is not possible, or you are still
encountering errors even with this, there are a few other things you can try.

Don't index unallocated sectors, this is a highly intensive operation.

Breaking up the index into several smaller indexes. For example, one for emails, one for office
documents or an index for the "Program Files" directory and an index for the "Users" directory. This will
mean that each index will need to be searched separately however it will allow you to overcome the
limitations of the indexing process.

Reducing the maximum file size indexed in the advanced indexing options can also greatly reduce the
amount of memory needed. 99% of files indexed will probably be less then 1MB, however if the pre-scan
detects a single 1GB file the indexing process will use that much extra memory. By excluding a few very
big files you can greatly reduce the memory requirements.




The log file shows a lot of errors about files being locked

If you are indexing an active system drive (the drive windows is running from) this is quite common as
many programs and windows itself will be using the files on the drive making them inaccessable. Usually
these files are system files without much interesting text in them and this should not be a problem.

The log file says the max number of pages was reached

During the pre-scan step OSForensics tries to detect the number of files that will be included in the index
and sets this as the maximum the indexing process will scan. Because the pre-scan is a rough and fast
scan it may sometimes get this wrong. If this is the case you should try indexing again by setting the
maximum pages manually in the advanced options.

Limits on recursive indexing

When indexing archiwe files like ZIP, there is a limit to the number of recursions that can take place. For
example, when a ZIP file contains a ZIP file, this requires a recursive indexing. OSF is currently designed
to index up to 16 levels of recursion in archive files.

For e-mails containing attachments (which may themselves be another e-mail containing yet another

attachment), OSF will successfully index recursively until the URL is too long to return meaningfully as a
search result. There is no fixed depth limit for recursively indexing e-mail attachments.

Saved configurations allow the user to specify a previously saved configuration. Once indexing has
completed, you can save your configuration in Step 5 of the index creation procedure.

Thread 4 {Finished}

£ >

Save configuration Cance

% Save Template As... >

File Mame: |NEW5EE|I‘|| | .zcfg

Save Cancel

To use the saved configuration, select 'Use previously saved configuration' from Step 1 of the index
creation procedure.
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5.16.1.3 Advanced Indexing Options

(®) Lise previously saved configuration:

Configuration

File Types

.pst;.ost;.msg;.eml;.

Delete configuration

Refresh

t;.pps;.pot;.uds; xdt; . docx;....

Delete configuration

Deletes the template file from OSForensics

MNext

Under step 2 of the "Create Index" module, you can Edit the following advanced indexing options.

File Extensions

% Extensions to Index

Configure the file extensions to be indexed
(eq: .html, .htm, .doc, .pdf)

Index files with no extensions

Extengion  File type o) Add
pst Outlook e-mail ...
. Remove
.ost Dutlook e-mail ...
.msg M5G e-mail arch...
.eml Mbox e-mail arc...
.emlx Mbox e-mail arc...
.mbaox Mbox e-mail arc...
.mbx Mbox e-mail arc...
.dbx Cutlook Expres...
.msf Mozilla Mail Sum...
.doc Word document
.dot Word document
oDt Powerpeint ore. .. M
Options

Index attachments in e-mail files

Index files with unknown extensions
Index hibernation and paging files

Cancel

>

Help

© 2022 PassMark™ Software



The list of file types whose contents will be scanned are configured here. Typical file extensions are
added to the list by default. To add a new file extension, click the 'Add' button.

2 Add extension *

Add extension to scan: | .pdf

File Acrobat document v

The .pdf file extension is recognized as a
Acrobat document extension,

Cancel

The user must specify the file extension and the associated file type to include the new file extension in
the indexing process. To remove a file extension, click the 'Remowve’ button

Index attachments in e-mail files
If checked, attachment files found in e-mails will be indexed. Note that attachment files can be of many
different file types.

Index files with no extensions
If checked, files without an extension are included in the indexing process

Index files with unknown extensions
If checked, files not included in the list are included in the indexing process

Index hibernation and paging files

If checked, Windows system hibernation (hiberfile.sys) and page files (pagefile.sys) are indexed. Text
strings will be extracted from these system files, which are typically very large. This option will
significantly increase indexing time and indexed data. We advise a separate index for these files.

Page and folder skip list




% Skip File or Folder List ot

- File/folder names containing any of Help
: the following will not be scanned.

Each word must be on a new line.
Windows\System32

WinSxs)

\Recovery’,

[ ]3kip files or directories that begin with an
underscore {eg. "_notes”)

Cancel

Pages and folders containing particular words can be excluded from the scan by adding the words to the
list. Note that the folder the created index files are written to is also automatically added so that the
indexing process does not index the files it is creating. This folder is a sub folder of the currently active
case folder.

Skip files or directories that begin with an underscore when indexing offline
If checked, files or directories that begin with an underscore will be excluded.

Languages and Stemming




2. Languages >

Help
[ ]Enable accent/diacritic insensitivity

[ |Enable support for Chinese,Japanese
(Greatly reduces effectiveness with other languages)
Stemming

Stemming allows search results to match words which
are similar or derived fram your search word.

For example, the word “fish™ will match “fishes”,
“fishing"®, "fished”, etc.

Enable stemming for:

English w

Corcel

Accent/diacritic insensitivity
This will map all occurrences of accented characters to their non-accented equivalent (eg. 6, 0, 6, etc.

will all be treated as “0”). With this enabled, a user can enter the search word “cliché” and it will find all
occurrences of the word on your website spelt as either “cliché” or “cliche".

Support for Chinese/Japanese

Enabling this feature will ignore space delimiting rules (important for Latin based languages) that typically
helps when matching against Asian languages such as Chinese and Japanese. However note that this
greatly reduces effectiveness when searching with English and other Latin-based languages. It is advised
to create a separate index with this setting enabled if you need to search for both types of languages.

Stemming

Stemming refers to similar words that derived from search terms. For example, searches for "fish" would
return results for "fishing", "fishes", and "fished". To enable stemming, check the 'Enable stemming for:'
checkbox and select a language.

Binary String Extraction




% Binary 5tring Extraction >

This setting configures how aggressively the Help
indexer will extract text from binary data.

Binary String Extraction Level;
Default e

‘Default’ attempts to balance the need to extract
useable text but not pidk up too much meaningless
garbage.

'Code Words' attempts to allow more non dictionary
words to be extracted (such as serial numbers,
programming code, etc,)

‘Extreme’ will extract the most text but most of it is likely
to be meaningless binary data.

Cance

When trying to get words out of binary data the indexing process has to make a decision as to what is a
word and what is just random data.

Changing this option will determine how lenient/strict the indexer is when making this decision. Generally
leaving this on default, the most strict option, is recommended as this will aggressively remove nonsense
data a keep the index to a more manageable size. The Code Words setting is useful if you are trying to
find things like passwords missed by the default option. The Extreme option will pull out a lot of data,
much of which will be nonsense, in most cases this option will not be needed.

Email Attachments

2. Email Attachments Settings >

This setting configures how email attachments Help
will be indexed.

() Do not index attachments
(®) Index all attachments (regardiess of file types)

() Index some attachments (selected file types only)

Cancel

Changing the option determines if/all/some emails attachments are indexed.

Custom Indexing Limits




%5 Custern Indexing Limits >

I 1, If you need to override the preset limits Help
available, you can spedfy custom limits
below.

Max number of files | |

Max file size | 102400 KB (100.00 MB)
Cancel

Limits allow users to manually configure indexing limits, which may need to be done in special cases. To
enable custom limits, check the 'Enable Custom Limits' checkbox.

Max. files to index
Maximum number of files to scan and include in the index

Max. file size indexed
Maximum file size that can be indexed, This limit does not apply directly to containers such are zip and
mail files (but does apply to the files extracted from within them).

By selecting the option to "Use a RAM drive" during the "Create Index" process, you allow OSF to create
a drive in memory which is faster than any SSD or HDD.

This replaces the typical use of a "swap drive" for temporary files used during the indexing process (for
example when a ZIP file is unzipped to access its contents). By writing, reading and deleting files in
RAM, we achieve the highest speed and lowest latency possible when indexing certain file types such
as ZIP files, and email attachments.

System Requirements

When enabled, depending on the amount of memory available, the indexer will allocate a minimum 1 GB
of memory for the RAM drive. If the indexing computer has more than 16 GB of memory available, it will
double the size of the RAM drive, incrementing up to a maximum 8 GB RAM drive when a computer has
more than 48 GB of memory available.

What to expect

Besides significantly faster indexing for certain file types and higher memory usage, you will notice a
new drive letter on your indexing computer under "Windows Explorer" or similar (e.g. "E:") with a volume
name of "OSF_TEMP".

When indexing is completed, this drive will be dismounted and removed.

If you are indexing from multiple instances of OSForensics at the same time, then each will get its own
RAM drive (with a different drive letter).

Troubleshooting
While we have done our utmost to ensure the indexing happens seamlessly and without problems,
indexing can be a long and complicated process inwolving massive amounts of data, so there is the




possibility that something can go wrong. If the indexer crashes or does not complete properly, there is a
chance the RAM drive will remain after an indexing session and you hawe already closed OSForensics.

Should this happen, simply restart OSF and it will notice this stray RAM drive and clean up properly. If it
still remains, then rest assured that restarting your computer will also remove the RAM drive.

Note that there is no permanent effect from using a RAM drive. By its nature, everything done in RAM is
erased when a computer is switched off or restarted.

2. Precognitive Search Words A

Help
Use Precognitive Search

Precognitive Search will report matches on the following keywords
(or regular expressions) as the files are being indexed.

This means you do not need to wait until indexing has completed to
perform a search and allows you to be alerted to critical keywords as
they are encountered.

| Useword ListFile... |

(Each word must be on a new line) Count: 4

AK-47
MP-5
MP-7
AR-15

[ ]Enable Regular Expressions

K, Cancel

Precognitive Search allows you to enter a list of up to 400 keywords (or regular expressions) that will be
checked against during the indexing process.




This means that instead of waiting until the index is fully built before you can perform a search, you can
now get results hours or even days earlier. This allows you to start your investigation while the indexing
process continues in the background.

Click on the "Use Word List File..." button to import a list of words from a text file.

Note that only 400 keywords are supported, as a longer list would slow down indexing to the point where
it would be more time effective to complete indexing before performing such an extensive search. The
same Word Lists can be used in the "Search Index" module.

Enable Regular Expressions
Check this option to enable the use of Regular Expressions in the word list above. The regular
expression syntax supported for this feature is ECMAScript.

Regular Expression can be very powerful but also very complex. There are many comprehensive
references and tutorials for ECMA syntax Regular Expressions online which we would advise referencing
for a more complete guide. We have included a brief Quick Reference for ECMA Regular Expression
here.

Show Precog Results

Once you have specified your Precog keywords, and you have proceeded with indexing, you will notice a
"Show Precog Results" button on the Indexing Status window. Click on this button to display the
matches being found during indexing. You can double click on any file to open the file in the Internal
Viewer.

This is a quick reference for the Regular Expression syntax used by the Precognitive Search function in
the Indexing module.

PLEASE NOTE: The Raw Disk Viewer uses a different (PCRE) regular expression syntax. For more
information on the syntax used by the Raw Disk Viewer, please click here.

Quick Reference for ECMAScript Regular Expression

SPECIAL PATTERN CHARACTERS

Special pattern characters are characters (or sequences of characters) that have a
special meaning when they appear in a regular expression pattern, either to represent
a character that is difficult to express in a string, or to represent a category of
characters. Each of these special pattern characters is matched in the target sequence
against a single character (unless a quantifier specifies otherwise).

character

s description matches
not newline any character except line terminators (LF, CR, LS, PS).
\'t tab (HT) a horizontal tab character (same as \u0009).
\n newline (LF) a newline (line feed) character (same as \u0OO00A).
\v vertical tab (VT) |a vertical tab character (same as \uOOOB) .
\f form feed (FF) a form feed character (same as \u000C).
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character L

s description matches

\r Tz;;lage return a carriage return character (same as \uOO00D) .
a control code character whose code unit value is the
same as the remainder of dividing the code unit value of

\cletter |control code letter by 32.
For example: \ca is the same as \u0001, \cb the same as
\u0002, and so on...
a character whose code unit value has an hex value

\xhh ASCII character equivalent to the two hex digits hh.
For example: \x4c is the same as L, or \x23 the same as
#.

\uhhhh unicode character a character whose code unit value has an hex value
equivalent to the four hex digits hhhh.

\o0 null a null character (same as \u0000).
the result of the submatch whose opening parenthesis is

\int backreference the int-th (int shall begin by a digit other than 0). See
groups below for more info.

\d digit a decimal digit character (same as [[:digit:1]) .

\D not digit any character that is not a decimal digit character (same
as [~[:digit:]]).

\s whitespace a whitespace character (same as [[:space:1]) .

\s not whitespace any character that is not a whitespace character (same as
[*[:space:]]).

\w word an alphanumeric or underscore character (same as
[ (:alnum:1]) .

\W not word any character that is not an alphanumeric or underscore
character (same as [* [:alnum:]]).
the character character as it is, without interpreting

\characte its special meaning within a regex expression.

- character Any character can be escaped except those which form any
of the special character sequences above.
Needed for: ~ s \ *+ 2 () L1

[class] character class the target character is part of the class (see character
classes below)

[Aclass] negated character |the target character is not part of the class (see

class character classes below)
QUANTIFIERS

Quantifiers follow a character or a special pattern character. They can modify the

amount of times that character is repeated in the match:

character | .

s times effects

* 0 or more The preceding atom is matched 0 or more times.

+ 1 or more The preceding atom is matched 1 or more times.

” 0 or 1 The preceding atom is optional (matched either 0 times or
once) .

{int} int The preceding atom is matched exactly int times.
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character | .
times effects
s
{int,} int or more The preceding atom is matched int or more times.

. between min and The preceding atom is matched at least min times, but not
{min, max}

max more than max.

By default, all these quantifiers are greedy (i.e., they take as many characters that
meet the condition as possible). This behavior can be overridden to ungreedy (i.e.,
take as few characters that meet the condition as possible) by adding a question mark
(?) after the quantifier.

For example:

Matching " (a+) .*" against "aardvark" succeeds and yields aa as the first submatch.
While matching " (a+?) .*" against "aardvark" also succeeds, but yields a as the first
submatch.

GROUPS
Groups allow to apply quantifiers to a sequence of characters (instead of a single
character). There are two kinds of groups:

characters description effects
(subpattern) |Group Creates a backreference.
?
( Passive group Does not create a backreference.
: subpattern)

When a group creates a backreference, the characters that represent the subpattern in
the target sequence are stored as a submatch. Each submatch is numbered after the
order of appearance of their opening parenthesis (the first submatch is number 1, the
second is number 2, and so on...).

ASSERTIONS

Assertions are conditions that do not consume characters in the target sequence: they
do not describe a character, but a condition that must be fulfilled before or after a
character.

characters description condition for match
N Beginning of Either it is the beginning of the target sequence, or
line follows a line terminator.
) Either it is the end of the target sequence, or precedes
$ End of line , ,
a line terminator.
The previous character is a word character and the next
is a non-word character (or vice-versa).
\b Word boundary .
Note: The beginning and the end of the target sequence
are considered here as non-word characters.
The previous and next characters are both word
\B Not a word characters or both are non-word characters.
boundary Note: The beginning and the end of the target sequence
are considered here as non-word characters.
(? Positive The characters following the assertion must match
=subpattern) |lookahead subpattern, but no characters are consumed.
(? Negative The characters following the assertion must not match
! subpattern) |lookahead subpattern, but no characters are consumed.
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ALTERNATIVES
A pattern can include different alternatives:

character description effects

Separator Separates two alternative patterns or subpatterns.

A regular expression can contain multiple alternative patterns simply by separating
them with the separator operator(|): The regular expression will match if any of the
alternatives match, and as soon as one does.

Subpatterns (in groups or assertions) can also use the separator operator to separate
different alternatives.

CHARACTER CLASSES

A character class defines a category of characters. It is introduced by enclosing its
descriptors in square brackets ([ and ]).

The regex object attempts to match the entire character class against a single
character in the target sequence (unless a quantifier specifies otherwise).

The character class can contain any combination of:

e Individual characters: Any character specified is considered part of the class

(except the characters \, [, 1 and - when they have a special meaning as
described in the following paragraphs) .

For example:

[abc] matches a, b or c.

[*xyz] matches any character except x, y and z.

e Ranges: They can be specified by using the hyphen character (-) between two

valid characters.

For example:

[a-z] matches any lowercase letter (a, b, ¢, ... until z).
[abcl-5] matches either a, b or ¢, or a digit between 1 and 5.

POSIX-like classes: A whole set of predefined classes can be added to a custom
character class. There are three kinds:

class description
[:classname:] character class
[.classname.] collating sequence
[=classname=] character equivalents

The choice of available classes depend on the regex traits type and on its
selected locale. But at least the following character classes shall be
recognized by any regex traits type and locale:

class description
[:alnum:] alpha-numerical character
[:alpha:] alphabetic character
[:blank:] blank character
[:cntrl:] control character
[:digit:] decimal digit character




class description

[:graph:] character with graphical representation
[:lower:] lowercase letter

[:print:] printable character

[:punct:] punctuation mark character

[:space:] whitespace character

[:upper:] uppercase letter

[:xdigit:] hexadecimal digit character

[:d:] decimal digit character

[:w:] word character

[:s5:] whitespace character

Please note that the brackets in the class names are additional to those opening
and closing the class definition.
For example:

[[:alpha:]1] 1s a character class that matches any alphabetic character.
[abc[:digit:]] is a character class that matches a, b, ¢, or a digit.
[“[:space:]] 1s a character class that matches any character except a
whitespace.

e Escape characters: All escape characters described above can also be used within
a character class specification. The only change is with \b, that here is
interpreted as a backspace character (\u0008) instead of a word boundary.

Notice that within a class definition, those characters that have a special

meaning in the regular expression (such as *, ., $) don't have such a meaning
and are interpreted as normal characters (so they do not need to be escaped).
Instead, within a class definition, the hyphen (-) and the brackets ([ and ]) do

have special meanings under some circumstances, in which case they should be
placed within the class in other locations where they do not have such special
meaning, or be escaped with a backslash (\).

5.16.2 Search Index

The Search Index module performs the actual search using the index generated via the Create Index
module. Unlike the File Name Search, the contents of the file are searched (as opposed to just the
filename or other file attributes) for the user-specified search words.
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T Hel
g{i Search Index ?
Index: My Index - C
| test o ” Scan - | Config... Sort by: Score

Files (430} Images (0) E-mails (0) Email attachments (0) Unallocated (0) Timeline Browse Index  History

[ AppVStreamingUWX.dll ~

... seccallback sfsecurity download splitter download splitter testutils contexthandle testutils apphandle
\_.-I servicedatatypes impersonation impersonation requeststate errorcode tests mpackagecmnd migrateuser [more =]

C:A\wWindows\System32\AppVStreaminglX.dll
Date: 6/10/2021, 23:52:48 Score: 181 Matched: 1
[ AppVFileSystemMetadata.dll
... seccallback sftsecurity download splitter download splitter testutils contexthandle testutils apphandle
d servicedatatypes impersonation impersonation requeststate errorcode tests mpackagecmnd migrateuser [more =]
C:\Windows\System32\AppVFileSystemMetadata.dll
Date: 6/10/2021, 23:52:49 Score: 180 Matched: 1
TransportDSA.dIl
... seccallback sftsecurity download splitter download splitter testutils contexthandle testutils apphandle
\_.-I servicedatatypes impersonation impersonation requeststate errorcode tests mpackagecmd migrateuser [more =]

ChA\Windows\Systerm32\ TransportDSA.dll

Date: 6/10/2021, 23:52:49 Score: 180 Matched: 1

AppVStreamMap.dll

... seccallback sfrsecurity download splitter download splitter testutils contexthandle testutils apphandle
servicedatatypes impersonation impersonation requeststate errorcode tests mpackagecmd migrateuser [more =]
C:\Windows\System32\AppVStreamMap.dil

Date: 6/10/2021, 23:52:49 Score: 180 Matched: 1

TransportDsA.dll

... seccallback sftsecurity download splitter download splitter testutils contexthandle testutils apphandle
servicedatatypes impersonation impersonation requeststate errorcode tests mpackagecmnd migrateuser [more =]
C:h\windows\WinSxS\amde4_microsoft-windows-a..nagement-appvclient_31bf3856ad364e35_10.0.19041.1202_
Date: 6/10/2021, 23:52:49 Score: 180 Matched: 1 v

| | Max Results: Items Found:

Usage

To perform a search, first select an index or multiple indices to search. Multiple indices can be specified
by selecting Multiple Index Search Options link in the Index link drop-down menu. Next, simply enter one
or several words and click search. More advanced searching criteria is detailed below.

Search Criteria

Any or All Search Words
You can select to search for either any or all of the entered words from the Advanced Search Options
(accessed by clicking on the Config... link).

Wildcards

You can use wildcard characters ™ and "?' in your search terms to search for multiple words and return
larger set of results. An asterisk character (*') in a search term represents any number of characters,
while a question mark ('?') represents any single character.

This allows you to perform advanced searches such as "zoom™*" which would return all pages containing
words beginning with "zoom". Similarly, "z??m" would return all pages containing four letter words
beginning with 'z' and ending with 'm". Also, "*car*" would be a search for any words containing the word
"car".

Exact phrase
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An exact phrase search returns results where the phrase of words are found, in the same order that they
are specified. For example, an exact phrase search for the words "green tea" would only return results
where the phrase 'green tea' appears. It would not return pages where the words 'green' and 'tea’ are
found separately, or in a different order such as, 'tea green'.

To specify an exact phrase search term, you need to enclose the words that form the phrase using
double quotation marks. You can also combine the use of exact phrase searches with normal search
terms and wildcard search terms within a single search query (eg. "green tea" japan*). Note however,
that wildcards within exact phrases (eg. "green te*") are not supported.

Exclusion/negative searches

You can precede a search term with a hyphen character to exclude that search term from being included
in your search results. For example, a search for "cat -dog" would return all pages containing the word
"cat" but not the word "dog".

Use Word List File

A Word List File allows the user to specify a file containing a list of terms to search for in the currently
selected index. This effectively performs a bulk search on the list of terms automatically. Results from
the bulk search will appear in the History View from where they can be opened and viewed.

The word list file should place each search on a new line. Lines starting with # are comment lines and
will not be searched. A double # at the beginning of a line can be used if you actually need the search
term to start with a #. Example search word lists have been provided and will appear in the default
directory when selecting a file. For easy access it is recommended you put your own search word list
files in this same directory.

Results
The results of the index search are displayed in the tabbed view, organized into file types. See Index

Search Results View for more details.

The Search Index Configuration Window allows users to configure various search parameters. This
window can be accessed by clicking on the "Advanced" button in the main Search Index window.




Search Index Configuration *

Help

\d Search Index Configuration

Match (") Any search words
(®) All search words

Maximum Results | 1000

Date Range
|:| Use Date Range

From: | 01-Aug-2022 To: | 01-Aug-2022

Email Search Options

From |

Tn|

|
|
| |
|

BCC |

Match
The user can select whether the results will match any of the words or all of the words in the search
string

Maximum Results
Specifies the maximum number of results to display

Date Range
If 'Use Date Range' is checked, allows the user to filter the results to include only files within the
specified date range.

Email Search Options
Allows the user to filter the e-mail search results to those matching the 'From', 'To' and 'CC' fields

After an index search is performed, the results are displayed in the Results View. The results are
organized into several views, depending on the file type.

Types of Views

Files View
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Files (678) Images (0) E-mails {0) Emai attachments (0) Unallocated (0) Timeline Browse Index History

I Windows. ApplicationModel.Store.dll ~
... Exception caller kernelbase onecore internal opensource resource Local UNKWHN ERROR Failed Assert onecoreuap enduser
winstore licensing winrt dlisrv windows Windows CInternal CStore andler String ation String andler Windows tionModel [more =]
C:Awindows\SysWowe4\windows.ApplicationModel. Stare.dll

Date: 6/10/2021, 23:52:12 Score: 487 Matched: 1

r SFLISTWB.dat
... \inf\ad rms group expansion|groupexpansioncounters.h 10\infad rms licensing\!l |licensingcounters.ini 10\infiad rms
D licensing|licensingcounters.h ...
C:\Windows\System32\migwiz\SFLIS TWB.dat
Date: 7/12/2019, 19:09:45 Score: 470 Matched: 1

r libheif COPYING
D ... library ~libheif” is distrbuted under the terms of the GNU Lesser General Public License. * The sample applications are

distributed under the terms of the MIT License ...
C:\Program Files\OSForensics\libheif\lbheif_COPYING
Date: 9/07/2019, 10:53:08 Score: 468 Matched: 1

r libde265_COPYING
D ... library ~lbde265" is distributed under the terms of the GNU Lesser General Public License. * The sample applications are

distributed under the terms of the MIT license ...
C:\Program Files\OSFarensics\libheif\lbde265_COPYING
Date: 9/07/2019, 10:53:08 Score: 468 Matched: 1

mce.dll

... Unformatted Canadian Formatted Randomized Unformatted Canadian Unformatted pDate Address Number German

Passport Number Gerrman Drivers License Number German Passport French Drivers License Number Debit Number [more =]
C:\Program Files\Windows Defender Advanced Threat Protection'\Classification\mce.dll

Date: 6/10/2021, 23:51:03 Score: 439 Matched: 1 v

The File View displays the search results as a list of file names, along with its corresponding metadata,
icon, score and the number matched. The score ranks the relevancy of the search string with the file.The
results are sorted according to the criteria selected in the Sorting combo box.

Right-clicking a file opens the following context menu. Certain actions may or may not be available
depending on the current results tab.

Windows. ApplicationModel.Store.dll
... Exception caller kernelbase onecore internal opensource resource Local UNKWIN ERROR Failed Assert onecoreuap enduser
winstore [[Sauere winrt dlisrv windows Windows CInternal CStore andler String ation String andler Windows tionModel [more >]

View with Internal Viewer... Enter
SFLISTWE.dat Open (Default Program) Shift+Enter
... \infiad rms group expansion Open with ensingcounters.ini 10%inflad rms
licensing|licensingcounters.h ... P
C:\Windows\System3 2\ migwiz\, Open Containing Folder
Date'_ 7/12/2018, 19:09:45 S Show File Properties... Ctrl+!
libheif COPYING _
... ibrary " libheif” is distributed Print... nse. * The sample applications are
distributed under the terms of |
C:\Program Files\OSForensics\ib Add list of all results to case...
Date: 8/07/2019, 10:53:08 Si Export list of all results to b
libde265_COPYING
... ibrary " lbde265” is distribut Copy Title icense. * The sample applications are
distributed under the terms of |
C:\Program Files\OSForensics\lib Toggle Check Space
Date: 9,,"0?,"2019‘, 10:53:08 S Check all Ctrl+ A
mce.dll
... Unforrmatted Canadian Forrr 1 itemn(s) checked 3 Add to Case 3
Passport Number German Drivel o
C:\Program Files\Windows Defender Advanced Threat Protection\Classification\mce.d| Remove ltem(s) from Case
Date: 6/10/2021, 23:51:03 Score: 439 Matched: 1 Tag ltem(s) Ctrl+T
winmsipc.dll
... hLicense fDelete dwType hLicense INVALID HANDLE VALUE hlicense plicense fD Export list to »
associated license cannot Changing owner allowed Republish license Check pTerm USH Save to disk
C:Awindows\SysWwowe4\winmsipc.dll
Date: 7/12/2019, 19:09:21 Score: 422 Matched: 1 Copy files to Clipboard Ctrl+C
r TransmogProvider.dll Uncheck All

[% .. Unable obtzin interface Unable retrieve Copying edition override mogManager ideF.

View with Interval Viewer
Opens the file with OSForensics Viewer to perform a more thorough analysis
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Open (Default Program)
Open the file with the default program.

Open With...
Allows the user to select the program to open the file

Open Containing Folder
Opens the folder than contains the file

Show File Properties
Opens the file with OSForensics Viewer in File Info mode.

Print...
Print the file (if applicable)

Add Results to Case...
Add the list of results as an HTML or CSV file to case

Export Results to
Export the list of results to a TXT, CSV or HTML file

Copy Title
Copy the title to clipboard

Toggle Check
Toggle the check state of the selected item.

Check All
Check all the items in the list.

n Item(s) checked

Add to Case
Add the checked file(s) or list of checked file(s) to the case, see Adding items to a case.

Remove Item(s) from Case
Removwe the checked file(s) from the case

Tag Item(s)
Tag file(s) for future reference. Keyboard shortcut: Ctri+T

Export list to
Export the list of checked file(s) to a TXT, CSV or HTML file

Save to disk...
Save the checked file(s) to disk. Note that files within another file (such as files within ZIP files or
emails and attachments within PST files) will save the container file to disk.

Copy File(s) to Clipboard
Copy the checked file(s) to clipboard. Once copied to the clipboard, the file(s) can be pasted to any
other application that supports it (eg. Windows Explorer).
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Note: In some cases, copy and pasting files to an explorer window may fail without an error message
when "preparing to copy". This may happen if the file has already been deleted (eg a temp file) or if
Windows Explorer does not have permissions to access the files (eg restricted system files and
folders). In these cases, it is better to use the "Add to case" function.

Images View

Files [14034) | Images [526) | Emails (1] | Email ttachments (0] | Unallocated (1124) | Timeline | Browse Index | Histary |

= =

Windows_XP_Prof... Windows_XP_Prof... Windows_XP_Prof... Windows_xP_Prof... iWindows_XP_Profess;
Files\Movie Makerl,.. Files\Movie Maker\,., Files\Movie Maker\,.. Files\Movie Maker,.. {ional_SP-0:\Program ;

{Files\OSFMountiHTM | ¥
! ‘:’: ? T
.h- . -

Windows_XP_Prof... Windows_¥P_Prof... Windows_XP_Prof... Windows_¥P_Prof... Windows_XP_Prof...
Files\OS5FMount'H... Files\OSFMount'H... Files\OSFMount\H... Files\OSFMount'H... Files\OSFMount'H...

=
—

s,

B

'u.".nfinda'n's_?{P_Pr_Df... 'u."'.ufinl:!a'.ws_?{F‘_Pr_uf... \ﬂ.!'inc_la'n's_KP_Per... iﬁ.f'inqla'a\'s_?{P_Per... 'v'u_'inl:_lo'.ws_}{P_Per... -

15685 of 15685 results retrieved Thumbnail Size: D Sorting [ 5oome .

The Images View displays only the search results that contain images as a list of thumbnails. This view
is useful when the search results contain media files, allowing the user to quickly browse through the
thumbnail images. Similar to the File View, the results can be sorted via the Sorting combo box. The
size of the thumbnails can be adjusted using the Thumbnail Size slider bar.

Email View
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| Files [1] | Images (0] | Email (4133] | Unallocated (0] | Timeline |

RE: -
Becky will pass out tineraries this morning. We have flights out at about 8:20, departing Dallas around 2:30. —-Original
Message—— From: Ar...
%  From: n..gibert@enron.com
L Teo: jehn.arnold@enron.com
Cc:
Wholy\Temp\O SFMailindex\arnold-j. pet*C4CFOS0000000000000000000000000000000000045C2100
Diate: Fri, 12 Oct 2001 01:09:33 UTC  Score: 5 Matched: 3

Energy update
- energy111901.dec — EnronData.erg (hitp:/enrondata.org) Reference Enron Datasets

%  From: msagel@home.com

L To: jarnecldi@enron.com

CC. mmaggi@enron.com

Wholy\Temp\O SFMailindex\arnold-j. pet*7 0D00S0000000000000000000000000000000000245C2100
Date: Mon, 19 Nov 2001 10:08:21 UTC Score: 5 Matched: 3

Save Big at Our Clearance Event
IMAGE] [IMAGE] [IM,
d

The Daily Quote
MAGEIENTER SYMBOL Find svmbol Quotersh M=a. Beard LiveChart IMAGEIReakTime Exchanaoes & Streamina Charts

The Email View displays a list of e-mail results. This view displays results containing specific e-mail
metadata, such as a preview of the message body, and various e-mail header fields (eg. From, To, CC).
Double clicking on an e-mail opens the E-mail Viewer window. Right-clicking an e-mail opens the
following context menu:

View with E-mail Viewer... Enter
Open (Default Program) Shift+Enter
Open Containing Folder

Add Results to Case...
Export Results to »

Copy Title
f Copy To Address
Copy From Address
Copy CC Address 1
r Toggle Check Space F
Check All Ctrl+ &

f: 0 itemn(s) checked

Copy To / From / CC Address
For emails you can copy any of the addresses associated with it.
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Email Attachments View

| Files (2859] | Images [136] | Emails (1289) | Email Attachments (E19] | Unallocated (0) | Timeline | Browse Index | History|

Features -
2 ... Search for Recently Created, all active, most popular,-Can download all files to view on local
l_'*ﬂ computer whenever the user wants-Post messages for inactive ...
drive-c:\passmark\email\pstipst\Outiook.pst*000000002981 7068946938484 A8543E2DAB32 AA464CE2(
Date: 068/06/2014, 10:50 AM  Score: 27 Matched: 1

Slant Six Games is a videogame development studio that specializes in creating games for bol |
2 ... and referrals to employees and general public, as required. Maintain/update designated files and
l_"ﬂ record systems. Research and compile data and inforrmation in various formats. ...
drive-c:\passmark\emailpsth pst Outlook. pst* 000000002981 70682469384 8AA8543E2DAB32AA4 0467 2]
Date: 06/06/2014, 10:51 AM Score: 26 Matched: 1

Slant Six Games is a videogame development studio that specializes in creating games for bo
W ... and referrals to employees and general public, as required. Maintain/update designated files and
l_'fﬂ record systems. Research and compile data and information in various formats. ...

drive-c:\passmark’ ermaily psthpst\ Outlook.pst* 000000002981 70680450384 8AA8543E2DAB32AA42467 2:

Date: 06/06/2014, 10:4% AM  Score: 26 Matched: 1

Colibri

W ... operating systemns Maintainability Requirements Design allows for this Database can be backed up

L'fﬂ on a file Relizbility Requirements Server was tested to ensure minimal downtime Error [more >]
drive-c:\passmark’ ermaily psthpst\ Outlook.pst* 000000002981 70689469384 8AA8543E2DAB32A A3 A4FF2(
Date: 06/06/2014, 10:51 AM Score: 26 Matched: 1 -

The Email Attachments View displays a list of attachment files that were found within e-mails. Double
clicking on an e-mail opens the E-mail Viewer window.

Unallocated View

| Files (0] I Images (0] I Ernailz (0] | E mail Attachments [D]l Unallocated (5] | Timeline I Browse [ndex | Histur_l,l|

_____ Unallocated cluster (disk iphone3g-1:) LCN Range: 63408 - 63411 -

et I ... local string string string array FTPPassive integer integer string string Interface string string Hardware |
string apple string string apple string string apple string string Mever string string apple string apple[more >
Date: N/& Score: 75 Matched: 1

_____ Unallocated cluster (disk SMI_USB_DISK_Media-0:) LCN Range: 26353 - 26354

Jor = I ... version encoding DOCTYPE plist Apple PLIST apple plist version resource array Attributes string string
CFMame string Protective Master string string string string Protective Master string Attributes [more =]
Date: Nf/A& Score: 51 Matched: 1

_ Unallocated cluster (disk macos-0:) LCN Range: 26353 - 26354

T l ... version encoding DOCTYPE plist Apple PLIST apple plist version resource array Attributes string string
CFMame string Protective Master string string string string Protective Master string Attributes [more =]
Date: M/A Score: 51 Matched: 1

. Unallocated cluster (disk SMI_USBE_DISK_Media-0:) LCN Range: 26121 - 26127

B l ... version encoding DOCTYPE plist Apple PLIST apple plist version string string policySearch integer
integer plist ...
Date: N/& Score: 18 Matched: 1

_____ Unallocated cluster (disk macos-0:) LCN Range: 26121 - 26127

et I ... version encoding DOCTYPE plist Apple PLIST apple plist version string string policySearch integer
integer plist ...
Nate: N/& Score: 18 Matched: 1 ke

m

The Unallocated View displays a list of unallocated cluster (free clusters not allocated to any file) results.
The results contain the LCN range, along with any contained text if applicable. Double clicking on a
cluster range opens the Internal Viewer.

Timeline View
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| Files [14034] | Images [525] | Emails (1) | Email ttachments (0] | Unallocated (1124)| Timeline | Browse Index | History|

200

lan Feb Mar Apr May lune July Aug Sept
2011

Oct Now Dec

The Timeline View displays an interactive bar graph providing the user with a visual view of the distribution
of the search results with respect to the modified dates of the files. The granularity of the scale can be
adjusted by clicking on the bar graphs to zoom in or the - button on the top-right corner to zoom out.

Right-clicking a bar section brings up the following menu:

Export Chart to PNG
Add Chart to Case...
Copy Chart to Clipboard

Show these items
Export Results to HTML
Export Results to Text
Export Results to CSV

2017 2018 2019 2020

Show these files
Filter the search results to show only those that belong to the selected time bar

Export to HTML
Export the results contained in the highlighted bar to HTML

Export to Text
Export the results contained in the highlighted bar to text

© 2022 PassMark™ Software



Export to CSV
Export the results contained in the highlighted bar to CSV

Browse Index View

The Browse Index View shows the list of words, text and strings found when the index was created. For
more information, see Browse Index.

History View

| Files [0) | Images (0) | Email (0] | Unallocated (13] | Timeline | History |

Search Term Index Results Total Date Settings

{Bomb S500GE Unalloc 13 13 26/07/2011, 11:30 Terms: Any
Example Phrase MichaelMail ] ] 26/07/2011, 11:28 Terms: Any
Trading pst 813 813 26/07/2011, 11:25 Terms: Any

The History View keeps a history of all index searches performed for the case. This allows previous
searches to be logged so that they can be repeated if necessary. Loading previous search results from
history is much faster than doing the searches again. Additionally, when the user performs a search
using a Word List, the results are displayed in the History View. Right-clicking a previous search brings
up the following menu:

E.l’ .‘.nmmlm_l?ﬁ

Display Search Results...
Fils Display Search Results & Add to Case..
fils Export Selected ftems...
il Export All kems...
il Delete
il Delete All
vnlurme b Tnelew - IShdwel... ?

Display Search Results
Display the results of the selected previous search

Search For Selected Items & Add To Case
Display the results of the selected previous search(es), and add all files contained in the results to case
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5.16.2.3

Export Selected Items...

Export the list of selected history items to a CSV file.

Export All Items...
Export the entire list of history items to a CSV file.

Delete
Delete the selected history item(s)

Delete All
Delete all history items in the list

Browse Index

The "Browse Index" tab allows the investigator to examine the actual index itself, which is a list of words,

text and strings found when the index was created. It

will list all the words in alphabetically ascending

order. The main purpose of analyzing the index contents is to look for recognizable strings such as e-
mail addresses, phone numbers, credit card numbers, IP addresses and more.

Indesx: My Index - Drive-F Downloads

X [~||  Fiter | config..

Sort by: Extension

Amenican Express
Mastercard & Visa
Email Address
Filename

IP/4 Address
Phone number - US

www.adquest3d.com

www.adventurecentre.com
www.advsofteng.com
www.advsofteng.net
www.aebius.com
www.aelita.net

www.affd.org
www.affiliate.hpstore.hp.co.uk
www.agria.hu

www.ajworkout.com

'1 426 of 1487258 entries retrieved (fitered)

line BrowseIndex History

ErdiLl LA™ I N S I LN R N (N ]

1000000 | jtems Found: 4448 |

. Max Results;

Usage

Right-click Menu

Right-clicking an index word opens the following context menu. Certain actions may or may not be

available depending on the current results tab.
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Search For Selected Iterns S

depled ]
Search For Selected Iterns & Add To Case

depla 46

Depos: Export Selected kerns.., 115

Dept Export &1l Tterms... ]

depth Index properties... 16

Search For Selected Items
Performs the search on the selected item(s) and sawe the results in History View.

Search For Selected Items & Add To Case
Performs the search on the selected item(s), save the results in History View and add the results to
case.

Export Selected Items...
Export the list of selected items to a CSV file.

Export All Items...
Export the entire list of words to a CSV file.

Index properties...
Shows the details of the index including number of files indexed, total size and number of unique words.

Filtering Index Strings

¥ [~|| Fiter | Config..

American Express fine Browse Index  Histor
Mastercard & Visa L2

Email Address
IPvV4 Address
Phone number - US
URL

www.adquest3d.com 2

www.adventurecentre.com

Regular expressions are used to filter the list of strings. There are sewveral predefined regular expressions
that can be selected in the search bar drop-down box. The user may also specify their own regular
expressions in the search box.

Predefined Regular Expressions

Predefined regular expressions can be selected in the search bar drop-down box. The source of the
actual regular expressions used can be found in the RegularExpressions.txt file in the OSForensics
program data directory (ProgramData\PassMark\OSForensics). These have been collected from various
sources and are kept as simple as possible while still returning fairly accurate results, please note these
will not be 100% accurate in all situations.

User-Specified Regular Expressions
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The investigator can specify their own regular expression pattern to filter the list of strings. For example,
to search for any entry containing the word "test", type "test" in the search box and then click the Filter
button. To find only entries that begin with the word "test" use "est", the """ character is used to
indicate the pattern match must start at the beginning of the found word. For a basic oveniew of regular
expressions, see Regular Expressions.

It is possible to install OSForensics portably onto a USB or network drive such that no installation is
required on the test system. This can be useful in a number of scenarios, such as field analysis without
installing OSForensics on the test system.

When running OSForensics Portable, the default directory for users files is the OSForensics directory,
rather than the normal default directory of the users' Document directory.

Installing OSForensics to a USB or Network drive

This installation process can be performed for a USB drive or network share using the menu option
"Install to USB or Network".

From the 'Install OSForensics Portable' window, you need to specify:

1. The USB drive or network path you want to install OSForensics Portable. For example, "F:
\OSForensics". OSForensics will create the directory if it does not exist.

2. If you have large password recovery dictionaries or large rainbow tables you can choose to exclude
them from the USB copy process by unchecking the options.

3. Enter the Username/Key;

Select the entire key, including the --—--START_OF_KEY----- and ----—-END_OF_KEY--—--- flags.

Test User

KEZAKa9Z0DEAS I KAND FLO1SDESASIEDOFDARDAC
ASDOKQZ29CKEZELAAARL ] 95 39KFEALDDEAL TAREW
LASZEoFFMADIZEZABFKA03ARFIESS0F32EN 2

Copy and paste this key into the username and key field.

When you select install, OSForensics will create the directory on the USB drive (e.g. F:\OSForensics),
copy all of the files from the OSForensics directory (e.g. C:\Program Files\OSForensics) to the
destination folder (e.g. F:\\OSForensics) and install the license information.

Creating a bootable copy of OSForensics




OSForensics can be configured to start directly from a bootable CD/DVD or USB Flash Drive (UFD),
rather than being started from within a machine's operating system. This can be useful when the
machine you need to run OSForensics on has an invalid, incompatible or otherwise non-working
operating system. To run OSForensics on a machine without a valid operating system, you will need to
set up a “Pre-install environment” that allows Microsoft Windows to be booted from a CD/DVD or UFD.

PassMark Software has written a document, Building a Bootable Version of OSForensics using WinPE,
to help guide you through setting up a Microsoft Window Pre-install environment (WinPE) environment
which includes both Windows and OSForensics on a bootable CD/DVD or UFD. The document also
explains how to inject new device drivers into the Windows image for system specific hardware (where
required). Alternatively, on the "Install OSForensics to a USB drive" Window, you can check the "Launch
PassMark WinPE Builder to Create Bootable Solution" checkbox and follow the following tutorial,
Creating a self bootable OSForensics with PassMark WinPE Builder.

Limitations

e Create Index: You will not be able to index some file formats from 64-bit WinPE. This is due to the
fact that 64-bit WinPE does not support 32-bit executables, and indexing some file formats require the
use of 32-bit components. Instead, we recommend imaging the disk, and performing the indexing from
an investigation machine (which should be faster and have more resources than the machine being
investigated). This is generally the most practical approach given that indexing is very resource
intensive.

e Disk/Volume Access: Storage Area Network (SAN) Policy can control whether or not disks are
mounted when WInPE is started. When using SAN Policy 3 (Doesn't mount storage devices) or 4
(Makes internal disks offline, but all external disks and the boot disk are online), the internal storage
locations are not mounted when booting. To process the drives on the system, first add them to the
case using "Add Device". The wlumes can be added by using the Physical Disk option in Add
Devices.

3 Add Device [

Evidence Source Help
(") Drive Letter =y Mount image. ..
Forensics mode Standard mode

(®) Physical Disk . \PhysicalDriven
NPhysicalDrived
] . \PhysicalDrive0: Partiion 0 [100.00ME WINSS FAT 32]
() Image File i s Gwdania n/Empty]

'n,'n,. VPhysicalDrived: Partition 2 [143.83GE NTF5]

M H & 1L UUYIE

W \Phu=icalNriven: Partitinn 4 T450 NNMRE KTFS1

() Folder / Network Path | W\ PhysicalDrived: Partition 5 [91. 59GE Linux native file system|
Ve WTIFSILCILT IVEUS Fal UUDN © | L OUaD UEIKUWIFEHIPLY |

() File Path Y. \PhysicalDrive 1: Partiion 0 [7.27GE WINSS FAT 32]
W \PhysicalDrive2

TV nhime Shadmw Came

Note: The Physical Drive listing/order may vary on different systems. Example is shown with different
partitions highlighted, does not represent view in OSForensics.




The Red Box shows the system's main storage, PhyiscalDrive0 with various partitions on the disk.
The Green Box shows the user's installed Windows OS partition, PhyiscalDrive0: Partition 2.

The shows the user's installed Linux OS partition, PhyiscalDrive0: Partition 5.

The WiInPE boot USB Flash Drive (UFD) is PhyiscalDrive1. When booting from a WinPE disk, the
WinPE image is loaded into RAM Disk and and the wolume letter assigned to RAM Disk is X\. When
using option (4), the RAM Disk is still X\, but the physical UFD and other external storage devices will
be assigned drive letters as well, e.g. C:\, D:\, etc.

Internal storage devices added to OSForensic using PhysicalDrive access method can be used within
the different modules and will be listed in the dropdowns as selectable devices. e.g. User Activity

IE"" «User Activity

() Live Acquisition of Curent b achine

d

(®) Scan Drive: | T

C:\is the UFD, D:\ is SD Card Reader, X:\ is the WinPE RAM Disk and PhysicalDrive0-2:\ is the
user/system's Windows OS partition added with "Add Device".

OSForensics includes a built-in viewer for previewing the contents of files, deleted files, memory sections
and raw sectors. The internal viewer consists of several viewing modes that aid specifically in forensic
data analysis




[] Automatically open selected item in list ﬁh"isible b
File Viewer Hex/String Viewer TextViewer File Info Metadata OCR

P o P E OO | Anayze Zoom: 100.0%

BusinessPerson-Male3.png (11 of 14)

R T -~ T Aa
< ~ S 7 R

Drive-C\Program Files\LibreOffice\share\gallery\people\BusinessPerson-Male3.png — O

mage Type: PNG image Dimensions: 266 x 360 Pixel Format: 32bit (ARGB)

Help

File Viewer
Previews the data stream as a common file format (ie. image, video, document)

Hex/String Viewer
Views the data stream as raw bytes (in hex) and extracts any strings contained in the stream

Text Viewer
Views the data stream as text

File Info
Displays the attributes of the data stream

Metadata




Display the file format specific metadata of the file

To scroll between the items, use the left/right buttons. Optionally, you can double click the previous/next
thumbnails or press the left/right keys.

Keyboard shortcuts

Left/Numpad 4 key - Scroll to previous item
Right/Numpad 6 key- Scroll to next item
Home key - Scroll to first item

End key - Scroll to last item

Esc key - Close the internal viewer

Ctrl-A - Add file to case

Minus key - Reduce the scale of the image
Plus key - Increase the scale of the image

Backslash/Numpad 5 key - Fit image to screen

5.18.1 File Viewer

The file viewer attempts to view the data stream as a common file format. The following file formats are
supported:

Image formats (BMP, JPG, GIF, PNG, Exif, and TIFF)

Video formats

Audio formats

Document formats (PDF, DOC, DOCX XLS, XLSX PPT, PPTX, RTF, WPD)

Compressed formats (7z, XZ, BZIP2, GZIP, TAR, ZIP, WIM, AR, ARJ, CAB, CHM, LZH, LZMA,
RAR, XAR and 2)

Image Formats
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22 L[] O | Ay | zoom 632%

Image Type: JPEG image Dimensions: 800 x 600 Pixel Format: 24bit (RGB)

Zoom

To zoom on the image, use the buttons on the top left or alternatively, the scroll

wheel on the mouse or +/- keys.

Rotate
To rotate image, use the rotate buttons on the top left.

Pan
To pan the image, use the mouse to drag the image in any direction.

Analyze
For more information, see the Image Analysis module.

Video/Audio Formats
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File Viewer = Hex/String Viewer TextViewer File Info  Metadata

00:00

i
BN & '

Play/Pause
To play/pause the media file, press the 'Play/Pause’ button or click on the image (video only).

Seek
To seek within the media file, drag the slider bar to the desired position.

Rewind
To seek back to the beginning, press the 'Rewind' button.

Volume increase/decrease
To adjust the wolume of the audio, use the 'Volume Increase’ or 'Volume Decrease' buttons.

Document Formats
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4 - Anmdeade’s Tech Paluse

For PDF files, the full document including images and text is rendered. (Windows 8 and later).

For other documents, only the text component of the document file is displayed. Formatting is not
preserved.

Compressed Formats
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[\

Marme Type Date modified Date created 2
| | _templateicon.ico lcon 2014-07-23, £:34:32.0000000

|| AlignmentGrid.png PMG File 2014-07-23, 6:34:52.0000000

| | Applicatienlcon.png PMG File 2014-07-23, £:34:32.0000000

| | BasicTimer.h C/C++ Header  2014-07-23, £:34:52.0000000

| | CubeRenderer.cpp C++ Source 2014-07-23, £:34:32.0000000

| | CubeRenderer.h C/C++ Header  2014-07-23, £:34:52.0000000

| | Direct3DApplication.cpp C++ Source 2014-07-23, £:34:32.0000000

| | Direct3DApplication.h C/C++ Header  2014-07-23, £:34:52.0000000

| | Direct3DApplication.vexproj  VC++ Project 2014-07-23, £:34:32.0000000

| | Direct3DApplicationvexpraj.. VC++ Project .. 2014-07-23, £:34:52.0000000

| | Direct3DApplication.vexproj... CACHE File 2014-07-23, £:34:32.0000000

| | Direct3DApplicationwvstem...  Visual Studio P...  2014-07-23, £:34:52.0000000

| | Direct3DBase.cpp C++ Source 2014-07-23, £:34:32.0000000

| | Direct3DBase.h C/C++ Header  2014-07-23, £:34:52.0000000

| | Direct{Helper.h C/C++ Header  2014-07-23, £:34:52.0000000

| | FlipCycleTileLarge.png PMG File 2014-07-23, £:34:32.0000000

| | FlipCycleTileMedium.png PMG File 2014-07-23, 6:34:32.0000000

|| FlipCycleTileSmall.png PMG File 2014-07-23, 6:34:52.0000000

| ] lcenicTileMediumLarge.png  PNG File 2014-07-23, £:34:32.0000000 o
< >

The contents of the compressed file are displayed in a list view. Pressing 'enter' or double-clicking the
selected file shall extract and open the file in another OSForensics Viewer window.

5.18.2 Hex/String Viewer

The hex/string viewer displays the data stream as raw data bytes in hex. This mode also allows the user
to extract ASCIl/Unicode strings from the raw data bytes.
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File Viewer Hesx/String Viewer  Text Viewer

File Info Metadata

Settings
Stop Use Regex Filter Presets
Filter | search...

@Z11* ~ 00 08 0123

WE 50854AE1985-1038 COEODOC&00000000 COEODOCE00000000 . . .
u/Dat 0000000000000000 0000000000000000 ... ... ... ..

0000000000000000 0000000000000000 ... ... ... ..

SEDBL 0000BDCE00000000 AOTTRECE0O000000 ... .. ... Woo....
QtzDsw 00F0150000000000 4000420000000000 .. ... ... B.B.....
A_A~AlA\ [ 4042100000000000 18001A0000000000 @B .. - wwneenon.-
WATAUAVAWH 1042100000000000 0000000001000000 Bo. ... o.ooo...
@A_A~A]AY 0000000000000000 B30B130000000000 ... ... ... .....
SYWATAUAVAWH 0000000000000000 0000000000000000 . . ... ... .. .....
A_A~AIAL AL 0000000000000000 0000000000000000 ... ... .. ...
CYWAVAWH 0000000000000000 0000000000000000 .« oo u e
“A_AS_ A 0000000000000000 0000000000000000 .« oo u e

- - 0000000000000000 0000000000000000 .« oo u e e e
x AVH 0000000000000000 0000000000000000 - - - o oo ... ...
SVWATALIAVAWH 0000000000000000 0000000000000000 ... ... ... ..
DELL CBX3 3042100000000000 0041100000000000 OB . ... . Ao....
bootmgfin.ef E2006F006F00T400 EDOOETO0EE00TTO0 b.o.o.t.m.g.£.w.
\EFI\Microsoft\Bootpootmgf.ef ZE0O0E5006E006300 0000000000000000 .. e f.du.ennnn..
BOOTMGEW EFT 9042000000 04200000000

CO0450046004300@5C004D006900

tatus DeFa0 0eFOO@eEe0074005C0042

MCFG <

DELL CBX3

uuuug WV
|
Extracting ... {2,407,998 found) 0x0000000000104240 - 0x0000000000104230 (54 Bytes) Selected

Hex View

The hex view displays the raw data bytes in hex. The starting offset of each line is identified by hex offset

on the left margin. The byte groupings can be configured via the Settings window.

Right-clicking opens a context menu as shown below:

424D040A0ELZEF70 Lo L.

Carve Selection...
Carve the selected bytes to file

Carve Selection to Case...

Carve the selected bytes to file and add to the case

Copy Hex

oo Carve Selection...
oo Carve Selection to Case..,
&F¢
&7

Copy Hex
4. Py
697 Copy ASCH
43
oo Select Al

SEIM

Copy the selected bytes as hex characters to clipboard

Copy ASCII
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Copy the selected bytes as ASCII to clipboard

Select All
Select all bytes in the hex viewer

Hex View Search

Clicking on 'Search...' opens a search window (similar to the Raw Disk Viewer search window) for
locating hexadecimal/text patterns.

String Extraction
Click the 'Extract' button to locate ASCII/Unicode strings in the data stream. Note that for large files, this
process may take some time. Advanced string extraction settings can be configured via the Settings
window.
The extracted strings are displayed in this list. To filter the results, enter a search string to narrow the
results in the string list. This search is case insensitive and is a substring match. Alternatiwely, the list of
strings may be filtered based on a particular string format:

Filename - filters all strings that appear to be in a valid filename format

E-mail - filters all strings that appear to be in a valid e-mail address format

URL - filters all strings that appear to be in a valid URL address format

GUID - filters all strings that appear to be in a valid GUID identifier format

IPv4 Address - filters all strings that appear to be a valid IPW address format

IPv6 Address (Standard Notation) - filters all strings that appear to be a valid IPv6 address in
standard notation (ie. full 8-word in hexadecimal)

IPv4 Address (Standard or Compressed Notation) - filters all strings that appear to be a valid
IPV6 address in either standard or compressed notation. Due to the validity of double colons (::) in
compressed notation, this regular expression may capture strings that are not IPv6 addresses.

Date - filters all strings that appear to be a valid Gregorian date format

Phone Number (North American) - filters all strings that appear to be a valid North American
phone number

Use Word List... - filters all strings that contain any of the words included in the user-specified
word list file

Right-clicking opens a context menu as shown below:




@I
_WEB_50854AE1985-1D36

a Export list to file...
Add list to Case...

Copy
Jump to offset

SVWATALAVAWH
A_acalal_~f

Export List to file...
Export the entire string list to a text file

Add list to Case...
Sawe the entire string list to a text file, then add to the case

Copy
Copy the string into the clipboard

Jump to Offset
Jump to the location of the string in the hex view

The Hex/String Viewer Settings window contains configuration options for the Hex/String Viewer.

Hex,/String Viewer Settings x

Hex Viewer Settings

Arrange By:
() Byte () word (") Double (®) Quad
Show File Slack Space ]

String Extraction Settings

4k

Min, String Length

4k

Max. String Length

4k

Repeating Character Limit

oL 8]

4k

Case Change Limit

Indude Spedal Characters

Cancel Apply

Hex Viewer Settings




5.18.3

Arrange By

Change the hex groupings in the hex view

Show File Slack Space

If checked, the end of file slack space (up to the end of cluster) will be shown in the hex view.

lETBLAO135ESELLS
DSDD74555233488B
L142ZC1B1EERSFR4D
TATRZISDE2ISSDE4LS
5557F2C21C4BFCE4
EFFZE3€22F0CEBT1R
1COE5413E4RFO000
0000000000000000
000000000000 oQo0
00000000000 00000
00000000000 00000
00000000000 00000
DDDDDDDDDDDDPDDD
000000000a000000
00000000000 00000

24B5DD1e3FCIDEDL
015F3BE45372BB3D
TESESACOR4ASEECEL
C3ISERB2437097C7¢
ST7SEFIDB74cc4R52
2E8EBCATCRDABTET
Q0000000000 00000
0000000000000 000
alulelelola}uiubatuiaialolofode]
Q00000000000 0000
Q000000000000000
Q000000000000000
Q0000000000 00000
Q000000000000000
Q0000000000 00000

String Extraction Settings

Min. String Length

B [~ TR R SR
..tUR2H.. .d4S5r.=
B_.._._. Mz ... a
==% . "U.E...57.|w
TH.. . E.dW~. . t£JR
SR < W A -, g

The minimum length of the string to be included in the extracted string list

Max. String Length

The maximum length of the string to be included in the extracted string list

Repeating Character Limit

The maximum number of repeating characters a string may contain to be included in the extracted string

list

Case Change Limit

The maximum number of case changes for a string to be included in the extracted string list

Include Special Characters

If checked, strings containing the following special characters are included in the extracted string list:

~1EHESSNEr () - _=+ {1\

Text Viewer

P, >/

The text viewer displays the data stream as text.




| File Viewer I Hex/String Viewer | Text Viewer |File Info I Memdam|

settings Enter search text [ Match case

TOPTC -
about _aliases

m

SHORT DESCRIPTICN
Describes how to use alternate names for cmdlets and commands in Windows
PowerShel | .

| ONG DESCRIPTION
hnoalias is an alternate name or nickname for a cmdlet or for a command
element, such as a function, script, file, or executable file. You
can use the alias instead of the command name in any Windows PowerShel |
comnmands .

To create an alias, use the Hew-Alias cmdlet. For example, the following
cammand creates the “gas™ alias for the Get-tuthenticodeSignature cmdlet:

new-alias -name gas -value Get-duthenticodesignature

Text View
The htext view displays the data stream as text. Right-clicking opens a context menu that allows the
user to copy the text into the clipboard.

e

. Copy
Select All

%II TIr_ry

The font settings can be configured via the Settings window.
Text View Search

The user may enter a string pattern to search for in the text view. Use the left/right buttons to search for
the previous/next match.

The Text Viewer Settings window contains configuration options for the Text Viewer.




2 Text Viewer Settings e

Fonit Size

Lucida Sans Unicode ~ [ ]Bold 10 o
Font smoothing | Default w Encoding | Auto-detect
Preview

Sample Text

Line spading before

Line spacing after

Cancel Apply

Font
The font to use when displaying the text in the text view

Bold
If checked, all text will be bolded

Size
The font size of the text

Font smoothing
The quality of the font to display the text in

Encoding
The character encoding to view the text in. Choose Auto-detect to automatically determine the character
encoding or a specific encoding to force the viewer to use.

Line spacing before
The spacing before each line

Line spacing after
The spacing after each line

5.18.4 File Info

The file info view displays attributes of the data stream.




File Viewer Hex/String Viewer TextViewer FileInfo Metadata OCR

E | BusinessPerson-Male3.png

File Type: PMG File

Location: Drive-C:\Program Files'LibreOffice\share\gallery\people’,

Short name: BUZ4DF ~1.PNG

Size: 37.4KB (38,311 bytes)

Size an disk: 40.0 KB (40,560 bytes) [Starting LCM: 1386089]

Created: Thursday, August 20, 2015, 1:56:16.0000000

Modified: Thursday, August 20, 2015, 1:56:16.0000000 [Attributes Modified: Friday, February 15, 2018,

Accessed: Friday, February 16, 2018, 3:18:45.4966877

Attributes: Archive [ Jread-Only ] symbolic Link Flags: Jin case [ Tagged
[Jcompressed [ ]System []system Compression Viewed
[C]Encrypted [ ]Reparse Point [m] In Hash Set
[JHidden [sparse file

Streams: 2 SDATA I74KEB

File Type

The type corresponding to the data stream. For files, this corresponding to the file extension.

Location
The location of the data stream on disk

Short name
If available, the 8.3 filename convention used by older versions of DOS and Windows.

Size
The size of the data stream

Size on disk
The size of the data stream that is actually allocated on disk

Created
The date that the file was created.

Modified
The date that the file was modified. If applicable, the date that the file's attribute was modified shall also
be displayed (eg. MFT Modified Date).

Accessed
The date that the file was accessed.

Attributes
The attribute flags that are set for the data stream.




5.18.5

Archive - This flag indicates whether or not the file has been backed up. When set, the file is
flagged to be backed up.

Compressed - The file is compressed.

Encrypted - The file is encrypted.

Hidden - The file is hidden.

Read-Only - The file is read-only

System - The file is a system file.

Reparse Point - (NTFS only) The file contains a reparse point, which is a collection of user-defined
data. Typically, reparse points are used to indicate NTFS hard links or system compression.

Sparse File - The file contains sparse data, which is a segment of data which contains all zeroes.
This segment of data is not allocated on disk and therefore reduces the disk space used by the file.

Symbolic Link - (POSIX only) The file is a symbolic link to another file.

System Compression - (NTFS only) The file is compressed using the Windows 10 ‘CompactOS' or
‘System Compression’ feature.

Streams
(NTFS only) The list of streams contained in the file, including the default stream.

Note: When opening files that belong to a case, the location and file times of the original file shall be
displayed.

Metadata
The metadata view displays file format specific metadata of the current item.

Files

For files, file format specific metadata obtained using the ExifTool 3rd party tool is displayed. This is only
available for files and not memory sections or raw sectors.

| File Viewer I Hex/String Viewer I Text Viewer I File Info | Metadata |

Property Value it
File Name Koala.jpg

Directory C:/Users /Public/Pictures/Sample Pictures

File Size 753 kB

File Modification Date/Time 2009:07:13 21:52:25-07:00 |
File Permissions FWTWTW- 3
File Type JPEG

MIME Type image jpeg

Exif Byte Order Big-endian (Motorola, MM)

Image Width 1024

Image Height 758

Encoding Process Baseline DCT, Huffman coding

Bits Per Sample 8

Color Components 3

¥ Ch Cr Sub Sampling ¥ChCré:i4:4 (1 1)

JFIF Version 1.02

Resolution Unit inches

DCT Encode Version 100

APP14Flags 0 {nane)

APP14 Flags 1 {none)

Color Transform ¥ChiCr il
L DN Y i P o e i Ve B o O B T e DO T PO T Y

The metadata can be copied to clipboard, or exported to a text file from the right-click menu.
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NTFS Directories

In particular for NTFS directories, the metadata view displays the $130 entries of the folder, which
includes entries that have been deleted. This is useful for identifying files or folders that used to belong to
the directory (which may or may not be found in a deleted files search)

| File Viewer | Hex/String Viewer I Text Viewer I File Info | Metadata |

File Name 8130 offset MFT Record # Creation Time Last Modified Time &
| Setup 10384 (SINDEX_ALLOC. .. 2360 13/07/2009, 9:45 PM 13/07/2009, 9:45 PM
| |setupact.log 10480 (SIMDEX_ALLOC. .. 197742 13/07/2009, 9:51PM 11/06/2014, 9:14 AM
| |setuperr.log 10592 (SINDEX_ALLOC. .. 58922 13/07/2009, 9:51PM 13/07/2009, 9:51 PM
. ShellMew 10704 (SINDEX_ALLOC. .. 2362 21f11/2010, 12:17 AM 21/11/2010, 12:17 AM
. SoftwareDistribution 10808 (SINDEX_ALLOC... 21675 04/01/2012, 1:44PM 06/01/2012, 10:06 AM
. SOFTWA~L 10936 (SINDEX_ALLOC... 21675 04/01/2012, 1:44PM 06012012, 10:06 AM
| Speech 11040 (SINDEX_ALLOC. .. 2363 13/07/2009, 8:20 PM 21/11/2010, 12:06 AM
[m splwowsd.exe 11135 (£INDEX_ALLOC... 120769 15/08/2012, 9:12 AM 10/02/2012, 11:36 PM
J Web 11432 (S§INDEX_ALLOC. .. 101 13/07/2009, 8:20 PM 04/01/2012, 1:29FM
g-;,i_. win.ini 11520 (SINDEX_ALLOC... 16031 04/01/2012, 1:30 PM 04012012, 1:30 FM ‘:‘
*._. WindowsShell. Manifest 11616 (SINDEX_ALLOC... 16032 04/01/2012, 1:30 PM 04/01/2012, 1:30FM ;
11:._. WindowslUpdate.log 11744 (S§INDEX_ALLOC... 16033 04 2012, 1:30 PM 04012012, 1:30 FM
*._. WINDOW ~1,L0G 11864 (SINDEX_ALLOC... 16033 04/01/2012, 1:30 PM 04/01/2012, 1:30FM
11:._. WINDOW ~1.MAN 11576 (SINDEX_ALLOC... 16032 04/01/2012, 1:30 PM 04012012, 1:30 FM
by . Winsxs 12088 (SINDEX_ALLOC... 3757 13f07/2009, 3:20 PM 04/01/2012, 1:29FM
| symbols 12352 (SINDEX_ALLOC. .. 68599 05/01/2012, 1:08 AM  05/01/2012, 11:08 AM
| system 12448 (§INDEX_ALLOC. .. 2373 13/07/2009, 8:20 PM 13/07/2008, 7:36 PM  —
1| 1] | 3

The $I30 entries can be copied to clipboard, or exported to a text file from the right-click menu.

LNK Files

The metadata view displays the embedded information that can be found within a shortcut (.Ink) file.
Which includes information when the shortcut was created and current and birth MAC address of the
machine the shortcut resides on.

© 2022 PassMark™ Software



File Viewer Hex/String Viewer

Text Viewer File Info  Metadata ocp

Property

Target Path

Volume Label

Serial Number

Drive Type

Attributes

File Size

Create Time

Access Time

Modified Time
RELATIVE_PATH
WORKING_DIR
Machine ID

Volume ID

Object ID

Object Timestamp
Object MAC Address
Birth Volume ID

Birth Object ID

Birth Object Timestamp
Birth Object MAC Address

Value

C:'Program Files\OSFMount\OSFMount.exe

3397129903

Fixed

Archive

2093592

3/29/2018, 15:33:27

9/17/2018, 13:24:25

3/22/2018, 10:27:08

N \Program Files\OSFMount\OSFMount. exe
C:'Program Files\OSFMount

passmarkus-wap

{428F 7900-98 1B-48 50 -8 2F9-2003B4393F3E}
{CB3FC110-32E0-11E3-8449-10C37B63C 100}
3/28/2018, 16:36:09

1nC3:78:65:C 100

{428F 7900-98 1B-48 50 -8 2F9-2003B4393F3E}
{CB3FC110-32E0-11E3-8449-10C37B63C 100}
3/28/2018, 16:36:09

1nC3:78:65:C 100

The entries can be copied to clipboard, or exported to a text file from the right-click menu.

The JSON Viewer parses and displays JSON file contents.

JSON Viewer basic features:

Syntax highlighting for JSON documents

Treeview shows the hierarchical dependencies between JSON nodes
JSON formatting and indenting

Compressing (minifying) JSON documents

Supported encoding: UTF8, ASCII, UTF16 BE/LE

The font settings can be configured via the Settings window.

JSON Parser

Google Hangouts
A parser for Google Hangouts conversation history.
Download Hangouts chat history from Google Takeout and load the "Hangouts.json" file for decoding.

¢ View conwersations in HTML with nicely formatted chatting app style
o Export to HTML/CSV/TXT file formats

Google Location History
A parser for Google Location History data.
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Download Location History in Json format from Google Takeout and load the "Location History.json" file
for decoding.

e Locations can be viewed on internal Map Viewer

o Export to KML/GPX/CSYV file formats

o Analyze exports using Google Earth, Google Maps My Maps or Power Bl ... (see the
examples below)

o‘ Map Viewer - [m] X
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- /th\q M J ';_J ) )
= { IronCove & = . .
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: Marting

Lilyfield

Teichharde

e 7)

Mg pian? o

) Haberfield g g Jl““""’""S‘r.&,", I
2 Hawtheorne -
svai‘ ) £ “1%‘
B b d Leichhardt B, [
\ { A
b " Marion Street § : p
=, A 3 Bl N i
W 2 5
o 5 ’3 / e ’Q,'— ot Rsin? ctr - h
n"ﬁ& p { - y = The Uniiversity I : -\
P < ' Voo & Surry Hills. |

4 e B A ' % T k| A "
L ¥ ¢ Darlington L L O il B

- . Summer Kjometers /- ‘% g e na Ot [ 5 /[2OpenStrectMap contributors, License]

B fi=) i z NN

| ]

4

Latitude Longitude Mame Description 2
-33,834511 151.057602 24/11/2021, 17:23:04 [Accuracy (meters): 12] [Altitude: 45]...

-33.834511 151057602 24/11/2021, 17:25:44 [Accuracy (meters): 12] [Alttude: 45]...

-33.833485 151.057556 24/11/2021, 17:31:26 [Accuracy (meters): 32] [Albtude: 39]...

-33.834476 151.057190 244112021, 1 [Accuracy (meters): 82] [Altitude: 43]...

-33.835117 151.056442 24/11/202 [Accuracy (meters): 116] [Altitude: 42... .
aaaaaaaa 461 AETIn at1ainan Fmmsimmimes Fammbmech 447 Taliitn Ao, A

Import File... Add to Case.. Export to File...
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The Map Viewer provides an interface for searching, importing and plotting location-based evidence on a
world map. This includes GPS coordinates IP addresses, physical addresses and landmarks found in

digital evidence.

(%3 Map Viewer — O e
o Hurry.
Hills:
B
=
=
=
&
et 4 =1
[
£ Ty, 5 i
@ eg
-‘? |
=
=
5
g
=
[ )
g, E
P “a
N
Jahn Sl;lr’ ills
MNorthecott o \ _:_
L Plage & igg
’ 2 S“’t‘ef
',’ g
a"‘t
Ward Park ' St-Peter’s A 2
= Catholic
e w , Church
P . T, /|
elvoi Ry
0
o
o
£ Whitrey 51
I ~ =l
g — - - X
A 200 Meters .'II 2 I.' .=.C_ OpenStreetMap contributors, Llcense!-
< ) N %
Type GPS coordinates, address or landmark and press Enter X
Latitude Longitude Mame Description
-33.888268 151.211368 -33.888200,151.211864
-33.888443 151.212265 -33.888444,151.212261
-33.888750 151.212051 -33.888700,151. 212046
-33.889023 151.211700 -33.889023,151.211703
Import File... Add to Case... Export to File... Help
Search

Search for GPS coordinates IP addresses, physical addresses and landmarks on the world map.

Import File...
Import GPX KML or CSV files containing GPS coordinates or IP addresses as pins on the map.

Add to Case...
Add the list of locations indicated by the pins on the map to the Case.

Export to

File...

Savwe the list of locations indicated by the pins on the map to a CSV file.

Right-click Menu




}\}5 >
L ) \'x s o

2 ) { |

i J—— P |
; | -23.888760,151.212046 BNDns, XX [ |
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"
< Ward Park '. _
Delete Location

0
,
.
i
0
v

rr

Add Location at Cursor
i Q Delete All Locations
Clear Map Cache

£
& &
o, 4 &63
-5}.-9@ & Rezet Zoom
i U
=

ffs Export as Image...
. Add Image to Case...

~  Draw Arrows between Locations )

| mrace Frtar

Delete location
Delete the selected location indicated by the pin.

Add location at cursor
Add and insert a pin at the location indicated by the cursor to the list.

Delete all locations
Delete and remove all pins from the map.

Clear map cache
Delete the downloaded map tiles cached on disk. This may fix issues related to map tiles not being

drawn properly.

Reset zoom
Reset the zoom and pan to ensure all pins are visible.

Export as image...
Save the current map image as a PNG file on disk.

Add image to Case...
Add the current map image to the Case.

Draw arrows between locations
Draw arrows between each pin according to the list order.

The Memory Viewer module allows the user to perform memory forensics analysis on a live system or a
static memory dump. There are 2 types of memory analysis that can be performed:

e Live Analysis
o Static Analysis
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.& Memory Viewer =2

Live Analysis  Static Analysis

‘%Refresh [ OJSeIe-:t Window | QDump Physical Memary

|:| Process PID CPU %% Total CPU Time User Time Kernel Time  Process Create Time [l
[ 1de o] 75.78% 03:35:43.453 00:00:00.000 03:35:43.453 17/06/2022, 9:24:08

| System 4 1.56% 00:04:52.625 00:00:00.000 00:04:52,625 17/06/2022, 9:24:08

[~ Registry 92 00:00:00.3%0 00:00:00.000 00:00:00.390 17/06/2022, 3:24:03

[ smss.exe 312 00:00:00.187 00:00:00.000 00:00:00,187 17/06/2022, 3:24:08

[ dwm.exe 348 00:00:17.328 00:00:05.843 00:00:11,434  17/06/2022, 2:24:10

[ corss.exe 436 00:00:00,421 00:00:00,093 00:00:00,328  17/06/2022, 9:24:09

[ wininit.exe 512 00:00:00.062 00:00:00.015 00:00:00.046  17/06/2022, 9:24:09

[™ carss.exe 520 00:00:05. 406 00:00:00.031 00:00:05.375  17/06/2022, 9:24:09

N winlogon. exe 512 00:00:00,062 00:00:00.000 00:00:00.062 17/06/2022, 9:24:09

[T services.exe 023 00:00:01,093 00:00:00,156 00:00:00.937 17/06/2022, 9:24:09

[ Isass.exe 672 00:00:01.785 00:00:00.765 00:00:01,000 17/08/2022, 2:24:09 w
< >

Process Info  Handles Modules  Memory Space  Memory Layout

Image Path:
Product Name:
Description:
Version:

User Mame:
Integrity Level:
Digitally Signed:
Digital Signer:

Filter by: |Mone ~

When performing 'Live Analysis', the memory details of all processes currently running on the system is
displayed in a Task Manager-like view. Unlike non-volatile hard disks which can be analyzed statically,
memory contents (RAM) can only be analyzed while the system is live. Furthermore, it is possible that
potentially implicating evidence exists only in the system's physical memory, without any traces on the
hard disk. This matter is complicated further if the data only exists in memory for a brief period of time.

'Static Analysis' allows an investigator to perform an analysis of a memory snapshot dump that had been
taken recently. The results of a static analysis can include the following:
o List of processes that were running
List of suspicious processes
Installed drivers
Detected Malware

Live Analysis

The Live Analysis tab of the Memory Viewer displays the real-time information of the processes that are
running on the system.




.& Memory Viewer =2
Live Analysis  static Analysis
%Refresh f_Q:lSeIev:t Window | | | [JPump Physical Memory
|:| Process PID CPU %% Total CPU Time User Time Kernel Time  Process Create Time [l
[ 1de o] 75.78% 03:35:43.453 00:00:00.000 03:35:43.453 17/06/2022, 9:24:08
| System 4 1.56% 00:04:52.625 00:00:00.000 00:04:52,625 17/06/2022, 9:24:08
[~ Registry 92 00:00:00.3%0 00:00:00.000 00:00:00.390 17/06/2022, 3:24:03
[ smss.exe 312 00:00:00.187 00:00:00.000 00:00:00,187 17/06/2022, 3:24:08
[ dwm.exe 348 00:00:17.328 00:00:05.843 00:00:11,434  17/06/2022, 2:24:10
[ corss.exe 436 00:00:00,421 00:00:00,093 00:00:00,328  17/06/2022, 2:24:09
[ wininit.exe 512 00:00:00.062 00:00:00.015 00:00:00.046  17/06/2022, 9:24:09
[™ carss.exe 520 00:00:05. 406 00:00:00.031 00:00:05.375 17/06/2022, 3:24:09
N winlogon. exe 512 00:00:00,062 00:00:00.000 00:00:00.062 17/06/2022, 9:24:09
[T services.exe 023 00:00:01,093 00:00:00,156 00:00:00,937 17/06/2022, 9:24:09
[ Isass.exe 672 00:00:01.785 00:00:00.765 00:00:01,000 17/08/2022, 2:24:09 v
<
Process Info  Handles Modules  Memory Space  Memory Layout
Image Path:
Product Name:
Description:
Version:
User Mame:
Integrity Level:
Digitally Signed:
Digital Signer:
Filter by: |Mone ~

By selecting a process, the user may view the process information, virtual memory space and memory

layout.

Refresh

Refreshes the list of active processes in the system.

Select Window

Allows the user to select a process by clicking on its window.

Dump Physical Memory

Dump the entire physical memory into a binary file. See Generating a Raw Memory Dump.

Right-clicking the process list view allows the user to save the list of processes to a CSV file.




00:04:53.625 00:00:00.000 00:04:53.625 17/06/2022, 9:24:08

3 D 00:00:00.390 00:00:00.000 00:00:00.390  17/08/2022, 9:24:03
1= Add list of all processes to Case... 00:00:00. 187 00:00:00,000 00:00:00,187  17/06/2022, 9:24:08
n _ _ 00:00: 18,203 00:00:05.968 00:00:12.234  17/06/2022, %:24:10
. SLEp el e 00:00:00.421 00:00:00.093 00:00:00.328  17/08/2022, 9:24:09
i Add Physical Memery dump to Case... 00:00:00.062 00:00:00,015 00:00:00.046  17/06/2022, 5:24:09
5 _ 00:00:05.734 00:00:00.,031 00:00:05.703  17/06/2022, 9:24:09
Ic ST 00:00:00.062 00:00:00.000 00:00:00.062  17/06/2022, 9:24:09
vi Copy value 00:00:01. 187 00:00:00, 171 00:00:01.015  17/06/2022, 9:24:09
3 1 item(s) checked > Add to Caze » Process details...

: Process memory snapshot...
Export to disk »
Info Handles Modules Memory Space  Memory Layout portto dis

Combine process memory as single file...

nage Path: C:\Windows\system32'ntoskrnl.exe e

Export list of all processes to disk...
Take a snapshot of the list of all running processes and save as CSV on disk

Add list of all processes to Case...
Take a snapshot of the list of all running processes and add to the case.

Dump Physical Memory to disk...
Dump the entire physical memory into a binary file on disk. See Generating a Raw Memory Dump.

Add Physical Memory dump to Case...
Dump the entire physical memory and add to the case. See Generating a Raw Memory Dump.

Copy entire row
Copy the text of the selected row to clipboard

Copy value
Copy the text of the selected cell to clipboard

X items(s) checked
Add to Case/Export to disk
Process Details...
Take a snapshot of the selected process details and sawve to case/disk

Process Memory Snapshot...
Take a memory dump snapshot of the selected process details and save to case/disk

Combine Process Memory as single file...
List of Checked Processes...

Add process to Case
Take a snapshot of process details or memory dump of the selected process and add to the case.

Process Info




Process Info  Handles Modules Memory Space  Memory Layout

Image Path: C:\Program Files\OSForensics\osfe4.exe
Product Name: PassMark Software O5Forensics
Description: OSForensics
Version: 10.0.100.0
User Name: DESKTOP-2KKCV 50 Passmark
Integrity Level: High
Digitally Signed: Yes

Digital Signer: PassMark Software Pty Ltd

This view shows the details of the application whose process was created.

Handles

Process Info  Handles  Modules Memory Space  Memory Layout

Handle Type Mame -

0x000000000.,. Event

0x000000000.,. Event

0x000000000.,.,  WaitCompletionPacket

0x000000000,., IoCompletion

0x000000000... TpWorkerFactory

0x000000000... IRTimer

0x000000000...  ‘WaitCompletionPacket

0x000000000... IRTimer

0x000000000... ‘WaitCompletionPacket

0x000000000... Directory nownDlls ]

This view shows the list of handles used by the process, including the handle type and name (if
available).

Modules
Process Info  Handles Modules  Memory Space  Memary Layout

Mame Base Address  Size Filz Path &
ActPry.dl Ox00007FFCT2,.. 644.0KB Ci\Windows'\System 32VAct(Prxy. dil
ADVAPL32.dI 0x00007FFCTA... ©B88.0KEB C:\Windows\System32VADVAPI32.dll
amd_aas_xa4.dl 0x00007FFCEE... 128.0KB C:'Program Files\O5Forensics\amd_aags_xa4.dll
apphelp.dl 0x00007FFCFF... 576.0 KB C:\Wwindows\SYSTEM32\apphelp.dll
appresolver.dil 0x00007FFCE6...  576.0 KB C:\Windows\System32\appresalver. dil
AssignedAccessRuntime. dil Ox00007FFCES... 80.00 KB C:\Windows\System 32\AssignedAccessRuntime. dll
atithunl.dll Ox00007FFC76... 52,00 KB C:\Windows\SYSTEM32\atithunlk.dll
ALDIOSES.DLL 0x00007FFC72... 1.50MEB C:\Windows\SYSTEM32'ALDIOSES. DLL
avcodec-58.dll 0x00007FFC50... 17,79 MB C:\Program Files\OSForensics \ffmpeg-wing4'binlavcod
< >

This view shows the list of modules loaded by the process, including the location in process memory and
the file path of the module.

Memory Space




Process Info  Handles Modules

Memory 5pace  Memory Layout

Address Range

0x0000000000000000 - 000000, ..
0x0000000000010000 - 0x00000. ..
0x0000000000020000 - 000000, ..
0x0000000000028000 - 000000, ..
0x0000000000020000 - 0x0000...
0x0000000000030000 - 000000, ..
0x000000000004D000 - 0x0000.,.,
0x0000000000050000 - 000000, ..
0x0000000000054000 - 0x00000. ..
0x0000000000060000 - 000000, ..

Size State Protection Type
G4KB Free MA -
64KB Commit RW Mapped
32KE  Commit RW Private
20KB Reserved - Private
12KB Free MA -

116 KB  Commit RO Mapped

12KB Free MA -
16 KB Commit RO Mapped
43KB Free MA -

SKB Commit RO Mapped

Module

Filter by:

Working Set

Private Memory
Mapped Memary
Module Memory
Non-module Memory
Committed Memory
Executable Code

Mone w

This view shows the process' memory allocation within its virtual address space. Double clicking on a
memory section opens the Internal Viewer. Right-clicking a memory section allows the user to dump the
memory contents into a file (See Generating a Raw Memory Dump). The memory sections can also be

filtered based on the foll

owing criteria:

Memory Layout

Process Info  Handles  Modules

Mermory Layout

Module B Mapped

Highest Virtual Address:

Memory Space  Memory Layout

Mapped (reserved) M Private

0x00007FFFFFFEFFFF

Private (reserved)

None - The entire process (user) memory space is displayed

Working Set - Only the memory sections that are in physical RAM are displayed
Private - Only the memory sections that are private are displayed

Mapped - Only the memory sections that are mapped are displayed

Module - Only the memory sections that are part of an image are displayed
Non-module - All memory sections that are not part of an image are displayed
Committed - Only the memory sections that are in a commit state are displayed
Executable code - Only the memory sections that have execute permissions are displayed

This view shows a graphical layout of the allocated memory sections within the process virtual address

space.

Using the OSForensics Memory Viewer, the user may perform a raw memory dump of a particular

process' virtual memory space or the entire system's physical memory space.

Performing a process memory dump saves the contents of a process' virtual memory space (both in
physical memory or paged out to hard disk) into a file. This is useful especially if there is a specific

process that the user has identified to potentially contain information of interest.




Generating a raw physical memory dump takes a snapshot of the system's physical RAM contents,
allowing the user to perform a static analysis of the raw memory contents. Since the contents of
physical RAM are valid only when the system is live, performing a physical memory dump saves the
RAM contents in a persistent state allowing for a more thorough analysis at a later time. Information that
can be extracted from a raw physical memory dump includes the following:

. Printable strings (such as passwords, addresses, phone numbers, e-mail addresses)
. Kernel data structures (such as process list, thread list, module list)

There are a variety of commercial and free 3rd party tools that scans raw physical memory dump files
and extracts information that could be useful for forensic investigations. A physical memory dump,
however, will unlikely contain the collective memory space of all processes running on the system. This
is due to the fact that only a portion of a process' memory space resides in physical memory; the
remaining portions reside in a page file on the hard disk.

Password Retrieval Example

To demonstrate a simple case of retrieving a password string from memory, we use a popular FTP client
as an example. We configure a connection to a dummy FTP server using these parameters:

Host: ftp.testftpserver.com
Port 1331
User testuser

Password testPassword

After inputting these parameters, we attempt to connect to the dummy FTP server. While the FTP client
is trying to connect to the non-existent server, we generate a raw memory dump of the FTP process
using OSForensics. Using the OSForensics internal viewer (or any hex viewer/editor), we perform a
simple search for our password string 'testPassword'. The screenshot below reveals the result of the
string search.
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We can see that the password is stored as plain text in the process' memory. Using this information, a
forensics investigator may gain access to a remote machine containing evidence files that could

implicate the suspected criminal.

Static Analysis

A full physical memory dump contains valuable information about the state of the system when the
snapshot was taken. The Static Analysis tab of the Memory Viewer allows an investigator to analyze a

memory dump file in order to extract valuable information such as:

o List of processes that were running

o List of suspicious processes
e Installed drivers

e Detected Malware

& Memory Viewer

Static Analysis

Live Analysis

MemmyDumpHE:|

Add Memory Image to Case
Open Memory Image in Volatility Workbench
Extract & View Strings in the QSF File Viewer

To analyze a memory dump file, browse to the location of the file and click Analyze. This shall launch
Volatility Workbench, a GUI application for the Volatility tool.




Volatility is a command line memory analysis and forensics tool for extracting artifacts from memory
dumps.

To view the raw data and extract the strings from the memory dump file, click View & Extract Strings.
This opens the internal viewer in hex view which provides tools to extract and discowver strings of interest
(eg. passwords) in the memory dump file.

The Mismatch File Search Module can be used to locate files whose contents do not match its file
extension. This module can uncover attempts to hide files under a false file name and extension by
verifying whether the actual file format matches its intended file format based on the file extension.

@ Mismatch File Search Help

Folder to scan: | Drive-Ct\ |

Preset: Default
| Exdude ext: {}, Exdude types: {"Unknown"}, Exdude folders: {}, Exdude empty files, Ey| Scan | Config... Sort by: Extension

File Details  File List  Thumbnails

[ sUpCase "
J Location: Drive-C:
Identified Type: MS Windows icon resource - 2 icons, 3x, 4-colors
Size: 128.0 KB, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06
[ 037c36f003651fb9c10e544af926af8dd51fa017892c82b2d8c8f2abab154a25
J Location: Drive-C:\Users\Passmark\AppData\Local\Packages\Microsoft. Windows. ContentDeliveryManager_cwSn1h2tboyewy\ LocalState\Assets
Identified Type: PNG image, 142 x 142, 8-bit/color RGBA, non-interlaced
Size: 5.64 KB, Created: 30/05/2022, 15:02:14, Modified: 30/05/2022, 15:02:14, Accessed: 30/05/2022, 15:02:14
0b426d2ed0dfa40b7c7c747cc7779b1a09fde88e69ecb8fc36887239874ccadd
J Location: Drive-C:\Users\Passmark\AppData\Local\Packages\Microsoft. Windows. ContentDeliveryManager_cwSn1h2tboyewy\ LocalState\Assets
Identified Type: PNG image, 142 x 142, 8-bit/color RGBA, non-interlaced
Size: 16.54 KB, Created: 30/05/2022, 15:02:14, Modified: 30/05/2022, 15:02:15, Accessed: 30/05/2022, 15:02:15
1247a657fb7cab1cda4214de9c943daacbada7bh739fe43a43074c015ba0b4455
J Location: Drive-C:\Users\Passmark\AppData\Local\Packages\Microsoft.Windows. ContentDelveryManager_cwSnlh2tboyewy\LocalState)\ Assets

Identified Type: PNG image, 142 x 142, 8-bit/color RGBA, non-interlaced
Size: 2.57 KB, Created: 20/05/2022, 15:02:14, Modified: 30/05/2022, 15:02:15, Accessed: 20/05/2022, 15:02:15
16ea5037abdd0a917fc4c833ba99e9886f8cef06b335435ec31c1f309440c4e7
Location: Drive-C:\Users\Passmark\AppData\Local\Packages\Microsoft.Windows. ContentDeliveryManager_cwSnlh2boyewy\LocalState |\ Assets
Identified Type: PNG image, 142 x 142, 8-bit/color RGBA, non-interlaced
Size: 15.94 KB, Created: 30/05/2022, 15:02:14, Modified: 30/05/2022, 15:02:15, Accessed: 30/05/2022, 15:02:15
1bcd41517ed0be63bb85b376a0f8fffc3273cad2542b1080f6d963050c7074d8
Location: Drive-C:\Users\Passmark\AppData\Local\Packages\Microsoft.Windows. ContentDeliveryManager_cwSnlh2boyewy\LocalState |\ Assets
Identified Type: PNG image, 142 x 142, 8-bit/color RGBA, non-interlaced
Size: 5.22 KB, Created: 30/05/2022, 15:02:14, Modified: 30/05/2022, 15:02:15, Accessed: 30/05/2022, 15:02:15
[ 1d4f3e84a24b7244e09e554581355185db0cal1016b4023b4537accc?93d50b31

J Location: Drive-C:\Users\Passmark\AppData\Local\Packages\Microsoft.Windows. ContentDeliveryManager_cwSnlh2boyewy\LocalState |\ Assets

Identified Type: PNG image, 142 x 142, 8-bit colormap, non-interfaced

Size: 1.46 KB, Created: 30/05/2022, 15:02:14, Modified: 30/05/2022, 15:02:14, Accessed: 30/05/2022, 15:02:14 v
| Search cancelled | Items Searched: Items Found:

Basic Usage

A basic mismatch file search simply involves entering a search location and a filter. OSForensics will
locate any files whose raw bytes are not consistent with the format that the file extension specifies. For
instance, an image file (test.jpg) that has been renamed to a document file (test.doc) will appear in the
results since the raw bytes of an image file do not correspond to the file format of a document file.

Preset
The user can choose one of the following built-in filters or a user-defined filter.

Default - Only known files whose file extension/contents that are mismatched are displayed
All - The search results are filtered using all built-in filters
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Inaccessible - Only files that could not be accessed are displayed
Mismatch - Files (including unknown files) whose file extension/contents that are mismatched are

displayed

To create a new filter, clic

Results

k the Config... link.

The results of the search are displayed in one of several views, along with a summary of the number of
items searched/found. Right-clicking a file opens the following context menu.

Cube.3mf

Location: Drive
Identified Type
Size: B.76 KB, 1

Cylinder.3mf
Location: Drive
Identified Type
Size: 22.06 KB,

Hexagon.3mf

Location: Drive
Identified Type

View with Internal Viewer...

Open (Default Program)
Open with...

Open Containing Folder
Show File Properties...
Print...

Add list of all results to case...
Export list of all results to

Enter

Shift+Enter

Ctrl+1

'91.0_x64__ 8wekyb3dabbwe'\Assets)

B:20, Accessed: 3/19/2017, 2:36:20

91.0_x64__ Bwekyb3d8bbwe'\Assets)

36:20, Accessed: 3/19/2017, 2:36:2(

91.0 %64 Bwekyb3d8bbwe'Assets)

Toggle Check Space
Size: 10.16 KB, Check All Ctrl+A  36:20, Accessed: 3/19/2017, 2:36:2(
keychain.3mf Filter Folder

1.1431.0 wA4  Awekvh3IdBhhwelsc
Add to Case >

1 itemn(s) checked

Size: 50.23 KB,
Keychain.3mf

Remove File(s) from Case

dal
&
Nl
&
&

Location: Drive-C:\Program Files\WindowsApps\Microsoft.Print30_3.3. Tag File(s) Ctrl+T

Identified Type: Zip archive data, at least v1.0 to extract

Sire: 50.23 KB, Created: 3/19/2017, 2:36:20, Modified: 3/19/2017, = Export list to »
— Copy File(s) te Clipboard Ctrl+C

1 itemlzl checked

View with Interval Viewer
Opens the file with OSForensics Viewer to perform a more thorough analysis

Open (Default Program)
Open the file with the default program

Open With...
Allows the user to select the program to open the file

Open Containing Folder
Opens the folder than contains the file

Show File Properties
Opens the file with OSForensics Viewer in File Info mode.

Print...
Print the file (if applicable)
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Add Results to Case...
Add the list of results as an HTML or CSV file to case

Export Results to
Export the list of results to a TXT, CSV or HTML file

Toggle Check
Toggle the check state of the selected item.

Check All
Check all the items in the list.

Filter Folder
Exclude the folder of the selected file from the search results

n Item(s) checked

Add to Case
Add the checked file(s) or list of checked file(s) to the case

Remove File(s) from Case
Removwe the checked file(s) from the case

Tag File(s)
Tag file(s) for future reference. Keyboard shortcut: Ctri+T

Export list to
Export the list of checked file(s) to a TXT, CSV or HTML file

Save to disk...
Save the checked file(s) to a location on disk.

Copy Files(s) to Clipboard
Copy the checked file(s) to clipboard. Once copied to the clipboard, the file(s) can be pasted to any
other application that supports it (eg. Windows Explorer).

Note: In some cases, copy and pasting files to an explorer window may fail without an error message
when "preparing to copy". This may happen if the file has already been deleted (eg a temp file) or if
Windows Explorer does not have permissions to access the files (eg restricted system files and
folders). In these cases, it is better to use the "Add to case" function.

Advanced Usage

There are some files that can be edited in OSForensics that allow you to modify/improve the mismatch
lookup process. See this page for details.

Mismatch Filter Configuration

The Mismatch Filter Configuration Window allows users to define new search filters. This window can be
accessed by clicking on the "Config..." button in the main Mismatch File Search window.




Features 229
Mismatch Filter Configuration *
Mismatch Filter Configuration Help
]
Filter | Default ~ New Delete
Filter Types Filter Extensions Exclude folders
Indude Exdude Indude Exdude
Unknawn
£ >
Mo Extension add Delete
Creation Date Range: Modify Date Range:
From | 01-Aug-2022 | From | 01-Aug-2022 | Show only mismatch file extension fcontents
Show only inaccessible
To | 01-Aug-2022 | To | 01-Aug-2022 |
Exdude Chrome Cache Image Files
Exdude Empty Files Exdude Firefox Cache Image Files
Filter by size Exdude C:\Windows\Installer icon/zip files
Exdude recyding bin meta files
Filter

The selected filter to configure

New
Click this button to create a new filter

Delete
Click this button to delete the selected filter

Filter Types

If checked, allows the user to input filter types to include/exclude in the search results, Note: This is

used to filter based on the 'ldentified type' column:
File Detailz  File List  Thumbnails

[C]  File Mame Lacation Identified Type Type
[ D 2RROFDABBERABCTIGRE. . C\UsershPassmarkidppDatablocaliozilabFir..  gzip compressed data, max compreszi.. File
H D B3II1EB60430D40966...  ChUsers\Passmark \appDatatLocal\MozillabFir..  gzip compressed data, max compreszi.. File
B D 1ECEBANDARCYEZ0VC...  ChJzers\PassmarkappDatatLocal\MozilabFir..  JPEG image data, EXIF standard File
[ lgj J35FE 054574, | 4D atat L ilaFir...  JPEG image data, JFIF standard 101 File
[ 9BERZ9BIFFAEAT AR . C\UszershPazssmarkhdppDatablocaliozilahFir .. JPEG image data, JFIF standard 1.01 File
H g SEEERBACEFS4FETET...  ChUszers\Passmark\appDatatLocal\MozilabFir..  JPEG image data, JFIF standard 1.01 File

For example, if you want to include/exclude the 'JPEG image data...' you can add that into the text box.
You can also enter just part of the type e.g. 'image' and this will include/exclude all files with 'image' in

its Identified type.

Filter Extensions
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If checked, allows the user to input filter extensions to include/exclude in the search results. To
include/exclude files with no extension, check the No Extension checkbox.

Exclude Folders
If checked, allows the user to add folders to exclude from the search results. Click 'Add' to add a folder,
'Delete' to remove a folder.

Only Include Date Range
If checked, allows the user to specify the date ranges to include in the search results.

Exclude Empty Files
If checked, files that are 0 bytes in file size are excluded from the search results

Exclude Recycling Bin Meta Files
If checked, files that are 0 bytes in file size are excluded from the search results

Filter by size

If checked, allows the user to specify file size limits for search results. The user may enter either a
minimum, maximum, both or neither. The only restriction is that the maximum must be larger than the
minimum.

Show only file extension/contents
If checked, the search results will only contain files whose contents and file extension are mismatched.

Show only inaccessible
If checked, the search results will only contain files that cannot be accessed.

Exclude Chrome Cache Image Files
If checked, search results will not include Chrome Cache image files in the below directory:

. .\AppData\Local\Google\Chrome\User Data\Default\Cache\*

Exclude Firefox Cache Image Files
If checked, search results will not include Firefox Cache image files in the below directory

. .\AppData\Local\Mozilla\Firefox\Profiles\[profile]\Cache*

Exclude c:\windowsl\installer icon/zip files
If checked, the search results will not include icon/zip files under c:\windows\installer

Mismatch File Search Results View

The user may view the mismatch file search results in one of several views.

File Details View
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| Exclude ext: {}, Exdude types: {}, Exdude folders: {}

File Details  File List  Thumbnails

File Name

SattrDef

$BadClus

SBitmap

SBoot

SLogFile

SMFT

SMFTMirr

$0bijld

SQuota

SRepair

SReparse

SSecure

LTops
STxflLogContainer00n. ..
&TxfLogContainer000. ..
SlUpCase

SUsznIrml

SVolume
001bf52862b4afs3_0
0055c0f0f8e0487a_0
0055c0f0f8e0487a_1
00a055c0d0e4a625_0
00a055c0d0e4a625_1
011e87d2cadf230a_0
011e87d2cadf230a_1
0121646d91b0d37f_0
013383a1cda3zban_0

o o e e R e R e R e U i o
I P I

Location

Drive-C:

Drive-C:

Drive-C:

Drive-C:

Drive-C:

Drive-C:

Drive-C:

Drive-C:\&Extend

Drive-C:\&Extend
Drive-C:\$Extend\SRmMetadata
Drive-C:\&Extend

Drive-C:
Drive-C:\$Extend\SRmMetadata\STxfLog
Drive-C:\$Extend\SRmMetadata\STxfLog
Drive-C:\$Extend\$RmMetadata\$TxfLog
Drive-C:

Drive-C:\sExtend

Drive-C:

Drive-C:Jsers\Passmark\AppDataLocal\Micro. ..
Drive-C:\Users\Passmark\AppData'Local \Micro...
Drive-C:Jsers\Passmark\AppDataLocal\Micro. ..
Drive-C:\Users\Passmark\AppData'Local \Micro. ..
Drive-C:Jsers\Passmark\AppDataLocal\Micro. ..
Drive-C:Jsers\Passmark\AppDataLocal\Micro. ..
Drive-C:Jsers\Passmark\AppDataLocal\Micro. ..
Drive-C:Jsers\Passmark\AppDataLocal\Micro. ..
Drive-C:\Users\Passmark\AppData'Local \Micro. ..

Scan Config...

Identified Type

Unknown, Could not determine unkn...
Error: The file has 0 length
D05 executable {(device driver)

%86 boot sector; partition 1: ID=0x7...

Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Error: The file has 0 length

Error: The file has 0 length

Error: The file has 0 length

Error: The file has 0 length

Error: The file has 0 length

PCX ver, 2.5image data

Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
MS Windows icon resource - 2 icons,...
Error: The file has 0 length

Error: The file has 0 length

Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...
Unknown, Could not determine unkn...

| Search cancelled

Type
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File
File

| Items Searched: - Items Found

Sort by: Extension

Date modified

31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06. 7676508
31/05/2022, 8:32:06. 7676508
31/05/2022, 8:32:06. 7676508
31/05/2022, 8:32:06. 7676508
31/05/2022, 8:32:06.7208638
31/05/2022, 8:32:06.7829822
30/05/2022, 14:34:42,3727...
31/05/2022, 8:32:06.7986328
31/05/2022, 8:32:06.7208638
30/05/2022, 14:33:48,5377...
31/05/2022, 8:32:06.7208638
30/05/2022, 15:13:15,2079...
30/05/2022, 15:13:14,0905...
30/05/2022, 15:13:14,0905...
30/05/2022, 15:13:14.1015...
30/05/2022, 15:13:14,1015...
30/05/2022, 15:13:13.6482...
30/05/2022, 15:13:13.6482...
30/05/2022, 15:13:18,1111...
30/05/2022, 15:13:04.7639...

The File Details View displays the search result in a table format, listing the file names along with
relevant attributes and metadata.

File List View

[Kad
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OSForensics

| Exdude ext: {}, Exdude types: {}, Exdude folders: {} Scan Config... Sort by: Extension

File Details  File List  Thumbnails

=

[

sAttrDef -
Location: Drive-C:

Identified Type: Unknown, Could not determine unknown file type (0)

Size: 2.50 KB, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06

-

[

$BadClus

Location: Drive-C:

Identified Type: Error: The file has 0 length

Size: 0 Bytes, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06

[

$Bitmap

Location: Drive-C:

Identified Type: DOS executable (device driver)

Size: 947.9 KB, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06

[

$Boot

Location: Drive-C:

Identified Type: x86 boot sector; partition 1: ID=0x72, starthead 13, startsector 1920221984, 1816210284 sectors, code offset 0x52, OEM-ID "NTFS
Size: 8.00 KB, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06

[

$LogFile

Location: Drive-C:

Identified Type: Unknown, Could not determine unknown file type (0)

Size: 42.06 MB, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06

SMFT

Location: Drive-C:

Identified Type: Unknown, Could not determine unknown file type (0)

Size: 119.8 MB, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06

SMFTMirr

Location: Drive-C:

Identified Type: Unknown, Could not determine unknown file type (0)

Size: 4.00 KB, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 31/05/2022, 8:32:06

$0bjId

Location: Drive-C:\$Extend

Identified Type: Error: The file has 0 length

Size: 0 Bytes, Created: 31/05/2022, 8:32:06, Modified: 31/05/2022, 8:32:06, Accessed: 30/05/2022, 14:33:55

~

CiNnnta &

| Search cancelled | Items Searched: Items Found:

The File List View displays the search result as a list of file names, along with the supposed file type,
corresponding metadata and icon. The results are sorted according to the criteria selected in the Sorting
combo box.

Thumbnails View
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| Exdude ext: {}, Exdude types: {}, Exdude folders: {} | Scan Config... Sort by: Extension

File Details  File List  Thumbnails Thumbnail Size: |

[ M [ [ M [ M I 2

Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program
Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp...

- - - - I - I—O FO
* e @

Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program
Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp... Files\WindowsApp. ..

[ M [ [ I [ - I
' o o o
L J

Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program
Files\WindowsApp... Files\Windowsapp... Files\WindowsApp... Files\windowsApp... Files\Windowsapp... Files\WindowsApp... Files\WindowsaApp... Files\WindowsApp. ..

[ M [ [ I [ - I

Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C: \Program Drive-C:\Program Drive-C:\Program Drive-C:\Program Drive-C:\Program
Files\WindowsApp... Files\Windows&pp... Files\WindowsApp... Files\windowsApp... Files\Windowsapp..., Files\WindowsApp... Files\WindowsApp... Files\WindowsApp. ..

[ M [ [ M [ M I

]
| Search cancelled | Items Searched: Items Found:

The Thumbnails View displays the search result as a list of thumbnails as well as with its file path. This
view is useful when the search results contain media files, allowing the user to quickly browse through
the thumbnail images. Similar to the File List View, the results can be sorted via the Sorting combo box.
The size of the thumbnails can be adjusted using the Thumbnail Size slider bar.

Advanced

There are two files that can be modified to change the behaviour of the Mismatch File search. Editing
these files should only be done by advanced users. The files can be found in your common application
data folder (ie. 'C:\ProgramData’' or 'C:\Documents and Settings\All Users\') under
'Passmark\OSForensics'.

OSF.mg

This file contains the definitions used to identify file types, essentially containing templates showing what
different types of files look like.

The file contains lines describing magic numbers which identify particular types of files. Lines beginning
with a > or & character represent continuation lines to a preceding main entry:

>

If file finds a match on the main entry line, these additional patterns are checked. Any pattern which
matches is used. This may generate additional output; a single blank separates each matching line's
output (if any output exists for that line).

&

If file finds a match on the main entry line, and a following continuation line begins with this character,
that continuation line's pattern must also match, or neither line is used. Output text associated with any
line beginning with the & character is ignored.




Each line consists of four fields, separated by one or more tabs:

Field 1

The first field is a byte offset in the file, consisting of an optional offset operator and a value. In
continuation lines, the offset immediately follows a continuation character.

If no offset operator is specified, then the offset value indicates an offset from the beginning of the file.

The * offset operator specifies that the value located at the memory location following the operator be
used as the offset. Thus, *0x3C indicates that the value contained in 0x3C should be used as the offset.

The + offset operator specifies an incremental offset, based upon the value of the last offset. Thus, +15
indicates that the offset value is 15 bytes from the last specified offset.

An offset operator of the form (I+R) specifies an offset that is the total of the value of memory location
specified by | and the value R.

An offset operator of the form (I-R) specifies an offset that is calculated by subtracting the value R from
the value of memory location specified by |.

Field 2

The next field is a type: byte, short, long, string, Ustring (Unicode string). byte, short, long, beshort (big
endian short), leshort (little endian short), belong (big endian long), lelong (little endian long). This can be
followed by an optional mask which is bitwise ANDed to the value prior to comparison, for example, byte
&0x80 looks at the high bit.

Note:
The types beshort and belong are equivalent to short and long, respectively.

Instead of a type, this field can contain the string search/N which indicates to search for the string
indicated in the next field up to N byes from the offset.

Field 3

The next field is a value, preceded by an optional operator. Operators only apply to non-string types:
byte, short, long, leshort, beshort lelong, and belong. The default operator is = (exact match). The other
operators are:

equal

not equal

greater than

less than

all bits in pattern must match

any bits in pattern may match

x or? any value matches (must be the only character in the field)
(? is an extension to traditional implementations of magic)

> AV —

string or Ustring values to be matched may contain any valid ANSI C backslash sequence. Thus, to
match a single backslash, \\ must be entered in the magic file.




Note:
Due to its format, the magic file must use a \t to match a tab character.

Field 4

The rest of the line is a string to be printed if the particular file matches the template. Note that the
contents of this field are ignored, if the line begins with the & continuation character. The fourth field may
contain a printf-type format indicator to output the magic number (See printf for more details on format
indicators).

External Links

Above documentation taken from http://www.mkssoftware.com/docs/man4/magic.4.asp
Wikipedia entry on Magic Numbers http://en.wikipedia.org/wiki/File_format#Magic_number
Database of additional magic definitions http://www.magicdb.org/

MagicLookup.csv

This file defines the list of extensions 'known' by OSForensics. This file is a comma separated table with
three columns, each line defines a new known file type. The first column defines a substring of the data
type returned by the lookup. The second column defines the extension associated with this file
description. The third column is contains additional flags defining this record. Currently the only
supported flag is 1, which specifies that this type of file does not only belong to this extension.

Examples:
RAR archive data,rar,0

The first line specifies if the type contains the text 'Rar archive' then the extension should be 'rar'. The
flag is 0 meaning that any file with an extension that isn't 'rar' is mis-labeled.

Text,htm, 1
Text, txt,1

These two lines specify that files that have been identified as with Text' in their description can be either
'htm' or 'txt'. The "1' specifies files with other extensions that are text files are not necessarily mis-
labeled.

Find Passwords/Keys
Retrieve passwords and product keys that have been stored by various applications and web browsers on
the system.

Windows Login Passwords
Retrieve login passwords and hashes for the users of the system. Retrieved hashes can be used in
conjunction with rainbow tables to find passwords.

Rainbow Tables
Use rainbow tables to do a reverse lookup on a password hash.

File Decryption & Password Recovery
Decrypt and access encrypted files.




Install PFX Certificate

Install a PFX certificate so Windows EFS files can be decypted and opened.
5.23.1 Find Passwords/Keys

This feature can recover passwords for several types of applications, as well as Microsoft product keys.

Find Passwords & Keys windows Login Passwords  Generate Rainbow Table  Retrieve Password with Rainbow Table  Decryption & Password Recovery  Install PFX Ce ¥ |+

Device to Scan: | Drive-Cr\ v Config... Add to Case... Export to File...
[ urRL  UsernamefProduct ID  Password/Product Key Application/Product  Blacklisted  Windows User  Location Strength (0-100)
I A 00330-80000-0000,..  WKFIGNPHTM-C37IM... Windows 10 Pro MfA A Drive-C:\Windows\System3...  N/A
£ >
Total Items: 1

Artifacts Extracted

1. URL - This column contains the URL that browser passwords were used for. For non-browser
passwords and product keys, this field does not apply.

2. Username/Product ID - This is the username or login that a password is associated with. For
product keys, this column will contain the product ID instead.

3. Password/Product Key - This contains the plaintext password or product key.

4. Application/Product - This column contains the type of password that was extracted (see below for
a list of applications), or in the case of a product key, it contains the name of the product the license
key is for.

5. Blacklisted - These are websites for which a user has selected to never save a password for. In this
case only the website visited will be displayed and no password.

6. Windows User - This contains the Windows user to which the login information is associated.

Browser Passwords

Passwords that been saved by users into their web browsers (IE, Edge, Firefox, Safari, and Opera). It
can also find sites where a user has chosen not to remember a password.

Note: to recover FireFox password you must have FireFox installed on either the system that is running
OSForensics or on the drive that OSForensics is currently scanning.




Email Passwords
Passwords saved by email account managers (Outlook and Windows Live Mail).

Wifi Passwords
Passwords for connecting to Wi-Fi networks that have been saved on the system.

Windows Autologon Password

Passwords that were provided for autologon of a particular User account when logging into Windows.
When autologon has been enabled (e.g. by using netplwiz) and the password has been set, that
password is saved on the system. Another way in which this value gets saved is when a password is
provided during Windows installation, in some versions of Windows, it gets saved as the Autologon
password even though Autologon is not enabled. Note that this password does not necessarily have to
be the correct value, as it is still possible to set this value to an incorrect password (e.g. via netplwiz).

Windows Product Key
Product keys for certain versions of Windows, Microsoft Office, and Visual Studio.

Supported applications
Below is a table that shows which features are supported for different applications and their different
versions.

Password Type Versions Login & Passwords
Windows Autologon 3,4,5,6+ Yes
Password
Wifi Vista, Win7, Win8, Current user OR when Windows
Win10 user password is available*
Outlook 2002, 2003, 2007, Current user OR when Windows
2010, 2013, 2016 user password is available*
Outlook Express, 98, 2000 Current user only*
Windows Live Mail 12, 2009, 2011, 2012 Current user only*
Chrome 8 Current user OR when Windows

user password is available*

Internet Explorer

6,7,8 Current user OR when Windows
user password is available*

Edge 20+ Current user only*
FireFox 2 Current user only*
FireFox 3,4,5,6+ Yes

Safari 4 No
Opera 20+ Current user only*
Opera 10, 11+ Yes
Opera 9 Yes
Product Versions Product Keys

Windows Vista, 7, 8, 10 Yes

Microsoft Office 2003, 2007, 2010, Yes
2013, 2016

Visual Studio 2008, 2010 Yes




*Current user only: This means information can only be retrieved with the Windows user to which the
account belongs to. That is, you must be logged in to that Windows user when retrieving the password.

*Current user OR when Windows user password is available: This means that in addition to being
available in the above circumstances, these passwords are also available for retrieval in an Offline
manner, but only when the Windows User password that was used to decrypt the unknown password is
available (e.g. by extracting the Windows Autologon password) or is provided by the investigator (i.e. in
the Config window).

When retrieving passwords from an offline Windows installation (i.e. not a Live Acquisition) it is
recommended that you provide the password of the Windows user account that is being investigated. To
set the password, open the Config window, select "Enter Windows User Login" and type in the
Username and Password of the Windows account that you wish to retrieve passwords from (see Fig 1.
below).

Configure Password Retrieval >
Indude
Al
Chrome Passwords Windows Autologon Password
Internet Explarer Passwords Wi-Fi Passwords
Microsoft Edge Passwords Outlook Passwords
Opera Passwords Windows Live Mail Passwords
Microsoft Product Keys Firefox Passwords

Offiine Decryption Settings

(®) Dictionary Attack () Enter Windows User Login
@ Automatic
(") Use Dictionary File:

This mode is recommended if you do not know any Windows User passwards for the offline disk/fimage that you are investigating.
0SForensics will attempt to crack Windows User passwords using a common passwords dictionary, If successful, it will use this
password to unlock DPAPI encrypted logins stored on the system.

Scan Options

Scan “Windows.old™ folder

Reset to Default Cancel

Fig 1. Config Window

For many applications supported in this module, the Windows User password is required to retrieve
passwords in an offline manner. This includes passwords for applications such as Chrome, IE, and
Outlook. The user password is required because these applications save login information as encrypted
data on the disk, and the key required to decrypt the data is the Windows User password.
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If no Windows User password is provided, the default "Dictionary Attack" mode will be used. Here,
OSForensics will automatically check if a password has been saved as the Autologon password and will
attempt decryption using this password. Note that the Autologon password is also displayed by default
in the list of retrieved passwords. The caveat is that this value is not always correct, nor always available,
and it only applies to the user account that has been specified for autologon.

In addition to attempting decryption using the Windows Autologon password, a quick dictionary attack
will be performed in which a list of common passwords will be tested. Alternatively, you can also specify
a dictionary file to use.

Note that while this function searches each Windows user account on the system, you may only provide
one user account password at a time.

If you do not know the Windows user password, you can try obtaining it with the following

steps:

1. Use the Windows Login Passwords tab to dump the NTLM (a.k.a. NT) hash (or LM for WinXP) and
sawe it to a file.

2. Obtain a decently sized NTLM Rainbow Table or collection of NTLM Rainbow Tables. Rainbow Tables
are available for download from various sources, including our website. A hard drive containing a large
collection of rainbow tables is also available for purchase at
http://www.osforensics.com/rainbowtables _hashsets.html. You may also try generating one, but
generating an effective rainbow table will require a lot of resources. Make sure you obtain rainbow
tables that are compatible with OSForensics.

3. Use the Retrieve Password with Rainbow Table tab to crack the NTLM hash that was dumped in step
1. If this fails, try using a rainbow table with a different or larger character set. If the Rainbow table
you used did not have a high success rate, try using one with a higher success rate.

4. Once you have obtained the password in plaintext, open the Config window, select "Enter Windows
User Login" and enter the Username and Password that you have just recovered (see Fig 1. below).
Click "OK" and then click "Retrieve Passwords". If you are still unable to decrypt passwords, it may
be because it is under a different user account to the one that you entered in the Config window.

Windows Login Passwords

This will attempt to retrieve the LM and NT hashes from the Windows registry and save them to a file so
Rainbow Tables can be used to match the hash values to a password. In some cases the password may
be retrieved by OSForensics without the use of Rainbow Tables, for example where the password is the
same as the username or it exists in the common passwords dictionary.

Any cached domain user names and passwords hashes will also be retrieved and displayed separately.




Find Passwords & Keys Windows Login Passwords — Generate Rainbow Table  Retrieve Password with Rainbow Table  Decryption & Password Recovery  Install PFX Ce 4 | *

Device to Scan: | * Live acquisition - Current machine # ~ Scan Test common passwords
Local Users
Windows User Account  Password Required? LM Password  NT Password  Password Hint - LM-Hash MNT-Hash
< >

Save Local Users to File...

Cached Domain Users

User Domain Password Hash Registry Key

Save Domain Users to File...

Test Common Passwords
Selecting this option will test the found local user hashes against the common passwords dictionary file
that is included in the OSForensics install.

Save Local Users to File
Sawes the local user hashes in PWDUMP format (username:userid:LM hash:NT hash:comment:blank)
so they can be used in conjunction with Rainbow Tables in OSForensics to find the passwords.

Save Domain Users to File
Saves the cached domain hashes so they can be used with external tools to find the passwords.

Once the registry files have been read the information will be displayed like the example below;

Local Users

Windows User Account: The Windows login user name

Password Required?: Whether a password is required to login.

LM Password: The password that matched the LM hash, if found, otherwise will contain "(unknown)" or
"(disabled)". If blank then there is no password (an empty password).

NT Password: The password that matched the NT hash, if found, otherwise will contain "(unknown)" or
"(disabled)". If blank then there is no password (an empty password).
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LM-Hash: The LM hash that was retrieved from the registry or "(disabled)" if there was no hash.
NT-Hash: The NT hash that was retrieved from the registry or "(disabled)" if there was no hash.
Registry Key: The registry key location the data was retrieved from.

Domain Users

User: The user name.

Domain: The domain logged into.

Password hash: The stored password hash.

Registry Key: The registry key location the data was retrieved from.

Once the hashes have been recovered Rainbow Tables can be used to try to find the password that
matches the hash value. For this example we're using a rainbow table that was generated in
OSForensics using "Im" as the hash setting, minimum 1 to maximum 7 characters and a character set
of uppercase alpha-numeric (A-Z 0-9). This table is available for download from the OSForensics website.

First we need to retrieve the hash values from the registry and save them to a file, we are using a hard
drive that had Windows XP installed on it. Opening the file in a text editor will let us select individual
hashes to use with the Rainbow Tables if we were only trying to find a single value. If looking for multiple
passwords then we can import the entire file on the Rainbow Table tab.

Once we have selected the file we need to choose the table to use and then start the process with
"Recover Password/s".

If the values for the LM hash are all "(disabled)" this would indicate that either the LM hash has been
disabled as part of a security policy for that Windows install or a password that is tool long for a LM hash
has been used (15 or more characters).

For more information on LM and NT hashes see these Wikipedia articles.

Generating Rainbow Tables

This window is used for generating Rainbow Tables. These tables can then be used in the Rainbow Table
Password Recovery Window.




Help

”}3_1 Passwords

Find Passwords & Keys  Windows Login Passwords  Generate Rainbow Table  Retrieve Password with Rainbow Tak| 4 | *

Password Parameters

Min Max
Hash Routine Password Length | 1 e 7 v
Character Set | numeric -

| 0123456789

Table Dimensions
Mode (@) Automatic (") Manual {Advanced Users)

Success Rate % 275

Lower Decrypt Time I Lower File Size

File Path | C:\ProgramData\PassMark\OSForensics\RainbowTables\md5_numeric#1-7_0_27

Compress to RTC format
Variable Value
Estimated Time to Generate < 1 minute
Hashes Per Second 15225823
Mo, of possible passwords 11111110
Required Disk Space 4,21 MB
Success Rate 95.05%

Generate

To generate a Rainbow Table, fill in the input fields with the appropriate values under the Password
Parameters box..

Under the Hash Routine field, select the hash routine that was used to encrypt the password into a
hash. Currently, there are four hash routines to choose from, md5, Im, ntim, and sha1.

Under the Password Length fields, select the suspected minimum and maximum length of the
password.

Under the Character Set field, select the character set that contains the characters that the password
is most likely to contain. The elements of the character set are listed in line following the name of that
character set. For example, the character set "loweralpha" contains the lowercase letters of the
alphabet.

Note: The size of the character set (i.e. the number of characters in that character set) will effect the
efficiency of the recovery process. To decrease generation time, try to pick the smallest character set
that also covers the possible characters of the password.




Before proceeding, use the Automatic and Manual radio buttons to select the input mode you would
like to use in the Table Dimensions box. If you wish to input a success rate and have the dimensions
calculated automatically, then select Automatic mode. Otherwise, if you wish to input the table
dimensions (chain length and chain count) then select Manual mode.

Automatic mode

Under the Minimum Success Rate field, input the minimum success rate of recowering the password
that you are willing to tolerate. A higher success rate will result in tables that are increasingly longer to
generate, so the value should be as conservative as possible. The dimensions of the Rainbow Table,
i.e. the Chain Count and Chain Length fields, will be filled out automatically. You can continue to
adjust the Chain Count and Chain Length by using the Slider Control bar to achieve a desired balance
between minimizing the decryption time and minimizing the file size. To begin generation, click the
"Create Rainbow Table" button. Once generation has commenced, the process can be terminated by
clicking "Cancel".

Manual mode

Fill in the Chain Count and Chain Length fields. If you are unsure about what these values mean, then
it is recommended that you use Automatic mode. The Rainbow Table statistics will be calculated and
displayed automatically. Increasing the size of the Rainbow Table will increase the generation time
proportionately. Increasing the size also increases the success rate, but at a decreasing rate. Increasing
the Chain Count will increase the Rainbow Table file size proportionately, while Increasing the Chain
length will have no effect on the file size, but will increase the expected decryption time. To begin
generation, click the "Create Rainbow Table" button. Once generation has commenced, the process can
be terminated by clicking "Cancel".
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Find Passwords & Keys Windows Login Passwords ~ Generate Rainbow Table  Retrieve Password with Rainl * | *

Password Parameters
Mir Max

Hash Routine mds Password Length | 1 W 7 w

Character Set | qumeric w

| 0123456789

Table Dimensions
Mode () Automatic {®) Manual (Advanced Users)

Chain Count | 275724

File Path | C:'\ProgramData'PassMark\0SForensics\RainbowTables '|,|Tu:|5_numeril:#1-?_lil_|

Compress to RTC format

Variable Value

Estimated Time to Generate < 1 minute

Hashes Per Second 15610534

Mo, of possible passwords 11111110

Required Disk Space 4.21MB

Success Rate 95.05%

Generate
File Naming

By default, a file name is given that denotes all the parameters of the Rainbow Table and generated
Rainbow Tables will be saved in the OSForensics working folder under a folder named "RainbowTables".
The default file name contains the parameters necessary to use the Rainbow Table for password
recovery, and the default folder is also the folder used to populate the list of Rainbow Tables in the
Recover Password feature. The save folder can be changed by clicking the "Sawve to folder..." button, but
it is not possible to change the file name from the interface, as this is discouraged. If it is necessary to
alter the filename, this can be done from explorer. If any parameter except the suffix is altered, the table
will no longer be compatible with OSForensics. For more information on the file name convention used.
please see File Naming Convention.

Note that if a Rainbow table of the same parameters is generated multiple times and saved in the same
folder, OSForensics will assign a unique Rainbow table Index to the rainbow table so that the rainbow
table is different from those previously generated.

RTC Format




RTC stands for Rainbow Table Compact. They are the result of .RT (raw rainbow table) files that have
been compressed to save space. Since the raw data has been altered, they generally take a slightly
longer time to extract passwords from. By default, OSForensics compresses rainbow tables to RTC
format. This feature can be turned on/off simply by switching the "Compress to RTC format" checkbox.

What are rainbow tables

Rainbow tables are tables of plain text passwords and hashes. They allow a password to be quickly
looked up if a hash for that password is known.

What is a hash?

Passwords are generally not stored as plain text. Instead, passwords are stored as the output of a
cryptographic hash function and the plain text password is discarded. Hashes are one-way mathematical
operation, so the hash can be \erified from a login page but can’t be reversed in theory. A password in
plain text is given as input and a hash is created as output.

Plain text password input: TopSecret$89
MD5 Hash: FB34E3347894BOBASAC2F34F56851095

Even if an attacker gained access to the hashed version of a password, it's not possible to directly
reconstitute the password from the hash value alone. Common hashing algorithms have names like MD5,
SHA1, SHA256.

Methods to recover the password?
Assuming the hashed password is known, or can be found on the system then there are 2 methods to

recover the password. One is a brute force attack where every possible password is attempted until a
match is found. This can be extremely slow, especially if it needs to be repeated for multiple hashes.
The second method is to use a pre-computed table of hashes to speed up the process, known as
rainbow tables.

Password space
With even short passwords there can be a lot of possible combinations, depending on the character set

used. For example

Character set: A-Z
Password length: 1 to 7 character
Number of possible passwords: 8,353,082,582

Character set: A-Zand a-zand 0to 9
Password length: 1 to 12 character
Number of possible passwords: 1,000,816,264,331,497,152

Rainbow table format

If every password and hash were stored in a file, the file would be enormous. Too large to be practical in
fact. So instead of storing all possible hashes the data is divided up into “hash chains”. A hash chain is a
sequence of hashes where each hash in the chain is generated from the prior hash. Only the beginning
and end of the chain are then stored in the rainbow table. Dramatically reducing the size of the file, but




also increasing the time required to look up the file (as the chains need to be regenerated during the
lookup process). So there trade off to be made in terms of file size, completeness of the table, lookup
time and generation time.

Despite the optimisation of the table format, rainbow tables can still be very large. 500MB to several GB
per table are common.

For each combination of hash algorithm, password lengths and character set a different rainbow table is
required. So a MD5 table will only work on passwords encrypted with the MD5 algorithm. The smaller the
password space, the smaller the table can be. Also not all possible hashes are generally stored in a
table, so there is also a concept of success rate. A table with a 90% success rate can be expected to
decrypt 9 out of 10 hashes. The higher the required success rate, the larger the table.

When rainbow tables won’t work
Rainbow tables won’t work, or are not practical, in the following situations.

1) The Password was encrypted with an unknown algorithm
2) The possible password length is long e.g. 12 characters or more
3) An unknown or random ‘salt’ is added to the password before hashing

It is also worth noting that no modern properly implemented password scheme is winerable. But there
are still older, not so well implemented schemes, that are subject to attack.

Some common applications that use hashes
LM hash, an older hash algorithm used by Microsoft. LM hash is particularly winerable because

passwords longer than 7 characters are broken into two sections, each of which is hashed separately.
http://en.wikipedia.org/wiki/LM_hash

MySQL user accounts are listed in the user table of the mysql database. Each MySQL account is
assigned a password, although what is stored in the Password column of the user table is not the
plaintext version of the password, but a hash value computed from it. Password hash values are
computed by the SQL PASSWORD() function. Prior to MySQL 4.1, password hashes computed by the
PASSWORD() function are 16 bytes long. Such hashes look like this:

mysql>

| PASSWORD ('mypass') |

| *6£8cl14b58f2ce9%e |

As of MySQL 4.1, the PASSWORD() function has been modified to produce a longer 41-byte hash
value:

mysql>

| PASSWORD ('mypass') |

| *6C8989366EAF75BB670ADSEATATFC1176A95CEF4 |

The Microsoft Windows NT/2000 family uses the LAN Manager and NT LAN Manager hashing method
and is also unsalted, which makes it one of the more popularly generated tables.

Additional Information
Generating Rainbow Tables




Recowering Passwords Using Rainbow Tables
.RT Naming Convention

OSForensics is fully compatible with .RT and .RTC, and partially compatible with .RTI file formats as long
as the file name follows the correct naming convention.

OSForensics can generate and extract passwords from .RT and .RTC files.

OSForensics can extract passwords from .RTl files. OSForensics. RTI tables are available for download
online at http://www.freerainbowtables.com/tables/.

RT Format

.RT files contain the raw values of the start and end points of each chain in a rainbow table. Each start
and endpoint is an unsigned 64-bit integer value, and are also referred to as indexes. Chains are stored
in ascending order with respect to their end point value.

Below is an example of a few rainbow chains in little endian.The start indexes are in purple and the end
indexes are in blue.

000000000h: D2 OB OE 00 00 00O 00 00 91 06 00 00 0O 0O 00 0O
000000010h: FA 2D OE 00 00 00O 00 00 9D 06 00 00 0O 00 00 0O
000000020h: CE 06 09 00 00 00 00 00 AD O6 00 00 0O 00 00 0O
000000030h: AB 03 04 00 00 00 00 00 AE O6 00 00 00 00 00 0O

RTC Format (Rainbow Table Compact

RTC Format is a compact version of RT format. It aims to save space by approximating the sorted end
point values to a linear function, storing the parameters to this function in the header, and storing the
error of each value to the linear function in place of the raw value. The number of bytes allocated to the
start and end values of each chain is minimized and is stored in the header.

The advantage of RTC format over RT format is that it can potentially save a considerable amount of
space. Howewer, it is a generally slightly slower than RT format, due to the overhead of inverting the
stored values back to the raw values.

RTI Format (Rainbow Table Indexed)

RTI Format is essentially and indexed version of RT format. RTlI Format aims to saves space and
increase search speed by indexing chains for every increase 26 (2 byte) increase in the end point
values. The prefix (5 bytes) of each index entry, along with an additional 6 bytes is stored in the .rti.index
file. For each chain, 6 bytes is given to the start point value, while 2 bytes are given for the suffix values
of the end points. It is implied that start points values will lie within the 6 byte range and end points will
lie within the 7 byte range.

Rainbow Table files in .RT, .RTC and .RTI format should follow a specific naming convention in order to
be compatible with OSForensics. When Rainbow Tables are generated in OSForensics they will be
given a default name (unless otherwise specified) that will follow this naming convention:




hashAlgorithmName_characterSetName_#minimumPasswordLength-
maximumPasswordLength_RainbowTablelndex_ChainLength_ChainCount_OSF.rt*

For example:

"md5_alpha-numeric#1-5_0_20288x182592_OSF.rt"

Rainbow tables are made up of chains of plaintext - hash pairs which we will refer to as 'rainbow chains'.
Generating the Chain

A rainbow chain is generated by producing a series of plaintext-hash pairs.

plaintext -> hash -> plaintext -> hash -> ... -> hash -> plaintext

The start of the rainbow chain, is a plaintext string that is generated randomly. To obtain a hash from a
plaintext, the hash algorithm being used is applied to the plaintext. What isn't so obvious, is how to
obtain the next plaintext. A mathematical function called a reduction function is applied to the hash to
obtain the subsequent plaintext in the chain. The reduction function is essentially arbitrary, and can be
defined in any way, as long as the same reduction function/s is used for the cracking process.

In a rainbow table, a different reduction function is used for each column, to awid Rainbow Chains
containing the same information.

This implementation uses a reduction function based on RainbowCrack 1.2. The reduction function is
defined as follows:

f(hash) = (hash + i) % plaintext_space

where

i = the column number of the hash

plaintext_space = the plaintext space which is the total number of possible plaintexts/passwords given
by the character set and the minimum and maximum plaintext lengths

This reduction function is suitable, because it is linear and can be computed fast.

A hash is usually represented by a hexadecimal number, is therefore essentially an integer, making it a
suitable input for the reduction function. Howewver the output will not immediately produce a plaintext.
Thus there is an intermediate value, called an index that is produced by the reduction function. An index
is simply an integer that corresponds to a plaintext/password. So in reality, a rainbow chain looks
something like this:

index->plaintext->hash->index->plaintext->hash->...->hash->index

An index can be thought of, as an integer representation of a plaintext, in which the value of each
plaintext depends on the character set and the plaintext space. For example, suppose we had a
character set given by [abc] and a min/max plaintext length of 1. This would give us 3 possible
passwords {a,b,c}. Then the indexes 0,1,2 would correspond to a, b, and c respectively.




The reduction function ensures that when the index produced, will always be within the appropriate
range, which is [0,2] in this case, regardless of what the input hash is, by taking mod of the plaintext
space, hence the name "reduction function".

This means that there is a space advantage in storing the indexes instead of storing either the hashes or
plaintexts. The advantage of storing indexes over storing hashes is that the range of indexes stored will
always be smaller than the range of hashes, which means there is more potential to save space should
the file be compressed.

Similarly, it is more space conservative to store an index than to store the plaintext which would mean
we would have to encode each individual ASCII character, which is inefficient since only a small portion
of characters are used in a typical rainbow table.

Storing the Chain

The advantage of Rainbow tables, is that we do not need to retain every link in the chain in order to store
all the information represented by the Rainbow Table. In fact, we only need to store the first and the last
links in each chain to use the information effectively.

index->plaintext->hash->index->plaintext->hash->——>hash->index

All but the start and end index of the chain is discarded, and the indexes are written to file in binary, with
the end indexes being sorted in ascending order, to allow for a binary search during decryption.

In a .RT file, both the raw values of the start and end index are stored as 64-bit integers. Below is an
example of a few rainbow chains in little endian.The start indexes are in purple and the end indexes are
in blue.

000000000h: D2 OB OE 00 00O 00 00 00 91 06 00 00 00 00 00 0O
000000010h: FA 2D OE 00 00 00 00 00 9D 06 00 00 00 00 00 0O
000000020h: CE 06 09 00 00 00 00 00 AD 06 00 00 00 00 00 0O
000000030h: AB 03 04 00 00 00 00 00 AE 06 00 00 00 00 00 0O

There are various ways to store and compress rainbow tables. Please see Compatible File Formats for
more information on this.

The parameters of the rainbow table file (including the hash algorithm, the number of chains, the chain

length etc.) are kept in the filename. Please refer to .RT Naming Convention for details on how the
parameters are stored.

Rainbow tables contain passwords belonging to a specific character set.

OSForensics uses a default list of character set definitions for both Rainbow Table generation and
decryption.

Specifying a Character Set

Users can specify a list of character set definitions by adding a configuration file named charset.txt to
the RainbowTables folder in the OSForensics working path folder.




5.23.4

Inside charset.txt, there should be one character set definition per line. each character set definition
should specify a character set name, and the contents of the character set inside square brackets
assigned with an '='. For example:

alpha = [ABCDEFGHIJKLMNOPQRSTUVWXYZ]

alpha-space = [ABCDEFGHIJKLMNOPQRSTUVWXYZ ]

alpha-numeric = [ABCDEFGHIJKLMNOPQRSTUVWXYZ0123456789]
alpha-numeric-space = [ABCDEFGHIJKLMNOPQRSTUVWXYZ0123456789 ]
alpha-numeric-symboll4 = [ABCDEFGHIJKLMNOPQRSTUVWXYZ0123456789!Q@#$%"&* ()~ +=]

Recovering Passwords Using Rainbow Tables

Passwords may be recovered using a suitable Rainbow Table and the hash of that password. Using this
feature, a hash can be searched for within the Rainbow Table, and may successfully return the password
in plain text.

f“FLj Passwords =2
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Input Password hash & Rainbow Tables
(@ Enter Hash in text () Select Hash File {.hash, PWDUMP txt)

Select Rainbow Tables to use

Add Folder... Refresh
Hash Scheme Character set  Min Length Max Length Table ID Chain Length Chain Count File Size (mb}) Success Rat...  File Type|
L4 >

Recover Passwords

Recovered Passwords

Password Hash Cryptanalysis Time (sec) Username/Source

Export...

Before using this feature, either generate an appropriate Rainbow Table (see Generating Rainbow
Tables), or use an existing rainbow table. Rainbow Tables are available for download from various
sources online. We offer a small collection of sample Rainbow Tables that you can download for free
from our website, but these are meant primarily as examples. For more serious investigations, you can
purchase a hard drive containing a large collection of Rainbow Tables from our website:
http://osforensics.com/rainbowtables hashsets.html.




Rainbow tables in .RT, .RTC and .RTI format can be placed in the "RainbowTables" folder within the
OSForensics working folder (Try C:\ProgramData\PassMark\OSForensics\RainbowTables). By default,
tables generated by OSForensics will be saved in this folder. The refresh button can be clicked to update
the list of Rainbow Tables if a table has just been created or moved to the RainbowTables folder in the
same run of OSForensics. Tables in a folder can by added by clicking "Add Folder..." and then selecting
a directory. Tables added in RTI format will be shown as a single entry in the Select Rainbow Tables list
box.

Note that for OSForensics to recognize a Rainbow Table file it's file name must follow the File Naming
Conwention used by OSForensics.

Select the Rainbow Tables to search through by ticking the check box corresponding to that Rainbow
Table. Note that selecting more rainbow tables can make the decryption process slower.

To recover a password using a Raw Hash, simply input the hash under the Raw Hash Field.

Decrypting a Hash List file

A hash list file contains one hash per line. To create a hash file, simply open a text file and write one
hash per line. For example:

BO3A340319A12864F8EBBD4FAS5799B41

D253B68A594383481C80397D52C3A13E
3E8061DD481552E23DCC193F0B8C47E7

Then sawe the file with a .hash extension.

To recover passwords from a Hash List file, select the "Select File" radio button and then click the "..."
button and select the file.

To start the decryption process click "Recover Password/s". To stop the process click "Cancel".

Decrypting a PWDUMP file

Either use an existing PWDUMP text file, or extract the LM hashes from a machine, use the Windows
Login Passwords function in OSForensics, then save the extracted data to file.

"Select File" radio button and then click the "..." button and select the file.

To start the decryption process click "Recover Password/s". To stop the process click "Cancel".

5.23.5 File Decryption & Password Recovery

This function will allow you to decrypt files that use 40-bit encryption or run a dictionary based attack
on files using different encryption methods to recover the password. Files can be added to the work
queue to be processed sequentially.
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Installed Dictionaries:

Select Dictionaries for Brute Force Attack  Source -
[] common First Names and Surnames 0SF default
[ common passwards 0SF default
[ English words - US and UK 0SF default
[] My Index - Drive-C Users Passmark D... Current case - search dictionary w

Add Dictionary Edit Random

Work Queue:
Status Source Encryption Settings P
£ >
Add Edit Remove

Thread # Status

1
2

Current Dictionary: | | Start
Current Line: | | Stop
Estimated Time Remaining: | | | Options
Speed: | |
| |

Keys Tested [ Total Keys:

Installed Dictionaries

Shows the dictionaries that are installed. If you have created a search index for the current case the
dictionaries from these indexes will shown here. OSForensics provides sewveral different dictionary
options:

¢ Common Passwords: This is a list of common used passwords created from statistical lists and
published passwords lists.

¢ English words - US and UK: an English based dictionary. This dictionary contains 79165 lowercase
words in a combination of UK and US spelling. After testing all lowercase words the first letter of each
is capitalized and tested again. This word list was combined from several Ispell word lists.

¢ Names: This is a list of common first names and surnames from the US, UK, Europe and Asia (550 in
total). Each name is tried separately and then as various combinations which results in approximately
165,000 combinations.

¢ Random: Depending on the settings chosen (see the Edit Random section) will generate different
random passwords based on a combination of letters, symbols and numbers.




The rest of the entries in the list are the available search indexes from the currently select case. See the
"Adding Dictionaries" section for information on how to add your own custom dictionaries.

Select Dictionaries for Brute Force Attack: Clicking on the check-box for a dictionary here will select
it for use with a brute force attack.

Add Dictionary

Using this button will prompt for a text file containing a list of words (one per line) to be used as a
dictionary. This file will be copied to the directory:

ProgramData\Passmark\OSForensics\PasswordRecovery\Dictionaries
A simple definition file (.def) used by the decryption software will be created when adding dictionary text
file. See the "Adding Dictionaries" section for more information about how the dictionaries work and

more advanced ways of using them.

Edit Random

% Edit Randem Brute Force Options ot

Min password length Help
Max password length

Character Set Known Value
Character 1: |4, - I:I
Character 2: |, - I:I
Character 3: | g gets - I:I
Character 4: | gl gets - I:I
Character 5 | gl gets - I:I
Character 6: | .
Character 7: | .
Character 8: | _
Character 9: | .
Character 10: | _
Character 11: | _
Character 12: | _

Estimated combinations: 567,511,464
Example time @ 1000 pw/fsec: 6 days 13 hours 33 minutes

Cancel




This feature is applied when only the Random Passwords dictionary is selected.
Min: Minimum password length
Max: Maximum password length

Character 1 - 12: For each character in the password the type of character it can be needs to be
selected from the options;

All sets - all available characters

a-z - all lower case letters from a - z

A-Z - all uppercase letters from A - Z

a-z & A-Z - both cases of letters a - z

0-9 - all numbers from 0 - 9

a-z & A-Z & 0-9 - all alphanumeric characters

~@#$% - special characters {}:"<>?[;\',./~1@#$"&*()_+"-=|

Known - a known character, must be typed in the edit box for the character

The number of combinations will be displayed when the password parameters are changed. The image
abowe will test password from 3 - 6 characters long, starting with "A", followed by up to 3 letters,
symbols or numbers, and ending in up to 2 digits (For example, "A##", "A12z", "Abc#12" would all be
generated by this option) and results in over 92 million passwords.

Work Queue

Files added to the work queue and their selected settings will be shown here. During the cracking
process, the status of each file will be updated to show if a process was successful or unsuccessful. For
brute-force password recovery the password will be shown upon success.

Remove

Removwe a file from the work queue.

Edit

Edit the recovery settings for a file added to the queue.

Add File




% Password Recovery Options pe

Encrypted File(s):

Password Recovery Options
Usze GPU
[ ]Use Custom Dictionary Set {Unchedked: Use Global Selections)

Select Dictionaries for Brute Faorce Attadk Source

] Commen First Names and Surnames OSF default
[ ] Commen passwords O5F default
[ ] English words - US and LUK OSF default
[ ] My Index -C Current case - search dictionary
[ ] Random Passwords 05SF default

Edit Random

—

Encrypted File
File name of an encrypted file. The following file types are supported:

¢ Microsoft Office (doc, docx, docm, xls, xIsx, xIsb, ppt, pps, pptx, pptm, ppsm, pdf)
e Archives (zip, rar, 7z)
¢ OpenOffice (LibreOffice only) (odt, ott, odp, odf)

40-Bit Decryption:

OSForensics will display different options depending on the encryption method
detected. When OSForensics detects 40-Bit Encryption the following options will be
displayed. 40-bit decryption is guaranteed but can take several days, for example when
running on an Intel® Core™2 Duo E8400 it can take approximately 1.8 days to test all
the available 40bit keys.

40-Bit Decyption Ophons

Ercrypted File:  D:W2003_RCA0_enc. dac
Output Location;  D:\temp

Encrypted File: File name of a file encrypted using 40 bit keys. This can be a PDF,
XLS or DOC file. To check if a PDF file uses 40 bit encryption you can open it in the
OSForensics file and hex viewer, go to the meta data tab and check the "Encryption”




entry, a version of 1.x can indicate 40bit encryption. For XLS and DOC files those
encrypted in 97 and 2000 editions should use 40bit encryption.

Output Location: Working directory for temporary files and where decrypted output file
is created.

Password Recovery Options

These options are only enabled and available for selection for password recovery: (Note: Although they
are displayed the dictionaries are not used when 40bit encryption is detected.)

Use GPU

This option only applies for when the above method (Random Passwords) is being used. Checking this
box will enable use of the GPU for faster cracking. Note that not all GPUs are supported. When
decrypting a 40 bit file, use of GPU to decrypt is not currently supported.

Use Custom Dictionary Set

If unchecked, the brute force attack will use the dictionaries selected on the main cracking module.
Select this option if use different dictionaries than the global selection is required. Clicking on the check-
box for a dictionary here will select it for use with a brute force attack for this file only.

Running & Recovery Status

Options

¢ Number of Local CPU Clients: The number of local clients that will be started. The default
(recommended) will be the same as the number of logical cores that is seen by Windows OS.
Decryption is compute intensive and can slow down other computer operations when running, if not
desirable, lower the number of clients to run.

¢ Allow Remote Clients (Pro Only): This will allow users to run additional clients on a separate machine
to aid in password decryption. You will need to make sure the server application (ext_run_server.exe)
is allowed through the firewall and may need to forward ports on your network to allow outside traffic to
communicate with the server. See Using external PWRecClientMgr application for setup. The TOTAL
number of clients supported either local or remote is 1000 clients.

Start/Stop

When the "Start" button is clicked, decryption will begin in which a number of threads will be launched,

one for each available logical processor. For example on a machine with a quad core CPU 4 threads will
be launched. If "Use GPU" is checked, a single GPU thread, plus a CPU thread equal to the number of
available logical processors minus one, will be launched.

Clicking the "Stop Decrypting" button will stop the threads. When decrypting a 40 bit file, if the
temporary files have not been deleted when "Start Decryption" is clicked again decryption will resume
from where it was last stopped.




The dictionary and password definition file used by OSForensics are located in the
"OSForensics\PasswordRecovery\Dictionaries" folder (in Win7/Vista this will default to C:
\ProgramData\PassMark\OSForensics\PasswordRecovery\Dictionaries) .To add your own custom
dictionary you will need to create 2 files in this directory - a dictionary file (.dic) and a definition file

(.def).
The dictionary file is a list of words, one word per line, for example;

aardvark
aardvark's
aardvarks
aaron

The definition file is a structured file that is used to set which dictionary is being used and can be used to
make alterations to the words in the dictionary.

To define a dictionary use $w = "dictionary name", and $u = "dictionary name" if you want to combine
two dictionaries.

"##" is a required section of the file and marks the end of the dictionary setup. After this you can use $w
and $u to refer to a word from each dictionary, and use modifiers to alter the words.

The simplest definition file, that loads a dictionary and then tests each word in the dictionary is;

$w = "dictionary_name.dic"
i
Sw

To use a modifier to capitalize the first letter of each word in the dictionary, effectively doubling the
number of passwords, you can use "$w.u(1)".

$w = "english-us-uk-combined.dic"
i

Sw

$w.u(1)

The other modifiers available are;

.U (upper) to upper-case

I (lower)  to lower-case

.t (truncate) to truncate up to the given length
.j (joke) to upper-case some letters

.r (reverse) to reverse the word

.S(shrink)  to shrink the word

.d (duplicate) to duplicate the word

Each modifier will accept a parameter in after itself,

.uor.u(0) to upper-case the whole word (PASSWORD)

.u(1), .u(2) to upper-case only the first (the second) letter (Password, pAssword)
.u(-), .u(-1) to upper-case the last (the next to last) letter (passworD, passwoRd)
A(-1) to truncate the last letter in the word (passwor)




j(0) or .j to upper-case odd letters (PaSsWoRd)

J(1) to upper-case even letters (pAsSwOrD)

) to upper-case vowels (pAsswOrd)

.Jj(3) to upper-case consonants (PaSSWoRD)

.r(0)or.r  torewerse the word (drowssap)

.s(0) or.s to reduce the word by discarding vowels unless the first one is a vowel (password ->
psswrd, offset -> offst)

.d(0) or .d to duplicate the word (passwordpassword)

.d(1) to add reversed word (passworddrowssap)

Using external application, Password Recowery Client Manager (PWRecClientMgr.exe), users can run
additional clients on a separate/multiple machines to aid in password decryption. The PWRecClientMgr
is a standalone application that is started on a remote machine.

The “PWRecClientMgr.exe” application and other required files (see below) are included in the
OSForensics ProgramData directory and should be copied to the remote PC’s and run from these
systems. For example the files should be copied from the OSForensics ProgramData directory on the
main PC, C:\ProgramData\Passmark\OSForensics\PasswordRecowery, to each remote PC to same
directory, e.g. C:\PWRecClientMgr. The application can be started by double clicking on the
PWRecClientMgr.exe file.

Required Files/Directories:
ext_cpu_client.exe
ext_gpu_client.exe
PWRecClientMgr.exe
pthreadVvC2.dll
GPUSupport.dll

test_dll (Entire directory)

Using the external Password Recovery Client Manager




Remote Password Recovery Client Manager for OSForensics X

3
Status: IDLE Running Time:  00:00:00 CPULoad %: 22 |~-_

Active Connections with OSForensics

Thread # | Status |

G0~ v b M

Options Network Settings

Number of Threads: | 8 Remote IP: | 127.0.0.1
(Default: 8, Max: 8) Remote Port: | 2303
| Use GPU Pr—

About Log Help | Exit

Number of Threads

The number of local CPU clients that will be started. The default will be the same as the number of
logical cores that is seen by Windows OS. Decryption is compute intensive and can slow down other
computer operations when running, if not desirable, lower the number of clients to run.

Use GPU

Checking this box will enable use of the GPU for faster cracking. Not all GPUs are supported. The
number of GPUs supported will be shown. If enabled, the total of clients started will be the number of
GPU clients supported plus the number of threads specified, e.g. Number of Threads is 8, Use GPU is
checked with two GPUs supported, then 10 clients (8 CPU threads + 2 GPU threads) will be started.

Remote IP/Remote Port

The IP address and Port of the machine running OSForensics with an active password decryption queue.

Connect

Clicking Connect will signal the application to start the clients and connect to the computer running
OSForensics.




5.23.6 Install PFX Certificate
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PFX Certificate |

Password |

Install

Open Certificate Manager

This function will allow you to install a PFX backup or recovery certificate that is associated with
Windows EFS encrypted files from a disk image or another system.

Use the browse button to select the PFX certificate. Enter the password (if required) for the certificate
and then click the install button.

To view and delete installed certificates use the "Open certificate manager" button to open the certmgr
windows program, EFS certificates are located in the Personal -> Certificates folder.

5.23.7 Ispell Copyright Notice

Copyright 1993, Geoff Kuenning, Granada Hills, CA
All rights reserved.

Redistribution and use in source and binary forms, with or without
modification, are permitted provided that the following conditions
are met:

1. Redistributions of source code must retain the above copyright
notice, this list of conditions and the following disclaimer.

2. Redistributions in binary form must reproduce the above copyright
notice, this list of conditions and the following disclaimer in the
documentation and/or other materials provided with the distribution.

3. All modifications to the source code must be clearly marked as
such. Binary redistributions based on modified source code
must be clearly marked as modified versions in the documentation
and/or other materials provided with the distribution.

4. All advertising materials mentioning features or use of this software
must display the following acknowledgment:

This product includes software developed by Geoff Kuenning and
other unpaid contributors.

5. The name of Geoff Kuenning may not be used to endorse or promote
products derived from this software without specific prior
written permission.

THIS SOFTWARE IS PROVIDED BY GEOFF KUENNING AND CONTRIBUTORS "AS
IS" AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT




LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS
FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL GEOFF
KUENNING OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT,
INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES;
LOSS OF USE, DATA, OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER
CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT
LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN

ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE
POSSIBILITY OF SUCH DAMAGE.

View the contents of Plist (property list) files which are commonly used by OSXand iOS to store
settings and properties. Plist files typically have the extension of ".plist". The Plist Viewer within
OSForensics is able to display both binaries and XML formatted plist files.

= Ch\Users\PassMark\Desktop\Delete\test2 plist - O d
Search b
| Text Search L Keys [ values ﬂ\l‘isible -

Key Type Value

[ Root Dictionary

[ UIRequiredDeviceCapabilities Dictionary (2 items)

|_ artisthame String Company, Inc,

[ bundleDisplayMName String App Mame

[ bundleShertVersionString String 1.5.1

[ bundleVersion String 1.5.1

|— copyright String € 2015 Company, Inc.

|_ drmVersionMumber Mumber (Integer) 0O

[ fileExtension String .app

[ aameCenterEnabled Boolean False

[ gameCenterEverEnabled Boolean False

[ genre String Games

[ genreld Number (Integer) 6014

[ itermMame String App Mame

[ kind String software

|_ playlistArtisthame String Company, Inc.

[ playlisthame String App Mame

|_ releaseDate String 2015-11-18T03:23: 107

[ 5 MNumber {(Integer) 143441

|_ softwarelconMeedsShine Boolean False

|_ softwareSupportedDevicelds Array {1item)

[ softwareVersionBundleld String com.company.appid

[ subgenres Array (2 items)

[ versionRestrictions MNumber (Integer) 15843008

< >

Understanding the Plist Viewer




The table below summarizes the main components of the Plist Viewer

Component Description
Window Title Displays the current file opened in the Plist Viewer.
Search Controls to allow you to search the current Plist file.

Screen Capture Screen Capture controls.

Records List Displays a list of records contained in the Plist file.
Status Bar Displays the path information on the current item
selected.

Opening the Plist Viewer

The Plist Viewer can be accessed via the "Plist Viewer" icon in the "Viewers" group under the Start tab.

Viewers
™, 1 — | S |
Lo lr—
File and Hex Memom Viewer  Raw Digk Wiewer  Regizty Wiewer File Sypstem SOLite DB Wb B
igwer Browszer Browszer

3 = B W U =

Email iewer ThumbCache ESEDE Viewer  Prefetch Viewer  $Uzndml Viewer Plist Viewer
igwer

System Artifacts 8 Passwords
TN 5= i i

Once opened, a file selection dialog will allow you to select a file from devices added to case or on the
current system itself.

When attempting to open a file with a known Plist file extension using the internal viewer, the user may
be given the option to open the file using the Plist Viewer instead.

Usage

Once the plist file is opened, the list is populated with the contents contained in the property list. The
four columns of the Plist viewer are Checkbox (for selecting/unselecting), Key, Key Type, and Key
Value. The possible Key Types are: String, Boolean, Date, Data (binary), Number (Integer or Real) and
collection types (Dictionary or Array). For collection types, it will display the number of immediate child
items it contains for the Key Value. For a Key of Array type, the child items' keys does not actually have
names, but are automatically given Key names of the format "ltem n" where n is the index of the item
starting with zero.

ltems of type Data, the Key Value will only show the first 64 hex character representation of the binary
data. A single left click will open a quick data preview window. A double left click will open the data in the
internal viewer window.




Unique Identifier
iBooks Data 2
iTunes Files
Tunes Settings

.

Tunes Version

String
Data

Dictionary
Dictionary
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When checking an item with child elements, the children will also be selected. There are three visual

states for the checkbox: checked, unchecked, mixed-checked. Selecting a child item will automatically
check the parent item. Parent items with some children selected and unselected will display the mixed-

checked checkbox.

Search

To perform a simple text search of all records in the list, enter a search term and click 'Search’. The
default will search the for matching text in the Keys. To search for text in the Values, check the Values
checkbox. Note: Text search will not search elements with Data Key Types.

Right-click Menu

'It Copy node value

it Copy Row

i Add selected iterns to case...

ar Export selected iterns to *

E|

u Select All Ctrl+4&
Check/Uncheck Space

Copy node value

LB Sy o e |

oA A

Copy the Key's Value to the clipboard

Copy Row

Copies the entire row as text to the clipboard

Add selected items to case...
Adds the list of selected records to the case as a CSV file

Export selected records to

txt

Saves the list of selected records to a text file

html

Saves the list of selected records to an html file




CSsVv
Saves the list of selected records to a CSV file

XML Plist
Saves the list of selected records to a XML Plist file

Select All
Select all of the records in the plist file

Check/Uncheck
Check/Uncheck all selected items.

The Program Artifacts module collects program artifact traces left by applications. This includes artifacts
from the Windows Prefetcher or AmCache hive which can be viewed in the Prefetch Viewer and
AmCache Viewer.

“:J‘ Program Artifacts Viewer FE2
Prefetch Viewer AmCache Viewer
Device to Scan: |C:\ [

Applications  Short Cuts  Device Containers  PnPs  Drivers  Install Dir Files
Program Name Root Path Version | ™
Microsoft. Windows.Apprep.Chedpp  C\Windows\SystemAppsiMicrosoft Windews.AppRep. ChxApp_owinh2toyewy 1000.19041.102...
Microsoft. Windows.CapturePicker  C\Windows\SystemAppsiMicrosoft. Windews. CapturePicker_cw3n1h2toyewy 10.0.19041.1023
Microsoft.Office.OneMote C:\Program Files'\WindowsAppsiMicrosoft. Office.OneMote_16001.14326.20838.0_...  16001.14326.20... 1
Microsoft Visual C++ 2019 X64 Mi... C\ProgramData\Package Cache\{EECDD137-13DA-46ED-ADAD-BDFYFEBEG3BSv...  14.28.29913 |
Microsoft Edge Update 1.3.165.21
Microsoft OneDrive chUsers\Passmark\AppData\ Localmicrosoft' Onelrive\22.141.0703.0002 22,141.0703.0002 |
Micrnenft. WehMediaFytensinne A\ Proaram Filect Windnwebnnc Micrnenft. WehMediaFxtencinne 1.0.472192.0 «A4...  1.0.42182.0 ¥
< >
Registry Key
Value Data 2
Programld 00000bc19da022eb94deca75a727bb15c201 00000904
Programinstanceld 0000da3%a3ee5ebbdb0d3255bfef956018%90afdB0709
Mame Microsoft Visual C++ 2019 X64 Minimum Runtime - 14,28.29913
Version 14,28.29913
Publisher Microsoft Corporation
Language (00000409 (1033)
Source Mesi
Type Application
StorefppType
MsiPackageCode {2850758A-D254-435A-9CC0O-BI5BOSSEIDDO}
MsiProductCode {EECDD137-13DA-46ED-ADAD-BDFTFEBEGSEA]
HiddenArp (0000000 (1)
InboxModernApp (s ODO000O00 (0) W
<

5.25.1 Prefetch Viewer

The Prefetch Viewer module allows the user to view the potentially valuable forensic information stored by
the operating system's Prefetcher. The Prefetcher is a component that improves the performance of the




system by pre-caching applications and its associated files into RAM, reducing disk access. To facilitate
this, the Prefetcher collects application usage details such as the number of times the application has

been executed, the last run time, and any files that the application uses when it is running. Using this
information, forensics investigators can uncowver suspect's application usage patterns (eg. "Cleaner"
software used recently) and files that have been opened (eg. documents).

Prefetch Viewer  AmCache Viewer

Device to Scan: |CiY

T‘-:J‘ Program Artifacts Viewer

Application Name Fun Count  File size Prefetch File Prefetch Hash Last Run Time ™
BACKGROUNMDTRAMNSFERHOST.EXE 4 34.37KB BACKGROUMDTRANSFERHOST.EXE-621... 621DBAFS 30,05/2022,
BIT.EXE 3 113.3KB BIT.EXE-ADOBOSEC.pf ADOBOSEC 30,05/2022,
BITWINDOWS,.EXE 1] 27.19KB BITWINDOWS.EXE-D18E3A5D. pf D18E3ASD 30/05/2022,
BYTECODEGEMERATOR.EXE 1] 33.20KB BYTECODEGENERATCOR.EXE-FES38A53.pf  FBI38A53 16/06,/2022,
CMD.EXE 1] 10,43 KB CMD.EXE-0BD 3098 1.pf BD30981 16/06/2022,
COMPATTELRUNMNER..EXE 1] 3.71KB COMPATTELRUNNER . EXE-B7AGBECC.pf B7AGSECC 16/06,2022,
COMREG.EXE 1] 28.04KE COMREG.EXE-B18E07FD.pf B18EQ7FD 30/05/2022,
CONHOST.EXE 1] 23.69KB CONHOST.EXE-0C6456FB. pf CE456FB 17/06/2022,
CONSENT.EXE 3 423.3KB CONSENT.EXE-40413367.pf 40419367 16/06/2022,
CSRE5.FYF n 19. 27 KR CSR&5.FXF-F3C36R0CR. nf FAC3RACH INNSIA022. ~
£ >
Mapped Files  Mapped Directaries

File Mame File Path 2

SMFT WOLUME{D1d8747517d435be-el17dbB4 P SMFT

ADVAPIZ2.0LL WOLUME{01d8747517d435be-e017dbB4PWINDOWS\SYSWOWENADVAPI32.DLL

APPHELP.DLL WOLUME{01d8747517d435be-e017dbB4PWINDOWS\SYSWOWENAPPHELP.DLL

BITWINDOWS.EXE SWOLUME{01dB8747517d435be-el17db84 USERS\PASSMARI\DOWMNLOADS\BITWINDOWS.EXE

BITWINDOWS. TMP SWOLUME{01dB8747517d435be-eD17db84 WUSERS\PASSMARK\APPDATAN\LOCALVTEMPAIS-ESPFB. TMPAB
COMBASE.DLL SWOLUME{01d8747317d435be-e017dbB4PWINDOWS\SYSWOWEN COMBASE.DLL

COMCTLI2.DLL WOLUME{01dB8747517d435be-e017dbE84 WINDOWSYWINSXS\ X86_MICROSOFT.WINDOWS,COMMON-
GDI32.0LL SWOLUME{01d8747517d435be-e017db34PWINDOWS\SYSWOWENGDIZ2.DLL

GDI3ZFULL.OLL WOLUME{01d8747517d435be-e017db34WWINDOWS\SYSWOWENGDIZ2FULL.DLL

IMM32.DLL SWOLUME{01d8747517d435be-e017db34PWINDOWS\SYSWOWENIMM32.DLL

KERMEL32.DLL SWOLUME{01d8747517d435be-e017db 34 PWINDOWS\SYSTEMI2Z\KERMEL32.DLL

KERMEL32.DLL SWOLUME{01d8747517d435be-e017db34PWINDOWS\SYSWOWENKERNELI2.DLL

VCDKICI 27 M1 RALDN AU TIKACTN AR TATE1 TAAIC L - AN TALDATVIANRINAOIAICLV CWCTORAI N CAL [ ICAVWEDRICI 27 DL KAL N A
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Right-clicking an application entry brings up the following menu:

Copy selected row(s)

Export selected rows to CSV...

Add selected rows to Case...

Export List to C5V...
Add List to Case...

Copy row(s)

Copies the selected prefetch item details to clipboard

Export selected rows to CSV...
Export the selected prefetch items to a CSV file




Add selected rows to Case..

Add the selected prefetch items to case as a CSV file

Export List to CSV...

Export the list of prefetch items to a CSV file

Add List to Case...

Add the list of prefetch items to case as a CSV file

After selecting an application, the list of mapped files and directories used by the application is

displayed.
Mapped Files

Mapped Files  Mapped Directories

File Mame

SMFT
ADVAPI32.DLL
APPHELP.DLL
BITWINDOWS.EXE
BITWINDOWS. TMP
COMBASE.DLL
COMCTLI2.DLL
GDI32.0DLL
GDIZZFULL.DLL
IMM32.0LL
KERMEL32.DLL
KERMEL32.DLL

WEDRICI 27 M1 RALT
<

File Path

WOLUME{D1d8747517d435be-e017db84 1 SMFT

WOLUME{D1d8747517d435be- 01 7dbB84 A WINDOWS\SYSWOWeS ADVAPIZ2.DLL
WOLUME{D1d8747517d435be-e017dbB4 N WINDOWS\SYSWOWES APPHELP.DLL
WOLUME{D1d8747517d435be-e017db84 1\ USERS\ PASSMARIADOWNLOADS\BITWINDOWS.EXE
SWOLUME{D1d8747517d435be-e017db 841\ USERS\PASSMARKNAPPDATANLOCALNTEMPYIS-E3PFE. TMPLE
SWOLUME{01d8747517d435be-e017db B4 WINDOWS\ SYSWOWEN COMBASE.DLL
SWOLUME[DTd8747517d435be-e01 7db 84 WINDOWSWINSXSK36_MICROSOFT.WINDOWS,COMMON-
SWOLUME{01d8747517d435be-e017db 34 M WINDOWS\SYSWOWEGDIZ2.DLL
SWOLUME{01d8747517d435be-e017db 34 R WINDOWS\SYSWOWEM GDIZ2ZFULL.DLL
WOLUME{01d8747517d435be-e017db 84 WINDOWS\SYSWOWEMNIMM3Z.DLL
WOLUME{01d8747517d435be-e017db 24P WINDOWS\SYSTEM3Z\KERMELI2.DLL
SWOLUME{01d8747517d435be-e017db 34 WINDOWS\SYSWOWEMKERMELI2.DLL

LU T IRACTN A0 FATEA TAAIC L~ 0 TALCATVANRINMIAICY CVCTCRAI T ER] 1 ICUWEDRICI 27 MU KALT

This list view contains a ten-second snapshot of the list of files that were used by the application while
executing. This includes the binary itself, associated system DLL files and files opened by the user
using the application (such as document files for Microsoft Word). Forensically, this can rewveal files of
interest that were opened by the application (eg. document, image, e-mail files) and file paths that may
have been hidden or no longer exists.

Right-clicking a file entry brings up the following menu:

I Open with Internal Viewer
Open Containing Folder
Copy selected row(s)

Export selected rows to CSV...

Add selected rows to Case...

Export List to C5V...
Add List to Case...

Open with Internal Viewer

Attempts to locate the file on the drive and open it using the Internal Viewer.
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Open Containing Folder
Attempts to open the parent folder of the selected file

Copy selected row(s)
Copy selected file entry details to clipboard

Export selected rows to CSV...
Export selected file entry details to a CSV file

Add selected rows to case
Add selected file entry details to case

Export List to CSV...
Export the list of mapped file entries to a CSV file

Add List to Case...
Add the list of mapped file entries to case as a CSV file

Mapped Directories

Mapped Files Mapped Directories

Yolume Path o

\WOLUME{01d8747517d435be-e017db84]} [Volume Senial No: ED17DBE24 created on: 31/05/2022, 8:32:06]
\WOLUME{01d8747517d435be-e017db34 W USERS
WOLUME{D1d8747517d435be-e017db34 1\ USERSWPASSMARK
\WOLUME{01d8747517d435be-e017db 84 M USERS\PASSMARINARPDATA
\WOLUME{01d8747517d435be-e017db 24 M USERS\PASSMARIAPPDATANLOCAL
\WOLUME{D1d8747517d435be-e017db34 1 USERS\PASSMARKVAPP DATANLOCALVTEMP
\WOLUME{01d8747517d435be-e017db 34\ USERS\PASSMARICAPP DATANLOCALNTEMPYIS-E3PFB. TMP
WOLUME{D1d8747517d435be-e017db34 W USERS\PASSMARKA\DOWNLOADS
\WOLUME{D1d8747517d435be-e017db 34 WINDOWS
WOLUME{01d8747517d435be-e017db 24P WINDOWS\APPPATCH
\WOLUME{01d8747517d435be-e017db 24P WINDOWS\GLOBALIZATION
\WOLUME{01d8747517d435be-e017db 24P WINDOWS\GLOBALIZATION\SORTING

VLA L IRACTOA A0 TFATEA TAAICL ~ AN TALBATOATIRIMALA IS CWCTERAD Y

This list view contains a list of directories and corresponding volumes that were accessed by the
application while executing. This can be used to identify volumes and directory paths that may have been
hidden or belonged to a removable disk.

AmCache Viewer

The AmCache Viewer module allows the user to view the potentially valuable forensic information stored
in amcache registry hive. The AmCache hive stores metadata from programs installation and execution
on Windows 7 and later machines. The AmCache hive keeps artifacts related to applications such as
timestamps of creation and last modification of any application; name, description, publisher name and
version of applications; execution file path, SHA-1 hash of executable files etc. These artifacts may
persist even after the applications have been deleted from the system. The default location of the
AmCache hive can be found on the system drive <system drive>:
\Windows\appcompat\Programs\Amcache.hve.




“j Program Artifacts Viewer
Prefetch Viewer AmCache Viewer

Device to Scan: | C:) ~

Applications  ShortCuts  Device Containers PrnPs  Drivers  Install Dir Files

Program Name Root Path Version p A

microsoft.windowscommunicatio..  Ch\Program Files\WindowsApps\microsoft.windowscommunicationsapps_16005....  16005.11629.20... C

Microsoft Visual C++ 2019 X64 Mi... Ch\ProgramData\Package Cache\{EECDD137-13DA-46ED-ADAD-BDF7FBBEGSBAV..,  14.28.29913 I

Microsoft Edge ChAProgram Files (x36)\Microsoft\Edge\Application 101.0.1210.53 I

Microsoft.WebMediaExtensions ChAProgram Files\WindowsApps\Microsoft. WebMediaExtensions_1.0.42192.0_x64...  1.042192.0 C

Microsoft.DesktopApplnstaller ChAProgram Files\WindowsApps\Microsoft. DesktopApplnstaller_1.0.30251.0_x64__... 1.0.30251.0 C

Microsoft.Xbox. TCUI ChProgram Files\WindowsApps\Microsoft. Xbox. TCUI_1.23.28002.0_x64_ 8wekyb3... 1.23.23002.0 C

Microsoft.Windows.Search CAWindows\SysterApps\Microsoft. Windows. Search_cw5n Th2toyewy 1.14.2.13041 C

Microsoft.ZuneVideo ChAProgram Files\WindowsApps\Microsoft. ZuneVideo_10.19071.19011.0_x64_ 8w... 10.19071.19011.0 C v

< >

Registry Key

Value Data e

Programld 000019417 eabbbeldef936e35fa51cd16dEbODDOFFT

Programlinstanceld 0000faledae738c093ffladdadadc39fb440cd5bdf48

Name Microsoft Edge

Version 101.0.1210.53

Publisher Microsoft Corporation

Language OxD0DOFFFF (65533)

Source AddRemoveProgram

Type Application

StorefppType

MsiPackageCode

MsiProductCode v

e PR -
Applications

Contains metadata about EXEs if they are shimmed or executed and have a GUI or if they are in
scanned directories. It also records metadata about EXE and SYS files if they were created on
the system following a program installation.

Shortcuts
List LNK files found on the computer.

Device Containers
List of physical devices that were plugged into the system.

PnPs
List of plug and play devices that were plugged into the system.

Drivers
Contains metadata about driver files installed on the system.

Install Dir Files

List contains files found in the <system drive>:\Windows\appcompat\Programs\Install directory. This

folder contains TXT files that records the installation of some programs, it is unknown why some

Help




programs do not have text file created. For setups that may install multiple EXE installed, a file is
created for each whose filenames respectively starts with INSTALL 0000, INSTALL_0001 and
INSTALL_##H## and one main file, INSTALL_ffff. These files list a wealth of information such as all the
files that were installed along with the program. A tab is created for each ##H# file.

INSTALL_0003_a43255e-d90b-4956-a23c-02ae42525005. 0t INSTALL i s43

Pesubsystem=2

CroChecksum=0x%a290720

FileSize =0x0000000006D2FE00

LangMame=osf.exe

OneProcess=1

rAsiDetected=0

FileCreate=CA\Program Files\OSForensics\osf22.exe
FileCreate=ChProgram Files\OSForensics\osfd.exe
FileCreate=CAProgram Files\OSForensics\Wshad owsP.exe
FileCreate=ChFrogram Files\OSForensics\OSForensics.exe
FileCreate=Ch\Program Files\O5Forensics\WShadowWs03.exe
FileCraate=C)\Program Files\OSForensics\WShadowVistal2.exe
FileCreate=ChProgram Files\OSForensics\W3hadowvistats.exe
FileCreate=CAProgram Files\OSForensics\FireFoxHelper3z2.exe
FileCreate=C)\Program Files\O5Forensics\FireFoxHelpersd. exe
FileCreate=CAPro gram Files\OSForensics\O5F_Help.exe

Registry Key
After selecting an entry in the list (Applications, Device Containers, PnPs or Drivers), the corresponding
registry key values are displayed.

The Raw Disk Viewer module allows the user to analyze the raw sectors of all devices added to the
case, along with all physical disks and partitions (including mounted images) attached to the system.
This module provides the ability to perform a deeper inspection of a drive, looking beyond the data stored
in the file system's files and directories. Performing this level of analysis may be required if information of
interest is suspected to be hidden within the raw sectors of the drive, which are not normally accessible
via normal operating system mechanisms (eg. free clusters, file slack space).




270

OSForensics

Q Raw Disk Viewer Help
Device to Scan: | Drive-C: [Logical Drive {(Forensics Mode) {NTFS}] ~ | Config...

Actions

Type search string or hex value (eg. OxDEADBEEF) and press Enter to search Search

] i 012345670 9AECDEF ~

0=0000000000000000  EB52904E54465320 2020200002080000 .R.NTFS  .....
O=0000000000000010  0000000000F80000 3FOOFFOOO00AGO0300 .. ... ... P
O=0000000000000020  0000000080008000 8CEZE30300000000 . . .. ... ... ......
D=0000000000000030  00000COANO000000 0200000000000000
O=0000000000000040  F600000001000000 §4DE17E01418E0BL
0x0000000000000050 0 ) 07

0x0000000000000080

0x0000000000000070

0x0000000000000080 Carve Selection...

0x0000000000000090 _

0x0000000000000040 89 Carve Selection to Case... .
0x=00000000000000B0  OF00CL2E( View Selection in Internal Viewer... 3 +.
0=00000000000000C0  66FFO6L1O e TR
0x00000000000000D0  4BO02BCET - £ u—
0=00000000000000E0 6631FB544 Create Tag from Selection... £y
0x=00000000000000F0  6807BBLGH Manage Tags £SESE
0=0000000000000100 551616166 EN
0x0000000000000110  0A13B9F6M Search... L f
0x0000000000000120 066641110 fh..
D=0000000000000130 006650065 dmplio ...B. ..
0x0000000000000140  00161FGEE . [ZEYET.
0x0000000000000150  0F3216006 View Disk Info...
0x=0000000000000160  0E16007SE View Data Decode...  h.......
0x0000000000000170  A1FADLESA Ry
0x=0000000000000180  B40EBBO7A FET T LA di
0x=0000000000000130  736B20726 rror oo
0x0000000000000140 637572726 Select Sector BOOTHGR
0x=00000000000001B0 206973206 essed .
0x00000000000001C0  DAS072657 Select Cluster rl+hlt+
0x00000000000001D0  44656C207 Select All start . .
0x00000000000001ED  ooOOOOOOG — —
0x=00000000000001F0 000000004 CopyHex ... L E—
0x0000000000000200 070042004 H.G.K.
0=0000000000000210 040024004 CopyASCH %
0=z0000000000000220 aooooooNoO0o0oOoN oo0o0oNooooooooo . L
A=AAAOannnnnnnn2 30 NAOAAAAAAANANANAANAN AAAAAAAANAAAANANN w7

Dx0000000000000053 - 0x00000000000000A5 (82 Bytes) Selected

To view the raw sectors of a drive, the user selects the device from the Device to scan drop-down box.

Recowered partitions, if found on the disk, can also be selected.

Config ...

Opens a dialog to configure the display settings of the viewer.
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Raw Disk Viewer Configuration

Arrange by

(Byte (Oword ()Double (®) Quad

Range limits

Min Sector: | 0 |

Max Sector: | 62120588 |

Auto-highlighting

File headers
[] Graphic files []pocument files
[J Archive files [Jweb documents

File system objects

[]Free space Files
System files [ pirectories
Slack space [ Alternate streams

Cancel Apply

Arrange by - Adjust how bytes are grouped on the viewer (1, 2, 4, 8 bytes respectively) .
Range limits - Configure the minimum and maximum sectors viewable on the currently selected drive
Auto-highlighting - Toggle auto-highlighting of bytes of interest

File headers

e Graphic files - gif, jpg, png, bmp
e Archive files - zip

e Document files - pdf, rtf

e Web documents - html

File system objects

e Free space - unallocated clusters of a partition

System files - bytes internal to the disk/partition for bookkeeping/management purposes (eg.
MBR, MFT)

Slack space - allocated space unused by the file or volume

Files - bytes occupied by files

Directories - bytes used by directories to store indexing information

Alternate streams - bytes occupied by files' alternate stream(s) (NTFS only)

Actions / Right Click Menu

Carve selection...
Sawe the selected bytes into a file. If no selection is made, the current cluster is saved.

Carve selection to Case...
Sawe the selected bytes into a file, then add to case.

View Selection with Internal Viewer...




View the selected bytes in the OSForensics Viewer. If no selection is made, the current cluster is
viewed.

Create tag from selection...
Create a tag with the selected offset range. If no selection is made, a dialog prompting the user to create
a tag is displayed.

Manage tags
Opens the tag window for managing the tags on the drive

Search...
Opens a search window for locating hexadecimal/text patterns on the drive

Jump to ...
Allows the user to jump to a particular location on the raw disk.

Jump to
| | @by
(®) Offset (® Decmal () Hex () Sectar
_JLCN
From: | Beginning -
Partition
(_JFile
(I File Records
Cancel

Offset - Jump to the specified byte, sector, or logical cluster number (LCN) offset.

From - Specifies where (beginning of disk, current position or end of disk) to jump from when
selecting byte or sector offset. A negative value (eg. -4096 in Dec., or -1F84 in Hex) will jump
backwards from the current Jump From selection.

Partition - (Physical disks only) Jump to the start of the specified partition

File - (Valid file systems only) Jump to the starting cluster of the specified file on the partition




File Record - (Valid file systems only) Jump to the file record structure of the specified file on the

partition (eg. MFT record for NTFS file systems)

View disk info...
Opens a separate disk info window for displaying information about the current device.

View data decode ...
Opens a separate decode window for displaying information about the current position in the viewer

Select Range...
Prompts the user to enter a start and end offset to select

Select Sector
Select the sector that cursor is currently within

Select Cluster
Select the cluster that cursor is currently within

Select All
Select all bytes on the disk

Copy Hex
Copy the selected bytes as hex characters to clipboard

Copy ASCII
Copy the selected bytes as ASCII to clipboard

5.26.1 Search Window

The Raw Disk Viewer search window allows the user to perform searches on the raw sectors of the
current device. The search is performed sequentially from the first viewable sector of the device, with the
results being updated instantaneously in the search results table.




Search

Search Pattern:

Help

| blueprint

Find

Search Options

(O Hex

@ Text
ASCII JurF-s Unicode
[IMatch case [ ]wild character (2)

DREgular expressions | Preset Regular Expressions

Search Results:

Byte Offset Context Encoding Sector Partit... LCM File Object Type ™
Ox6326BEF i..brats. .blueprints, .blindfal ASCIT 203061 0 25382  Drive-C:\Jsers\Passmark\AppData'L... File
Ox632ES3E .bra'tac. .blueprint. .bleedin. . ASCIT 203124 0 25390  Drive-C:\Jsers\Passmark\appData'L... File
OxBEBF4CE idActivityBlueprint:return Flu ASCIL 390650 0 43831  Drive-C:\Users\Passmark\appDatalL... File
OxBEE9GTA idActivityBlueprint,g.a.Forms, ASCIL 390987 0 48873 Drive-C:\Users\Passmark\appDatalL... File
0xCaCRETB idActivityBlueprint:return Flu ASCIT 407035 0 50885  Drive-C:\Users\Passmark\AppDatalL... File
OxCaD4F3A idActivityBlueprint,g.a.Forms, ASCIT 407207 0 50900  Drive-C:\Users\Passmark\AppDatalL... File
0x127085EB idActivityBlueprint="Fluid Acti ASCIT 604228 0 75528  Drive-C:\Users\Passmark\AppDatall... File
Ox 12708603 idActivityBlueprint”,e.Forms=" ASCIT 604227 0 75528  Drive-C:\Users\Passmark\AppData'll... File v
Ao.4namannn s bo s AP meLia pomrr roarae n TSPt TR V- S R P e i
Search stopped (33 found) 144,.98MEB /s 1.1%

Search pattern
The search string to locate on the drive

Search Options

Hex

Search for a particular hex pattern on the drive. The hex pattern must be in byte increments, and
must contain only valid hexadecimal characters (0-9, a-f).

Text

Search for the specified text string on the drive

ASCII - If checked, search for the text pattern in ASCII

UTF-8 - If checked, search for the text pattern in UTF-8

Unicode - If checked, search for the text pattern in Unicode

Match case - If checked, the search will be case sensitive

Wildcard character (?) - If checked, a '?' in the search pattern will match any single character.

Wildcards cannot be used in conjunction with regular expressions.

Regular expressions - If checked, the search pattern shall be interpreted as a regular

expression. The regular expression pattern can be user-specified or selected from the list of

preset expressions. Regular expressions cannot be used in conjunction with wildcards. See

Regular Expressions for syntax information and examples.

Search Results




Displays (in real-time) all instances of the search pattern found on the drive. Double clicking on a result
will highlight the matching bytes in the Raw Disk Viewer. The maximum length of matching strings is 256
characters.

Byte offset - the starting byte offset

Context - the context (10 characters before and after) of where the pattern is found

Encoding - one of Hex, ASCII, UTF8, or Unicode

Sector - the starting logical sector

Patrtition - the partition number on the selected drive

LCN - the starting logical cluster number

File - (Partition only) the file which the found pattern belongs to. Note that this information is not

available for physical disks.

Object Type - any particular property of the allocated space containing the found pattern. (Eg. File,

directory, free space, slack space)

The Raw Disk Viewer regular expression search is a powerful tool for identifying patterns that match a

particular search specification on the raw device. The syntax and semantics of the search specifications
are similar to Perl 5 (but not completely compatible), as the PCRE library is used for regular expression
parsing and matching. The following is a quick reference of the supported regular expression syntax (as
taken from the PCRE man pages), as well as several examples of forensics-related regular expressions.

NOTE: The regular expression option for Precognitive Search in the Indexing module uses a different
syntax.

Basic Syntax

QUOTING
\x where x is non-alphanumeric is a literal x
\Q...\E treat enclosed characters as literal
CHARACTERS
\a alarm, that is, the BEL character (hex 07)
\cx "control-x", where x is any ASCII character
\e escape (hex 1B)
\f formfeed (hex 0C)
\n newline (hex 0A)
\r carriage return (hex 0D)
\t tab (hex 09)
\ddd character with octal code ddd, or backreference
\xhh character with hex code hh

\x{hhh. .} character with hex code hhh..

CHARACTER TYPES

any character except newline




276

OSForensics

\C
\d
\D
\h
\H
\N
\p{xx}
\P{xx}
\R
\s
\s
\v
\V
\w
\W
\X

one byte, even in UTF-8

decimal digit

character that is not
horizontal whitespace
character that is not
character that is not
character with the xx
character without the

newline sequence
whitespace character

"word" character
"non-word" character

JURSUIE IR U  TRE TR R R I VR )

mode (best avoided)

a decimal digit
character

a horizontal whitespace character

a newline
property
XX property

character that is not a whitespace character
vertical whitespace character
character that is not a vertical whitespace character

an extended Unicode sequence

GENERAL CATEGORY PROPERTIES FOR \p and \P

Cc
Cf
Cn
Co
Cs

Ll
Lm
Lo
Lt

L&

Nd
N1

Pc
Pd
Pe
Pf
Pi
Po
Ps

Sc
Sk
Sm
So

Other
Control
Format
Unassigned
Private use
Surrogate

Letter

Lower case letter
Modifier letter
Other letter
Title case letter
Upper case letter
L1, Lu, or Lt

Mark

Spacing mark
Enclosing mark
Non-spacing mark

Number

Decimal number
Letter number
Other number

Punctuation

Connector punctuation
Dash punctuation
Close punctuation
Final punctuation
Initial punctuation
Other punctuation
Open punctuation

Symbol

Currency symbol
Modifier symbol
Mathematical symbol
Other symbol

© 2022 PassMark™ Software



z1

Zp
Zs

Xan
Xps
Xsp
Xwd

CHARACTER CLASSES

QUANTIFIERS

?+
?7?

*+
* 7

++
+?

{n}
{n,m}
{n,m}+
{n,m}?
{n,}
{n, }+
{n, }?

Separator

Line separator
Paragraph separator
Space separator

Alphanumeric: union of properties L and N

POSIX space: property Z or tab, NL, VT, FF,

Perl space: property Z or tab, NL, FF, CR
Perl word: property Xan or underscore

positive character class
negative character class
range (can be used for hex characters)
positive POSIX named set
negative POSIX named set

alphanumeric

alphabetic

0-127

space or tab

control character

decimal digit

printing, excluding space
lower case letter
printing, including space
printing, excluding alphanumeric
whitespace

upper case letter

same as \w

hexadecimal digit

or 1, greedy

or 1, possessive

or 1, lazy

or more, greedy

or more, possessive

or more, lazy

or more, greedy

or more, possessive

or more, lazy

exactly n

at least n, no more than m, greedy
at least n, no more than m, possessive
at least n, no more than m, lazy

n or more, greedy

P P O OO OO O

Jay

n or more, possessive
n or more, lazy

ANCHORS AND SIMPLE ASSERTIONS

\b

word boundary

CR




\B not a word boundary
start of subject

\A start of subject
$ end of subject; also before newline at end of subject
\Z end of subject; also before newline at end of subject
\z end of subject
\G first matching position in subject

ALTERNATION

expr|exprlexpr...

Forensics Regular Expression Examples
URL

http\://[a-zA-20-9\-\.]+\.[a-2zA-Z]{2,3} (/[a-zA-Z0-9 \-\.]%*)

*

Matches:
¢ http://iwww.w3.0rg/2001/XMLSchema-instance
¢ http://icrl.microsoft.com/pki/crl/products/WinPCA.crl
e http://ocsp.verisign.com

Non-matches
o ftp:/fintel.com
¢ hitp://www.microsoft/

Email

(\w\.==1+@[\w\.-]+\.[\w]{2,3}

Matches:
e user@domain.com
e user@domain.jp.org
e user@domain.au

Non-Matches:
e user
e user@
e @domain

Credit Cards (AMEX, VISA, MasterCard)

((ANA{3}) 1 (5[1-51\d{2})) (=21\0407?) (\d{4} (-2[\040?)) {3}
M(3[04,71\d{2}) (=?1\040?2)\d{6} (-?1\040?)\d{5}

Matches:
e 3728-026478-55578
e 4056 1038 2489 4098
e 5259489765789863




Non-Matches
e 3056-1478-9785-8698

IP addresses

((011[0-91{0,2}12[0-91{0,1}12[0-4]1[0-9]1125[0-5]11[3-9]110
{0,1})\.){3}(011[0-91{0,2}12[0-91{0,1}12[0-4]1[0-9]25[0-
[3-9110-91{0,1})

-9]
51|

Matches
e 10.0.11
e 192.196.1.119
e 255.255.255.255

Non-Matches
e 001.010.0.0
e 192.168.01.119
e 256.257.258.259

US Phone numbers (Optional area code)

N (2[NAT{3}\) 2 [\s=12[\d] {3} [\s=-]12[\d] {4}

Matches
e (610)5647894
e 415-983-1066
e 525189 1658

Non-Matches
e (610)(415)9898
e 415-11-9898

Zipcodes
\d{5} (-\d{4})"
Matches
e 90654
e 00989
e 55145-1679
Non-Matches
e 90654-

e 55897-178
e 5987

US dates (mm/dd/yyyy or m/d/yy or m.d.yyyy)

([012[1-911[11[0-2])[./=1([012[21=-911([112][0-911[31([011])
( — —_

[./-1([0-9]1{4}|[0-9]1{2})
Matches
e 02.25.1980

e 12/30/2004




e 01/01/2011

Non-Matches
e 02--25--1980
e 12-55-2004
e 13/12/2011

5.26.2 Disk Info

The Raw Disk Viewer disk info window provides detailed information about the selected device.

Main Window

Partition Information
Partition Mo
Starting Sector
Total Sectors

Size

File System
Type
Label
Serial Murmnber
Cluster Size
Total Clusters

Disk Info =
Help
Disk Information
Disk Mo M A
Sector Size 512 bytes
Total Sectors 62120589
Size 29,62 GB

0
0
62120538
29.02 GB

MTFS

M/A
B4E01514E017DES4
4096 bytes
775073

Disk Information

Disk No

The physical disk number of the selected device. Note that this information is not available for

mounted images

Sector Size

The size of each sector in bytes

Total Sectors

The total number of sectors on the physical device. For mounted images, this is the number of

sectors on the volume.

Size

The size of the physical device. For mounted images, this is the size of the volume.




Partition Information

Partition No
The partition number on the physical device. For mounted images, this is always zero.

Starting Sector
The physical sector offset of the partition on the physical device. For mounted images, this is
always zero.

Total Sectors
The total number of sectors on the partition

Size
The size of the partition.

File System

Type
The file system type (eg. NTFS, FAT32)

Label
The volume label

Serial Number
The volume serial number

Cluster Size
The size of each cluster in bytes

Total Clusters
The total number of clusters in the volume

5.26.3 Data Decode Window

The Raw Disk Viewer data decode window provides detailed information about the current offset on the
selected device. This information is updated in real time as the cursor is moved in the raw disk viewer.




Cata Decode >

Mame Value

Current position

Physical Sector 0

Logical Sector 0

Cluster 0

Path Drive-CA\SBoot
File Number 7
Structure Type Jystem file
Data Interpreter

Unsigned (LE) 0

Signed |LE) 0
Unsigned [BE) 0

Signed (BE) 0

MTFS Filetime [BE)

FAT Timestamp (LE)

HFS+ Timestamp (BE)

UMNIX 32-bit Timestamp (LE)

ASCII 0

Unicode

Current Position

Physical Sector
The sector number on the physical device of the current offset

Logical Sector
The sector number on the partition of the current offset

Cluster
The LCN (logical cluster number) on the volume of the current offset

File

The file path of the file that owns the current cluster. Clicking on the file path will open Windows
Explorer to the location of the file. Note that this information is not available if the selected drive is
a physical disk.

Object Type

Any particular property of the allocated space that contains the current offset. (Eg. File, directory,
free space, slack space)

Data Interpreter

The Data Interpreter window parses the raw bytes into a human-readable format. Currently, there are two
views available: Data type interpreter and MBR interpreter.

Data Type Interpreter




This is the default mode of the Data Interpreter window.

Data Interpreter

Data Type Walue

Unzigned [LE] FP42357654680621 392
Sigred (LE) TT42357654620621 392
Unzigned [BE) AVA2037534831833707
Sigred (BE) A7A2037534831833707
ASCI Fazzhd ark

| Unicode mESE

Unsigned (LE)
The selected bytes interpreted as unsigned, little-endian encoded. Note that this information is
available only if 1-8 bytes are selected.

Signed (LE)
The selected bytes interpreted as signed, little-endian encoded. Note that this information is
available only if 1-8 bytes are selected.

Unsigned (BE)
The selected bytes interpreted as unsigned, big-endian encoded. Note that this information is
available only if 1-8 bytes are selected.

Signed (BE)
The selected bytes interpreted as signed, big-endian encoded. Note that this information is
available only if 1-8 bytes are selected.

NTFS Filetime (BE)
The selected bytes interpreted as a 64-bit, big-endian encoded NTFS file time. Note that this
information is available only if exactly 8 bytes are selected.

FAT Timestamp (LE)
The selected bytes interpreted as 32-bit, little-endian encoded FAT timestamp. Note that this
information is available only if 4 bytes are selected.

HFS+ Timestamp (BE)
The selected bytes interpreted as 32-bit, big-endian encoded HFS+ timestamp. Note that this
information is available only if 4 bytes are selected.

ASCII
The selected bytes interpreted as ASCll-encoded text. Note that this information is available only if
1-32 bytes are selected.

Unicode
The selected bytes interpreted as Unicode-encoded text. Note that this information is available
only if 2-32 bytes are selected.

Partition Table Interpreter
This mode is automatically enabled when the current offset is within the first sector of a physical disk (ie.
MBR). The partition table (MBR or GPT) is displayed in a human-readable format.




Data Interpreter . ‘.
MBR Field Walue it
Partition table format tBR
Disk zignature aC42ECTC
Fartition 0
Statuz I on-bootable
Partition type MTFS/HPFS fesFAT
Firgt zector [LBA] 128 1
Data Interpreter . ‘
FMBR Field Walle it
Partition table farmat GPT
Revizion 1.0
Header zize 92 bytes
Header Checksum O=E82E302F
Header LBA 1
Backup header LBA R2d287 1

Double-clicking on a LBA field will jump to the appropriate offset in the disk viewer.
5.26.4 Tag Window

The Raw Disk Viewer tag window allows the user to manage the tagged offsets on the selected device.

Tags x
Help
Title Category Offset Length {(bytes) Creation Date
7> MBR MNTFS Ox0 1 Monday, 1 August 2...
New tag... Delete Edit... Close

The details of all tags visible on the raw disk viewer is displayed in the list.

Tags are useful for marking offset ranges of interest on the drive so that it is readily accessible at any
time. tags are indicated by a tag icon, and square brackets to mark the beginning and end of the tag.
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T EES2904E54465320 2020200002080000 R.NTFS .. ..
oooooooo0ooFs0000 IFO00FFOO00AZO300 ........ T

POO0O030 ananonanannfeannn - R2RA 0200000000

|
11
|

1 Help
|

IE Title Category Offset Length (bytes) Creation Date

I % meR NTFS Ox0 1 Monday, 1 August 2...
]

]

]

]

]

]

]

]

]

]

]

]

1 MNew tag... Delete Edit... Close

]

no000180 E40EEBEO700CD10EE F2C30D0A41206469 ... ... ... . A di

736B207265616420 B572726F72206F63 sk read error oc

New Tag
Opens a dialog for specifying the properties of a new tag.
Create Tag
Tag title
Category
| Choose an existing cateqory or enter a new cateqaory e |
Start offset | 68 | @Byte
() sector
End offset | EB | ol
() Dedmal (®) Hex
Cance

Tag name - The name of the tag

Start offset - The starting offset of the tag

End offset - The ending offset of the tag

Delete

Delete the selected tag.

Edit ...

Change an existing tag's name and/or type.
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5.27 Registry Viewer

OSForensics includes a built in registry viewer to display the contents of registry hive files and has
options to copy value names, data and to export registry keys and their sub keys to a text file.

¥ OSForensics Registry Viewer
File Search

=i~ IR
Filename: Drive-C:\Windows\System32\Config\SOFTWARE

Current Key: Microsoft\Windows\CurrentVersion\Setup\WindowsFeatures\WindowsMediaVersion
Key Edit Time: 10/05/2018, 7:45:03

RunOnce -
Search
SecondaryAuthFactor
SecureAssessment
Security and Maintenance
SettingSync
Setup
DP1
ImageServicingData
+ OC Manager
OOBE
* PnpLockdownFiles
+ PrpResources
State
r Sysprep
+ SysPrepExternal
- WindowsFeatures
v
Fhaocadd snsan

L4 >

| (Default) REG_SZ
| Version

- -

Mame Type Data

12.0.17134.48
REG_BINARY 00000C 000040 1B 27

- O H

Help

Right clicking on an item in the list view will allow you to copy the value's location (full key name and the
value name), value data and to add the item to a save as a HTML os CSV formatted document.

Opening a Registry File

Clicking the "Registry Viewer" icon on the Start tab of OSForensics will open a dialog that will allow you
to pick a registry file to open. When a drive is selected, the known locations of registry files as well as
the root directory are scanned. Any registry files found will be displayed. If you have a collection of
registry files in another location you can use the "Browse" button to navigate to their location and open

them.
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¥ Select registry hive file to open
Select Drive Files found on selected drive
i\ ~| | File Size
Browse C:\Windows'\System32\Config\DEFALLT MfA
= C:\Windows'\System32\Config\SAM N/
C:\Windows\System32\Config\SECURITY M/
C:\Windows\system32\Config\SOFTWARE M
C:\Windows\System32\Config\SYSTEM M/
C:\Users\Default\NTUSER.DAT 256.0 KB
C:\Users\Default User \WTUSER.DAT 256.0 KB
Usage
Right-click Menu

Registry Key Tree View
Right-clicking a registry key in the tree view brings up the following menu:

Export key to disk...
Add key to Case...

Export key to disk...
Sawe all values of the selected key as a CSV/HTML list

Add key to Case...
Sawe all values of the selected key as a CSV/HTML list and add to the case

Export report to disk...
Generate a CSV/HTML report of the selected registry hive. Supported registry hives include
SOFTWARE, SYSTEM, SAM, and NTUSER.dat.

Add report to Case...
Save a CSV/HTML report of the selected registry hive to the case. Supported registry hives include
SOFTWARE, SYSTEM, SAM, and NTUSER.dat.

Registry Key Values List View
Right-clicking a registry key value in the list view brings up the following menu:




= Sk A e e R
" Show binary data in Hex

Show binary data in ASCII
Show binary data in Unicode

Add to Case
Copy Value Location

Copy Data

Show binary data in Hex
Display all registry data of type REG_BINARY in hex format

Show binary data in ASCII
Display all registry data of type REG_BINARY in ASCII format

Show binary data in Unicode
Display all registry data of type REG_BINARY in Unicode format

Add to Case
Sawe all values of the current key as a CSV/HTML list and add to the case

Copy Value Location
Copy the selected registry value location to clipboard

Copy Data
Copy the selected registry value data to clipboard

Search
To search for a string pattern in the registry, open the 'Search' menu and select 'Find...". In the dialog (as

shown below), you can specify a search term, whether keys, values and/or data are matched, and
whether the whole search string must be matched.

¥ Find X
Search For: | | |
Search:
[ ] Match whole string only

Keys

o

;'3':;5 Cancel

a

Once the search parameters are specified, click 'Find' to locate the next registry item that matches
these parameters. You can also repeat the previous search by selecting 'Find Next' under the 'Search'
menu
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Go to Key

To jump to a particular key in the registry, open the 'Search' menu and select 'Go to Key...". Enter the
desired key, then click 'Find' to select and highlight the key in the Registry Viewer.

M Goto key X

Go to key: | |
C:\Windows\System32\Config\DEFALULT

Cancel

Exporting

To export a registry key, or entire file, open the "File" menu and select the "Export to text..." option.

% Export Registry File >

() Entire registry file
(®) selected key

Indude all subkeys

Expart filename

| Browse...

Export Cancel

Exporting a registry key

5.28 Remote Acquisition

Remote Acquisition refers to the process of collecting forensics artifacts from machines connected to the
network, without the need to perform manual, on-site live acquisition. The ability to perform simultaneous
collection of digital evidence over the network greatly reduces the investigation time over offline methods.

OSForensics provides a step-by-step module to initiate simultaneous Auto Triage operations on remote
machines.
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OSForensics

_1 Remote Acquisition

Help

Load/Save ¥

Step 1: Install DSForensics to shared netwark drive (or pick location of existing install)

Network Path [\\MSI\test\ ] instal

Step 2: Configure Auto Triage options

() Default options (®) Custom options (Config...)

Scan options

Process List ~
Physical Memory Dump

User Activity Scan

Password/Login Scan

System Information

File: Listing

List of Deleted Files h

Step 3: Enter Remote PC credentials

Machine name/IP Domain [optional)  Usemame Password (optional)

| | | | Add
[JUse local account credentials
Remote PC Domain Usemame Password Status
REMOTEPCI <Local account>  <Local account>  Idle
REMOTEPC2 passmark s Idle
REMOTEPC3 domain passmark, B Idle
Acquire

Step 1: Install OSForensics to shared network drive

To enable acquisition of forensics artifacts on remote machines, a network install of OSForensics
Portable must be accessible on the remote machine.

Once a network share is enabled, browse to the network path of where OSForensics Portable shall be
installed. Click 'Install' to Install OSForensics Portable.

Step 2: Configure Auto Triage options

The types of forensics artifacts to be collected on remote machines can be configured in this step.

To collect a default set of forensics artifacts, select 'Default options'. Otherwise, select 'Custom options'
then click on 'Config...' to configure Auto Triage Options.

Step 3: Enter Remote PC credentials
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Next, enter the list of remote machines that collection of forensics artifacts shall be performed on.

Machine name/IP
Name of IP address of the Windows machine accessible on the network. Omit the initial
backslashes (eg. \REMOTEPC1) from the input.

Domain
Domain where the machine is located in. This field can be omitted if the machine does not belong
in a domain.

Note - Machines not belonging to a domain will require specific registry permissions to be
enabled. See Troubleshooting Connection Issues for instructions.

Username
The user name of an account with Administrator access on the machine

Password
The password associated with the account (if set).

Use local account credentials
Use the current user on the local machine's credentials (ie. the user session currently running
OSForensics) to access the remote machine.

Step 4: Press Acquire to initiate Remote Acquisition

To troubleshoot connection or permission issues, See Troubleshooting Connection Issues.

Network Drive Setup

There a several methods to create a shared network drive, some methods include:

Shared folder
Create a new folder on the machine to host the shared folder, then right-click and go to 'Properties’ and
to the 'Sharing' tab.
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OSFTest Properties pd

General Sharng Securty Previous Versions Customise

Network File and Folder Sharing

OSFTest
Shared

Network Path:
\\ I C S Test

Advanced Sharing

Set custom permissions, create multiple shares and set other
advanced sharing options.

® Advanced Sharing...

Password Protection

People must have a user account and password for this
computer to access shared folders.

To change this setting, use the Network and Sharing Centre.

Close Cancel Apply

Then click on 'Advanced Sharing...' then check 'Share this folder'
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Advanced Sharing X

Share this folder
Settings
Share name:

OSFTest v

Add Remove

Limit the number of simultaneous users to: 20

4k

Comments:

Permissions Caching

Click 'OK' then 'Close'. Then go to the machine to be remote into and check that the folder being shared
can be accessed.
Enter credentials for host of the shared folder if required.

You can also change the share so everyone can access without credentials by going to the abowe
properties window and click on 'Share...' to open the Network Access window:
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3 Network access

Choose people to share with

Type a name and then click Add, or click the arrow to find someone.

Name Permission Level
$2 Administrators Owner
52 Everyone Read/Write ¥
I'm having trouble sharing
GShare Cancel

And in the drop-down menu, select 'Everyone’, and 'Add'. Then change the Permission Lewel to
'Read/Write' using the down arrow in the same column.

Network-attached storage (NAS)
If you have a NAS, you can create a network folder/drive following the instructions provided by the
manufacturer and make sure that both the host and remote machines can access the folder.

5.28.2 Troubleshooting Connection Issues

I get an error when my login credentials does not require a password

For security reasons, Windows does not allow remote access with a blank password by default, even if it
is permitted when logging in locally.

The obvious workaround is to set a password for the account. Otherwise, this security setting can be
disabled as follows:

1. Press Windows+R to open the “Run” box. Type gpedit.msc, and then press ENTER

2. Navigate to Computer Configuration > Windows Settings > Security Settings > Local Policies
> Security Options

3. Change Accounts: Limit local accounts use of blank passwords to console logon only to
Disabled

I get an "Access Denied" error even though my login credentials are correct




This may occur If the remote machine is not under a domain. In Windows Vista or newer, User Account
Control (UAC) restricts remote access using an account from the local Administrators group. This is a
security mechanism which prevents remote attacks from malicious parties with login credentials for a
local Administrative account. This mechanism is described in further detail in the following article:

User Account Control and remote restrictions - Windows Server | Microsoft Docs

UAC restrictions do not apply if it is a domain user with Administrative access.
To disable UAC restrictions on the remote machine, the following steps need to be performed:

4. Press Windows+R to open the “Run” box. Type regedit, and then press ENTER
5. Navigate to the following registry key

HKEY_LOCAL_MACHINE\SOFTWARE\Microsoft\Windows\CurrentVersion\Policies\System

6. Locate the LocalAccountTokenFilterPolicy registry entry. If it doesn't exist, create one by opening
the right-click menu and selecting New > DWORD (32-bit) Value

7. Double click LocalAccountTokenFilterPolicy to modify the value

8. Type 1 in the Value data field

9. Exit Registry Editor

| see the remote machine under Network but get "Remote PC not found" error

Remote Acquisition requires File and Printer Sharing to be enabled. This can be found under Network
and Sharing Center > Advanced sharing settings.

To support workflow automation of common or complex forensic tasks, scripts can be developed and
executed in the Script Player to automate OSForensics discovery and analysis tasks. By deweloping and
maintaining scripts as part of the forensics workflow, standard tasks and procedures can be repeated by
any investigator in order to boost efficiency, minimize human error and reduce training costs. Scripts are
written using the Python language, and can access OSForensics analysis via the OSForensics Python
APl implemented as a Python module.
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OSForensics

i OSF Script Player

9 EmE@ 2D~

untited.py* ¥ I

Help

1 import osf A
2 import time
3
4 # Start file name search on default case drive
5 osf FindFileStartScan('Drive-C:\\Windows\\System32")
b
7 # Wait for search to complete
8 results = []
9 while osf.FindFileGetResult(results) == False:
10 time.sleep(2)
11
12 # Keep track of number of files per file type
13 data={
14 for f in results:
15 label = f['type’]
16 if label not in data:
17 data[label] = 0
18 else:
19 data[label] = data[label] + 1 v
Output Log

>> Running python script "untitled.py” started on Friday, July 17, 2020, 9:22:37.5621272
7/17/2020, 9:23:00.2564044 >
<< Running python script “untitled.py” completed on Friday, July 17, 2020, 9:23:00.2633855 (Elapsed time: 22.6875)

Ready

Getting Started

To start developing scripts, click on the 'New Script' icon to open a new tab with a blank script template,
or click on the drop-down button to select a built-in template script.
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i OSF Script Player

a9 Mm@ 2-D-
New empty script

- New script from template --
Clipboard.py
Deleted Files.py -
Drive Image.py Wi
File Read.py
File Search.py
Generate Report.py ults
Hashing.py
HashSet Lookup.py
Logicial Image.py P P
Mismatch Files.py
Passwords.py
Registry.py
Running Processes.py

Signature File Listing.py + 1

System Information.py

User Activity.py ted
| 17T 72020, 925 00 2 SRS

The built-in template scripts provide a starting point for using OSForensics Python API, which can be
extended to building more sophisticated scripts

An existing script can also be opened by clicking on the 'Open Script' icon.

Scripts are written in the Python language, which access the OSForensics functionality via the provided
osf Python module. This module defines a list of methods that allows forensic tasks to be performed
without needing to manually perform the operation using the GUI. These methods can be called within
your scripts, allowing the returned data to be manipulated further by importing built-in or 3rd party Python
packages. For example, Python Al packages can be used to train image recognition models using the
images returned from an OSForensics File Search.

See the Python API Reference for code examples.

Running Scripts

Once the script is ready to be executed, click on the Run Script' icon. The output of the script execution,
including syntax errors, is shown in the Output window.

To export or save the output to the case, click on .the 'Export output to file' or 'Add output to case' icons,
respectively.
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Installing Packages

Importing 3rd party Python packages requires installation via a Python package manager (pip). Click on
the 'Package’ icon to open the Package Manager.

EmE 29

X | "4 Package Manager X
import g
import t Installed Packages
Package Version A
#
f;‘;“ dfF bleach 315

OSLFNGE | cortif 2020.6.20

. chardet 3.0.4 v
# Wait fq

results 4 Search for Packages in PyPI repository

while os| | tensorflow | Search I

time.g
Package Version Description "
# Keep { '
data = {| | tenso Install Package tensorflow-gnd x tensorflow-extenteten
forfinr tensor TOWIOT L 4 TensorFlow Plot v
label < >
if Iab‘ Cnnsnle
dal |dffml-model-tensorflow (0.2.7) - A
glse: tensorflow-data-validation (0.22.2) - A library for exploring and validating
dal |machine learning data.
W |
g python §
Close
9:23:00.25

n mthan crrnt "nintflad A" Famnlatad An EriAday Tinhe 17 2020 QP77 200 PRTIRSS FElancadAd timar

To search or install a Python package, enter the (partial) name of the package and click 'Search’. Right-
click the desired package and select 'Install Package'.

To remowve or upgrade a package, right-click the package under 'Installed Packages' and select 'Remove
Package' or 'Upgrade Package' respectively.

5.29.1 Python APl Reference

See Python API for OSForensics for API specifications.
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Signatures allow users to identify changes in a directory structure between two points in time.
Generating a signature creates a snapshot of the directory structure, which includes information about
the contained files' path, size and attributes. Changes to a directory structure such as files that were
created, modified and deleted can be identified by comparing two signatures. These differences can
quickly identify potential files of interest on a suspected machine, such as newly installed software or
deleted evidence files. Signatures differ from Hash Sets in the following ways:

1. The signature is not required to contain any file hashes
2. The file path, size and attributes of the files on the hard drive are included in the signature.

OSForensics provides the following File Signature Analysis functionality:

Create Signature
Module that handles all aspects of generating a signature.

Compare Signature
Module that allows the user to compare previously generated signatures. A summary of any changes
between the signatures are displayed to the user.

Other Uses
In addition to finding any suspicious changes to a system, signatures can be used for the following

¢ Finding the details of intentional changes, and creating a hash set based off a signature comparison.

o Forinstance it can find all the files the an application's installer package makes to a system,
including the total file size of those changes. Once these changes are found they can then be turned
into a hash set that defines all the files related to that application.

e Determining whether two machines have any documents / photos / videos in common. (eg. due to the
sharing of files)
e Making a list of all files on a drive.

5.30.1 Create Signature

The Create Signature module is used for creating a signature file. This is used for creating a snapshot of
a system'’s directory structure at a particular point in time.




Caf Signatures Help

Create Signature  Compare Signature

Folder to scan: | Drive-C: Stop
Scan Status
Status  Scanning Files Cumulative File Size 9,49 GB
Files Scanned 56742 Directories Scanned (7628

Current File Details

Mame amdé4_hyperv-worker-merge..oymentJdanguagepack_31bf3856ad364e35_10.0.19041.488_etee ¢

Directory Drive-C:\Windows\servidngLCU\Package _for _RollupFix~31bf3856ad364e 35 ~amd64~~19041, 1766

File Attributes
Hash MfA

File Size |1.35KB [ Archive [ Hidden

[ ]compressed [Iread-only
Creation Time |17/06/2022, 15:07:04

[ ]Encrypted [Jsystem
Modify Time 8/06/2022, 21:54:32

A signature can be created using the default options by simply specifying a starting directory and
clicking the Start button. Advanced options for signature generation can be found by clicking the
Config... link to open the Create Signature Configuration Window.

After the signature has been created, the user will be prompted to save the file signature. Saving should
only take a couple of seconds, even for very large signatures.

The signature creation process can be canceled at any time by clicking the Stop button.

The Signature File Creation Configuration windows allows for more advanced configuration of the

signature creation process. This window can be accessed by clicking on the "Config..." button in the
main Create Signature window.




Create Signature Configuration

"| Create Signature Configuration

Qutput Type: | Signature

Directory List Management

Help

Directory | i

Action | Indude all files in this directory

Add to list Remowve from list

Hashes Mone

Directory Action
Drive-C: Indude
Other settings

« | (Hashing will slow down the scanning process significantly)

Ignore Reparse Points Ignore Windows Temp Folders

[ ]indude Files Inside Zips [ indude Emails from Mail Archives
[ ]indude Deleted Files Incude Email Attachments

[ ] Track Hard Links

Directory List

Directories to be included/excluded from the signature can be configured here. When a signature is being
created, each include directory shall be recursively scanned and included in the signature file. Excluded
directories will be skipped during the recursion. Note that if an include directory in the list contains

another include directory in the list, the common files will be included twice in the signature file.

You can include paths from the registry, the directory selection drop list has the registry root keys that

can be added. Registry sub paths can be included/excluded the same as file system paths.

Other Settings

Calculate Hashes




Check this box to calculate an SHA1 or MD5 hash for every file in the signature. This will add a second
step to the signature creation process that takes a significantly larger amount of time than a simple scan
as ewery file in the signature needs to be read in its entirety off the hard drive. This option is disabled by
default.

When creating a signature of registry paths this will hash the data stored in the registry values. Hashing
of the registry has a far smaller performance penalty than the file system as there is a lot less data.

Ignore Reparse Points

Check this box to ignore reparse points. Reparse points exist on NTFS drives and appear as normal
folders. However, they act as links between different parts of the file system. Windows creates a number
of these reparse points in its initial install. This option is enabled by default. It is recommended that this
option is checked. Otherwise the scan process may end up including the same file multiple times.

Ignore Windows Temp Folders
Ignores a hard coded list of the following known Windows temporary folders. This option is enabled by
default.

"\AppData\Local\Microsoft\Windows\Temporary Internet Files"
"\AppData\Local\Temp"

"\AppData\Roaming\Microsoft\Windows\Cookies™"

"\Users\All Users\Microsoft\Search\Data\Temp"

"\Users\All
Users\Microsoft\Search\Data\Applications\Windows\Projects\SystemIndex\Index
er"
"\ProgramData\Microsoft\Search\Data\Applications\Windows\Projects\SystemInd
ex\Indexer"

"\ProgramData\Microsoft\Search\Data\Temp"

"\Windows\Temp"

"\Windows\Prefetch"

"\Windows\System32\WDI"

"\Windows\System32\LogFiles"

"\Windows\System32\spool"

"\Windows\System32\config"

"\Windows\System32\winevt\Logs"

Include Deleted Files
Scan for deleted files (and $I30 slack entries, for NTFS drives) and include the files in the signature file.
Enabling this option will slow down the signature creation process.

Include Files inside Zips / Include Emails from Mail Archives

Selecting these options will have the signature creation function examine the contents of zip files or
email archives. In the case of emails extra meta data (ie. to and from addresses) will be stored.
Attachments of emails will also be added as separate entries Note that these options are recursive, if
there is a zip file inside a zip file or an email archive within an email they will also be examined. If both
options are selecting zips attached to emails will be examined as well as email archives inside zips.
There is no fixed limit as to how deep the recursion will go.

Track Hard Links

Selecting this option will have the signature creation function track hard links for each file. A hard link is
the file system representation of a file by which more than one path references a single file on the same
wolume. When enabled, only the first encounter of file is added to the total file size. Subsequent
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encounters of hard links to the file will not increase the total file size. Enabling this option will slow down

the signature creation process. Only supported for folders on NTFS.

Compare Signature

The Compare Signature module is used for comparing two previously created signatures, in order to
identify differences in the directory structure between two points in time. Differences include new files,

modified files and deleted files.

Help

(s Signatures

Create Signature  Compare Sighature

Old Signature | C:\Users\passmark\Desktophdrive-c-win.D5Fsig v |
New Signature | C:\Usersh\passmark\Desktophdrive-c.0SFsig v‘ .. || Compare  Config..
Actions ¥
[ Mame Difference Create Modify
\JExtend\Deleted\001D000000...  Mew 5/7/2021,10:59.46 8/18/2021, 16:31:02
| MExtend\$Deleted\0024000000...  MNew 9/11/2020,13:29.35 8/18/2021,16:31:02
| S$Extend 3R mMetadata’$Repair Mew 117/2018, 20:48:21 141772018, 20:48: 21
| \$Estend\$RmMetadata\$Txflog.. Mew 14172018, 20:48:21 141772018, 20:48: 21
\$Estend\$RmMetadata\$Txflog.. Mew 111772018, 20:48:21 8/13/2021, 0:23:05
MNew 8/12/2020,1817:11

| endh
“WProgram Files

\EEutend\$Rmietadata\$Txflog...

1/16/2021, 12
1A0/2018,

8/13/2021, 0:29.05
8 21, 0: 1
1/10/2018,10:33:43

Attributes Mod... :
“WProgram Files [«86)\Common File...  Attibutes Mod...  1/10/2018, 10:33:44 1/10/2018,10:35. 44
'] \Program Files (x86)\Common File Attributes Mod 11042018, 10:33:47 1/10/2018,10:35:47
| “Program Files (x86)\Common File...  Attbutes Mod...  1/10/2018, 10:39:43 1/10/2018,10:39:43
“Program Files [86]\Common File...  Attibutes Mod...  1/10/2018, 10:33:47 110/2018,10:39:47
\Program Files [xBE)\Common File...  Attributes Mod...  1/10/2018, 10:33:47 1/10/2018,10:33:47

Filter: &l differences
Size Attibutes

24 Bytes
7.24KB

0 Bytes

0 Bytes
54.00 KB P
10.00 MB A
10,00 MB
1.93KB A

9.56 KB JP—

30 Bytes L —

1.05 MB -

E.75 ME fN—
7.45ME JLp— v

Total Identical: | 319337

Total Diffetences: | 271191 TotalNew: (23637 | Total Deleted: 56633 Total Modfied: [ 190521 |
Total Size Change: 2mGE | New Size: |3.05GE . Deleted Size: 1.05GB Modified Size: | -3.73 MB . Identical Size: 1053GB

Old / New Signature

The file path of the signature files to compare. The chronologically older of the two signatures should be

the "Old Signature" so that the terminology of the differences are correct.

Clicking on the Old Signature/New Signature link opens the Signature Info window which displays the

details of the corresponding signature file.

Compare
Click this button to perform the comparison between the signature files.

Config...

Open a configuration dialog which allows the user to adjust the signature comparison settings.

Filter
Filter the results by new, deleted, modified or identical files

Actions Menu




304 OSForensics

Export to file...
Click this button to save the results of the signature comparison to a CSV file.

Create Hash Set...
Click this button to create a Hash Set using the list of differences from the comparison.

5.30.2.1 Signature Info

The Signature Info Window shows the details about the signature file. This window can be accessed by
clicking on the "Info" button on a signature file in the main Compare Signature window.

Signature File Info

;_Ei Signature File Info b

File | g zhd arkhDeskiophdrived. 05Fzig |

Creation D ate |E£2EI.:’2EI1 9.11:36:47 |

SHAT | 485F3CE4D54011 22EFIE2671FDYECYCT 10857 DED |

Directanies included in zignature

Drirechary Actian
Crrive-D:; [nelude
Hashes |Mone | Total Files | 2611 |

TatalFile Size |53.?‘E GE |

|ghore Reparze Painkz Inzlude Filez Inzide Zips ]

|grore Windows Temp Folders Include Emails from Mail srchives [
Include Deleted Files Inciude Email Attachments

Track Hard Linkz

K O & E

File
The file path of the signature file.

Creation Date
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The date and time of when the signature file was created.

SHA1

The internal SHA1 hash of the signature. Note that due to the fact that the SHA1 hash is stored within
the signature itself, running the hash function over the signature file will not generate the same hash. The
hash is however recalculated and checked upon loading the signature and an error will appear if the
signature has been modified.

Directories included in signature
The list of directories included/excluded in the creation of the signature file.

Hashes
This field will specify what type, if any, hashes were calculated for the entries in this signature.

Total Files
Total number of entries in this signature.

Total File Size
Cumulative size of all entries in this signature.

Ignore Reparse Points
If checked, reparse points were ignored in the creation of the signature file.

Ignore Windows Temp Folders
If checked, known Windows temporary folders were ignored in the creation of the signature file.

Include Deleted Files
Whether or not the signature creation process included deleted files (and $I30 slack entries, for NTFS
drives).

Include Files Inside Zips
Whether or not the signature creation process included files inside zip files.

Include Emails from Mail Archives/ Include Email Attachments
Whether or not the signature creation process included emails and attachments from inside mail
archives.

Track Hard Links

Whether or not the signature creation process tracked hard links. If hard links are tracked, only the first
encounter of a file will be counted toward the file size and each subsequent encounter of the file will mark
the file size as 0 to not increase the total file size count.

Signature Technical Details

The following is a list of notes about how signatures and file listings handle certain special cases.

Email Date/Times
In the case of emails the Create Date is the Sent Date and the Modify Date is the Receive Date.

Single Email Containers
Files that only contain a single email (ie. eml, msg) still get two entries in the signature. One for the file
itself, and one for the email. This is due to the fact that some shared data can be different. There is




date/times for both the file itself and when the message was sent and received. Also the file size and
hash will differ, see below.

File Sizes of Emails
The email file size is calculated as;

Message header + Message HTML content + Message plain text content + message RTF content +
size of any attachments (where supported).

All fields except RTF are treated as double byte unicode for size purposes. RTF is left in its original
single byte formatting.

The total size of all emails in a container will differ from the size of the file, in some cases total will be
bigger. This is an artifact of the message HTML and plain text content always being treated as double
byte, whereas internally it may have been stored as UTF-8 or some other compressed format.

Email Attachment Limitations

MBOX Attachments are limited to 50MB. If an attachment is large than this it is not included in the
signature/file listing nor counted as part of the message hash / file size.

DBX attachments are not supported in any way.

Email Hashes

When generating hashes there are two separate hashes generated for emails. The first, which exists in
the same field as normal hashes, is a hash of the content that makes up the message file size as
described abowe in the email file size above.

The second hash is a hash of just the message content. The has is calculated on one of the three
possible content fields. If more than one content type exists they are chosen in the following order of
priority.

Plain text has the highest priority, it is treated as double byte unicode and all spaces, newlines, tabs
and carriage returns are removed before hashing.

HTML has the second highest priority, it is treated as double byte hashed without modification.

RTF is the lowest priority, it is hashed as a single byte character string.

Deleted File Hashes

Calculating hashes for the contents in deleted files is supported (except for $130 slack entries). However,
be aware that the deleted file clusters may have been overwritten and/or allocated to another file causing
the calculated hash to be different from the original file.

Large Zip Files
Zip archives greater than 4GB are not supported. Only the top level zip will be added to the signature, not
any of the files within the zip.

Track Hard Links
Only supported for selected folders locations that resides on NTFS.
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5.30.4 File Listing

You can also select File Listing in the Configuration window to export a list of files in CSV format. To do
this, click on the 'Config..." link, and in the configuration window, expand the 'Output Type' dropdown and

select 'File Listing'.

[

rD
=
D

%]

[l=]
4

Create Signature Configuration

DOutput Type:  File Listing v

Directory list mangement

Help

Directory | C:\

Action | Include all files in this directory v

Add to list Remove from list

Directory
D:MOSFTest

Action

Include

Other settings

Hashes |SHA1 +SHA25 ~ | [Hashing will slow down the scanning process significantly)

&

lgnore Reparse Points

lgnore Windows Temp Folders

Include Files Inside Zips

Include Deleted Files Include Email Attachments

Track Hard Links

An example of a file listing CSV export:

|

Include Emails from Mail Archives [[]

0K

[0 Parentiopath Create Date Create Date Create Time  Modify Date, Modify Date  Modify TimiAccess Date/Tir Access Date  Access Time _ Attr. Modify Dat Attr. Modify Date Attr. Modify Size (bytes)  Attributes  Parent  Child
0 Drive-C. T 131836417 07272018 37198 131836717 T0/2/2018 13136 1305436717 1/4/2021 75352 1318326717 T0/a/2018  13:13.6 20308 A FASE | FALSE
1 Drive-C:\Intel\Logs\IntelCPHS. 1.3183£+17 10/2/2018 39:256 13183E+17 10/2/2018 39256  13183E+17  10/2/2018 39:256  13183€417 10/2/2018  39:256 oA FALSE | FALSE
2 Drive-C:\Intel\Logs\IntelGFX.Ic 1.3183E+17 10/2/2018 06:46.1 1.3183E+17 10/4/2018 07:35.6  1.32543E+17 1/4/2021 25:45.2  1.31832E+17 10/4/2018 07:35.6. 113180 A FALSE  FALSE
3 Drive-C:\SAttrDef 1.31838+17 10/2/2018 05:52.6 1.3183E+17 10/2/2018  05:52.6  1.3183E+17  10/2/2018 05:52.6 131836417 10/2/2018 05:52.6 2560 HS FALSE  FALSE
4 Drive-C:\$BadClus 1.3183E+17 10/2/2018 05:52.6 1.3183E+17 10/2/2018 05:52.6 1.31836+17  10/2/2018 05:52.6, 1.3183E+17 10/2/2018 05:52.6, 0 HS FALSE  FALSE
s Drive-C:\$Bitmap 1.3183E+17 10/2/2018 05:52.6 1.3183E+17 10/2/2018 05:52.6 1.3183E+17  10/2/2018 05:52.6. 1.3183E+17 10/2/2018 05:52.6, 7593792 HS FALSE  FALSE
6 Drive-C:\$Boot 1.31836+17 10/2/2018 05:52.6 1.3183E+17 10/2/2018  05:52.6  1.3183E+17  10/2/2018 05:52.6 1.3183€417 10/2/2018 05:52.6, 8192 HS FALSE  FALSE

ID
Unique identifier for each file

Parent ID

If files are part of a ZIP file, this field will be filled with the ZIP file's ID.

Path
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Full path of where the file is located.

Create Date/Time
Microsoft FILETIME number for when file was created.

Create Date
Conversion of the above FILETIME number into a readable date.

Create Time
Conversion of the above FILETIME number into a readable time.

Modify Date/Time
Microsoft FILETIME number for when file was last modified.

Modify Date
Conversion of the above FILETIME number into a readable date.

Modify Time
Conversion of the above FILETIME number into a readable time.

Access Date/Time
Microsoft FILETIME number for when file was last accessed.

Access Date
Conversion of the above FILETIME number into a readable date.

Access Time
Conversion of the above FILETIME number into a readable time.

Attr. Modify Date/Time
Microsoft FILETIME number for when file attributes were last modified.

Attr. Modify Date
Conversion of the above FILETIME number into a readable date.

Attr. Modify Time
Conversion of the above FILETIME number into a readable time.

Size (bytes)
Size of the file in bytes.

Attributes
File attributes, e.g. Read-only, Hidden.

Hashes
This can be enabled in the configuration window, you can select up to two different hashes between
SHA1, SHA256 and MD5.

Parent
TRUE/FALSE - if file is a parent of child files.

Child
TRUE/FALSE - if file is child of a parent file.
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5.31 SAQLite Database Browser

The SQLite Database (DB) Browser module allows the user to analyze the contents of SQLite database
files. This module provides the ability to perform a deeper inspection of the contents and the ability to
open BLOBs (binary data) with the Internal Viewer.

g, SOLite Browser - Drive-C:\Users\Passmark\Downloads\chinook.db - [m} X
Help
File Info
File Path: ‘ Drive-C:\Users\Passmark\Downloadschinook. db
File Size: | 864.0 KB Created: | 29/11/2015, 12:54:08 Last Modified: | 29/11/2015, 13:53:01
Add Database to Case... Load Database
Tables
albums Browse Table Run 5QL ] Unallocated Space Config...
artists
Table Contents
employees X A
£s Customerld &£ FirstName £ LastMame £ Company £ Address £ City £ State s Cov
genres
invoice items 1 Luis Gongalves Embraer -Empr... Av. Brigadeiro ... S50 JosédosC... SP Brazil
invuices_ 2 Leonie Kéhler Theodor-Heuss...  Stuttgart Germany
media_types 3 Frangois Tremblay 1498 rue Bélanger  Montréal Qc Canada
playlist_track 4 Bjern Hansen Ullevlsveien 14 Oslo MNorway
playlists 5 Frantidek Wichterlova JetBrains s.r.o. Klanova 3/506 Frague CzechRe
sglite_sequence [ Helena Haly Rilsk& 3174/6 Prague Czech Re
salite_statl 7 Astrid Gruber Rotenturmstrafi... Vienne Austria
tracks 8 Daan Peeters Grétrystraat 63 Brussels Belgium
9 Kara Miglsen Spnder Bouleva...  Copenhagen Denmark
10 Eduardo Martins Woodstock Discos  RuaDr, Falcdo ... 530 Paulo 5P Brazi
11 Alexandre Rocha Banco do Brasil ... Av. Paulista, 2022 530 Paulo SP Brazil
12 Roberto Almeida Riotur Praga Pio X, 119 Rio de Janeiro R1 Brazil [v]
£ >
Search Table Clear Search << < 1to 59 of 59 > >
Table Information
Column ID MName Type Mot Null Default Value &
0 CustomerId INTEGER 1
1 Firsthame NVARCHAR(40) 1
el | mm bl AV ARCLIAR PN 1 24
£ >

Load Database
Load a SQLite database file.

Config ...
Opens a dialog to configure the display settings of the module.
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5CLite DB Browser Configuration

] Configuration

Column Sort Mumber of Rows to Display

O Entire Table 50 I 500

(®) Loaded Rows Only
100

Table Data

Text:
Max length (in chars) of string loaded into Cell | 1024 |

ELOE:
BLOBs less than ¥ (bytes) displayed as string | 64 |

Display BLOB data as Hex value (g.g. X'6502162 -

Timestamps:
Convert known timestamps to readable

Column Sort — Adjust how the columns are sorted when clicking on the column header.

¢ Entire Table — Sort the table using the entire contents of the table.

e Loaded Rows Only — Sort the table using the rows currently loaded.
Number of Rows to Display - Configure the number of rows that are displayed in the table at one time.
Table Data -

o Text:

Max length (in chars) of string loaded into Cell - Specify the maximum number of characters that are
displayed into each cell for Text data types.

e BLOB:

BLOBs less than X (bytes) displayed as string- Blobs under the number of bytes specified will have
its contents displayed. Works in conjunction with next option.
Display BLOB data as: - BLOBs less than the bytes specified in the previous option will display its
contents as String data or as Hex representation.
Timestamps: Convert known timestamps to readable - Identified and known timestamps field will display
the value as a readable string along with the original timestamp value, e.g. "9/14/2017, 13:07:17
(13149893237645538)"

Scan Folder
Scans a folder for possible SQLite database files. Selecting a file on the file list will open the database in
the viewer.
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S5CLite Files Found... ot

Select Drive
C:llll L

Found Known Locations on Selected Drive:

C‘nJ_.Isers‘n,F‘assMark‘n,.ﬁ.|:|pDab\LocaI\,Gongle‘n,Chrnme\,leer DaE\PrDﬁIE 1
Ci\sers'\PassMark\AppData\R.oaming WMozila \Firefox\Profiles\gyhnzOag. default
Ci\Jsers\PassMark\appData\R.oaming {Thunderbird \Profiles g9 246p 1. default

Directory Path: | C:\Users\PassMark\AppDataiLocal\Google\ChromeUser Data'\Default Browse

Found 50Lite Files:

File Last Maodified Time Size 2
Affiliation Database 9/15/2015, 12:48:31  7.00KB
Cockies 9/18/2015, 10:4%:37  3.59 MB
Extension Cookies 9fg8/2015, 11:19:23  7.00KB
Favicons 9/15/2015, 13:07:09 30.00KB
History 9/15/2015, 1%:07:19 134.0KB
Login Data 9/15/2015, 13:07:08 53.00 KB
Metwork Action Predictor 9152015, 13:06:41 337.0KEB
Origin Bound Certs 9/15/2015, 13:07:38 85.00 KB
QuotaManager 9/15/2015, 13:07:39 19.00 KB W

Table List

Shows the available tables in the loaded SQLite DB file. Selecting a table will load the contents in the
adjacent Table Contents section.

Right clicking on a table will allow the user to “Add selected table to case”.

Add DB to Case

Allows the user to add the current SQLite file to the current case.

Table Contents

The view will show the contents of the current loaded table or the output from a custom search query.

Search Table
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Opens a search window that allows users to perform custom queries on the current loaded table. The
results will be updated in the result table.

Clear Search
This button will be enabled when a custom search has been preformed. Selecting this will clear the

custom query and reload the selected table.

Right clicking a cell will bring up a menu that will allow you to accomplish various tasks.

Right click menu

i passhs

http: £ A Copy Selected Row(s) as C5V 12071

hittp: /g Copy Cell Contents 13322

hitp://a.fsd View Cell with Internal Viewer 12343

https: /591 . 12875

hittpis: /v Save Cell to File 172474

hitps://cha 13424
Add Selected R to C

hitp: /v clected Row(s) to Case 13424

Copy Selected Row(s) as CSV
Copy the selected rows to the clipboard in CSV format.

Copy Cell Contents
Copy the cell contents to the clipboard.

View Cell with Internal Viewer
Available only on binary/BLOB cells. The cell will be open with the OSForensics’ Internal Viewer.

Save Cell to File
Available only on binary/BLOB cells. Allows saving the contents to a file.

Add Selected Row(s) to Case
Allows the user to add the current selected rows to the current open case.

Search Table




2. Search Table =

Query Generator:

Customerld (INTEGER) v| | = v| | |
Add
Current Criteria(s):
Column Criteria Value
Remove

Custom Output Query:

Query Generator

The first drop down box will be pre-populated with the column names for the loaded table. The second
drop down box sets the criteria to be used on the chosen column. The text field allows further
customization of the search criteria. The Add button will add the constraint to the query list.

Criteria
Shows a list of currently selected query constraints. To remowve a constraint, select the criteria and click

the Remove button.

Custom Output Query
Will show the query that will be performed on the SQLite table.

Navigation Buttons

< < 1 to 100 of 3245

<<
Jump to the beginning (i.e. start with row 1) of the table.

<
Previous page.

XtoYofZ
Shows that rows from Xto Y are loaded. Z is the total number of rows.
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Next page.

>>
Jump to the end of the table.

Table Information

Shows the table structure of the currently loaded table.

System Information

The System Information module allows retrieval of detailed information about the core components of the
system. This module comes with built-in test test lists that can retrieve the core details about the
system such as;

CPU, Motherboard and Memory
BIOS

Video card/Display devices
USB controllers and devices
Ports (Serial/Parallel)

Network adapters

Physical and Optical Drives

Help

g System Information

Device to Scan: | # Live acquisition - Current machine # ~ Scan
Command List: Basic System Information

Type search text and press Enter e
Commands
Mame Command Internal  Architecture  Live Acguisiion  Drive Letter Acquisiion  Image Acquisition
Computer Name SysInfoDll_GetComputerMame fes 32/54 Yes Mo Mo
Operating system  SysInfoDll_GetOs Yes 3254 Yes Ma Ma
CPU Info SysInfoDll_GetCPUInfo Yes 32/54 fes Ma Mo
Mem Info SysInfoDll_GetMemaryInfo fes 32/54 fes Mo Mo
Graphics Info SysInfoDll_GetGraphicsInfo fes 3254 Yes Ma Ma
LUSE Info SysInfoDll_GetUSBInfo Yes 32/54 fes Ma Ma
Disk volume Info SysInfoDll_GetSystemInfo_SM... Yes 32/54 Yes Mo Mo
Disk drive Info SysInfoDll_GetSystemInfo_SM... Yes 3254 Yes Mo Mo
Optical drive Info SysInfoDll_GetSystemInfo_SM... Yes 32(54 fes Ma Ma
Metwork Info SysInfoDll_GetSystemInfo_SM... Yes 32/54 Yes Mo Mo
Ports Info SysInfoDll_GetSystemInfo_SM... Yes 32/54 Yes Mo Mo
Motherboard Info SysInfoDll_GetMotherboardinfo  Yes 3254 Yes Ma Ma
Printers WinSpoaol.lib Yes 32/54 ez Mo Mo

Once the commands have executed the output will appear on the results tab and can then be saved to a
file or to case.
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The default Basic System Information list can only be run on the local live system (Live acquisition only).

The System Information From Registry list can be run on either the local system or on a specified drive
letter, device or image.

The Python Scripts list and any external tools commands that have been added by a user will run on
either the live system or a drive letter specified in the command itself.

While OSForensics comes with several default command lists that can gather a fair bit of useful
information you may want to customize or add to these lists. By clicking the Command List link and
selecting Edit Command Lists... drop-down option, you can go to the list management window.

2, Edit Command Lists x
B . . Help
5 Edit Command Lists

List: |Basic System Information W MNew List. .. Delete List Reset Lists
Commands in List o

Mame Command Internal Architect... Live Acquisi... Drive Lette... Image Acg... ™
Computer Name SysInfoDll_GetComputerName Yes 32f64 Yes No No

Operating system SysInfoDll_Get03 Yes 32f64 Yes Mo MNao

CPU Info SysInfoDll_GetCPUInfo Yes 32/64 Yes Mo No

Mem Info SysInfoDll_GetMemoryInfo Yes 32f64 Yes No No

Graphics Info SysInfoDll_GetGraphicsInfo Yes 32/64 Yes Mo MNao

USB Info SysInfoDll_GetlUSBInfo fes 32f64 Yes No MNo

Disk volume Info SysInfoDll_GetSystemInfo_SM... Yes 32/64 Yes Mo No

Disk drive Info SysInfoDll_GetSystemInfo_SM... Yes 32/64 Yes Mo No v
£ >

Mumber of commands to execute: 13

Remove Remaove Al Add Al T

All Available Commands

Mame Command Internal Architect...,  Live Acquisi... Orive Lette... Image Acg... ™

Anti-malware Software Status powershell. exe Get-MpCompu... Mo 32f64 Yes No No

arp.exe -a arp.exe -a Mo 32/64 Yes Mo Mo

at.exe at.exe Mo 3264 fes Mo Mo

autorunsc.exe autorunsc.exe /... autorunsc.exe faccepteula Ma 32/64 Yes Mo No W

£ >
Mew. .. Edit... Delete

New external tools and Python scripts can be added using the Add button below the list of all commands
supported. Also note that some of the default supported commands require external tools to be installed.
See the External Tools page for more information.

The following commands will search for registry files available on the drive selected or the live system
depending on the option selected:

o Get Computer Name (Registry)
o Get Timezone Info (Registry)
o Get Network Info (Registry)
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e Get User Info (Registry)

If you have a number of different commands selected and have not selected Live acquisition, then only
the commands that support changing their target location (the registry command mentioned abowe) will
run on this drive letter while the others will execute at their default locations.

Get User Info (Registry)

Information collected by this command is read from the SAM registry file. The account creation date is
taken from the registry key creation time for the user while the other dates are read from the "F" value for
the user entry.

If running on a live system you will receive a warning message about changing permissions on the
registry keys in order to access it. If you continue then some dates in the registry will be altered (for
example the user account creation date that is displayed). To awid this you can add the C drive to the
case in forensics mode (eg Drive-C) and run the command on Drive-C.

External Tools

New third party tools can be easily added to the test suite. There are many applications which can be
helpful in retrieving system information. These tools must first be installed if these commands will run
correctly.

External Tools Directories:

To install a new external tool simply place it in one of the following folders depending on your operating
system;

Vista / Win7: C:\ProgramData\PassMark\OSForensics\SysInfoTools\

XP: C:\Documents and Settings\All Users\Application Data\PassMark\OSForensics\SysInfoTools\

To install a new Python script simply place it in one of the following folders depending on your operating
system;

Vista / Win7: C:\ProgramData\PassMark\OSForensics\Python\

XP: C:\Documents and Settings\All Users\Application Data\PassMark\OSForensics\Python\

To add a new Python module/library simply place it in one of the following folders depending on your
operating system;

Vista / Win7: C:\ProgramData\PassMark\OSForensics\Python\OtherLibs

XP: C:\Documents and Settings\All Users\Application Data\PassMark\OSForensics\Python\OtherLibs

Adding New Commands:

To use one a new tool you added to this folder you need to add a command from the list management
window using the add button below the list of all commands supported.




2 New Command *

Mame | |

Command | |

Architecture (32754 (®) Live Acquisition Only
O Drive Letter Acquisition

The command should be the executable with any command line parameters needed. External
commands that specify .py extension will be considered a Python script and ran through the Python
Interpreter. By default OSForensics gathers data from the command line output of the tool. There are
also wildcards that can be used to have OSForensics fill in the details at run time.

%d: Places a drive letter in the form "c:", the drive letter is the current cases default drive or c if no case
is open

%t: Inserts a path to a temp file, when this command is specified OSForensics will gather data from this
file rather than from the command line output of the command.

Architecture specifies whether this command should be restricted to 32 or 64 bit systems.

The "Live Acquisition only" option specifies that the command should only run when during a live
acquisition, otherwise the "Drive Letter Acquisition" should be chosen and can be executed when a drive
letter is chosen for the "Scan drive" option.

There are a few internal functions of OSForensics that are able to be run on a live acquisition, on a drive
letter or directly on an image (image acquisition) a that has been added to the case.

While none of the default test lists use any external tools, a number of commands are pre-configured to
be added. These tools are listed here.

¢ Autorunsc: This tool gives comprehensive knowledge of auto-starting locations of any startup monitor.
¢ handle.exe: This is command line version of process explorer.

e PSTools: Its a very useful set of tools which include the following individual tools:
e PsExec - execute processes remotely
e PsFile - shows files opened remotely
e PsGetSid - display the SID of a computer or a user
e Psinfo - list information about a system
e PsKill - kill processes by name or process ID
e PsList - list detailed information about processes
e PslLoggedOn - see who's logged on locally and via resource sharing (full source is included)

e PsloglList - dump event log records




e PsPasswd - changes account passwords

e PsSenice - view and control senices

e PsShutdown - shuts down and optionally reboots a computer
e PsSuspend - suspends processes

e PsUptime - shows you how long a system has been running since its

e showgrps.exe: This command-line tool shows the groups to which a user belongs within a given
network domain.

¢ sncheck.exe: SnCheck is a simple ping-like program, which can check the availability of a given
server. Part of Windows Server 2003 Resource Kit Tools package. Supports Windows Server 2003
and Windows XP. Not supported on 64 bit platform.

The abowe tools are maintained and distributed freely. These tools can be downloaded from following
locations:

e Autorunsc: http://technet.microsoft.com/en-us/sysinternals/bb963902

¢ handle.exe:http://technet.microsoft.com/en-us/sysinternals/bb896655

e PSTools:http://technet.microsoft.com/en-us/sysinternals/bb896649

showgrps.exe: http://technet.microsoft.com/en-us/systemcenter/bb676805.aspx

sncheck.exe: http://www.microsoft.com/downloads/en/confirmation.aspx?FamilylD=9d467a69-57f-
4ae7-96ee-b18c4790cffd&displaylang=en

Notes concerning Python Scripts:

e The embedded version of Python included with OSForensics is V3.6.5

e Python Scripts only work on Live Acquisition or on System Drive Letters only.

¢ In normal Python, scripts that call sys.exit() would exit the program. Howewer, to prevent scripts from
closing OSForensics, OSForensics will intercept sys.exit calls from scripts. Howewer, Python Scripts
that throw SystemExit Exception explicitly can/will OSForensics process to exit immediately.

¢ See External Tools Directories above to see where scripts and library are required to be located.

The ThumbCache Viewer is another valuable tool in OSForensics' suite of viewers for locating artifacts of
files that may have been deleted on the system. In particular, the ThumbCache Viewer allows the
investigators to browse thumbnail pictures stored in the cache database files. When a user opens
Windows Explorer to browse the contents of folders, Windows automatically saves a thumbnail of the
files in the thumbnail cache database for quick viewing at a later time. This can be useful for forensics
purposes especially for cases where even though the user has deleted the original image file, the




thumbnail of the image still remains in the thumbnail cache. ESE Database (Windows.edb) stores
additional information of the thumbnails, such as the original full path, file size, extension, and other

meta data.

| ThumbCache Viewser

File Edit View

Select ThumbCache Files

Drive |\

{&5] 5can Drive (C1Y)
=53] Scan Folder (C:\temp))
@ thumbeache_1280.db (6)
@ thumbcache_256.db (48)
@ thumbcache_96.db (397)

[]show Empty Cache Files

Scan Drive
./ Scan Folder ~

List View  Thumbnail View

-
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Additional Info (=3
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Current EDE File: ‘ C:\ProgramDataMicrosoftisearch\Data \Applications\windows\Windows. edb

Showing 48 entries

ThumbCache Viewer

The table below summarizes the main components of the ThumbCache Viewer

Component Description
Tree View Displays the cache database files.
List View Displays a list of thumbnail entries contained in the thumbnail cache file.

Thumbnail View

Displays a thumbnail view of the images contained in the thumbnail cache file.

Preview Pane

Displays the image of the currently selected thumbnail entry.

Usage

To scan thumbnail cache files on Windows Vista and beyond systems, select a Drive from the drop-
down list and click 'Scan Drive'. It will search the default thumbnail cache directory [Drive]:/Users/
[User_Name]/AppData/Local/Microsoft/Windows/Explorer for the cache files listed below.




Icon Cache Files List:
iconcache_16.db
iconcache_32.db
iconcache_48.db
iconcache_96.db
iconcache_256.db
iconcache_768.db
iconcache_1280.db
iconcache_1920.db
iconcache_2560.db
iconcache_custom_stream.db
iconcache_exif.db
iconcache_idx.db
iconcache_sr.db
iconcache_wide.db
iconcache_wide_alternate.db

Thumbnail Cache Files List:

e thumbcache_16.db
thumbcache_32.db
thumbcache_48.db
thumbcache_96.db
thumbcache_256.db
thumbcache_768.db
thumbcache_1280.db
thumbcache_1920.db
thumbcache_2560.db
thumbcache_custom_stream.db
thumbcache_exif.db
thumbcache_idx.db
thumbcache_sr.db
thumbcache_wide.db
thumbcache_wide_alternate.db

In the tree view pane, the iconcache database files are grouped together put under the category
"IlconCache Files", while thumbcache files listed under "ThumbCache Files". Clicking these two tree view
items allows to view all cache entries of iconcache or thumbcache files at once.

ThumbCahe Viewer also supports to load "Thumbs.db" database in the older Windows versions such as
Windows 95, 98, ME, 2000, XP and 2003. The files can be added to the tree view by clicking "Add File"
or "Scan Folder".

Load ESE Database

To view extended information of the cache entries, users need to load the Windows Desktop search file,
Windows.edb, which stores additional information for some indexed entries. The Windows.edb file is by

default located at:

[Drive]:\ProgramData\Microsoft\Search\ Data\Applications\Windows\




By loading an EDB file, ThumbCache Viewer will search all the records in the
System_ThumbnailCacheld table of the current Windows.edb database and find out the associated
date. Then, they are displayed on the list view, or they can be viewed from the Extended Information
dialog.
The mapping is done by searching the matching ThumbCache IDs.

List View Columns

Column Name Data Origin Description

ThumbCache ID Cache file Unique identification string (thumbnail cache ID) made up of
sixteen hexadecimal characters.

Cache Entry Offset Cache file Offset of cache entryin cache file.

Cache Entry Size Cache file Complete size of cache entry.

Data Offset Cache file Offset of thumbnail data.

Data Size Cache file Thumbnail data size.

File Name ESE Database file | Original file name obtained from loaded ESE Database.

Item Path Display

ESE Database file

Original file path obtained from loaded ESE Database.

Image Size

ESE Database file

Original image dimensions obtained from ESE Database.

Date Modified

ESE Database file

Original file modified date and time obtained from ESE
Database.

Date Photo Taken

ESE Database file

Original file photo taken date and time obtained from ESE
Database.

Location

The path of the cache file that the cache entryis retrieved from.

Reference List:
Morris, S & Chivers, H 2011, An Analysis of the Structure and Behaviour of the Windows 7 Operating System
Thumbnail Cache, <http://dspace.lib.cranfield.ac.uk/handle/1826/13547>.

Quick, D, Tassone, C & Choo, KKR 2014, Forensic Analysis of Windows Thumbcache Files,
<https://ssrn.com/abstract=2429795>.
Morris, SLA2013, An Investigation into the Identification, Reconstruction, and Evidential Value of Thumbnail
Cache File Fragments in Unallocated Space, <http://dspace.lib.cranfield.ac.uk/handle/1826/13547>.

The User Activity module scans the system for evidence of user activity, such as accessed websites,
installed programs, USB drives, wireless networks, and recent downloads. This is especially useful for
identifying trends and patterns of the user, and any material that had been accessed recently.
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#- @[5, EventLogs (0

85 Userassist (320)

B ump Lists ( 1080)

lg Shelbags (0)

8 =| windows 10 Tmeline ( 3048 )
+- @2 cortana History ( 11)

B RecydeBin (53}

B% AntiForensics AL__:'__.
@9 Downloads ( 206)

+1- D) Browser History ( 13385)
- (B Search Terms ( 1207)

s @ website Logns (43)

- @5 Form History (47)
-0 (Boohnarks{:lsg)

O ook
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Total Items: 21401

File Detals  Fije List Timeline

O 1tem

[T & virtusBox (VID_BOEE) Pid_CAFE

[~ & Motorola Mobiity Inc. (VID_2256) PID_2E82

[T & Aaddin Knowledge Systems (VID_0529) Token XC (PID_0620)
[T & AsuSTek Computer Inc. (VID_0B05) PID_19AFSMI_00

& Logitech Inc. (VID_0460) PID_085CEMI_00

& Logitech Inc. (VID_0460) PID_0BSCAMI_02

Toshiba America Inc (VID_0480) PID_§207

ASUSTek Computer Inc. (VID_0BOS) PID_19AFSMI_02
VirtuaBox (VID_B0EE) Pid_CAFE

Alcor Micra, Corp. (VID_058F) USS Hub (PID_6254)

Aladdin Knowledge Systems (VID_0529) Token IC (PID_0620)
Aladdin Knowledge Systems (VID_0529) Token IC (PID_0620)
Logitech Inc. (VID_046D) PID_0&5C

ASUSTek Computer Inc. (VID_0BOS) PID_19AF

Logitech Inc. (VID_0460) Classic Keyboard 200 (PID_C315)

VIA Labs, Inc, (VID_2105) Hub (PID_2811)

VIA Labs, Inc, (VID_2105) Hub (PID_8110)

Aladdin Knowledge Systems (VID_0529) Token JC (PID_0620)
Toshiba Corporation (VID_0930) Kingston DataTraveler 102..
VirtuaBox (VID_S0EE) Pid_CAFE

Kingston DataTraveler 2.0

Afatech Technologies, Inc, (VID_15A44) SDHC/MicroSD/MMC. .
TOSHIBA External USB 3.0

Kingston DataTraveler 2.0
Generic Storage Device

e e e e e e e e e e e e e
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Microsoft Corporation (VID_045E) Basic Optical Mouse v2.0 ...

Toshiba Corporation (VID_0930) Kingston DataTraveler 102...

Future Technology Devices International Limited (VID_0403)...

Serial Number

ZY227BLWQL
TY227BLWQL
582cf546 268087
68de2eaf5A0B0000
681275a¢565080000
681275ad665080002
20160528003771F
G8de2eaf58080002
0000000000000
580cf5462680813
681ac4390dB082
6818c4350d8081
CCoD589F
9876543210
687ec54fesB0a0
6582ec54feSROR1T
582cf646 2680810

C86000BDB9EBEFBOAA 185534
9876543210
C8600088637DEFBOCAGBER 1830
C8600083637DEFBOCANBER 18
00000000000006

D30CZuBs

2016052800377 1F B0
C86000BDESEBEFB0AA 18553A80
0000000000000680

Help

Sort by: Time (Desc)

Evidence Location

HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEMCurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCc
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HEEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY _LOCAL_MACHINE\SYSTEMCurrentCe
HKEY_LOCAL_MACHINE\SYSTEMCurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HEEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HEEY_LOCAL_MACHINE\SYSTEMCurrentCe
HKEY_LOCAL_MACHINE\SYSTEMCurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe
HKEY_LOCAL_MACHINE\SYSTEM\CurrentCe

A scan for user activity can be initiated by simply pressing the Scan button. The following settings are

available to the user:

Device to scan

Gather the user activity from the live machine or a particular drive. For non-live acquisitions, the scan
may not be able to gather as much information as a live acquisition. By default, OSForensics will search
for known Windows directories to scan registry files. However, if you have some standalone registry files
you can place them in the root directory of a drive (eg a USB thumb drive) and select this drive to be

scanned.

* Live acquisition - Current machine %
User activity is gathered from the currently running operating system.

Quick Scan / Create Full Timeline

Clicking the "Quick Scan" button will run the scan with the currently selected activity types and options.
Clicking the "Create Full Timeline" button will enabled all activity types and available options, including
those which can take some time to run so the scan will be much slower.

More Scan Options

By clicking the "Config..." button you will be taken to the User Activity Configuration window where more

advanced options can be selected.
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Activity Filters

By clicking the Activity Filters link, you can configure or clear filter settings. Selecting Configure...
opens the User Activity Filters window where you can further refine what activity types are displayed.

The search box can also be used to filter results based on text contained in the item description.

File Details View

. ; Tatal lterms: 1502
File Details  File List  Timeline

Item Event Log Type Record ID [windows) Type D [findows) IJzer 1D [Lire, ™
'! Account lagin Security BE2 4624
.! Account lagin Security 551 4624
.! Account lagin Security 171 4624
.! Account lagin Security 409 4624
.! Account login Security 165 4624
.! Account login Security 1EE 4624
.! Account login Security 235 4624
'! Account login Security 236 4624
'! Account login Security 172 4624
'! Account login Security 206 4624
i! Account login Security 131 4624
i Account lagin Security 410 4624
i, Account lagin Security 132 4624
.! Account lagin Security a2 4624
.! Account lagin Security a1 4624
.! Account lagin Security 505 4624
.! Account logoff Security 168 4634
.! Account logoff Security 174 4634
.! Account logoff Security 163 4634
'! Account logoff Security 175 4634
'! Diriver installed Syztem 86 2000
'! Driver installed - ACP| Fixed Feature Button System (] 20007
i! Drriver installed - ACP| x86-baged PC System 24 20007
i Diriver installed - CO-ROM Drive Syztem 295 20001
i Dirivver installed - Communications Part Syztem 208 20001 "
£ >
MHame w

The File Details View displays the same user activity of the system as the File List View except
presented in a table format. This view is useful for quickly identifying, locating and sorting activities of
interest. Each entry is coded by the type of activity and can be identified by the icon displayed at the
beginning of the row.

Timeline View




Timeline

500 —
]
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The Timeline View displays an interactive bar graph providing the user with a time-based view of user
activity on the system. This view is useful for identifying trends where significant activity has occurred.
Each bar is colour-coded by the type of activity. Right-clicking a bar sections brings up the following
menu:

Show these files

Export to HTML

Export to Text
NEREEEES] Export to L3V 21
May
2014

Show these files
Filter the results according to the corresponding activity type and date/time

Export to HTML
Export the results contained in the highlighted bar to HTML

Export to Text
Export the results contained in the highlighted bar to text

Export to CSV
Export the results contained in the highlighted bar to CSV




Additional Information

See the following pages for more detailed information about the specifics of some of the data gathering.
Registry Activity
Windows Event Log
Windows Jump Lists
Windows Search
Chat Logs
Peer-2-Peer
Windows Prefetch
OSX Activity

SRUM Database
Clipboard Activity

5.34.1 User Activity Configuration

The User Activity Configuration Window allows the user to configure the User Activity scan options. This
window can be accessed by clicking on the "Config..." button in the main User Activity window.
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Autarun Commands
Clipboard
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Browser History
Search Tems
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Form Higtomy
Bookmarks

Esternal Device Uzage

[ UsE
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Srcan Optionz

(®) Scan Common File Locations

(0) Scan Full Drivels)  [Select dives)

Select the items to include ik the scan:

Jump Ligts

Shelbags

windows 10 Timeline
Recycle Bin

BiaM DAk
Anti-Forensics Artifacts

Chat Logs

Peer-to-Peer

wiLAN

Croptocurrency * allet Apps

Mounted Volumes

Advanced Scan

[ 5himzache
[IsrRUM

[] Prefetch
[Jwindows Search

Advanced Scan

[] Conkies
[ Moved Downloads [Slow)

Mobile Backups

Help

Set Decryption Method

Date Rarge: |4l Dates v Fom 26- Jul -2021 | To [ 26 u 2021
Include dateless items
ok
OS Artifacts
ltem Enabled by |Description
Default?
Most Recently Used (MRU) Yes See Registry Activity for more details.
Installed Programs Yes See Registry Activity for more details.
Autorun Commands Yes See Registry Activity for more details.
Clipboard Yes -
Event Logs Yes See Event Logs for more details.
UserAssist Yes See Registry Activity for more details.
Jump Lists Yes See Jump Lists for more details.




Item Enabled by | Description
Default?

Shellbags Yes See Shellbags for more details.

Windows 10 Timeline Yes -

Recycle Bin Yes -

BAM/DAM Yes See BAM/DAM for more details.

Anti-Forensics Artifacts Yes See Anti-Forensics Artifacts for more details.

Shimcache No -

SRUM No -

Prefetch No See Prefetch Viewer for more details.

Windows Search No See Windows Search for more details.

Internet Artifacts
Item Enabled by | Description
Default?

Downloads Yes -

Browser History Yes -

Search Terms Yes -

Website Logins Yes -

Form History Yes -

Bookmarks Yes -

ChatLogs Yes Enables scanning for chatlogs from MSN Messenger, AIM,
Yahoo Messenger, ICQ, Skype, Miranda IM, and Pidgin.

Peer-to-Peer Yes Enables scanning for artifacts from BitTorrent/uTorrent
resume.dat file and .torrentfiles in the user's download
folder. Artifacts from Ares Galaxy ShareH.dat file are
retrieved. Emule known.met, server.met,
StoredSearches.met and cancelled.met files. Will look for
files with .nzb extension in the download folder along with
installation of popular UseNet program SABnzbd. Also,
registry search information from Shareaza. Additional
results may be obtained from running the Peer-2-Peer
presetfrom File Name Search.

WLAN Yes See Registry Activity for more details.

Cryptocurrency Wallet Apps Yes See Cryptocurrency Wallet Apps for more details.

Cookies No -

Moved Downloads (Slow) No Scan the selected drive for files that have been downloaded

and then moved from the download folder (using
Zone.ldentifier stream information). This can only be run on
drives/images thatuse NTFS.

As this process can be very slow this option is disabled by
default. If the downloads option is selected via the treeview
control on the user activity page this option is not enabled
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Item Enabled by | Description
Default?
automatically and can only be enabled from the
configuration dialog.
External Device Usage
Item Enabled by | Description
Default?
usB Yes See Registry Activity for more details.
Mounted Volumes Yes See Registry Activity for more details.
Mobile Backups Yes Scanning for iOS backups that may have been stored on the

system.

Scan Common File Locations / Scan Full Drives

The common file locations will be scanned by default.
If the Scan Full Drives option is checked, OSForensics will perform a full drive scan across the selected drives

to search for the artifacts.

Search date ranges only

Allows the user to specify a particular access date range for the search results.

Include dateless items

If checked, will include items without an access date.

User Activity Filters

The User Activity Filters Window allows the user to add filters to narrow down the results from a User
Activity scan. This window can be accessed by clicking on the Configure... option in the Activity Filters
link drop-down menu in the main User Activity window.




User Activity Filter Results ¥
T\} Filters Help
Activity Type Parameter  Condition Value
All Time Date Range Date Range: From: 7/23/2019 To: 7/24/201
Browser Bookmarks Item Contains Downloads
All Item Regular Expres... (. *)schematics(, *)
< >
Remove Filter Match: () Al Checked () Any Checked
Add Filter Date/Time Range
Al > From:
Item v | 7/23/2019 | | 4:30:19FM - |
Regular Expression hd To:
| (. *)schematics(, %) | | 7/24/2019 | | 4:30:19PM 3 |
Add Filter Include dateless items
Import Export

The top list will show which filters have been added and which are enabled. Filters with the check mark
will be enabled. To temporarily disable a filter you can uncheck the item in the list. To no longer have
the filter available, you can use the Remove Filter button.

About Filters

There are two types of filters: one that affects all activity types and ones that are activity type specific. If
the "Activity Type" is set to "All", it will be applied to all activities. If the filter is set to a specific type, e.g.
"Browser History", then the filter will only be used to filter those activity types.

Match:

If set to "All Checked", then for the activity to be displayed in the list it must match every enabled "All"
filters and every enabled activity specific filters for its type. If set to "Any Checked" then for the activity to
be displayed in the list it must match at least one of the enabled "All" filters or one of the enabled activity
specific filters for its type.

Import & Export
These buttons let you save and load existing filters for future use.

Adding Filters

There are three drop down boxes.The top dropdown box is for the Activity Type and will contain the
available activity type filters and an All type. The second dropdown box is the Parameter to filter for that
activity. The third dropdown is the condition upon which to match. Depending on your selection, the
Parameter and Condition dropdowns will be auto-populated to aid you in adding filter. Depending on the
Parameter type you will be given different conditions to use. Parameter types are:

Equal Not Less Less Than or Greater Greater Contai Regular Date
(=) Equal Than Equal Than Than or ns Expression Range

(*=) (<) (<=) *) Equal
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5.344

Text Yes Yes No No No No Yes Yes No
Numbe Yes Yes Yes Yes Yes Yes No Yes No
r

Date Yes Yes No No No No No No Yes
User Yes Yes No No No No No Yes No
Choice Yes Yes No No No No No No No
Filesiz = No No Yes Yes Yes Yes No No No
e

Equal - For text, the string must match exactly (case insensitive). For Number the number must match
exactly. For Date, the day must match. For Choice the selected choice must equal.

Not Equal - See "Equal" above, except in this case it must not match.

Less Than - For number and file size, must be less than this number or size.

Less Than or Equal - For number and file size, must be less than or equal to this number or size.
Greater Than - For number and file size, must be greater than this number or size.

Greater Than or Equal - For number and file size, must be greater than or equal to this number or size.
Contains - For text only. The text must contain this string (case insensitive).

Regular Expression - Case insensitive. See Regular Expressions for more details.

Date Range - Date must be within these dates. If "Include dateless items" is checked, then any activity
without a proper date will be a match.

OSX Activity

OSForensics User Activity module will scan for OSX specific artifacts if it detects that the drive to be
searched is formatted as a HFS file-system.

Most Recently Used - Search for recent items,documents, media and network connection in various
property list (.plist) files.

Installed Programs - List the applications found in the Applications directory and sub-directories.
AutoRun - Search for log in activity items.

Events - Parse logs for Shutdown and CD/DVD disc burning events.

USB - List connection of iOS devices.

Mounted Volumes

WiFi - Show previous connections WiFi.

Mobile Backups - List backups from iOS devices.

In addition to the OSX specific artifacts, browser artifacts from Safari, Chrome and Firefox are searched
for. Including History, Bookmark, Download and Cookie data.

Registry Activity

By default OSForensics will search for known Windows directories to scan for registry files, however if
you have some standalone registry files you can place them in the root directory of a drive (eg a USB
thumb drive at G:) and select this drive to be scanned. OSForensics will scan the following registry files
for recent activity:

e SOFTWARE
e SYSTEM
o NTUSER.dat




Most Recently Used Lists (MRU)

OSForensics checks several known registry locations that store MRU data, this includes locations for
Microsoft Office, Microsoft Wordpad, Microsoft Paint, Microsoft Media Player, Windows search, recent
documents, connected network drives and the Windows Run command. In addition, OSF will also check
the user's Recent Items directory. The Recent ltems access is very useful to view the recently opened
files from a local computer or network location. '

MS Office - Recent Docs Searches known registry keys for Microsoft Office
MRU Documents for Office versions: 9.0, 11.0, 12.0,
14.0, 15.0, 16.0 and

Windows - 'Run' Entry Software\Microsoft\Windows\CurrentVersion\Explorer\
RunMRU
Windows - Mapped Network Drives o Software\Microsoft\Windows\CurrentVersion\Explore
r\Map Network Drive MRU
o Network
Windows - Search History ¢ Software\Microsoft\Search Assistant\ACMru\5603
o Software\Microsoft\Windows\CurrentVersion\Explore
nNWordWheelQuery
Windows XP - Media Search History Software\Microsoft\Search Assistant\ACMru\5604
Windows XP - Internet Search Assistant Software\Microsoft\Search Assistant\ACMru\5001
Windows XP - People, Computer, Printers Software\Microsoft\Search Assistant\ACMru\5647
Wordpad - Recent Docs Software\Microsoft\Windows\CurrentVersion\Applets\
Wordpad\Recent File List
MS Paint - Recent Files Software\Microsoft\Windows\CurrentVersion\Applets\P
aint\Recent File List
Media Player - Recent Files ¢ Registry Locations:
o Software\Microsoft\MediaPlayer\Player\RecentFile
List
o Software\Microsoft\MediaPlayer\Player\RecentUR
LList

¢ Disk Locations:
o VLC (Mc-qt-interface.ini on Windows or vic-qt-
interface.conf on Linux)
o WMP (lastplayed.wpl and wmpfolders.wmdb)

Windows - Recent Documents Software\Microsoft\Windows\CurrentVersion\Explorer\
RecentDocs

Adobe Reader - Recent Files Searches known registry keys for Adobe Reader MRU
for versions: 9.0, 10.0, 11.0, DC

Windows Explorer - Last Visist ¢ Software\Microsoft\Windows\CurrentVersion\Explore

nComDIg32\LastVisitedMRU
¢ Software\Microsoft\Windows\CurrentVersion\Explore
rnComDIg32\LastVisitedPidIMRU
Windows Explorer - Open/Save ¢ Software\Microsoft\Windows\CurrentVersion\Explore
rnComDIg32\OpenSaveMRU
¢ Software\Microsoft\Windows\CurrentVersion\Explore
rnComDIg32\OpenSavePidIMRU
Windows Explorer - Resent ltems Disk Location:
<user>\AppData\Roaming\Microsoft\Windows\Recent
OSX- ... See OSX Activity
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AutoRun Entrires
Programs that are run automatically when Windows starts or a user log in are retrieved from the registry,

Mounted Volumes
Volume IDs are collected from the system registry and matched to the and drive letters they were
associated with.

Installed Programs

Programs that have been installed are retrieved from the system and user registry files

Dates are read from the 'InstallDate’ value where available and where this doesn't exist the last write date
of the registry key where the information is located is used.

Connected USB devices

USB devices that have been connected to the computer, this includes USB memory sticks, portable
hard drives and other external USB devices like CD-Rom drives. A manufacturer name, product ID, serial
number and the last connection date should be displayed for each device.

Wireless Network Connections (WLAN)

The MAC address of any wireless networks connected to using the Windows Zero Config senice (default
Windows wireless connection manager) (Windows XP only). On Vista and newer the registry and
known locations on disk are checked for XML profiles of networks. The Creation/Modified dates represent
the file times of the XML profile, or if it was purely a registry entry the last key write time.

UserAssist Entrys
The UserAssist key from the registry contains programs and links that are opened frequently.

Shellbag entries

Shellbag entries are recovered from the user specific registry files NTUSER.DAT and USRCLASS.DAT.
OSForensics will attempt to recover dates and names of items where available. Currently more
information will be exported into CSV format than is displayed due to screen limitations. ltems that are
identified only by a GUID will attempt to be named using a lookup list with the GUID appended to the
name in {}.

"The Recent Items folder (previously called Recent Documents in Windows XP) is used by Windows to
record what documents have been opened (the default location is typically is "C:\Users\%UserName%
\AppData\Roaming\Microsoft\Windows\Recent"). The files in this directory are actually shortcut (.Ink)
files. As these are shortcuts, they may no longer work if the file have been mowved or deleted since it was
originally created. Also of note, is when using "Scan Drive" option and choosing an added OSForensics'
device, links may point to local and network locations that may not be available on the current machine.

Event Logs

Windows Event Logs record the various events occur on the system which are of interest to forensic
investigators.

User Activity Event Logs scan the logs created by Windows Vista and beyond. It supports event logs
with file extension .evtx located in the %System32%\winevt\Logs directory.

You could use the OSForensics built-in Event Log Viewer module to perform advanced scan and filtering
operations.

The following Event IDs are included in the User Activity scan:




Logon/Logoff
Event ID | Description (Iltem column) Event Schema Element /Data | Referenc
ltem e
Microsoft-Windows-User Profile Service%4Operational.evtx
1 Received User Logon Notification EventData / Session [1]
2 Finished Processing User Logon Notification EventData / Session [1]
3 Received User Logoff Notification EventData / Session [1]
4 Finished Processing User Logoff Notification EventData / Session [1]
Security.evix
4624 | Successful Logon EventData / TargetUserName [2]
EventData / TargetDomainName | [3]
(Logon type 5 is excluded due to the EventData / TargetLogonld
overwhelming amount of these events generated | EventData / LogonType
by Windows) EventData / WorkstationName
EventData / IpAddress
4634 | Successful Logoff EventData / TargetUserName [2]
EventData / TargetDomainName | [3]
EventData / TargetLogonld
EventData / LogonType
4647 |User Initiated Logoff EventData / TargetUserName [3]
EventData / TargetDomainName
EventData / TargetLogonld
4648 |Logon Attempted Using Explicit Credentials EventData / SubjectUserName |[1]
EventData / [3]
SubjectDomainName
EventData / SubjectLogonld
EventData / TargetUserName
EventData / IpAddress
4625 |Failed Logon Attempts EventData / TargetUserName [2]
EventData / TargetDomainName | [3]
EventData / FailureReason
EventData / LogonType
EventData / WorkstationName
EventData / IpAddress
4740 |User Account Locked Out EventData / TargetUserName [2]
EventData / TargetDomainName
4767 |User Account Unlocked EventData / TargetUserName [2]
EventData / TargetDomainName
4776 |Successful/Failed NTLM Authentication EventData / TargetUserName [2]
EventData / Workstation [3]
EventData / Status
Storage Devices Usage
Event ID | Description (Item column) Event Schema Element/Data |Referenc
ltem e
System.evix
10000 |[Installing/Updating Device Driver UserData / Deviceld [1]




w

Event ID | Description (Iltem column) Event Schema Element /Data | Referenc
ltem e
20001 | Driver Installation Completed UserData / DevicelnstancelD [1]
UserData / DriverDescription
20003 | Service Addition Process Completed UserData / DevicelnstancelD [1]
Microsoft-Windows-DriverFrameworks-UserMode %4 Operational.evix
2003 |[UMDF Host Process is Requested to Load Drivers | UserData / Instanceld [1]
for Device
2101 |Pnp or Power Operation Completed for Device UserData / Instanceld [1]
2102 |Finished Pnp or Power Operation Forwarded for UserData / Instanceld [1]
Device
1006 |Device Connected/Disconnected EventData / DiskNumber
EventData / Manufacturer
EventData / Model
EventData / Revision
EventData / SerialNumber
EventData / Diskld
EventData / BusType
EventData / PartitionStyle
EventData / PartitionCount
EventData / PartitionTableBytes
Application Install
Event ID | Description (ltem column) Event Schema Element /Data | Referenc
ltem e
Microsoft-Windows-Application-Experience%4Program-Compatibility-Assistant.evtx
17 Application Installation EXE Path UserData / ExePath [1]
Application.evtx
11707 |Software Package Installation Success EventData / Data [4]
11708 |Software Package Installation Failure EventData / Data [4]
11724 |[Software Package Removal Success EventData / Data
indows Services
Event ID | Description (Iltem column) Event Schema Element /Data | Referenc
Item e
System.evtx
7034 [Service Terminated Unexpectedly EventData / param1 [3]
EventData / param2
7035 |[Service Stop/Start Control Sent - [2]
[3]
7036 |Service Status Changed EventData / param1 [2]
EventData / param2 [3]
7040 [Service Start Type Changed EventData / param1 [3]
EventData / param2
EventData / param3
7045 [Service Installed EventData / ServiceName [3]




Event ID | Description (Iltem column) Event Schema Element /Data | Referenc
ltem e
EventData / ImagePath
EventData / ServiceType
EventData / StartType
EventData / AccountName
Windows Update
Event ID | Description (ltem column) Event Schema Element /Data | Referenc
ltem e
System.evix
19 Windows Update Success EventData / updateTitle [5]
20 Windows Update Failure EventData / errorCode
EventData / updateTitle
43 Windows Started Installing Update EventData / updateTitle
44 Windows Started Downloading Update EventData / updateTitle
Microsoft Office Usage
Event ID | Description (ltem column) Event Schema Element /Data | Referenc
Item e
OAlerts.evtx
300 Micros oft Office Alert EventData / Data [1]
System Start/Shutdown
Event ID | Description (Iltem column) Event Schema Element /Data | Referenc
ltem e
System.evix
12 Operating System Started At EventData / StartTime [1]
13 Operating System Shutting Down At EventData / StopTime [1]
1074 | Process Initialted Power Off/Restart EventData / param1 [1]
EventData / param2
EventData / param3
EventData / param4
EventData / param5
EventData / param7
6005 |EventLog Service Started -
6006 |EventLog Service Stopped -
6013 |System Uptime EventData / Data [1]
Remote Access
Event ID | Description (ltem column) Event Schema Element /Data | Referenc
Item e

Microsoft-Windows-TerminalServices-RDPClient%4Operational.evtx

1102

Server

Client Initiated a Multi-transport Connection to

EventData / Name
EventData / Value

(1]




Event ID | Description (Iltem column) Event Schema Element /Data | Referenc
Item e
1105 |Multi-transport Connection Disconnected [1]
1024 |RDP ClientActiveXis Trying to Connect to Server EventData / Name [1]
EventData / Value
1026 |RDP ClientActiveX Disconnected EventData / Name [1]
EventData / Value
1027 |Connected to Domain EventData / DomainName [1]
EventData / Sessionld
Security.evix
4778 |Session Reconnected to Window Station EventData / AccountName [6]
EventData / AccountDomain
EventData / LogonID
EventData / SessionName
EventData / ClientName
EventData / ClientAddress
4779 |Session Disconnected from Window Station EventData / AccountName [6]
EventData / AccountDomain
EventData / LogonID
EventData / SessionName
EventData / ClientName
EventData / ClientAddress
Microsoft-Windows-TerminalServices-RemoteConnectionManager%4Operational.evix
261 Listener Received a Connection UserData / listenerName [1]
1149 |Remote Desktop Services: User Authentication UserData / Param1 [1]
Succeeded UserData / Param2 [6]
UserData / Param3
Microsoft-Windows-TerminalServices-LocalSessionManager%4Operational.evtx
21 Remote Desktop Services: Session Logon UserData / User [6]
Succeeded UserData / SessionlD
UserData / Address
22 Remote Desktop Services: Shell Start Notification |UserData/User [6]
Received UserData / SessionID
UserData / Address
24 Remote Desktop Services: Session Disconnected | UserData /User [1]
UserData / SessionlD [6]
UserData / Address
25 Remote Desktop Services: Session Reconnection |UserData/User [1]
Succeeded UserData / SessionlD [6]
UserData / Address
42 End Session Arbitration UserData / User [1]

UserData / SessionID

Micros oft-Windows-SmbClient%4Connectivity.evix

30804

Client's Connection to Server Disconnected

EventData / ServerName
EventData / Address

(1]

30805

Client Lost Session to Server

EventData / Sessionld
EventData / ServerName

(1]




Event ID | Description (Iltem column) Event Schema Element /Data | Referenc
ltem e

30806 |ClientRe-established Session to Server EventData / Sessionld [1]
EventData / ServerName
EventData / Address

30807 |Connection to Share Lost EventData / Sessionld [1]
EventData / ServerName

30808 |Connection to Share Re-established EventData / Sessionld [1]
EventData / ServerName
EventData / Address

Printer Usage

Event ID | Description (ltem column) Event Schema Element / Data | Referenc

ltem e

Microsoft-Windows-PrintService %4 Operational.evtx

307 Document Printed

UserData / Param1
UserData / Param2
UserData / Param3
UserData / Param4
UserData / Param5
UserData / Param7
UserData / Param8

(1]

UserData / Printer

801 Printing Job UserData / Jobld [1]
802 Deleting Job UserData / Jobld [1]
UserData / JobSize
UserData / Pages
842 | PrintJob Sentto Printer UserData / Jobld [1]

List View Columns

Column Name

Data Origin

ltem

See the Description in the above tables

Event Channel

Channel property of the System section

Event Time

TimeCreated property of the System section

Event ID

EventID property of the System section

Event Record ID

EventRecordID property of the System section

Event ID (Linux)

Event Information

See the Event Schema Element/Data ltem in the above tables

User

EventData / SubjectUserName
EventData / TargetUserName
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[5]1 Do, Q, Martini, B, Looi, J, Wang, Y & Choo KK 2014, Windows Event Forensic Process,
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Jump Lists

Jumps lists are a feature introduced to Windows 7 that allow fast access to programs and favorites as
well as functioning as a most recently used list for some programs (see the Micorosoft page on jump
lists for more information on how they function.

Jump lists come in two formats, automatic which are created by Windows and custom which are created
when a user interacts with the program such as pinning an item to the list. OSForensics is currently
retrieving information from the "Destlist" section of the automatic jump lists and all the entries from the
custom jump lists.

The information presented by OSForensics includes;
¢ filename, path and any command line arguments stored (where available)
¢ system name (where available)
o the item ID (where the item appears in the jump list file
¢ last access date
¢ |ocation of jumplist file item was retrieved from

Shellbags

Shellbag entries keep a record of size, position, icon and views of a folder when accessed via Windows
Explorer. This information can be used to see what folders have been accessed in Explorer.

The information presented by OSForensics includes;
¢ Folder name and disk path
¢ Location in the registry file (registry bag path) entry was retrieved from
¢ last access date of folder
¢ creation and modified date for the entry in the registry file

SRUM

OSForensics will scan for the system resource usage monitor database in the Windows\System32\sru\
folder.
If found it will read information from these parts of the database;

¢ Windows network data usage monitor table {973F5D5C-1D90-4944-BE8SE-24B94231A174}

¢ Application resource usage table {D10CA2FE-6F CF-4F6D-848E-B2E99266FA89}

¢ Windows network connectivity usage monitor table {DD6636C4-8929-4683-974E-22C046A43763}
¢ Windows push notification table {D10CA2FE-6F CF-4F6D-848E-B2E99266F A86}
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An attempt will be made to convert the User-SID's present in the table to user names (where available).

Prefetch

The Prefetcher is an operating system component that improves the performance of the system by pre-
caching applications and its associated files into RAM, reducing disk access. In order to determine the
applications that are used most frequently, the Prefetcher collects application usage details such as the
number of times the application has been executed, the last run time, and any files that the application
uses when it is running.

In a forensics point of view, application usage patterns (eg. "Cleaner" software used recently) and files
that have been opened (eg. documents) recently can be uncovered.

5.34.10 Windows Search

Windows Search is a desktop indexer that has been integrated and enabled by default in Windows
operating systems since Vista. Windows (Desktop) Search can also be optionally installed on Windows
XP and Windows 2003. During its normal operating, Window Search runs in the background, creating a
full-text index of the files on the computer. This index allows for fast searching of filenames and file
contents matching the specified search term.

In a forensics point of view, the index database can contain valuable artifacts that an be useful for
mapping user activity during any given time frame. In particular, a forensics investigator can obtain
valuable forensics information from the analysis of the index database, such as:

¢ File activity at any given point in time (such as installed programs and modified documents)
¢ Files contained in disks that are damaged or no longer exist (such as external disks)

¢ Plain text data from indexed files such as documents and e-mails

¢ Plain text data from encrypted files

Because Windows Search is enabled by default, the index database acts as a digital footprint of the
system activity. The typical user is likely to be unaware of the indexing operation taking place in the
background.

5.34.11 Cortana History

Cortana is a digital personal assistance present on Windows computers after Windows 10. Cortana acts
as a natural language interface between the user and a number of common operating system related
tasks. These include activities such as adding calender reminders, managing personal contacts, sending
email and performing web searches.

In a forensics point of view, much of the information Cortana collects can be used for mapping user
activity as well as other personally identifiable information. Many users are unaware of the nature of the
data that the feature stores and thus are not likely to consider it when attempting to remowe forensics
artifacts.

In an attempt to provide more geographically relevant results to searches and created events, the GPS
location where certain queries were made is stored. This can be used to identify the location of the
device at a certain point in time.




Cortana also stores the contact information of other users interacted with. This includes contacts
accessed over email, SMS and instant messaging senices.

In addition to this, all web searches and the results therein are stored alongside other information.

5.34.12 BAM/DAM

Background Activity Moderator (BAM) exists in Windows 10 only after version 1709. It controls the
activity of background applications.

Desktop Activity Moderator (DAM) is present only on Windows 8 machines that support connected
standby. It controls the activity of desktop applications.

BAM/DAM provides full path of the executable file that was run on the system and the last execution
timestamp.

5.34.13 Anti-Forensics Artifacts

OSForensics supports collecting evidences of the following Anti-Forensics tools usage:

CCleaner

Eraser

File Shredder
R-Wipe and Clean
BCWipe
DiskBoss

Free Wipe Wizard
Slacker
VeraCrypt
AxCrypt

Gpg4win
Timestomp

Tor Browser

5.34.14 Downloads

The browser built-in download manager keeps a history of files downloaded.

Supported Browsers and Evidence Location

Browser File Location
Format
Chrome SQLite |%USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name]/History
Edge SQLite |%USERPROFILE%/AppData/Local/Microsoft/Edge/User Data/
(Chromium) [Profile_Name]/History
Opera SQLite | %USERPROFILE%/AppData/Roaming/Opera Software/Opera Stable/History




[Profile_Namel]/places.sqlite

Browser File Location
Format
Firefox SQLite |%USERPROFILE%/AppData/Roaming/Mozlla/Firefox/Profiles/

List View Columns (Chrome, Edge-Chromium, Opera)

Column Name

Data Origin (column)

Data Origin (table)

File Name "current_path" or "url" "downloads" or "downloads_url_chains"
Source URL "url" "downloads_url_chains"
Downloaded To "current_path" "downloads"
File Size "received_bytes" "downloads"
Date Download Started "start_time" "downloads"
Date Download Ended "end_time" "downloads"
List View Columns (Firefox)
Column Name Data Origin (column) Data Origin (table)

File Name "content" or "url" "moz_annos" or "moz_places"
Source URL "url" "moz_places"
Downloaded To "content" "moz_annos"
File Size "content” "moz_annos"
Date Download Started "dateAdded" "moz_annos"
Date Download Ended "content” "moz_annos"

List View Columns (Other)

OSForensics also scans the files in the location: %USERPROFILE%/Downloads.

Column Name Data Origin Description
File Name File attributes
Source URL -

Downloaded To

File path

File Size

File attributes

Date Download Started

File creation time

Date Download Ended

File creation time




5.34.15 Browser History
Visited URLs stored on the sy

stem.

Supported Browsers and Evidence Location

The browser history files are by default located at:

Browser File Format | Location

Chrome SQLite %USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name]/History
%USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name]/Top Sites

Edge SQLite %USERPROFILE%/AppData/Local/Microsoft/Edge/User Data/

(Chromium) [Profile_Name]/History
%USERPROFILE%/AppData/Local/Microsoft/Edge/User Data/
[Profile_Name]/Top Sites

Opera SQLite %USERPROFILE%/AppData/Roaming/Opera Software/Opera Stable/History

Firefox SQLite %USERPROFILE%/AppData/Roaming/Mozilla/Firefox/Profiles/
[Profile_Name]/places.sqlite

Internet ESE %USERPROFILE

Explorer database [ %/AppData/Local/Microsoft/Windows/WebCache/WebCacheV01.dat

Registry |HKEY_CURRENT_USER\Software\Microsoft\internet Explorer\TypedURLs
Edge (Legacy) ESE %USERPROFILE
database [ %/AppData/Local/Microsoft/Windows/WebCache/WebCacheV01.dat

List View Columns (Chrome

, Edge-Chromium)

Column Name Data Origin (column) Data Origin (table)
Title "title" "urls"”
"title" "top_sites"
URL "url" "urls"
"url" "top_sites"
Date Last Accessed "last visit_time" "urls"
- "top_sites"
Visit Count "visit_count" "urls"
- "top_sites"

List View Columns (Opera)

Column Name Data Origin (column) Data Origin (table)
Title "title" "urls"
URL "url" "urls"
Date Last Accessed "last_visit_time" "urls"
Visit Count "visit_count" "urls"




List View Columns (Firefox)

Column Name Data Origin (column) Data Origin (table)

Title "title" "moz_places"

URL "url" "moz_places"

Date Last Accessed "last visit_date" "moz_places"

Visit Count "visit_count" "moz_places"

List View Columns (Internet Explorer)

Column Name Data Origin (column) Data Origin (table/key)

Title - -
- "TypedURLs" keyin the Registry

URL "Url" "Container_#" table of WebCacheV01.dat
"Data" file

"TypedURLs" keyin the Registry

Date Last Accessed

"AccessedTime"

"Container_#"table of WebCacheV01.dat
file
"TypedURLs" keyin the Registry

Visit Count

"AccessCount"

"Container_#" table of WebCacheV01.dat
file
"TypedURLs" keyin the Registry

5.34.16 Search Terms

Browser history of search terms in search engines.

Supported Browsers and Evidence Location

The browser search terms files are by default located at:

Browser File Location
Format

Chrome SQLite |%USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name]/History

Edge SQLite |%USERPROFILE%/AppData/Local/Microsoft/lEdge/User Data/

(Chromium) [Profile_Name]/History

Opera SQLite | %USERPROFILE%/AppData/Roaming/Opera Software/Opera Stable/History

Firefox SQLite |%USERPROFILE%/AppData/Roaming/Mozilla/Firefox/Profiles/
[Profile_Name]fformhistory.sqlite

List View Columns (Chrome, Edge-Chromium, Opera)




Column Name Data Origin (column) Data Origin (table)
Search Text "term" "keyword_search_terms"
Date Last Searched "last_visit_time" "urls"

URL "url" "urls"

Visit Count "visit_count" "urls"

List View Columns (Firefox)

Column Name Data Origin (column) Data Origin (table)
Search Text "value" "moz_formhistory"
Date Last Searched "lastUsed" "moz_formhistory"
URL - -

Visit Count "timesUsed" "moz_formhistory"

5.34.17 Website Logins

Login credentials of user for websites.
Supported Browsers and Evidence Location

The browser login data files are by default located at:

Browser File Location
Format

Chrome SQLite |%USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name]/Login Data

Edge SQLite | %USERPROFILE%/AppData/Local/Microsoft/lEdge/User Data/

(Chromium) [Profile_Name]/Login Data

Opera SQLite |%USERPROFILE%/AppData/Roaming/Opera Software/Opera Stable/Login
Data

Firefox Json %USERPROFILE%/AppData/Roaming/Mozilla/Firefox/Profiles/
[Profile_Name]/logins.json

List View Columns (Chrome, Edge-Chromium, Opera)

Column Name Data Origin (column) Data Origin (table)
Origin URL "origin_url" "logins"
Action URL "action_url" "logins"
Username "username_value" "logins”
Password "password_value" "logins"
Date First Used "date_created" "logins"




Column Name Data Origin (column) Data Origin (table)
Date Last Used "date_last used" "logins"
Times Used "times_used" "logins”

List View Columns (Firefox)

Column Name

Data Origin (keyword)

Origin URL "hostname"

Action URL "formSubmitURL"
Username "encryptedUsername”
Password "encryptedPassword"

Date First Used

"timeCreated"

Date Last Used

"timeLastUsed"

Times Used

"timesUsed"

5.34.18 Form History

Auto fill data used to fill the website forms.
Supported Browsers and Evidence Location

The browser form history files are by default located at:

Browser File Location
Format

Chrome SQLite |%USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name])/Web Data

Edge SQLite | %USERPROFILE%/AppData/Local/Microsoft/Edge/User Data/

(Chromium) [Profile_ Name]/Web Data

Opera SQLite |%USERPROFILE%/AppData/Roaming/Opera Software/Opera Stable/Web
Data

Firefox SQLite | %USERPROFILE%/AppData/Roaming/Mozilla/Firefox/Profiles/
[Profile_Name]formhistory.sqlite

List View Columns (Chrome, Edge-Chromium, Opera)

Column Name Data Origin (column) Data Origin (table)
Field Name "name" "autofill"
Value "value" "autofill"
Date First Used "date_created" "autofill"
Date Last Used "date_last used" "autofill"




Column Name Data Origin (column) Data Origin (table)
Times Used "count" "autofill"
List View Columns (Firefox)

Column Name Data Origin (column) Data Origin (table)
Field Name "fieldname" "moz_formhistory"
Value "value" "moz_formhistory"
Date First Used "firstUsed" "moz_formhistory"
Date Last Used "lastUsed" "moz_formhistory"
Times Used "timesUsed" "moz_formhistory"

5.34.19 Bookmarks

Saved web pages for users to quickly \isit favorite websites.
Supported Browsers and Evidence Location

The browser bookmark data files are by default located at:

Browser File Location
Format

Chrome Json %USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name]/Bookmarks

Edge Json %USERPROFILE%/AppData/Local/Microsoft/Edge/User Data/

(Chromium) [Profile_Name]/Bookmarks

Opera Json %USERPROFILE%/AppData/Roaming/Opera Software/Opera
Stable/Bookmarks

Firefox SQLite | %USERPROFILE%/AppData/Roaming/Mozilla/Firefox/Profiles/
[Profile_Name]/places.sqlite

Internet Internet | %USERPROFILE%/Favorites/

Explorer Shortcut

List View Columns (Chrome, Edge-Chromium, Opera)

Column Name Data Origin (keyword)

Item "name"
URL "url"
Date Added "date_added"

List View Columns (Firefox)




Column Name Data Origin (column) Data Origin (table)
ltem "title" moz_bookmarks
URL "url" moz_places

Date Added "dateAdded" moz_bookmarks

List View Columns (Internet Explorer)

Column Name Data Origin

Item Internet Shortcut file name
URL "URL"

Date Added File creation time

* Note that MS Edge legacy (before V79) versions are not supported in the OSForensics Bookmarks
scan.

5.34.20 Chat Logs

OSForensics will search for chat logs from these programs:

Microsoft Chat
AIM

Yahoo

ICQ

Skype
Miranda
Pidgin

5.34.21 Peer-to-Peer

OSForensics supports collecting forensic artifacts from the following peer-to-peer sharing applications
and platforms:

BitTorrent/uTorrent

Ares

eMule

UseNet (SABnzbd, Newshosting)
Shareaza

OSForensics also parses the .NZB and .torrent file formats to display their contents details.

List View Columns




Column Name Description
Item File name.
Record Type -

Content Size

Size of the P2P content.

Poster Used for UseNet NZB files and the data is obtained from the "poster" attribute of the
NZB file.

Content Creation | Forthe NZB files, this data is obtained from the "date" attribute.

Date Note that this time info may not completely reliable as the recorded data was the

representation of the date the server saw the shared NZB content, plus the timezones
could be different (see the link).

For the .torrentfiles, this data is from the value of the key "creation date".

For the artifacts collected from the BitTorrent/uTorrent resume.data file, this data is
obtained from the value of the key "added_on" of the resume.dat file.

Evidence Location

Evidence File
Creation Date

The time of the evidence file was created.

Date Last Used

The lastused time (Lasttime the server was pinged for eMule Server.met config file OR
last torrent seeded time for Shareaza OR last shared time for eMule Known.met).

Download
Location

For BitTorrent/uTorrent clients, this data is obtained from the value of the key "path" of
the resume.dat file.

Downloaded Size

For BitTorrent/uTorrent clients, this data is obtained from the value of the key
"downloaded" of the resume.dat file.

Download Status

Date Completed

For BitTorrent/uTorrent clients, this data is obtained from the value of the key
"completed_on" of the resume.dat file.

5.34.22 Cookies

Cookie are files which are created when users visit websites.

Supported Browse

The browser cookie

rs and Evidence Location

files are by default located at:

Browser File Location
Format

Chrome SQLite |%USERPROFILE%/AppData/Local/Google/Chrome/User Data/
[Profile_Name]/Cookies

Edge SQLite |%USERPROFILE%/AppData/Local/Microsoft/Edge/User Data/

(Chromium) [Profile_Name]/Cookies

Opera SQLite | %USERPROFILE%/AppData/Roaming/Opera Software/Opera Stable/Cookies

Firefox SQLite | %USERPROFILE%/AppData/Roaming/Mozilla/Firefox/Profiles/
[Profile_Name]/cookies.sqlite




List View Columns (Chrome, Edge-Chromium, Opera)

Column Name Data Origin (column) Data Origin (table)
Host "host" "cookies"
Path "path" "cookies"
Name "name” "cookies"
Value "encrypted_value" "cookies"
Date Created "creation_utc" "cookies"
Date Last Accessed "last_access_utc" "cookies"
Expiry Date "expires_utc" "cookies"

List View Columns (Firefox)

Column Name

Data Origin (column)

Data Origin (table)

Host "host" "moz_cookies"
Path "path" "moz_cookies"
Name "name" "moz_cookies"
Value "value" "moz_cookies"

Date Created

"creationTime"

"moz_cookies"

Date Last Accessed "lastAccessed" "moz_cookies"
Expiry Date "expiry" "moz_cookies"
5.34.23 Cryptocurrency Wallet Apps

OSForensics supports collecting evidences of the following Cryptocurrency Wallet applications:

Binance
Ledger Live
Bitcoin Core
Electrum
Litecoin Core
TokenPocket
Daedalus Mainnet
Electron Cash
Melis Wallet
Interstellar
Solar Wallet
Keybase
Litemint




5.34.24 USB

OSForensics supports collecting evidentiary information from Registry and Windows Event Log that
helps in tracking USB devices plugged into a machine.
There are two sub-categories under the USB section.

USB Devices

Displays list of USB devices connected.
The different sources of artifacts considered in this category include:

Artifacts

Location

PnP manager log file

[System Drive]\Windows\INF\setupapi.dev.log

Windows Registry
hives

SYSTEM\CurrentControlSet\Control\DeviceClasses
SYSTEM\CurrentControlSet\ Enum\USBSTOR
SYSTEM\CurrentControlSet\Enum\USB
SYSTEM\CurrentControlSet\Enum\SCSI

Windows Eventlogs
EventID 1006

[System Drive]:\Windows\System 32\winewt\Logs\Microsoft-Windows-Partition%
4Diagnostic.evtx

USB History

Displays connection and disconnection timestamps of USB storage devices.
The sources of artifacts considered in this category include:

Artifacts

Location

Windows Eventlogs
Event IDs 2003, 2102
EventID 1006

[System Drive]\Windows\System 32\winevt\Logs\Micros oft-Windows-
DriverFrameworks-UserMode %4 Operational.evix

[System Drive]\Windows\System 32\winewt\Logs\Micros oft-Windows-Partition%
4Diagnostic.evtx

*Note that this event logging is not enabled by default.

The "Filter Results for This Device" option in the right-click menu allows you to quickly filter in the
specified USB device and only display the relevant information.
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File Details#  File List# Timelines

[ 1tem Device Type Product ID 7 Serial Number Revision

Bl *d wo My Passport 0837 UsB = L =

[T & seagate Expansion LSE Exp Filter Results for This Device 10

I_ A Seagate Technology L... USB Attached SCSI (UAS) ... PID. Clear Filter(s) N_0710

I_ o Verbatm STORE N GO us8 A Wiew with Internal Viewer... Enterz 0

I_ &# Verbatm STORE N GO Disk STC a0

F < Verbatim, Ltd (VID_13... USE Mass Storage Device  Flas Open Centaining Folder® v 0100
& Kingston DataTraveler... Disk Dati .

I_ A Kingston Technology ... USB Mass Storage Device Dati AT ST BT E v_0001

[T & sony Corporation (VID... USE Input Device PID Export List of All ltems= > W _0100

I_ 4 Sony Corporation (VID... USE Audio Device PID. W_0100

[T & Sony Corporation (VID... USB Input Device PID Toggle Check Space® 4y npg

= Sony Corporation (WID.., USB Audio Device FID. Check All Ctrl+AZ _0100

[ & Microsoft Corparation ...  USB Input Device ¥bo Tag Selected File(s) Cirl+ T2

I_ & Microsoft Corporation ...  USE Input Device ¥bo

I_ 4 Microsoft Corporation ...  USE Input Device ¥bo 0 itern(s) checked

I_ ¥ Microsoft Corporation ...  USE Input Device ¥boxsou Lonmoler (PIU_...  BESYLA0C LSEUIEL S

[T & Logitech Inc. (VID_04...  USB Input Device PID_C33F&MI_01 582fc599beR0R0001 REYV_3100

E A7 Logitech Inc. (VID_04... USE Input Device PID_C33F&MI_00 582fc599beR0R0000 REV_3100

5.35 Verify /| Create Hash

The Verify / Create Hash module is used for verifying the integrity of files by calculating its hash value. It
can also be used to create a hash of a whole partition or physical disk drive or a simple text string.
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1|||'|-.J1] File Hashing Help
Hash Sets  Verify/Create Hash

(®) File i) volume i) Text

File | Drive-C:\Jsers\Passmark\Downloadstest. mbox Calculate

Hash Function |SHA-1 e Secondary Hash Function |MD5 e

|:| Upper case output

Progress

Data Hashed | 1.02 MB |

Calculated Hash |?Geffl[llccbDEBEDc18db6e9ee9c?b?c]b11?b9e | |SHA—1 |
Primary
|c3656af?ﬂ:1150a92cbc924131bbdbe1 | |MD5 |
Secondary

Comparison Hash | Teeff202cch028e0c 18dbeeee9c7h7r1b117h9e | @.

Hashes (primary) are equal

Add Result to Case...

_5E|EEtEd_HE_'5|" SHA-1is part of the broader set of SHA hash functions developed by the NSA. Although not
Function Description | the most secure, SHA-1is by far the most widely used.

At this pointin time SHA-1 is considered to have been broken, however finding collisions is stil
a somewhat computationally intensive task and SHA-1 continues to be used for many
applications.

To calculate a hash for a file, simply input the file path, select one of the available hash functions and
press Calculate. To verify the calculated hash with a known hash value, copy the known hash value into
the Comparison Hash field.

To create a hash for a partition or drive, select the 'Volume' radio button and then use the drop down to
select from the available drives and partition. Note that administrator privileges are required for this
feature.

To create a hash of a line of text select the text option and type or paste the text you want to hash into
the text field.

Hash Function / Secondary Hash Function
Specify the hash function to use for hashing. A secondary hash function can also be specified to
calculate the hash value simultaneously.

Upper case output
If checked, the calculated hash will be in upper case.

Add Result to Case...
Save the result of the hash calculation and add to the case.
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5.36

Web Browser

For computers supporting the newer Webview2 based on Chromium Edge the Web Browser module will
open in a new window. The Web Browser module provides a basic web viewer from within OSForensics.
This module add the ability to load web pages from the web and save screen captures of web pages to
the current opened case.

& OSForensics - Web Browser — o x

< > O [H https://uvnw.osforensics.com/ ] B M

PassMark OSForensics - Digital inves x =+

PASSMARK Home  Products Training Support AboutUs  Forum J ®  signin
SOFTWARE

Forensics V9

Digital investigation for a new era

® Extract forensic data from computers, quicker and easier
than ever.
® Uncover everything hidden inside a PC.

ONLY slgmg“

-'2_/‘

h ‘.III

Manage your case

Discover data

ni L Aata factar th N Ldlantific o, el - Lt

Caution:

The internal OSForeniscs' web browser module is implemented Webview2 based on Chromium Edge.
Several right click options including "Save As..." and possibly Print will not work due to OSForensics
running with elevated permissions. We have not disable the options, but until a workaround is available or
the APl is changed. the options will not work. If you require those options, you can run OSForensics
without elevated permissions, by starting the 0sf32.exe or osf64.exe executable directly from the the
OSForensics program files directory.

Address Bar

Allows you to enter an URL to navigate to or shows the current URL of the loaded web page.
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Navigation Buttons

< > O

Not all buttons will be enabled at all times. Buttons (starting from left):
e Back - Load the previous page.
e Forward - Active when the "Back" button has been used. Goes Forward to the recently viewed page.

o Refresh/Stop - Reload the current page or when the page is being loading, stop the current page from
loading.

Screen Capture

:

Pressing the screen capture button will capture the current page. Different capture options (Visible,
Region, Page) allow you to choose what is captured. The image will been prefaced with capture date and
the current URL. The captured screen will then be added to the case under "Files".

Visible Window |
Select Region
+ Whole Page
Visible Window
Captures what is current visible in the browser.

Select Region

Will bring up on screen prompts to allow you to capture only a certain region of the visible browser. (If the
region width selected is too small, the info text added to the top of picture may not be shown
completely).

Whole Page
The whole page will be saved as an image.
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Capture Date: 2013-01-11. URL: http:fpassmark.com/

— PASSMARK®
D [ E——
I|
| e : T —
¥ Ore

Screen Capture showing capture info text and OSForensics
watermark.

(Note: The Free version of OSForensics will have OSForensics logo watermarked throughout the image.
The Pro version will not show the watermark.)

Save/Export Page
0

Pressing the following button will launch the export page dialog. The dialog will allow you to capture all
the pages currently linked from the Current Page. Or load a site list file to capture.
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OSForensics

‘& OS5Forensics Web Browser Export - >
Export Settings
(®) Use Current Page | https: ffwmww.osforensics,com/

CFollow & export links (single level)

i) Use Webpage List File |

Select File

Other Options (Does not apply to Follow & export pages from the Use Current Page option):

[JExtract Embedded Videos

[[]Download ather non-HTML linked content {<a href="...">)
Office + POF documents ZIP and compressed archive Multimedia
Download Executables Plzin text files
Custom

Pages in export

Match base domain only: https: ffwww.osforensics.com/f

Filter

Export Link?

https: /fwww.osforensics. comfindex. html

https: /fwww. osforensics. com products findex. php
https: /fwww. osforensics. com ftraining. himl

https: /fwww. osforensics. com/support. hitml

https: /fwww. passmark. comfabout/

https: //forums. passmark. com osforensics-osfmount-osfdone
https: /fwww. osforensics. com#

https: /fwww. osforensics. com/contact_us.html
https: /fwww. passmark. comsales fcart. php?display #
https: /fwww. passmark.com/login.php

L4

Link Count ™

S I TS

>

Mumber of Pages Selected: 35

Total Unigue Links: 35

Export Settings

Use Current Page - Use the current page that is loaded in the web browser. Selecting the "Follow &
export links" checkbox will also export the pages linked on the current page. Further filtering can be

done if not all pages are to be exported.

Use Webpage List File - Load a text file containing URLs to export. The list file should place each site

on a new line. Lines starting with # are comment lines and will not be loaded.
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File Edit Fermat View Help

# Search Engines
http:/ /www. yahoo. com
http://wew. google. com/

# Company WEbS'itESL
http:/ /v, passmark. com/
http:/ /www.osforensics. com,/

Other Options - These options only apply to the top level page only when Use Current Page option or
apply to all pages if using Webpage List File. Files will be saved and added to case in a subfolder of
where the original case item is located.

Extract Embedded Video - Will attempt to extract the first embedded video on the webpage. Video is
saved in .mp4 format.

Download other non-HTML linked content - Will download and saved other files that may be linked via
anchor <a href="..."> on the webpage. User can select a chosen preset or specify their own extensions
to download.

¢ Office + PDF Documents -
.doc;.dot;.ppt;.pps;.pot;.xls;.xlt;.docx;.pptx;.xIsx;.dotx;. pdf;.odt;.sxw;.ods;.odp

Zip and compressed archive - .zip;.tgz;.taz;.tar.gz;.tar;.zipx;.rar;.arj;.dmg;.iso;.chm;.bz2;.1zo;.7z

Multimedia -
.jpg;.jpeg;.jpe;.gif; .tiff; .tif;,.png;.bmp;.wmyv;,.mpg;.mpeg;.rmv;,.rmvb;.flv,.mov;.qt;.avi.mp3;.mp4;.mkyv,.wma

Download Executables - .exe;.cab;.msi (Note: Executable files with .exe extension will be renamed to
.exe_ to prevent accidental opening of the file.)

Plain Text Files - .txt;.text;.rtf
e Custom - User specified extensions to download, separate extensions with semicolon;
Pages to Export

If using Current Page as the export option, in addition to the current URL, you can select additional
linked pages to be captured. The list will show pages that are linked from the current page. The column
Link Count shows how many times the link is found on the current page. If using the Webpage List
option, then the list shows what sites were found in the file.

Match base domain only - Allow you to filter the list to match certain base domains. Domains should
start with http:// or https://. You can specify multiple domains separated by a semicolon ";" character.
The filter is case insensitive.

Export - This will start the export process of saving the page to your current case. OSForensics will pop
up a web browser window during capture process. It is best to leave the capture process alone while it is
in progress.
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5.36.1 Web Browser (Non-supported OS)

For system that do not support the new Webview2 browser, OSForensics will start the older browser
module. The Web Browser module provides a basic web viewer from within OSForensics. This module
add the ability to load web pages from the web and save screen captures of web pages to the current
opened case.

% Web Browser Helo
OSForensics - Digital investigation for a new era by PassMark Software® » Givisitle v || [
|ﬁﬂp //osforensics.com/ : [ L_}
~
PASSMARK® & Shopping cart | Search ( )
SOFTWARE
Horme Products  Training

il
ﬁH—‘ Recent Activity

OSForensics

© Live Azqushon ol Curent Machine Sean Drive:

] T | - Digital investigation for a new era
- Extract forensic data from computers, quicker and easier than ever.
R g Uncover everything hidden inside a PC.
. { PTraassias W“'“’"“.:m"“'”“”l*’"l““”'_,.._...-. :
Y — -

T T[edREgE
L i — o

S - D
— ' o @
= Discover il | Identify "% | Manage .
Caution:

The internal OSForeniscs' web browser module is implemented using Microsoft Internet Explorer Web
Control COM object. In using the web browser, it will behave similarly to using Internet Explorer on
Windows. As such it may leave artifacts (e.g. cookies, temp web files, entries in browser history) on the
machine OSForensics is being operated on. Users should take caution if the web browser is being used
on a live system that is under investigation.

Address Bar

Allows you to enter an URL to navigate to or shows the current URL of the loaded web page.

Navigation Buttons

Not all buttons will be enabled at all times. Buttons (starting from left):
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Back - Load the previous page.

Stop - Active when the page is being downloading. Stop the current page from loading.

Refresh - Reload the current page.

Forward - Active when the "Back" button has been used. Goes Forward to the recently viewed page.

Screen Capture

Visible Window
Select Region
v Whole Page

Pressing the screen capture button will capture the current page. Different capture options (Visible,
Region, Page) allow you to choose what is captured. The image will been prefaced with capture date and
the current URL. The captured screen will then be added to the case under "Files".

Visible Window
Captures what is current visible in the browser.

Select Region

Will bring up on screen prompts to allow you to capture only a certain region of the visible browser. (If the
region width selected is too small, the info text added to the top of picture may not be shown
completely).

Whole Page
The whole page will be saved as an image.
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OSForensics

Capture Date: 2013-01-11. URL: http:fpassmark.com/

PASSMARK®

- [ SF——
II
2 =5 Ba.=E EE
2=
3
b are

Cl [ =

Screen Capture showing capture info text and OSForensics
watermark.

(Note: The Free version of OSForensics will have OSForensics logo watermarked throughout the image.

The Pro version will not show the watermark.)

Save/Export Page

Pressing the following button will launch the export page dialog. The dialog will allow you to
capture all the pages currently linked from the Current Page. Or load a site list file to capture.
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OSForensics Web Browser Export

Export Settings
(®) Use Current Page | https:f/www.osforensics.com/
[#IFollow & export links (single level):
() Use Webpage List File | Select File

Export HTML Pages As:
(®) Image (.pna)
(") web Archive (.mht)
Other Options (Does not apply to Follow & export pages from the Use Current Page option):
[]Extract Embedded Videos
[ Download other non-HTML linked content {<a href="...">)

Office + POF documents ZIP and compressed archive Multimedia
Download Executables Plain text files
Custom

Pages in export
Match base domain only: hittps: (fwww.osforensics, com/ Filter

Export Link? Link Count ™

http: / fwww . osforensics. com/

http: f fwvew . passmark. com fsalescart. php
https: /fwww. osforensics. com,index. himl
https: /fwww. osforensics. comproducts. himl
https: /fwww. osforensics. com,/training. himl
https: /fwww. osforensics. comsupport. hitml
http: / fwww . passmark. com/about/

https: /fwww. osforensics. comfosforensics, himl
https: /fwww. osforensics. com/discover, html
https: /fwww. osforensics. com fidentify. himl
https: /fwww. osforensics. com/manage. html
https: /fwww. passmark. comleqal fdisdaimer . htm

T e i =

https: /fwww. passmark. comfabout/ v

< >
Mumber of Pages Selected: 17 Total Unigue Links: 17
Export Cancel

Export Settings

Use Current Page - Use the current page that is loaded in the web browser. Selecting the "Follow &
export links" checkbox will also export the pages linked on the current page. Further filtering can be
done if not all pages are to be exported.

Use Webpage List File - Load a text file containing URLs to export. The list file should place each site
on a new line. Lines starting with # are comment lines and will not be loaded.
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File Edit Fermat View Help

# Search Engines
http:/ /www. yahoo. com
http://wew. google. com/

# Company WEbS'itESL
http:/ /v, passmark. com/
http:/ /www.osforensics. com,/

Export As - Image or Web Archive. Pages will be saved as .PNGs images or .MHT web-archive format.

Other Options - These options only apply to the top level page only when Use Current Page option or
apply to all pages if using Webpage List File. Files will be saved and added to case in a subfolder of
where the original case item is located.

Extract Embedded Video - Will attempt to extract the first embedded video on the webpage. Video is
saved in .mp4 format.

Download other non-HTML linked content - Will download and saved other files that may be linked via
anchor <a href="..."> on the webpage. User can select a chosen preset or specify their own extensions
to download.

¢ Office + PDF Documents -
.doc;.dot;.ppt;.pps;.pot;.xls;.xlt;.docx;. pptx;.xlIsx;.dotx;. pdf;.odt;.sxw;.ods;.odp

Zip and compressed archive - .zip;.tgz;.taz;.tar.gz;.tar;.zipx;.rar;.arj;.dmg;.iso;.chm;.bz2; .1zo;.7z

Multimedia -
.ipg;.jpeg;.jpe;.gif; .tiff; .tif,.png;.bmp;.wmv;,.mpg;.mpeg;.rmy;.rmvb;.flv,.mov;.qt;.avi.mp3;.mp4;.mkv;.wma

Download Executables - .exe;.cab;.msi (Note: Executable files with .exe extension will be renamed to
.exe_ to prevent accidental opening of the file.)

Plain Text Files - .txt;.text;.rtf

e Custom - User specified extensions to download, separate extensions with semicolon;
Pages to Export

If using Current Page as the export option, in addition to the current URL, you can select additional
linked pages to be captured. The list will show pages that are linked from the current page. The column
Link Count shows how many times the link is found on the current page. If using the Webpage List
option, then the list shows what sites were found in the file.

Match base domain only - Allow you to filter the list to match certain base domains. Domains should
start with http:// or https://. You can specify multiple domains separated by a semicolon ";" character.
The filter is case insensitive.




Export - This will start the export process of saving the page to your current case. OSForensics will pop
up a web browser window during capture process. It is best to leave the capture process alone while it is

in progress.

The Web Server Log Viewer allows users to extract and analyze log data generated by Apache, IIS,
NGINX or other custom web server logs. The below is a list of some of the main features.

Supports Common, Combined and Custom log formats
Custom log supports more than 35 different fields
Supports Apache and NGINX Access Log and Error Log
Supports IIS W3C Extended, IS, NCSA log file formats
Generates Top reports
Supports IPWY & IPV6
Filter by any combination of log fields

Export to CSV, TXT or HTML

Automatically filter results that contain common known exploits

I, Web Server Log Viewer
File Edit Search Reports

5 G Eror Log error logt |

o] ‘Cilemplerror_g
5% AcessLog

o] C:\temp\access_lo|
£48) I Log

o] Ciltemplu_exao:

v passmark. com

- o x
advanced b=
Filter
[0 % HostNeme Dateand Time (GMT +10:00) Loglevel ProcessD  SourceFile = Error Status Code Cient Log Message "
[T 6564  www.passmark.com 28/02/2020, 11:52:35 warn 0831 fegid_bridge.c(559) (70008)Partial resuits are valid but p...  203.133.169. 184:39446. mod_fegid: can't get data from http client
[~ 8435 wnw.passmark.com wam 7611 fegid_bridgec(555) (70008 Partial resuits are valid but p...  103,114,11,20:53405 mod_fug: can't get data from http dient
[T 6304 ww.passmark.com warn 49831 fegid_bridge.c(559) (70008)Partial resuits are valid but p. 154.0.155.205:43212 ‘mod_fegid: can't get data from http dient
s sassmark. com 27/02/2020, 22:33:58 error 99082 core.c(4630) (63)File name too long. 130,180,221, 183: 54559 AHD0127; UhEUgAAACSA
[T 1503 wowpassmark.com  28/02/2020, 3:90:47 error 99976 request.c(1180) (63)File name toa long 207.46.13.2:1925 AH00036: access to
[T 63 www.passmark.com 27/02/2020, 2: error 99088 core.c(4630) (63)File name tao long 130,180,221, 183:54567 AHD0127: C: UREUgAAACSA
[~ 7566  www.passmark.com 28/02/2020, 1 warn 83583 fegid_bridge. c(559) (53)Software caused comnection abort  31.17.254.67:33240 med_fegid: can't get data from http dient
[T 194 wowpsssmarkcom  27/02/2020, 22:48:35 error 9976 core.c(4599) 139.180.221. 18343694 AHOD126: Invalid URT in request POST fforum/ajax/apidetac/cronjrun../. foof..[. f.el-./..1.
[T 195  www.passmark.com 27/02/2020, 22:48:55 error 99978 core.c(4599) 139.180.221.183:50104 AHO0126: Invalid URT in request POST fforumfregistrationf....[.. [« f.-fo-feofe-foelosfoofoefoc].
[T 196  wowpassmarkcom  27/02/2020, 22:48:57 ermor 99981 core.c(4599) 139,180,221, 18350127 AHOD126: Invalid LRI in request POST fforumfregistration fcheckusername.. /. !
™ 222 wnw.passmark.com error 93030 core.c(4599) 139.180.221 18352221 AHOD126: Invalid URTin request POST forum/aia/apifohrasel. f..f..f.fo-..lo.f S ..l
[T 224 wow.passmerk.com error 29981 core.c(4589) 139,180,221, 183:52336 AHD0126: Invalid URTin request POST /forum/ajax/apifphrase getPhrases.. /o o/ fufoufnl
[T 225 wow.passmark.com error 99976 core.c(4599) 139.180.221.183:52462  AHDD126: Invalicl URT in request POST fforum/ajax/apifodes. [ foofeofocfowl fovlseofl .
[T 226 www.passmark.com errer 99980 core.c(4599) 139.180.221. 183:52561 AHO0126: Tnvalid URT in request POST fforumfajax/apijnode incrementiodeview. ... /. /.
[T 227 wnwpassmark.com eror 99980 core.c(4599) 139,180,221, 183:52604  AHOD126: Invalid UR in request POST fforum/ajax/apiinoded.. .. fof.f ool .
[T 228 wow.passmark.com error 9978 core.c(4599) 139.180.221. 183:52622  AHOD126: Invalic URT in request POST /forum/ajax/api/content privatemessage.... /.. ....
[ o2 assmark, com error 99975 core.c(4599) 139.180.221. 183:52625 AHO0126: Invalid UR in request POST fforumfajax/apijnode/markRead. . f..[..foof.. |- f.-]-.].
<] passmark.com error 99980 core.c(4599) 139.180.221. 18352692 AHDD126: Invalid URT in request POST fforum/ajax/apifcontent_privatemessage/createMes:
-1 sassmark. com error 99932 core.c(4599) 139.180.221. 18352816 AHDD126: Invalic URT in request POST fforumfregistiation/.. ../ foofecfocfoul el ol .
I 233 errar 99980 core.c(4599) 139,180,221, 183:5293% AHO0126: Invalid URT in request POST /forum/registration iscoppa. /. wl
[T 152 wiw.passmark.com eror 93982 core.c(4599) 139.180.221. 183: 49618 AHOD126: Tnvalid URT in request POST foruum/aiax/apidetach/aon/..f.of. . fof /o). I
[T 814  www.passmark.com 28/02/2020, 1:45:41 errer 99978 ssl_engine_kernel.c(332) 52.16.137.212:60828 AHO2031: Hostname www. passmark. com provided via SNI, but no hostname provided in HT
[T 782  wowpassmarkcom  28/02/2020, 14:02:09 error 86165 mod_autoindex.c(2329) 169.247.154.4:41932 AHO1276: Cannot serve drectory No
[T 2386  wwwpassmark.com  23/02/2020, 6:03:42 error 99932 ssl_engine_kernel.c(332) 52.30.171.229:60668 AHD2031: Hostname win. passmark. com provided via SN, but no hostname provided in HT
[T 2987  www.passmark.com 28/02/2020, 6:03:43 error 99982 ssl_engine_kernel.c(332) 52.30.171.220:60842 AHO2031: passmark. com provided via SN, but no hostname provided in HT
[T 2388  wow.passmark.com  28/02/2020, 6:03:43 error 99978 ssl_engine_kernel.c(332) 52.16.137.212:54300 AHo2031: passmark.com provided via SNI, but no hostname provided in HT
[T 37202 www.passmark.com 28/02/2020, 7:12:01 errer 99981 mod_authz_groupfile {. 104.186.73. 154:49901 AHO1666: Authorization of user Tulean to access jepubenchmark/datadump/epu failed, reas
[~ 3703 www.passmark.com 28/02/2020, 7:12:01 errar 99981 mod_authz_groupfile.c(... 104.186.73.154:49901 AHO1666: Authorization of user Tulcan to access /cpubenchmark/datadump)/cpu failed, reas
[T 374  wowpsssmark.com  28/02/2020, 7:12:01 error 99981 mod_authz_core.c(@31) 104.186.73.154:49301 AHD1631: user Tulcan: authorization failure for */cpubenchmark fdatadump/cpu;
[T 376  www.passmark.com 28/02/2020, 7:12:14 error 99985 mod_auth_basic.c(411) 104.186.73. 154:49908 AHO1618: user not found: /cpubenchmark/datadump/cpu
[T 7825 wowpassmarkcom  28/02/2020, 14:02:07 error 86165 mod_autoindex.c(2329) 74,125.210,56:54285 AHO1276: Cannot serve drectory No
[T 6839 www.passmark.com error 54321 ssl_engine_kernel.c(332) 52.30.171.229:60644 AHD2031: Hostname win. passmark. com provided via SN, but no hostname provided in HT
[ 6837 w assmark, com errar 50225 ssl_er :_kernel.c(332) 52.30.171.229:60372 AHD2031: Hostname passmark.com provided via SNI, but no hestname provided in HT
[ 6838  www.passmark.com error 0831 ssl_engine_kernel.c(332) 52.16.137.212:49698 AHD2031: Hostname win. passmark. com provided via SNI, but no hostname provided in HT
[ se14 28/02/2020, 15:25:32 errer 7611 ssl_engine_kernel.c(332) 52.16.137.212:46994 AHO2031: Hostname www. passmark. com provided via SNI, but no hostname provided in HT
-
<

Litem(s) checked

< > | | Filtered: showing 42 of 9569 logs

Usage

Add Log File

To add log files, select a file to open by clicking Add Log File from the top menu or the image button on
the main window. Then the user will be prompted to select Log File Options.

Access Log
Error Log

IIS Log
Custom Log




5.371

e Automatic Filters

&, Add Log File Options *
Commen Log Format
(®) Access Log (Apache or NGINX)

(_JError Log {Apache or NGIMX)

Local (GMT +10:00)

O 1IS Log (W3C Logging, IIS Logging, MCSA Logging, HTTP Server API Error Log)

Local (GMT +10:00)

Custom Format

() Custom Log Local (GMT +10:00)
Space [28/Feb/2020: 14:01: 53 -0700]
All Fields Selected Fields
Remote Hostname A

[Client IPv4:Part]
Remote Logname
User Name

Date and Time
Request Line
Request Method
Requested Resource
Status Code

Bytes Sent

Referer

User Agent

Log Level

Process ID

Process ID:Thread ID v

W
W

#Example

192.188.1.1 - - [28/Feb/2020:14:01:59 -0700] "GET /favicen.ico HTTP/ 1.17 200 1538
“hitps:ifwww. passmark.com™ "Mozilla/5.0 (Andreid 9; Mobile, rv:62.0)"

Cancel

Access Log

Web Server Log Viewer supports the following Access Log fields.

Column Name Format String Description

ClientIP %a Client IP address of the request.

Server IP %A Local IP address.

Bytes Sent %b Size of response in bytes, excluding HTTP headers.




Column Name Format String Description

Cookie "%{CookieName} |The contents of cookie VARNAME in the request sent to the
c" server.

Time Taken (us) %D The time taken to serve the request, in microseconds.

Remote Hosthame %h Remote hostname or IP address.

Remote Host IP

Protocol Version %H The request protocol.

Referer "%{Referer}i" The referer.

User Agent "%{User-agent}i" |The user agent.

Remote Logname

%l

The remote Logname.

Log ID (Request) %L The requestlog ID from the error log.

Request Method %m The request method.

Server Port %p The canonical port of the server serving the request.

Server Actual Port Y%{local}P The server actual port.

Client Port %{remote}P The client's actual port.

URI Query %q The query string.

Request Method "%r" Firstline of request. Same as "%m %U%q %H".

Request Method

Protocol Version

Status %>s The status code.

Date and Time Y%t Time the request was received.

Time Taken (sec) %{s}T The time taken to serve the request, in seconds.

Time Taken (ms) Y%{ms}T The time taken to serve the request, in milliseconds.

Time Taken (us) Y%o{us}T The time taken to serve the request, in microseconds.

User Name %u Remote user if the request was authenticated.

Requested Resource %U The URL path requested, notincluding any query string.
HostName %V The canonical ServerName of the server serving the request.
Server Name %V The server name according to the UseCanonicalName setting.
Bytes Received %l Bytes received, including request and headers.

Bytes Sent (inc %0 Bytes sent, including headers.

headers)

Bytes Transferred %S Bytes transferred (received and sent), including request and

headers.

Some commonly used Access Log format strings supported by Web Server Log Viewer:
Common Log Format
"%h %l %u %t \"%n" %>s %b"

Common Log Format with Virtual Host

"%V %h %l %u %t \"%n" %>s %b"

Combined log format (NCSA extended)




366 OSForensics

"%h %l %u %t \"%nN" %>s %b \"%{Referer}i\" \"%{User-agent}i\""

Select Common Log Format > Access Log (Apache or NGINX) option when loading these common log

files.
Select Custom Log and choose fields if loading a customized format log.

B, Add Log File Options

Commeon Log Format

[ (®) Access Log (Apache or NGIMNX) ]

(") Error Log {Apache or NGINX)

Select Server Timezone | Local (GMT +10:00)

O 115 Log (W3C Logging, IIS Logging, NCSA Logging, HTTP Server API Error Log)

Select Server Timezone | Local (GMT +10:00) (For 115 Logging only)

Custom Format

() Custom Log Seleck Server Timezone  [Local (GMT +10:00)
Seperator | Space Date and Time Format | [28/Feb/2020:14:01:58 -0700]
All Fields Selected Fields
Remote Hostname A

[Client IPv4:Port]
Remote Logname
User Mame

Date and Time
Reqguest Line o
Reguest Method

Requested Resource

Status Code

Bytes Sent

Referer

User Agent

Log Level

Process ID

Process ID:Thread ID v

<<

#Example

192.168.1.1 - - [28/Febi2020:14:01:59 -0700] "GET /favicon.ico HTTP / 1.1 200 1538
“hitps:/fwww.pazsmark.com™ "Mozilla/5.0 (Andreid 9; Mobile, rv:62.0)"

Cancel

Reference
http://httpd.apache.org/docs/2.4/mod/mod_log_config.html

© 2022 PassMark™ Software



5.37.2 ErrorLog

Web Server Log Viewer supports the following Error Log fields.

Column Name Format String Description

ClientIP %a Client IP address and port of the request.

Server IP %A Local IP address and port.

Error Status Code %E APR/OS error status code and string.

Source File %F Source file name and line number of the log call.

Log Level %l Loglevel of the message.

Log ID (Request) Y%L Log ID of the request.

Module Name %m Name of the module logging the message.

Log Message %M The actual log message.

Process ID %P Process ID of current process.

Thread ID %T Thread ID of current thread.

Date and Time Yt The currenttime.

HostName %V The canonical ServerName of the current server.

Server Name %V The server name of the server serving the request according to
the UseCanonicalName setting.

Some commonly used Error Log format strings supported by Web Server Log Viewer:
Apache Error Log Format
"[%1] [%]] [pid %P] %F: %E: [client %a] %M"

Apache Error Log Format with Virtual Host
"%V [%t] [%]] [pid %P] %F: %E: [client %a] %M"

NGINX Error Log Format
"%t [Y%l] %P#%T: %M"

Select Common Log Format > Error Log (Apache or NGINX) option when loading these common Error
Logs, and choose the Server Timezone set on the server when logging the logs.
Select Custom Log and choose fields if loading a customized format log.
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5.37.3

B, Add Log File Options

Commeon Log Format

() Access Log (Apache or NGIMX)

(®) Error Log {Apache or NGINX)

Select Server Timezone

Local (GMT +10:00)

Select Server Timezone

Custom Format

() Custom Log

Seperator | Space

All Fields

Local (GMT +10:00)

O 115 Log (W3C Logging, IIS Logging, NCSA Logging, HTTP Server API Error Log)

(Far 115 Logging anly)

Select Server Timezone | Local (GMT +10:00)

Date and Time Format | [28/Feb/2020:14:01:52 -0700]

Remote Hostname
[Client IPv4:Port]
Remote Logname
User Mame

Date and Time
Reqguest Line
Reguest Method
Requested Resource
Status Code

Bytes Sent

Referer

User Agent

Log Level

Process ID

Process ID:Thread ID

=

<<

Selected Fields

#Example
Apache Server:
ferww/OSForensics!

NGINX Server:

[Fri Felr 28 14:01.59 2020] [error] [pid 99980] core.c(4559): [client 192.158.1.1:443] AHO1618: user not found:

2020/02/28 14:01:59 [error] 1625%1629: open() "Mwwwiindex. him” failed (2: No such file or directory)

Cancel

Reference

https://httpd.apache.org/docs/2.4/mod/core.html

lIS Logs

IIS log formats supported by Web Server Log Viewer:

e W3C Logging
e |IS Logging
e NCSA Logging

FTP Log and HTTP Server API Error Log files with W3C format are also supported.

W3C Logging:

© 2022 PassMark™ Software



Column Name Format String Description
Date and Time date The date and time in UTC.
time
Service Name s-sitename The Internet service name and instance number that was

running on the client.

Server Name

s-computername

The name of the server on which the log file entry was
generated.

Server IP s-ip The IP address of the server on which the log file entry was
generated.

Request Method cs-method The requested verb.

Requested cs-uri-stem The target of the verb.

Resource

URI Query cs-uri-query The query that the client was trying to perform.

Server Port s-port The server port number that is configured for the service.

User Name cs-username The name of the authenticated user that accessed the
server.

Client IP c-ip The IP address of the client that made the request.

Protocol Version cs-version The HTTP protocol version that the client used.

User Agent cs(User-Agent) The browser type that the client used.

Cookie cs(Cookie) The content of the cookie sent or received.

Referer cs(Referer) The site that the user last visited.

HostName cs-host The host header name.

Status sc-status The HTTP status code.

Sub-status sc-substatus The substatus error code.

Win32 Status sc-win32-status The Windows status code.

Bytes Sent sc-bytes The number of bytes sent by the server.

Bytes Received cs-bytes The number of bytes received and processed by the server.

Time Taken (ms) time-taken The length of time that the action took, in milliseconds.

Stream ID streamid The Stream Id.

Other supported fields that using W3C e

xtended log file format:

Column Name

Format String

Description

Session ID x-session FTP session identifier for the client's session.

Full Path x-fullpath Full relative path from the FTP root directory for the target of
the action.

Additional x-debug Descriptive information for the sc-status code.

Information

Client Port c-port The port of the client that made the request.

URI Query cs-uri The URL and any query thatis associated with it.

Site ID s-siteid Notused. Aplaceholder hyphen always appears in this field.

Reason Phrase s-reason String that identifies the kind of error that is being logged.




Column Name

Format String

Description

Queue Name

S-queuename

The request queue name.

I1IS Logging:

Column Name

Format String

Description

Client IP Client IP address The IP address of the client that made the request.
User Name User name The name of the authenticated user that accessed the
server.
Date and Time Date The date and time on which the activity occurred.
Time

Service Name

Service and instance

The Internet service name and instance number that was
running on the client.

Server Name

Server name

The name of the server on which the log file entry was
generated.

Server IP

Server IP address

The IP address of the server on which the log file entry was
generated.

Time Taken (ms)

Time taken

The length of time that the action took, in milliseconds.

Bytes Received

Client bytes sent

The number of bytes sent by the client.

Bytes Sent Server bytes sent The number of bytes sent by the server.
Status Service status code | Service status code.

Win32 Status Windows status code | Windows status code.

Request Method Request type The request verb.

Requested Target of operation | The target of the verb.

Resource

Parameters Parameters The parameters that are passed to a scrip.

The fields in the above table are in the order of occurrence in the IIS Logging log file.
The IIS log file format is a fixed ASCII text-based format that cannot be customized.

NCSA Logging:

Column Name

Format String

Description

Client IP

Remote hostaddress

The IP address of the client that made the request.

Remote Logname

Remote log name

Not used. This value is always a hyphen.

User Name

User name

The name of the authenticated user that accessed the
server.

Date and Time

Date, time, and
Greenwich mean time
(GMT) offset

The local date and time at which the activity occurred.

Protocol Version

Request and Protocol
version

The HTTP protocol version that the client used.
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Column Name Format String Description
Status Service status code | The HTTP status code.
Bytes Sent Bytes sent The number of bytes sent by the server.

The NCSA Common log file format is a fixed ASCII text-based format that cannot be customized.

Select Common Log Format > IS Log (W3C Logging, IS Logging, NCSA Logging, HTTP Server API
Error Log) option when loading these type logs.

Choose the Server Timezone if adding a IS Logging log file.

Select Custom Log and choose fields if loading a customized format log.

B, Add Log File Options x
Commeon Log Format
() Access Log (Apache or NGIMX)

(") Error Log {Apache or NGINX)

Local (GMT +10:00)

@ 115 Log (W3C Logging, IIS Logging, NCSA Logging, HTTP Server API Error Log)

Select Server Timezone | Local (GMT +10:00) ~ | (for II5 Logging only)

Custom Format

() Custom Log Local (GMT +10:00)
Space [28/Feb/2020: 14:01: 53 -0700]
All Fields Selected Fields
Remote Hostname A

[Client IPv4:Port]
Remote Logname
User Mame

Date and Time
Reqguest Line o
Reguest Method

Requested Resource

Status Code

Bytes Sent

Referer

User Agent

Log Level

Process ID

Process ID:Thread ID v

A
B

#Example
#Field=: date time cs-method cs-uri-stem c-ip cs(User-Agent) cs(Referer) sc-status time-taken

2020-02-28 14:01:59 GET /favicon.ice 152.168.1.1 Mozilla/5.0+(Android+3; +Mobile; +rv.:53.0)
hitps/iwww.passmark.comfindex.him 404 3

Cancel

© 2022 PassMark™ Software
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Reference

https://docs.microsoft.com/en-us/windows/win32/http/w3c-logging
https://docs.microsoft.com/en-us/windows/win32/http/iis-logging
https://docs.microsoft.com/en-us/windows/win32/http/ncsa-logging
https://docs.microsoft.com/en-us/previous-versions/windows/it-pro/windows-server-2012-r2-and-
2012/hh831624(v%3Dws.11)
https://support.microsoft.com/en-au/help/820729/error-logging-in-http-apis

Custom Logs

Log formats in various servers are highly configurable, Web Server Log Viewer supports the following

custom log fields.

Thread ID

ID:

Column Name Field Format String | Description

Remote Remote Hosthame %h Remote hostname or IP address.

Hostname

Client IP [Client IPv4:Port] [client %a] |ClientIP address and port of the request.

Remote Remote Logname %l The remote Logname.

Logname

User Name User Name Y%u Remote user if the request was authenticated.

Date and Time Date and Time Y%t Time the request was received.

Request Method |RequestLine "%r" Firstline of request. Same as "%m %U%q %H".

Request Method

Protocol Version

Request Method |RequestMethod %m The request method.

Requested Requested Resource %U The URL path requested, notincluding any

Resource query string.

URI Query URI Query %q The query string.

Protocol Version |Procol Version %H The request protocol.

Status Status Code %>s The status code.

Bytes Sent Bytes Sent %b Size of response in bytes, excluding HTTP
headers.

Referer Referer "%{Referer}i" | The referer.

User Agent User Agent "%{User- The user agent.

agent}i"

Bytes Sent (inc Bytes Sent (including %0 Bytes sent, including headers.

headers) headers)

Bytes Received Bytes Received %l Bytes received, including request and headers.

Bytes Transferred | Bytes Transferred %S Bytes transferred (received and sent), including
requestand headers.

Log Level Log Level [%l] Loglevel of the message.

Process ID Process ID [pid %P] Process ID of current process.

Process ID Process ID:Thread ID | [pid %%P:tid [Process ID of current process.

Thread ID %%T] Thread ID of current thread.

Process ID Process ID#Thread %P:%T: Process ID of current process.

Thread ID of current thread.




Column Name Field Format String [ Description

Source File Source File Y%F: Source file name and line number of the log
call.

Error Status Code | Error Status Code %E: APR/OS error status code and string.

Log Message Log Message %M The actual log message.

Server Name Server Name %V The server name according to
the UseCanonicalName setting.

HostName HostName Y%ov The canonical ServerName of the server serving
the request.

Server IP Server IP %A Local IP address.

Client IP Client IP Y%a Client IP address of the request.

Server Port Server Port %P The canonical port of the server serving the
request.

Server Actual Port | Server Actual Port %{local}P | The server actual port.

Client Port Client Port %{remote}P [The client's actual port.

Cookie Cookie "% The contents of cookie VARNAME in the request

{CookieName | sent to the server.
}Cll

Time Taken (ms) | Time Taken (ms) %{ms}T The time taken to serve the request, in
milliseconds.

Time Taken (us) |Time Taken (us) %{us}T The time taken to serve the request, in
microseconds.

Time Taken (sec) | Time Taken (sec) %{s}T The time taken to serve the request, in seconds.

Log ID (Request) [Log ID (Request) %L The requestlog ID from the error log.

Select Custom Log option when loading log files with customized log fields.
Choose the fields and add them to the list in order. Then the #Example will show how the log file looks
like.
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B, Add Log File Options

Commeon Log Format

() Access Log (Apache or NGIMX)

(") Error Log {Apache or NGINX)

Select Server Timezone

Select Server Timezone

Custom Format

Local (GMT +10:00)

Local (GMT +10:00)

O 115 Log (W3C Logging, IIS Logging, NCSA Logging, HTTP Server API Error Log)

(Far 115 Logging anly)

(®) Custom Log
Seperator | Space hd

All Fields

Select Server Timezone

Date and Time Format

Log Message
Server Mame
Host Mame

Server IP

Client IP

URI Query

Server Port
Server Actual Port
Procal Version
Cookie

Bytes Transferred
Time Taken {ms)
Time Taken {us)
Time Taken {sec)
Client Port

=

<<

Local (GMT +10:00)

[28/Feb/2020:14:01:59 -0700]

Selected Fields

Remote Hostname
Remote Logname
User Name

Date and Time
Reqguest Line
Status Code
Bytes Sent
Referer

User Agent
Bytes Received
Bytes Sent (induding headers)

Format String:

#Example

"%h %l %u %t V%" %es %b Vie{Refererji” \"Ye{User-agentil” %l %0"

"192.168.1.1 - - [28/Feb/2020:14:01:59 -0700] "GET /favicon.ico HTTP/ 1.1" 200 512
“hitps:/fwww.passmark.com™ “Mozilla/5.0 (Android 9, Mobile, rv:88.0)" 2704 37047

Cancel

5.37.5 Automatic Filters

Automatically filter results according to the most common categories of web server exploits.

Select exploit under Toolbar > Exploit Filters

© 2022 PassMark™ Software
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E Veb Server Loa Viewer
- WWeb Server Log Viewe

File Edit Search Reports Exploit Filters

] i Advanced
[l Q ™y || =y Filter

-5 Access Log! Mo File Loaded

Select Exploit Filters > Filter
Exploit Filters

S0L Injection

X558

Web Shell Probe

05 Command Injection
' Buffer Overflow

Leacal File Inclusion

Environment File Inclusion

7 =

Filters are added under the Advanced Filters menu

375
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€,

? Filters Help

Enable Parameter Condition Value
v All Fields Regular Expres...  =<script|alert(.®). *|script. ®src
Remove Filter(s) Remove All Match: (@) Al Checked (O Any Checked

When applying a new filter, all previous advanced filters will be deactivated.

The $UsnJdml is a special file in NTFS that tracks the changes to files/directories made to the volume,
usually several days to a week. This information is useful for identifying suspect files (eg. malware) that
no longer exist in the file system or $MFT. Since Windows Vista, $UsnJml logging is turned on by
default.

The USN journal is updated whenever changes to files and directories are made to a volume including:

File Metadata changes
File Creations

File Deletions

File Overwrites

It should be noted that the journal records do not indicate how the file contents have changed, rather
whether it has been created, modified or deleted.
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1] $Usniml Viewer - ] X
Help
$UsnJml Info
File Path: | Drive-C:\$Extend\SUsnJml ]
Create Date: | 25/01/2021, 21:36:28 |
Max Size: | 32,00 MB |
Allocation Size: ‘ 8.00 MB ‘
SVFT Path: | Drive-C: \SMFT |
‘ | Search
USN Timestamp File Name File Path (from SMFT) File Attributes  Reason =
10927606776 2/08/2022, 7:49:16 manifest.json Drive-C:\Program Files (x86)\Micros... 00000020 Security Change
10927606864 2/08/2022, 7:49:16 manifest.json Drive-C:\Program Files (x86)\Micros... 00000020 Security Change, Close
10927606952 2/08/2022, 7:49:16 preloaded_data.pb Drive-C:\Program Files (x86)\Micros... 00000020 Security Change
10927607048 2/08/2022, 7:49:16 preloaded_data.pb Drive-C:\Program Files (x86)Micros... 00000020 Security Change, Close
10927607144 2/08/2022, 7:43:16 MEIPreload Drive-C:\Program Files (x86)\Micros... 00000010 Security Change
10927607224 2/08/2022, 7:49:16 MEIPreload Drive-C:\Program Files (x86)\Micros... 00000010 Security Change, Close
10927607304 2/08/2022, 7:43:16 microsoft_apis.dll Drive-C:\Program Files (x86)\Micros... 00000020 Security Change
10927607400 2/08/2022, 7:49:16 microsoft_apis.dll Drive-C:\Program Files (x86)\Micros... 00000020 Security Change, Close
10927607496 2/08/2022, 7:49:16 microsoft_shell_integration.dll Drive-C:\Program Files (x86)\Micros... 00000020 Security Change
10927607624 2/08/2022, 7:49:16 microsoft_shell_integration.dll Drive-C:\Program Files (x86)\Micros... 00000020 Security Change, Close
10927607808 2/08/2022, 7:49:16 mip_core.dll Drive-C: \Program Files (x86)\Micros... 00000020 Security Change
10927607896 2/08/2022, 7:49:16 mip_core.dl Drive-C:\Program Files (x86)\Micros... 00000020 Security Change, Close
10927607984 2/08/2022, 7:43:16 mip_protection_sdk.dll Drive-C:\Program Files (x86)\Micros... 00000020 Security Change
10927608088 2/08/2022, 7:49:16 mip_protection_sdk.dll Drive-C:\Program Files (x86)\Micros... 00000020 Security Change, Close
10927608192 2/08/2022, 7:49:16 autofill_labeling.ort Drive-C:\Program Files (x86)\Micros... 00000020 Security Change
10927608296 2/08/2022, 7:49:16 autofill_labeling.ort Drive-C:\Program Files (x86)\Micros... 00000020 Security Change, Close
10927608400 2/08/2022, 7:49:16 autofil_labeling_email.ort Drive-C: \Program Files (x86)\Micros... 00000020 Security Change
10927608520 2/08/2022, 7:49:16 autofill_labeling_email.ort Drive-C:\Program Files (x86)\Micros... 00000020 Security Change, Close v
< >
Showing 293802 USN records

The $Usndrml Viewer displays the records of the changes that were made to each file in a volume within a

specific time period.

Opening the $UsnJrnl Viewer

The $Usndml Viewer can be accessed via the "$UsnJrnl Viewer" icon in the "Viewers" group under the

File Syztem
Browszer

Start tab.
Viewers
LN ﬁ
File and Hes remong Wiever
Wigwer
= Iﬂ
wieb Browser Email iewer

Faw Digk Yiewsr  Regiztiy Wiewer

r——| :\_

'
-— s
ThumbCache ESEDE “Wiewer
igwer

Prefetch Yiewer

T

SOLite DB
Browszer

U sndml Wiewer

Once opened, the location of $Usndml file is displayed for the selected device, if exists. Alternatively, the
$UsnJml file can be manually selected by clicking the 'Browse' button and locating the file itself. The file
can either be the $UsnJml file itself or a separate file containing the extracted $Usndrml:$J stream.

Usage
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Once the $UsnJml file is opened, the table is populated with the list of records contained in the $UsnJml
file. If the SMFT file exists on the drive's root directory, it shall be automatically parsed to determine the
full path of the file referenced in each record. Otherwise, the location of the $MFT file can be manually
specified.

Search

To perform a simple text search of all records in the table, enter a search term and click 'Search'. This
will locate records that contain the specified text as it is displayed on the table.

Right-click Menu

[Ea T TalwlAy) I H:!;
-

E Wiew with Internal Viewer... Enter  Ers
@ Open (Default Program) Shift+Enter 1S
0 . Ers

Open with...

0 Ers
0 Open Containing Folder Erg
o Show File Properties... Ctrl+]  Frs
0 Ers
a Add selected records to case... Ers
o Export selected records to > Ers
0 Ers
a Copy value Ers
o Copy entire row Frs
o Ers
' Select All Ctrl+A

11 S e __Ers
s Frammdzatinn WilimAmae 7 Frtarmrica wAd Fail leare

View with Interval Viewer...
Opens the file with OSForensics Viewer to perform a more thorough analysis. Keyboard shortcut:
Enter

Open (Default Program)
Opens the file with the default program. Keyboard shortcut: Shift+Enter

Open With...
Allows the user to select the program to open the file

Open Containing Folder
Opens the folder than contains the file

Show File Properties...
Opens the file with OSForensics Viewer in File Info mode. Keyboard shortcut: Ctri+/

Add selected records to case...
Adds the list of selected records to the case as a CSV file

Export selected records to

txt
Saves the list of selected records to a text file

html
Saves the list of selected records to an html file




CsVv
Saves the list of selected records to a CSV file

Copy value
Copies the cell as text to the clipboard

Copy row
Copies the entire row as text to the clipboard

Select All
Select all of the records in the table

Advanced Topics
Free OSF Helper Tools
Examining System Page File
OSForensics Code Signing
Dates and Times

Regular Expressions

Windows Encrypting File System (EFS)

OSForensics has a number of free helper tools for performing tasks outside the scope of the main
application. These can be found at this page.

http://www.osforensics.com/tools/index.html
OSFClone

OSFClone is a free, self-booting solution which enables you to create or clone exact raw disk images
quickly and independent of the installed operating system. After creating or cloning a disk image, you
can mount the image with PassMark OSFMount before conducting analysis with PassMark
OSForensics.

OSFClone creates a forensic image of a disk, presening any unused sectors, slack space, file
fragmentation and undeleted file records from the original hard disk. Boot into OSFClone and create disk
clones of FAT, NTFS and USB-connected drives! OSFClone can be booted from CD/DVD drives, or from
USB flash drives.

Verify that a disk clone is identical to the source drive, by using OSFClone to compare the MD5 or SHA1
hash between the clone and the source drive. After image creation, you can choose to compress the
newly created image, saving disk space.




OSFMount

OSFMount is bundled with OSForensics so there is no need to download this seperately. It can be
launched from the side menu withing OSF.

OSFMount allows you to mount local disk image files (bit-for-bit copies of a disk partition) in Windows
with a drive letter. You can then analyze the disk image file with PassMark OSForensics™ by using the
mounted wolume's drive letter. By default, the image files are mounted as read only so that the original
image files are not altered.

OSFMount also supports the creation of RAM disks, basically a disk mounted into RAM. This generally
has a large speed benefit over using a hard disk. As such this is useful with applications requiring high
speed disk access, such a database applications, games (such as game cache files) and browsers
(cache files). A second benefit is security, as the disk contents are not stored on a physical hard disk
(but rather in RAM) and on system shutdown the disk contents are not persistent.

ImageUSB

ImageUSB is a free utility which lets you write an image concurrently to multiple USB Flash Drives.
Capable of creating exact bit-level copies of USB Flash Drive (UFDs), ImageUSB is an extremely
effective tool for the mass duplication of UFDs. ImageUSB can also be used to install OSFClone to a
USB Drive for use with PassMark OSForensics™.

Unlike other USB duplication tools, ImageUSB can preserve all unused and slack space during the
cloning process, including the Master Boot Record (MBR). ImageUSB can perform flawless mass
duplications of all UFD images, including bootable UFDs.

The page file is a special system file Windows uses to temporarily offload data out of main memory from
time to time. This file can contain portions of volatile data even after the system has been shut down.

Using OSForensics built in file viewer this file can be examined and searched for data strings of interest.
It is howewver not possible to view the page file of an active system to do this the target drive must be
mounted in an inactive state. (ie. Windows is not currently running from this drive)

To view the page file. Select "Internal File Viewer" from the OSF start page and browse to the location of
pagefile.sys, which is usually located in the root of the drive Windows was installed to. It is possible the
page file was moved to another drive or remowved entirely by the user howewver so this will not always be
true.

OSForensics is protected by a signature across the whole executable to prevent tampering. Any
modifications to the executable will remove this signature. This is useful to ensure that no malicious
applications on a target machine in a live acquisition can modify OSForensics in order to hide things.

This signature can be viewed by right clicking osf.exe in the OSForensics install directory, selecting
properties and going to the "Digital Signature" tab.

If this tab is not there, or the signature is not from "PassMark Software Pty Ltd", the executable has
been tampered with.




All date and time information in OSForensics is stored internally as UTC. Any date time information read
in from external sources that is not already UTC is converted.

When displaying this information the time is converted to the time zone specified in the currently open
case. By default this is the local time zone, if no case is open then the local time zone is also used. The
case time zone can be modified when creating a new case or changing the properties of the existing
case.

The format that the time is displayed in is specified by the current system's regional settings. If you wish
to change the date/time display format you can go the the "Region and Language" settings in the
Windows control panel.

Perl compatible regular expressions (PCRE) are used when filtering the results displayed when browsing
the search index. Several regular expression have been pre defined for quick use but you can also type
your own regular expressions in the edit below the list. Currently the search is case insensitive, so
"TEST" will return the same results as "test".

For example to search for any entry containing the word "test" select the Custom option from the filter

drop down list, type "test" and then click the search button. To find only entries that begin with the word
"test" use "Mest", the """ character is used to indicate the pattern match must start at the beginning of

the found word.

To search for one of the special characters (eg $ *.) you will need to escape the character with "\", eg
"\.com". For more information on the format and special characters used see the Perl regular
expressions help page.

There are several pre-configured regular expressions available from the drop down list, these are found in
the the "RegularExpressions.txt" file in the OSForensics program data directory
(ProgramData\PassMark\OSForensics). These have been collected from various sources and are kept as
simple as possible while still returning fairly accurate results, please note these will not be 100%
accurate in all situations.

The RegularExpressions.txt expect 2 lines per regular expression, the first being a name for the
expression (that is used for displaying in drop down selection fields) and then the PCRE expression on
the next line, for example the first two lines of the default file are;

American Express
3\d{3}(\s|-)\d{6}(\s|-)?\d{5}

Many items have an "Add to case" option in their right click menu. When choosing this option a dialog
similar to the one pictured below will be displayed.




Please Enter Case Export Details

Current Item

iSecure |

Expart Title:

| SSecure |

Category:

| Choose an existing category or enter a new category e |
Optional Motes:

[ ]Include EXIF Metadata (Slow)

Current Item
This is the file name or identifier for the current item and cannot be changed.

Export title

This is a title to be used for displaying in the case manager and exported lists & reports. This will default
to the current item name or when the "Use same details for all" option is checked will change to the
special flag "<Use item name>" and each item will default to using its name as the title.

Category

ltems can be assigned a category when added to a case, the default list contains entries based on the
FBI UCR Program definitions. These categories can be customised by editing the Categories.txt file in
the ProgramData\Passmark\Osforensics folder.

Optional Notes
Notes to be saved for this file (or collection of files)

Use same details for all

When checked will use the same title and notes for each file, see above for an explanation of the "<Use
item name>" flag. If this option is selected then the files will be added to the case in a bulk operation
without and more user input, otherwise the "Add" button will need to be clicked for each item being
added to the case.

Include EXIF Metadata (Slow)
When checked will call the command line ExifTool on each file to gather and store any available EXIF
metadata which can be a slow process.

Files on an image that have been encrypted using Windows EFS encryption can be decrypted if the
recovery or backup PFX certificate (and any password for the certificate) is available.




The PFX certificate can be installed to the local machine using the "Install PFX Certificate" tab of the
Passwords section of OSForensics. Once the certificate is installed any EFS encrypted files that match
the certificate can be exported from an image in OSForensics to a temporary folder and opened in the
associated program (eg Word, Notepad etc).

To view and delete installed certificates use the "Open certificate manager" button to open the certmgr
windows program, EFS certificates are located in the Personal -> Certificates folder.

Tags allow forensic investigators to mark any artifact for reference, for later analysis and/or inclusion in
the forensics report. Unlike case files, a copy of the tagged item is not saved to the case, but contain
hints/information where the item was located so the investigator can go back to review the items in depth
later on. As such, thousands of items can be tagged instantaneously for later review.

Most items in OSForensics can be tagged with Ctrl+T keyboard shortcut or have a "Tag ltem(s)" option

in their right click menu. When tagged, the item appears under "Tagged Items" in the Case Management
window. Tagged items are identified with the "tag" icon as follows.

File Detaile  File List  Thumbnailz  Timeline

[ act_rs.png oM
H‘ Location: WinXP-0:\WINDOWS\system32\Dire ct\ Dinput
J Size: 94.46 KB, Fie type: PNG File, Attrbutes: A-——— . Created: 1/30/2008, 22:37:32
Accessed: 1/30/2008, 22:37:32, MFT/Attr. Modified: 1/30/2008, 22:37:32
| Ascent.jpg L)
H‘ Location: WinXP-0:\WINDOWS\Web\Wallpaper
J Size: 61.76 KB, File type: JPG File, Attributes: A-———— , Created: 1/30/2008, 22:36:51,
Accessed: 1/30/2008, 22:36:51, MFT/Attr. Modified: 1/30/2008, 22:36:51
| Autumn.jpg
H‘ Location: WinxXP-0:\WINDOWS\Web\Wallpaper
J Size: 64.73 KB, File type: PG File, Attributes: A-——-— , Created: 1/30/2008, 22:36:51,
Accessed: 1/30/2008, 22:36:51, MFT/Attr. Modified: 1/30/2008, 22:36:51 W

Tagged items can optionally include a title or note, as well as being assigned to a category for grouping
with related artifacts.

Artifacts that can be tagged include the following:

o Files

o Deleted files

e E-mail messages

e E-mail attachments
e URLs

o Registry keys

e Thumbnails

o Database records
o Event records

e Disk offsets

o Most user activity artifacts (Mobile, Cookie, Form, P2P, SRUM, Windows timeline, etc)
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6.9

7.1

Recovered Partitions

Recovered Partitions are remnants of partitions and/or file systems found on a disk but are not
indicated in the partition table. These partitions are found in the unpartitioned space of a disk.

Depending on the partitioning tool used, deleting a partition may only remove the entry from the partition
table (eg. MBR or GPT), but does not erase the sectors allocated to the partition itself. As a result, the
file system data remains on the disk even though the partition no longer exists. For example, Windows
Disk Management does not erase the file system data when deleting a volume/partition.

OSForensics supports detection of recovered partitions by scanning the unpartitioned space of a disk for
file system signatures. The following screenshot shows a recovered partition found on a disk.

(®) Physical Disk \\. \PhysicalDrive0 v
\PhysicalDrived
) \\. \PhysicalDriveQ: Partition 0 [300.00MB WINSS5 FAT 32]
(O Image File \\. \PhysicalDrive0: Partition 1 [128.00MB Unknown /Empty]
\\. \PhysicalDrive0: Partition 2 [134. 78GB NTFS]
W\ \PhysicalDriveQ: Partition 3 [900.00MB NTFS]
\\. WPhysicalDriveQ: Partition 4 [85.45GB Bitlocker]
\\. \PhysicalDrive0: Partition 5 [16.94GB NTFS]
(O Folder / Network Path \ PhysicalDrive 1
\\. \PhysicalDrive 1: Partition 0 [465. 76GE NTFS]
() File Path \\. VPhysicalDrive2
\\. PhysicalDrive 2: Partition 0 [931.51GB exFAT]
\\. \PhysicalDrive3
(O Volume Shadow Copy \\. VPhysicalDrive3: Partition 0 [109. 79MB NTFS]
W\ WPhysicalDrive3: Partition 1 [7.84MB Linux native file system)
* \\. PhysicalDrive3: Recovered Partition 2 @ sector 241024 [180.00MB §

Recovered partitions can be analyzed using OSForensics modules (eg. Deleted Files Search, Raw Disk
Viewer) and added to the case just like a normal partition.

Support

System Requirements

License Keys

Contacting PassMark® Software

Free Version Limitations

System Requirements

e Windows Vista, Win 7, Win 8/8.1, Win 10, Win 11; Windows Server 2000, 2003, 2008, 2012 (64-bit
O/S recommended)

e Minimum 1GB of RAM. (8GB+ recommended, more for large document sets, see this forum post)
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7.2

e 200MB of free disk space (1GB+ recommended, especially if working with large files)

License Keys

After purchasing the software a license key is sent out via E-mail. This license key needs to be entered
into the OSForensics software. The registration window can either be accessed form the welcome
window by clicking "Upgrade to Professional Version" or using the "Register" button on the navigation side
bar.

When entering a license key, copy and paste the license key from the E-mail. Doing a copy and paste will
avoid the possibility of a typing mistake.

Find your license key

After you have placed an order you will receive an e-mail that contains details about your order, your
user name and your license key. It should look something like this:

————— START OF KFEY-----

Test User

KSZAKAQZODEASIKAND FLO19DESASIEDOFDAKDAC
ASDOKQZ29CEZELAAARL 1 98 30K FEALDDEAL TAREW
LAOZEOF-FMADIZZABFKAO3ARF SIS 0F3ZEN 2

Note that the keys may vary in length and be shorter or longer than the examples above.

Step 1 - Make sure you have the right software

Make sure that the product that you have downloaded and installed, matches the version of the product
you have purchased. Note that the key should be entered in the Free Edition of the software to transform
it to the registered edition you purchased. Download and install the latest version of the software, if
required.

Step 2 - Copy your user name and key from the E-mail

Select the entire key, including the ----- START_OF_KEY----- and ----- END_OF_KEY----- flags:

VKAQEODEASIKAODFLOI9DESAS1EDSFDAEDAC
ZB1AAAKA] SEFEALDDEASTALAERW
{S30F3ZFKN:2

EFERQ34EFS
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Copy your key to the clipboard. This can be done by using the Edit / Copy menu item in most E-Mail
programs. Alternatively you can use the CTRL-C key combination on the keyboard.

Step 3 - Paste your user name and key into the software

Start OSF and go to the registration window either by clicking "Upgrade to Professional Version" on the
welcome window or using the "Register" button on the navigation side bar. Paste the key in the window
provided by right clicking and selecting "Paste" or by using the CTRL-V key combination on the keyboard.

Complete after ordering software

Key: ——START_OF_KEY-— _
Test User Register
KB 2AKASZODKAS 1IKADDFLO 190KSAS 1IKDSFDAKDALC

ASDIKQ29CKKIE 1AAAKA 198 39KFRALDDKAS FTABEW
LAS 23RN KMSDI 3246FRS9 3 SKS50F5 2KM 2

Click on "Register". If the user name and key was accepted, the program will restart and identify itself as
the registered edition of the software in the title bar of the window.

Remember to keep your key safe

The e-mail containing the license key should be kept in a safe place in case the software ever needs to
be reinstalled. Your User Name and Key will also be required to be re-entered when software upgrades
are released.

Still have a problem?

If you still have a problem, check the following.

¢ No extra characters were included, be especially careful about not copying extra space characters or
new line characters.

e Your user name is exactly as it appears in the E-Mail, using a different user name will not work.
e If you typed in your user name or key, rather than copying and pasting, check that you have not made

a typing mistake and check that upper and lower case characters are correct. Upper and lower case
are important.

Contact us

If the above doesn't fix your problem, contact us and describe the problem you have encountered and
include your order number and key.

On the Web

You can contact PassMark on the web at




https://www.passmark.com
https://www.osforensics.com
E-Mail
For technical support questions, suggestions

help@passmark.com

The following is a list of limitations found in the free version of OSForensics.

e Number of cases limited to 3 at a time.

e Number of items per case limited to 10.

e Cannot undelete multiple files at once.

e Cannot search hard disk for files with multiple streams.
e Cannot create an index of more than 2,500 files.

¢ Index search results limited to 250 items.

e Cannot export more than 10 user activity items

e Cannot edit system information gathering lists.

e Cannot export hash sets.

e Cannot import the NSRL database into a hash set.
e Password cracking is limited to a single core.

e Number of login details limited to 5 per browser.

e Cannot sort images by color.

e Cannot view NTFS $I30 directory entries

e Web browser screen capture contains a watermark

e Cannot boot without an operating system

To remove these restriction please Purchase OSForensics.

Copyright and License

SOFTWARE COVERED BY THIS LICENCE

This license agreement (“Agreement”) applies only to the version of the software package OSForensics
V8 with which this Agreement is included. Different license terms may apply to other software packages
from PassMark and license terms for later versions of OSForensics may also be changed.

TITLE




PassMark or its licensors own the OSForensics software package, including all materials included with

the package. PassMark owns the names and marks of ‘PassMark’®, ‘OSForensics’ under copyright,
trademark and intellectual property laws and all other applicable laws.

TERMINATION

This license will terminate automatically if you fail to comply with any of the terms and conditions,
limitations and obligations described herein. On termination you must destroy all copies of the PassMark
package and all other materials downloaded as part of the package.

Trial Version
If you are using a trial version of OSForensics, then you must uninstall the software after the trial period
of thirty (30) days has elapsed.

DISCLAIMER OF WARRANTY

PassMark disclaims any and all warranties express or implied, including any implied warranties as to
merchantability or fitness for a particular purpose. You acknowledge and agree that you had full
opportunity to test OSForensics before any live, public or production use, that you assume full
responsibility for selecting and using OSForensics and any files that may created through the use of
OSForensics and that if you use OSForensics improperly or against instructions you can cause damage
to your files, software, data or business. The entire risk as to quality and performance of OSForensics is
borne by you. This disclaimer of warranty constitutes an essential part of the agreement. Some
jurisdictions do allow exclusions of an implied warranty, so this disclaimer may not apply to you and you
may have other legal rights that vary by jurisdiction.

LIMITATION OF LIABILITY

In no event shall PassMark, its officers, employees, affiliates, contractors, subsidiaries or parent
organizations be liable for any incidental, consequential, or punitive damages whatsoever
relating to the use of OSForensics, files created by OSForensics or your relationship with
PassMark. Some jurisdictions do not allow exclusion or limitation of liability for incidental or
consequential damages, therefore the above limitation may not apply to you.

HIGH RISK ACTIVITIES

OSForensics is not fault-tolerant and is not designed or intended for use or resale as on-line control
equipment in hazardous environments requiring fail-safe performance, such as in the operation of nuclear
facilities, aircraft navigation or communication systems, air traffic control, direct life support machines, or
weapons systems, in which failure of OSForensics could lead directly to death, personal injury, or severe
physical or environmental damage (“High Risk Activities”). PassMark and its suppliers specifically
disclaim any express or implied warranty of fithess for High Risk Activities.

LINKS TO THIRD-PARTY SITES

PassMark is not responsible for the contents of any third-party sites or senices, any links contained in
third-party sites or services, or any changes or updates to third-party sites or senices. In the case where
PassMark is providing those links and access to third-party sites and services to you only as a
convenience, and the inclusion of any link of access does not imply an endorsement by PassMark of the
third-party site of senice.

ADDITIONAL SOFTWARE

This EULA applies to updates, supplements, add-on components or internet based services components
of the software that PassMark may provide to you or make available after the date you obtain your initial
copy of the software, unless they are accompanied by separate terms.

UPGRADES




To use software identified as an upgrade, you must first be licensed for the software identified by
PassMark as eligible for the upgrade. After installing the upgrade, you may no longer use the original
software that formed the basis of your upgrade eligibility, except as part of the upgraded software.

EXPORT RESTRICTIONS

You acknowledge that the software is subject to Australian export jurisdiction. You agree to comply with
all applicable international and nationals laws that apply to the software including destination restrictions
issued by Australia and other governments.

SOFTWARE TRANSFER
You may transfer your copy of the software to a different device. After the transfer, you must completely
remove the software from the former device.

Transfer to Third Party
This license is granted exclusively to you, the original licensee, and therefore no right to resell, transfer,

or re-assign the license is granted. An exception may exist for manufacturers, distributors and
dealers/resellers of computer systems or computer software who have specifically negotiated for such an
exception with PassMark to resell a particular license key as part of an installed system or as an
authorized reseller of the software on its own.

SITE LICENSES
If this software is being installed as part of a Site License purchase, then following conditions apply:
The software may installed on an unlimited number of computer systems provided that:

1) The computers on which the software is installed belong to the one legal entity. Subsidiaries,
parent companies, brother/sister companies, affiliates and/or agents are not considered to be
the same legal entity and are therefore not entitled to have the software installed on their
computer systems unless specific permission is granted by PassMark.

2) The computer systems must all be situated in the one country. It is permissible that the
computers be located in different cities or states within the one country.

3) All such computers are the property of, or are being leased or borrowed by the licensee and are
on the premises of the licensee.

4) In the event that the computers are leased or borrowed, the software must be removed prior to
the computer being returned to its legal owner.

NO RENTAL/COMMERCIAL HOSTING
You many not rent, lease or lend the software.

LIMITATIONS ON REVERSE ENGINEERING, DECOMPILATION AND DISASSEMBLY
You may not reverse engineer, decompile, or disassemble the software, except and only to the extent
that such activity is expressly permitted by applicable law notwithstanding this limitation.

APPLICABLE LAW

This Agreement and any dispute relating to the ‘Software’ or to this Agreement shall be governed by the
laws of the state of New South Wales and the Commonwealth of Australia, without regard to any other
country or state choice of law rules. You agree and consent that jurisdiction and proper venue for all
claims, actions and proceedings of any kind relating to PassMark or the matters in this Agreement shall
be exclusively in courts located in NSW, Australia. If any part or provision of this Agreement is held to be
unenforceable for any purpose, including but not limited to public policy grounds, then you agree that
they remainder of the Agreement shall be fully enforceable as if the unenforced part or provision never
existed. There are no third party beneficiaries or any promises, obligations or representations made by
PassMark herein.

ENTIRE AGREEMENT




This Agreement (including any addendum or amendment to this EULA which is included with the
software) constitutes the entire Agreement between the parties with respect to the subject matter herein
and supersedes all previous and contemporaneous agreements, proposals and communications, written
or oral between you and PassMark. Waiver by PassMark of any violation of any provision of this
Agreement shall not be deemed to waive any further or future violation of the same or any other provision.

This software contains some GNU LGPL\V3 licensed code:

- Parts related to EnCase/SMART images by Joachim Metz
https://github.com/libyal/libewf

- Parts related to VHD images by Joachim Metz
https://github.com/libyal/libvhdi

- Parts related to ESEDB by Joachim Metz
https://github.com/libyal/libesedb

- Parts related to Volume Shadow by Joachim Metz
https://github.com/libyal/libvshadow

- Parts related to BitLocker by Joachim Metz
https://github.com/libyal/libbde
Copyright (C) Free Software Foundation, Inc.
Read http://www.gnu.org/copyleft/lesser.html for the full GNU LGPLV3 license.

This software contains some BSD 3-Clause licensed code:

- Parts related to Peer-2-Peer BitTorrent decoding
https://github.com/s3rvac/cpp-bencoding
Read https://opensource.org/licenses/BSD-3-Clause for the full BSD 3-Clause license.

This software contains some MIT licensed code

- Parts related to Cloud Drive Imaging uses cpprestsdk library by Microsoft
https://github.com/microsoft/cpprestsdk
Read https://github.com/microsoft/cpprestsdk/blob/master/license.txt for license

- Parts related to JSON Viewer uses rapidjson and JSON-Viewer libraries
https://github.com/Tencent/rapidjson
Read https://github.com/Tencent/rapidjson/blob/master/license.txt for license

https://github.com/kapilratnani/JSON-Viewer
Read https://github.com/kapilratnani/JSON-Viewer/blob/master/LICENSE for license

https://github.com/David-Byrne/Hangons
Read https://github.com/David-Byrne/Hangons/blob/master/LICENSE for license

https://github.com/Scarygami/location-history-json-converter
Read https://github.com/Scarygami/location-history-json-converter/blob/master/LICENSE for license

Credits

The following is a list of people and organizations that have provided assistance in the creation of
OSForensics.

¢ Center For Digital Forensic Research, Inc. Pittsburgh, Samuel Norris
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Module osf

Python API for OSForensics

This module provides a Python interface to the OSForensics analysis tools. To write and execute python scripts using
methods from the osf module, use the Script Player in OSForensics.

Examples

Before calling methods from the osf module, ensure the osf module is imported in the python script.

>>> import osf

For specific examples and sample output, see the documentation for each method.
Note: Strings containing Windows file paths must be escaped when calling osf methods.

For instance, Drive-C:\Windows must be expressed as 'Drive-C:\\Windows' in a Python string

Functions
Function AddBitLockerDriveToCase

def AddBitLockerDriveToCase(mount_name, bde_device, password=None, recovery_key=None,
key_file=None)

Add a BitLocker-encrypted volume within an existing Case device to the Case, as a decrypted device
Parameters

mount_name : string A unique display name to assign to the device. The name must be 2-32 characters long,
and must not contain any special characters.

Eg. 'win7-system'
bde_device : string An existing Case device that is a BitLocker-encrypted volume.

password : string, optional If specified, use the password string password to decrypt the BitLocker volume.
Default is None.

recovery_key : string, optional If specified, use the 48-bit recovery key recovery_key to decrypt the Bit-
Locker volume. Default is None.

key_file : string, optional If specified, use the startup key file (.BEK) key_file to decrypt the BitLocker vol-
ume. Default is None.

Returns
None
Examples

Add existing BitLocker-encrypted Case device 'BDEimg-0' with encryption password 'u8v9£3298td' to the case
with the mount name '{BDE}BDEimg-0":

>>> osf.AddBitLockerDriveToCase('{BDE}BDEimg—O', 'BDEimg-0', password='u8v9£3298td
"))

>>> print (osf.PathIsOSFDevice ('{BDE}BDEimg-0:\\"))

*x*x ~True ~**





Function AddDiskImageToCase

def AddDiskImageToCase(mount_name, image_path, part_num=-1)
Add a disk image file to the Case
Parameters

mount_name : string A unique display name to assign to the device. The name must be 2-32 characters long,
and must not contain any special characters.

Eg. 'win7-system'
image_path : string The path of the disk image file to add to the Case.

part_num: int, optional If specified, the partition number within the disk image file to add to the Case. Other-
wise, the entire image file is added. Default is -1.

Returns

None

Examples

Add the first partition of AFF image file 'F:\Windows_10_x64.aff4' to the case with the mount name 'Win10x64':

>>> osf.AddDiskImageToCase('Win10x64', 'F:\\Windows_10_x64.aff4', part_num=0))
>>> print (osf.PathIsOSFDevice ('Win10x64:\\"'))
** " True ~*x*

Function AddDriveToCase

def AddDriveToCase(mount_name, drive_letter, forensics_mode=True)
Add a Windows drive letter to the Case
Parameters

mount_name : string A unique display name to assign to the device. The name must be 2-32 characters long,
and must not contain any special characters.

Eg. 'Drive-C'
drive_letter : char The Windows drive letter to add to the Case

forensics_mode : bool, optional If this argument is True, the drive letter shall be mounted in Forensics mode,
otherwise it shall be mounted in Standard mode Default is True.

Note: In Forensics mode, the file system is accessed via OSForensic’s own file system layer, bypassing
normal Window file management mechanisms. In Standard mode, the file system is accessed via Windows
file system layer.

Returns

None

Examples

Add drive C:\ to the case with the mount name 'Drive-C':

>>> osf.AddDriveToCase('Drive-C', 'C', forensics_mode=True))
>>> print (osf.PathIsOSFDevice ('Drive-C:\\"'))
*x*x ~True ~**





Function AddPathToCase

def AddPathToCase(mount_name, path)
Add a folder, file or UNC path to the Case
Parameters

mount_name : string A unique display name to assign to the device. The name must be 2-32 characters long,
and must not contain any special characters.

Eg. 'network-share'
path : string The path to add to the Case.
Returns
None
Examples

Add network path '\\WINSERVER\nfs' to the case with the mount name 'netfs"':

>>> osf.AddPathToCase('netfs', '\\\\WINSERVER\\nfs'))
>>> print(osf.PathIsOSFDevice('netfs:\\'))
*x*x ~True ~**

Function AddPhysicalDiskToCase

def AddPhysicalDiskToCase(mount_name, disk_num, part_num=-1)
Add a physical disk to the Case
Parameters

mount_name : string A unique display name to assign to the device. The name must be 2-32 characters long,
and must not contain any special characters.

Eg. 'PhysicalDrive0-1'
disk_num: int The disk number of the physical disk add to the Case.

part_num: int, optional If specified, the partition number of the physical disk to add to the Case. Otherwise,
the entire physical disk is added. Default is -1.

Returns
None
Examples

Add physical drive 1, partition 2 to the case with the mount name 'PhysicalDrivel-2"':

>>> osf.AddPhysicalDiskToCase('PhysicalDrivel-2', 1, part_num=2))
>>> print (osf.PathIsOSFDevice ('PhysicalDrivel-2:\\"))
*x*x~True ~**

Function AddVolumeShadowToCase

def AddVolumeShadowToCase(mount_name, shadow_device, shadow_guid)
Add a Volume Shadow copy within an existing Case device to the Case
Parameters

mount_name : string A unique display name to assign to the device. The name must be 2-32 characters long,
and must not contain any special characters.

Eg. 'win7-system'





shadow_device : string An existing Case device that contains Volume Shadow copies.
shadow_guid : string The unique identifier (GUID) for the Volume Shawdow copy.
Returns

None

Examples

Add a Volume Shadow copy with GUID '3962CCOF-4109-4CB1-1184-1CEOA3D86F8C' from existing Case device '
Drive-C' to the case with the mount name '{3962CCOF}Drive-C"':

>>> osf.AddVolumeShadowToCase ('{3962CCOF}Drive-C', 'Drive-C', '3962CCO0F-4109-4CB1
-1184-1CEOA3D86F8C'))

>>> print (osf.PathIs0SFDevice ('{3962CCOF}Drive-C:\\"'))

*x " True ~**

Function ClipboardGetContents

def ClipboardGetContents(drive=None)
Retrieve the contents of clipboard (and history, if enabled).
Parameters

drive : string, optional The drive to retrieve the clipboard contents. If drive is not specified, the case default
drive is used. Default is None.

Eg. 'Drive-C'
Returns
tuple[list of dict, 1ist of dict] Tuple containing a list of clipboard items, followed by a list of pinned items.
Examples

>>> print (osf.ClipboardGetContents ())

([{'index': 'Current', 'format': 'Text', 'data': 'test', 'size': 8, 'guid': '', '
addedtime': datetime.datetime(1601, 1, 1, 0, 0)}], [{'index': 0, 'format': 'Text
', 'data': '\x30\x82\x01\xC1\x06\x09\x2A', 'size': 7, 'guid': '{894F1C5D-9F14
-4667-8E83-BO3E6CFC3119}', 'addedtime': datetime.datetime (2019, 9, 9, 1, 21, 22)
, 'user': 'Passmark', 'source': 'Local', 'datatype': 'String', 'collectiontype':
'None', 'sourceappid': '', 'encrypted': Truel}])

Function DeletedFilesGetResult

def DeletedFilesGetResult(results)
Return the results of a Deleted File Search.
Parameters

results : list If Deleted File Search has completed, results shall contain a list of strings containing the paths
of deleted files that were found.

Returns

bool True if Deleted File Search has completed, otherwise it returns False.

Examples

>>> osf.DeletedFilesStartScan('Drive-C:', quality=osf.FSEARCH_QUALITY_EXCELLENT,
min_size=1048576)

>>> results = []

>>> while osf.DeletedFilesGetResult(results) == False: time.sleep(2)

>>> print(results)





['deleted_ntfs:\$RECYCLE.BIN\S-1-5-21-781145936-1392334428-3886956005-1000\
Hydrangeas - Copy.jpg', 'deleted_ntfs:\$RECYCLE.BIN\S
-1-5-21-781145936-1392334428-3886956005-1000\ Jellyfish - Copy.jpg']

Function DeletedFilesStartScan

def DeletedFilesStartScan(disk=None, filter_string='', quality=2, case_sensitive=
False, include_folders=False, whole_word=False, multiple_streams_only=False, file_carving

=False, min_size=0, max_size=0)
Start a Deleted File Search
Parameters

disk : string, optional The disk to search for deleted files. If disk is not specified, a scan of the case default
drive is performed. Default is None.

Eg. 'Drive-C'

filter_string: string, optional The file name pattern to match. The pattern can include the asterisk (*)
wildcard character. Defaultis '' (ie. match all).

quality : int, optional The minimum recoverability quality of deleted files to include in the results. This can
be one of the following:

* FSEARCH_QUALITY_EXCELLENT
* FSEARCH_QUALITY_GOOD

* FSEARCH_QUALITY_MEDIOCRE
* FSEARCH_QUALITY_ALL

Default is FSEARCH_QUALITY_MEDIOCRE
case_sensitive : bool, optional If this argument is True, searches will be case sensitive. Default is False.

include_folders : bool, optional If this argument is True, deleted folders are included in the search results.
Default is True.

whole_word : bool, optional If this argument is True, results only include whether filter_string is matched
as a discreet word in the file name. Default is False.

multiple_streams_only : bool, optional If this argument is True, results only include deleted files with mul-
tiple streams. Default is False.

file_carving : bool, optional If this argument is True, file carving is performed to uncover additional deleted
files. Default is False.

min_size : int, optional Minimum file size of deleted files to include in the results. Default is 0.

max_size : int, optional Maximum file size of deleted files to include in the results. Default is 0.

Returns

None

Examples

Searching for deleted image files

>>> osf.DeletedFilesStartScan('Drive-C:', search_string='*.gif;*.png;*.bmp;*.jpg;*.

jpeg;*.tiff;*.tif ')

Searching for deleted files with at least ‘mediocre’ quality

>>> osf.DeletedFilesStartScan('Drive-C:', quality=osf.FSEARCH_QUALITY_MEDIOCRE)

Enable file carving when searching for deleted files

>>> osf.DeletedFilesStartScan('Drive-C:', file_carving=True)





Function DriveImageGetProgress
def DriveImageGetProgress()
Retrieve whether drive imaging is complete.
Returns
bool True if drive imaging has completed, otherwise it returns False.
Examples

>>> osf.DriveImageStart ('E:\\work\\SSD_500GB.EO01', disk_num=0)
>>> while osf.DriveImageGetProgress() == False: time.sleep(2)

Function DriveImageStart

def DriveImageStart(image_path, disk=None, disk_num=-1, part_num=-1, compression_level
=0, verify_image=True, hash_primary=1, hash_secondary=0, disable_shadow_copy=True,
description='"', location='"')

Start imaging of a physical disk, mounted drive, or a disk added to the case.
Parameters
image_path : string The file path to save the drive image to.

Eg. 'E:\\work\\Win10_500GB.EO1"'

disk : string, optional The disk to image. This can be a mounted drive (eg. 'D') or a disk added to the case
(eg. 'Drive-C'). Default is None.

Eg. 'Drive-C'
disk_num: int, optional The disk number of the physical disk to image. Default is -1.

part_num: int, optional If specified, the partition number of the physical disk to image. Otherwise, the entire
physical disk is imaged. Default is -1.

compression_level : int, optional If image_path refers to an image type that supports compression (eg. .e01,
.aff), this parameters specifies one of the following compression levels:

* IF_COMPRESSION_NONE
e IF_COMPRESSION_FAST
e IF_COMPRESSION_BEST

Default is IF_COMPRESSION_NONE.

verify_image : bool, optional If this argument is True, the image file hash is verified against the source disk
hash on completion. Default is True.

hash_primary : int, optional The primary hash algorithm to use to calculate the disk image hash. This can be
one of the following:

 HASH_TYPE_NONE
 HASH_TYPE_SHA1

- HASH_TYPE_MD5

« HASH_TYPE_CRC32
- HASH_TYPE_SHA256

Default is HASH_TYPE_NONE.

hash_secondary : int, optional The secondary hash algorithm to use to calculate the disk image hash. This
can be one of the following:

« HASH_TYPE_NONE

- HASH_TYPE_SHA1
 HASH_TYPE_MD5
 HASH_TYPE_CRC32
- HASH_TYPE_SHA256





Default is HASH_TYPE_NONE.

disable_shadow_copy : bool, optional If this argument is True, the Volume Shadow Service is not used to to
perform the imaging Default is True.

description : string, optional A simple description of the image that will be stored in the accompanying .info
file. Defaultis '"'.

location : string, optional A description of where the disk was obtained. This will be stored in the .info file.
Defaultis ''.

Returns

None

Examples

Image a physical disk on the live machine:

>>> osf.DriveImageStart ('E:\\work\\SSD_500GB.EO1', disk_num=0)

Image a physical disk partition on the live machine:

>>> osf.DriveImageStart ('E:\\work\\Win10_250GB.EO1', disk_num=0, part_num=1)

Image a drive added to the case:

>>> osf.DriveImageStart ('E:\\work\\Win10_500GB.EO1', disk='Bitlocker')

Function FindFileGetResult

def FindFileGetResult(results)
Return the results of a File Search.
Parameters

results : list If file search has completed, results shall contain a list of matching files and associated at-
tributes.

Returns
bool True if file search has completed, otherwise it returns False.
Examples

>>> osf.FindFileStartScan('Drive-C:\\Windows', search_string='*.inf', attributes=(
osf .FILE_ATTRIBUTE_READONLY | osf.FILE_ATTRIBUTE_HIDDEN | osf.
FILE_ATTRIBUTE_SYSTEM))

>>> results = []

>>> while osf.FindFileGetResult(results) == False: time.sleep(2)

>>> print (results)

[{'path': 'Drive-C:\Windows\WinSxS\x86_microsoft-windows-s..ccessagent-
binaries_31bf3856ad364e35_10.0.18362.1 _none_546£3350393bc7bl\autorun.inf', 'type
': 'Other files', 'size': 116, 'createtime': datetime.datetime (2019, 3, 19, 4,

47, 3, 71000), 'modifytime': datetime.datetime (2019, 3, 19, 4, 47, 3, 71000), '
accesstime': datetime.datetime (2019, 3, 19, 4, 47, 3, 71000), 'extratime':
datetime.datetime (2020, 5, 28, 11, 9, 22, 756000)}, {'path': 'Drive-C:\Windows\
BitLockerDiscoveryVolumeContents\autorun.inf', 'type': 'Other files', 'size':
116, 'createtime': datetime.datetime (2019, 3, 19, 4, 47, 3, 71000), 'modifytime
': datetime.datetime (2019, 3, 19, 4, 47, 3, 71000), 'accesstime': datetime.
datetime (2019, 3, 19, 4, 47, 3, 71000), 'extratime': datetime.datetime (2020, 5,
28, 11, 9, 22, 756000)1}]





Function FindFileStartScan

def FindFileStartScan(start_folder=None, search_string='', include_folders=True,
case_sensitive=False, search_sub_folders=True, whole_word=False, search_deleted=False
, attributes=0, min_size=0, max_size=0, from_create_date=None, to_create_date=None,
from_modify_date=None, to_modify_date=None, from_access_date=None, to_access_date=
None, from_extra_date=None, to_extra_date=None, min_alt_streams=0, min_alt_stream_size
=0)

Start a File Search
Parameters

start_folder : string, optional The directory to start the file search. If start_folder is not specified, the
start directory shall be set to the case default drive. Default is None.

Eg. 'C:\\Windows'"

search_string : string, optional The file name pattern to match. The pattern can include the asterisk (*)
wildcard character. Default is '*' (ie. match all).

include_folders : bool, optional If this argument is True, matched folder names are included in the search
results. Default is True.

case_sensitive : bool, optional If this argument is True, searches will be case sensitive. Default is False.

search_sub_folders : bool, optional If this argument is True, the start_folder directory as well as its sub-
directories shall be searched. Default is True.

whole_word : bool, optional If this argument is True, results only include whether the search string is matched
as a discreet word in the file name. Default is True.

Note: In addition to spaces, the following characters are used as breaking characters around a word _ -
.on.

For instance, searching for “Test’ with this option enabled would return files like:

e _Test.txt

e A(Test).jpg

e This is a Test.docx
e file.test.

But it would not return

* testing.txt
* testimony.pdf
¢ contest.zip

search_deleted : bool, optional If this argumentis True, deleted files (and $130 slack entries, for NTFS drives)
will also be included in the results. Default is False.

Warning: Enabling this option may reduce the speed of the search.
attributes : int, optional File attributes to match. Can be “bitwise or” of any of the following:

e FILE_ATTRIBUTE_READONLY

e FILE_ATTRIBUTE_HIDDEN

e FILE_ATTRIBUTE_SYSTEM

* FILE_ATTRIBUTE_DIRECTORY

* FILE_ATTRIBUTE_ARCHIVE

e FILE_ATTRIBUTE_DEVICE

* FILE_ATTRIBUTE_NORMAL

e FILE_ATTRIBUTE_TEMPORARY

e FILE_ATTRIBUTE_SPARSE_FILE
* FILE_ATTRIBUTE_REPARSE_POINT
e FILE_ATTRIBUTE_COMPRESSED
e FILE_ATTRIBUTE_OFFLINE





Default is 0.
min_size : int, optional Minimum file size for matched files. Default is 0.
max_size : int, optional Maximum file size for matched files. Default is 0.
from_create_date : datetime, optional Earliest creation date for matched files. Default is None.
to_create_date : datetime, optional Latest creation date for matched files. Default is None.
from_modify_date : datetime, optional Earliest modified date for matched files. Default is None.
to_modify_date : datetime, optional Earliest modified date for matched files. Default is None.
from_access_date : datetime, optional Earliest accesss date for matched files. Default is None.
to_access_date : datetime, optional Latest access date for matched files. Default is None.
from_extra_date : datetime, optional Earliest attribute modified date for matched files. Default is None.
to_extra_date : datetime, optional Latest attribute modified date for matched files. Default is None.
min_alt_streams : int, optional Minimum number of alternative streams for matched files. Default is 0.
min_alt_stream_size : int, optional Minimum size of alternative streams for matched files. Default is 0.
Returns
None
Examples
Searching for image files
>>> osf.FindFileStartScan('Drive-C:', search_string='*.gif;*.png;*.bmp;*.jpg;*.jpeg
;. jpes*.tif ;x. tiff ')
Searching for large image files
>>> osf.FindFileStartScan('Drive-C:', search_string='*.gif;*.png;*.bmp;*.jpg;*.jpeg
;%.jpe;*.tif;*.tiff', min_size=20480)
Searching for files with alternate streams

>>> osf.FindFileStartScan('Drive-C:', min_alt_streams=1)

Searching for files with large alternate streams

>>> osf.FindFileStartScan('Drive-C:', min_alt_streams=1, min_alt_stream_size=10240)

Searching for files with hidden, read-only and system attributes set

>>> osf.FindFileStartScan('Drive-C:', attributes=(osf.FILE_ATTRIBUTE_READONLY | osf
.FILE_ATTRIBUTE_HIDDEN | osf.FILE_ATTRIBUTE_SYSTEM))

Searching for files created after 2019-01-01

>>> osf.FindFileStartScan('Drive-C:', from_create_date=datetime.datetime (2019, 1,
1))

Searching for files modified before 2015-12-31

>>> osf.FindFileStartScan('Drive-C:', to_modify_date=datetime.datetime (2015, 12,
31))
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Function GetFileAttributes
def GetFileAttributes(file)
Return the attributes of the specified file or folder.
Parameters
file: string The path of the file or folder.
Eg. 'Drive-C:\\Windows\\regedit.exe'
Returns
int The attributes of the specified file.
Examples

>>> print ("{:#010x}".format (osf.GetFileAttributes('Drive-C:\Windows\regedit.exe')))
*%70x00040620 ™ *x*

Function GetFileSize

def GetFileSize(file)
Return the size in bytes of the specified file.
Parameters
file : string The path of the file.

Eg. 'Drive-C:\\Windows\\regedit.exe'
Returns
int The size in bytes of the specified file.
Examples

>>> print (osf.GetFileSize('Drive-C:\\Windows\\regedit.exe'))
** " 369664 " x*

Function GetTextDialog
def GetTextDialog(text, caption)
Display a dialog box prompting the user for text input.
Parameters
text : string The message to display to the user.
Eg. 'Please enter the minimum file size'
caption : string The title of the dialog box.
Eg. 'File Size'
Returns
string The text entered by the user.
Examples
>>> text = osf.GetTextDialog(text='Please enter the minimum file size', caption='
File Size')

>>> print (text)
'128000'"
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Function HashDrive

def HashDrive(drive=None, disk_num=-1, part_num=-1, hash_primary=1, hash_secondary=2)
Calculate the hash of the drive sectors
Parameters

drive : string, optional The drive to hash. This can be a mounted drive (eg. 'D') or a disk added to the case
(eg. 'Drive-C'). Default is None.

Eg. 'Drive-C'
disk_num: int, optional The disk number of the physical disk to hash. Default is -1.

part_num: int, optional If specified, the partition number of the physical disk to hash. Otherwise, the entire
physical disk is hashed. Default is -1.

hash_primary : int, optional The primary hash algorithm to use to calculate the drive hash. This can be one
of the following:

- HASH_TYPE_SHA1
 HASH_TYPE_MD5
 HASH_TYPE_CRC32
 HASH_TYPE_SHA256
 HASH_TYPE_SHA3_256
- HASH_TYPE_SHA3_ 512

Default is HASH_TYPE_SHA1.

hash_secondary : int, optional The secondary hash algorithm to use to calculate the drive hash. This can be
one of the following:

- HASH_TYPE_SHA1
 HASH_TYPE_MD5

« HASH_TYPE_CRC32

- HASH_TYPE_SHA256

- HASH_TYPE_SHA3_256
« HASH_TYPE_SHA3_512

Default is HASH_TYPE_MD5
Returns
tuple[bytes, bytes] Tuple containing the primary hash bytes, followed by the secondary hash bytes.
Examples
Calculating SHA256 + SHA1 hash of Drive-C:

>>> result = osf.HashDrive(drive = 'Drive-C', hash_primary = osf.HASH_TYPE_SHA256,
hash_secondary = osf.HASH_TYPE_SHA1)

>>> print ('SHA256=' + result[0].hex())

SHA256=080acf35a507ac9849cfcbad7dc2ad83e01b75663a516279c8b9d243b719643e

>>> print ('SHA1=' + result[1].hex())

SHA1=3b4417fc421cee30a9ad0£fd9319220a8dae32da?2

Calculating hash of physical disk 0:

>>> osf.HashDrive (disk_num=0)

Calculating hash of partition 1 of physical disk O:

>>> osf.HashDrive(disk_num=0, part_num=1)
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Function HashFile
def HashFile(file, hash_primary=1, hash_secondary=2)
Calculate the hash of the contents of a given file
Parameters
file: string The path of the file to hash.
Eg. 'Drive-C:\\swapfile.sys'

hash_primary : int, optional The primary hash algorithm to use to calculate the file hash. This can be one of
the following:

« HASH_TYPE_SHA1
« HASH_TYPE_MD5

« HASH_TYPE_CRC32

- HASH_TYPE_SHA256

« HASH_TYPE_SHA3_256
- HASH_TYPE_SHA3_ 512

Default is HASH_TYPE_SHA1.

hash_secondary : int, optional The secondary hash algorithm to use to calculate the file hash. This can be
one of the following:

 HASH_TYPE_SHA1
 HASH_TYPE_MD5
 HASH_TYPE_CRC32
 HASH_TYPE_SHA256
 HASH_TYPE_SHA3_256
- HASH_TYPE_SHA3_ 512

Default is HASH_TYPE_MD5
Returns
tuple[bytes, bytes] Tuple containing the primary hash bytes, followed by the secondary hash bytes.
Examples
Calculating SHA256 + SHAL hash of Drive-C:\swapfile.sys

>>> result = osf.HashFile('Drive-C:\\swapfile.sys', hash_primary = osf.
HASH_TYPE_SHA256, hash_secondary = osf.HASH_TYPE_SHA1)

>>> print ('SHA256=' + result[0].hex())

SHA256=080acf35a507ac9849cfcbad7dc2ad83e01b75663a516279c8b9d243b719643e

>>> print ('SHA1=' + result[1].hex())

SHA1=3b4417fc421cee30a9ad0£d9319220a8dae32da2

Function HashSetLookup
def HashSetLookup(file=None, hash=None, db=None)

Perform a hash set lookup of the specified file.

Parameters

file : string, optional The path of the file to lookup in the hash set. Default is None.
Eg. 'Drive-C:\\swapfile.sys'

hash : string, optional The hash string to lookup in the hashset. This can be an MD5, SHAL, or SHA256 hash
string Default is None.

Eg. 'EF7323380C20D0F792E443E15B262496'

db : string, optional The name of the hash set to use for the lookup. If db is not specified, the current active
database is used. Default is None.
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Returns
list List of hash set entries that match the given file.
Examples

Look up of a file in the active hash set:

>>> result = osf.HashSetLookup(file='drive-c:\\windows\\syswow64\\ct13d32.411"')
>>> print(result)

[{'fileset': 'FrontPage 98', 'filename': '000002b8.d11', 'filename_match': 0, 'mdb
': '89CF6AFOA2A1CFEBC82851C20852C121', 'md5_match': 1, 'shal': '9106
FAADE6A696D5F98968BCE895333ADSDBD9AE ', 'shal_match': 1, 'sha2b6': '', '
sha256_match': 0, 'type': 'Good', 'version': '1998', 'company': 'Microsoft', '
language': 'English'}]

Look up of a file in the ‘Example’ hash set:

>>> result = osf.HashSetLookup(file='drive-c:\\programdata\\DP45977C.1f1"', db="'

Example ')

>>> print(result)

[{'fileset': 'FrontPage 98', 'filename': ' ', 'filename_match': 0, 'mdb5': '
D41D8CD98FO00B204E9800998ECF8427E ', 'md5_match': 1, 'shal': '
DA39A3EESE6B4BOD3255BFEF95601890AFD80709 ', 'shal_match': 1, 'sha256': '', '
sha256_match': 0, 'type': 'Good', 'version': '1998', 'company': 'Microsoft', '
language': 'English'}, {'fileset': 'Mozilla Firefox 2', 'filename': ' P,
filename_match': O, 'md5': 'D41D8CD98F00B204E9800998ECF8427E', 'md5_match': 1,
shal': 'DA39A3EESE6B4BOD3255BFEF95601890AFD80709 "', 'shal_match': 1, 'sha256':
''", 'sha2b6_match': 0, 'type': 'Good', 'version': '2', 'company': 'Mozilla
Foundation', 'language': 'English'}]

Look up of a hash in the active hash set:

>>> result = osf.HashSetLookup(hash='E399D289DF942A950058E1E6466310318F5315A9 ')
>>> print(result)

[{'fileset': 'Mozilla Firefox 2', 'filename': 'firefox', 'filename_match': 0, 'md5
': '99CE14FBF807990FD134CE6096F106F0', 'md5_match': 0, 'shal': '
E399D289DF942A950058E1E6466310318F5315A9 ', 'shal_match': 1, 'sha256': '',6 '
sha256_match': 0, 'type': 'Good', 'version': '2', 'company': 'Mozilla Foundation
', 'language': 'English'}]

Function HashSetMakeActive
def HashSetMakeActive(db=None)
Set the specified hash set to be active.
Parameters
db : string The name of the hash set to make active.
Returns
bool True if the specified hash set was successfully made active.
Examples

Make the hash set ‘P2P’ active:
>>> osf.HashSetMakeActive (db='P2P"')

Function ListFiles
def ListFiles(search_spec)

List the files/folders in a directory that matches a specific name. Similar to FindFirstFile in the Windows Data
Access and Storage API

Parameters
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search_spec : string The directory or path, including an optional pattern to match. The pattern can include
the asterisk (*) wildcard character.

Eg. 'C:\\Windows\\*'
Returns
list List of strings containing files and folders that matches the specified pattern.
Examples

>>> print(osf.ListFiles('Drive-C:\\Windows\\System32\\*.xml"'))

['DetailedReading-Default.xml', 'NdfEventView.xml', 'NetTrace.PLA.Diagnostics.xml',
'WdsUnattendTemplate.xml', 'wsmanconfig_schema.xml', 'ScavengeSpace.xml', '
AppxProvisioning.xml', 'wpr.config.xml', 'tcpbidi.xml', 'xpsrchvw.xml', '
NarratorControlTemplates.xml', 'OEMDefaultAssociations.xml ']

Function LogicalImageGetProgress
def LogicallImageGetProgress()
Retrieve whether logical image creation is complete.
Returns
bool True if logical image creation has completed, otherwise it returns False.
Examples

>>> osf.LogicalIlmageStart ('E:\\work\\evidence.vhd',[ 'Drive-C:\\Windows\\System32',
'Drive-C:\\Users\\Bob\\Downloads\\blueprints.doc', 'APFSTEST1-0:\\doc'] )
>>> while osf.LogicallmageGetProgress() == False: time.sleep(2)

Function LogicalImageStart
def LogicallmageStart(image_path, source_list)
Create a logical image file containing files and folders forensically copied from specified paths.
Parameters
image_path : string The file path to save the logical image to.
Eg. 'E:\\work\\evidence.vhd'

source_list : list of str List of source paths to copy to the logical image. The files are copied forensically,
attempting to preserve file times, attributes, owners and permissions.

Eg. ['C:\\Windows\\System32', 'C:\\Users\\Bob\\Downloads\\blueprints.doc']
Returns
None
Examples

>>> osf.LogicalImageStart ('E:\\work\\evidence.vhd', [ 'Drive-C:\\Windows\\System32
', 'Drive-C:\\Users\\Bob\\Downloads\\blueprints.doc', 'APFSTEST1-0:\\doc'] )

Function MemGetProcList
def MemGetProcList()
Retrieve a list of running processes.
Returns
list List of processes currently running.

Examples
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>>> print (osf.MemGetProcList ())

[{'imagepath': 'C:\WINDOWS\system32\ntoskrnl.exe', 'product': 'Microsoft Windows
Operating System', 'company': 'Microsoft Corporation', 'version':
'10.0.18362.592 (WinBuild.160101.0800) ', 'description': 'NT Kernel & System',6 '
username ': 'NT AUTHORITY\SYSTEM', 'integrity': '', 'image': 'System', 'pid': 4,
'cpuusage': None, 'privatews': 20480, 'hardfaults': 86, 'cputotal': -349887348,
'cpuuser': 0, 'cpukernel': -349887348, 'cpucycles': 1702431453, 'ctxswitches':
198166284, 'numthreads': 215, 'starttime': '1/20/2020, 11:20:09', 'baseprio': 8,

'numhandles ': 6666, 'gdihandles': O, 'userhandles': O, 'iototalops': 1691092,
iototalbytes': 2110828744, 'iototalrate': nan, 'ioreadops': 4741, 'ioreadbytes'
19104474, 'ioreadrate': nan, 'jowriteops': 40664, 'iowritebytes': 2066109242,
iowriterate': nan, 'ioother': 1645687, 'iootherbytes': 25615028, 'iootherrate':

nan, 'virtualpeak': 22740992, 'wvirtual': 5111808, 'pagefaults': 65478, 'wspeak':

10465280, 'ws': 839680, 'private': 208896, 'privatepeak': 241664, 'paged': O,
pagedpeak': O, 'mnonpaged': 272, 'monpagedpeak': 272, 'signed': 'Microsoft
Windows '}, ...]

Function MessageBox
def MessageBox(text, caption, type=0)
Display a dialog box prompting the user to select from a set of buttons.
Parameters
text : string The message to display to the user.
Eg. 'Do you want to overwrite the file?'
caption : string The title of the dialog box.
Eg. 'File exists'
type : int, optional The set of buttons to display to the user. This can be one of the following:

« MB_OK

+ MB_OKCANCEL

« MB_YESNO

+ MB_YESNOCANCEL

« MB_RETRYCANCEL

« MB_ABORTRETRYIGNORE
+ MB_CANCELTRYCONTINUE
« MB_HELP

Default is MB_OK.
Returns
int The button the user clicked. This can be one of the following:

* IDOK

* IDCANCEL

e IDYES

» IDNO

* IDIGNORE

* IDABORT

* IDRETRY

e IDTRYAGAIN
¢ IDCONTINUE

Examples

>>> ret = osf.MessageBox(text='Do you want to overwrite the file?', caption='File
Exists', type=osf.MB_YESNO)

>>> print(ret == osf.IDYES)

'True’
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Function MismatchFilesGetResult

def MismatchFilesGetResult(results)

Return the results of a Mismatch File Search.

Parameters

results : list If Mismatch File Search has completed, results shall contain a list of mismatched files including

the detected file type.

Returns

bool True if Mismatch File Search has completed, otherwise it returns False.

Examples

>>> osf.MismatchFilesStartScan ('APFSTEST1-0:\\")

>>> results = []

>>> while osf.MismatchFilesGetResult (results)

>>> print(results)

[{'file': 'APFSTEST1-0:\doc\test_word97.doc',
Document ', 'actualtype': 'Rich Text Format
APFSTEST1-0:\Wrensoft.com\images\header_bg.
actualtype': 'GIF image data,

Function MismatchFilesStartScan

def MismatchFilesStartScan(start_folder=None)

Start a Mismatch File Search

Parameters

version 89a,

== False: time.sleep(2)

'exttype': 'Microsoft Word 97 - 2003
data, version 1, ANSI'}, {'file': '
gif.tmp', 'exttype': 'TMP File', '
1 x 41'}]

start_folder : string, optional The directory to start the mismatch file search. If start_folder is not speci-
fied, the start directory shall be set to the case default drive. Default is None.

Eg. 'C:\\Windows\\*'
Returns
None

Examples

>>> osf.MismatchFilesStartScan ('APFSTEST1-0:\\")

Function PasswordsGetResult
def PasswordsGetResult(results)
Return the results of a Password/key scan.

Parameters

results : list If Password/key scan has completed, results shall contain a list of password/keys discovered.

Returns

bool True if Password/key scan has completed, otherwise it returns False.

Examples

>>> osf.PasswordsStartScan('Windows_XP_Professional_SP-0"')

>>> results = []

>>> while osf.PasswordsGetResult(results) == False: time.sleep(2)

>>> print(results)
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url': , 'id': 'XXXXX-XXX-XXXXXXX-XXXXX', ey ': - - - -
[{'ur1l’ 'N/A! 'id' ! ! 'key' 'ABCDE-FGHIJ-KLMNO-PQRST

UVWXY', 'app': 'Microsoft Windows XP', 'blacklisted': 'N/A', 'winuser': 'N/A', '
location': 'Windows_XP_Professional_SP-0:\Windows\System32\config\Software', '
keystrength': 'N/A', 'keyupperchars': 'N/A', 'keylowerchars': 'N/A', '
keynumericchars': 'N/A'}, {'url': '', 'id': 'Administrator', 'key': '<empty
string>', 'app': 'Windows User', 'blacklisted': 'N/A', 'winuser': 'Administrator
', 'location': 'Cracked LM/NTLM Hash', 'keystrength': '100 (Very Strong)', '
keyupperchars': '0O', 'keylowerchars': '11', 'keynumericchars': '0'}]

Function PasswordsStartScan

def PasswordsStartScan(drive=None, windows_autologon=True, wifi=True, outlook=True,
windows_live_mail=True, firefox=True, chrome=True, internet_explorer=True, edge=True,
opera=True, safari=True, microsoft_product_keys=True)

Start a Passwords/keys scan
Parameters

drive : string, optional The drive to perform the Passwords/keys scan. If drive is not specified, a scan of the
case default drive is performed. Default is None.

Eg. 'Drive-C’

windows_autologon : bool, optional If thisargumentis True, Windows Autologon passwords are scanned. De-
fault is True.

wifi : bool, optional If this argument is True, Wi-Fi passwords are scanned. Default is True.
outlook : bool, optional If this argument is True, Outlook passwords are scanned. Default is True.

windows_live_mail : bool, optional Ifthisargumentis True, Windows Live Mail passwords are scanned. De-
fault is True.

firefox : bool, optional If this argument is True, Firefox passwords are scanned. Default is True.
chrome : bool, optional If this argument is True, Chrome passwords are scanned. Default is True.

internet_explorer : bool, optional Ifthisargumentis True, Internet Explorer passwords are scanned. De-
fault is True.

edge : bool, optional If this argument is True, Microsoft Edge passwords are scanned. Default is True.
opera : bool, optional If this argument is True, Opera passwords are scanned. Default is True.
safari : bool, optional If this argument is True, Safari passwords are scanned. Default is True.

microsoft_product_keys : bool, optional If this argument is True, Microsoft Product Keys are scanned.
Default is True.

Returns

None

Examples

Search for passwords and keys on live machine:

>>> osf.PasswordsStartScan ()

Search for passwords and keys on drive:

>>> osf.PasswordsStartScan('Drive-C"')

Search for all passwords and keys except Wi-Fi passwords:

>>> osf.PasswordsStartScan(wifi=False)
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Function PathFileExists
def PathFileExists(path)
Return whether the file or folder referenced by the specified path exists.
Parameters
path : string The path of the file or folder.
Eg. 'Drive-C:\\Windows\\regedit.exe'
Returns
bool True if there is a file or folder in the specified path, otherwise it returns False.
Examples

>>> print (osf.PathFileExists('Drive-C:\\Windows\\regedit.exe'))
*x " True ~**

Function PathIsDirectory
def PathIsDirectory(path)
Return whether the specified path is a folder.
Parameters
path : string The path of the folder.
Eg. 'Drive-C:\\Windows\\System32'
Returns
bool True if the specified path references a folder, otherwise it returns False.
Examples

>>> print (osf.PathIsDirectory('Drive-C:\\Windows\\System32'))
*x*x~True ~**

Function PathIsDirectoryEmpty
def PathIsDirectoryEmpty(path)
Return whether the path is a folder that contains no file or subfolders.
Parameters
path : string The path of the folder.
Eg. 'Drive-C:\\Windows\\System32'
Returns
bool True if the specified path is a folder that does not contain files or subfolders, otherwise it returns False.
Examples

>>> print(osf.PathIsDirectoryEmpty('Drive-C:\\Windows\\AppReadiness'))
** " True ~**

19





Function PathIs0SFDevice
def PathIsOSFDevice(path)
Return whether the path references a device added to the Case.
Parameters
path : string The path of the file or folder.
Eg. 'Drive-C:\\Windows\\System32'
Returns
bool True if the specified path references a Case device, otherwise it returns False.
Examples

>>> print (osf.PathIs0SFDevice('Drive-C:\\Windows\\System32'))
*x " True ~**

Function ReadFile

def ReadFile(file, offset=0, size=-1)
Read and return the contents of the specified file.
Parameters
file : string The path of the file to read.

Eg. 'Drive-C:\\Windows\\CSUP.txt'

offset : int, optional The starting offset of the file to read. If offset is not specified, bytes starting from the
beginning of the file are returned. Default is 0.

size : int, optional The number of bytes from offset to read. If size is not specified, all bytes up to the end
of the file are returned. Default is -1.

Returns
bytes bytes object containing the contents of the file
Examples

>>> print (osf.ReadFile('Drive-C:\\Windows\\CSUP.txt'))
b'01-11-2018"

Function RegistryGetKeyValues
def RegistryGetKeyValues(hive_path, key)

Obtain a list of values given the registry hive file and key

Parameters

hive_path : string The path of the registry hive to access.
Eg. 'C:\\Windows\\System32\\config\\SOFTWARE'

key : string The reqistry key path within the registry hive to access.
Eg. 'Microsoft\\Windows NT\\CurrentVersion'

Returns

list List of values contained within the specified registry hive and key.

Examples
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>>> print(osf.RegistryGetKeyValues ('Drive-C:\\Windows\\System32\\config\\SOFTWARE"',
'Microsoft\\Windows NT\\CurrentVersion'))

[{'name': 'BaseBuildRevisionNumber', 'flags': 1, 'data': 1, 'type': 4}, {'name': '
BuildBranch', 'flags': 1, 'data': '19h1_release', 'type': 1}, {'name': '
BuildGUID', 'flags': 1, 'data': 'ffffffff-ffff-ffff-FfEfFf-FEFELFEFEFEF', '"type':
1}, {'name': 'BuildlLab', 'flags': 1, 'data': '18362.19h1_release.190318-1202', '
type': 1}, {'name': 'BuildLabEx', 'flags': 1, 'data': '18362.1.amd64fre.19
hl_release.190318-1202', 'type': 1}, {'mname': 'CurrentBuild', 'flags': 1, 'data
': '18362', 'type': 1}, {'name': 'CurrentBuildNumber', 'flags': 1, 'data':
'18362', 'type': 1}, {'name': 'CurrentMajorVersionNumber', 'flags': 1, 'data':
10, 'type': 4}, {'mname': 'CurrentMinorVersionNumber', 'flags': 1, 'data': 0, '
type': 4}, ...]

Function RegistryGetSubKeys
def RegistryGetSubKeys(hive_path, key)
Obtain a list of subkeys given the registry hive file and key
Parameters
hive_path : string The path of the registry hive to access.
Eg. 'C:\\Windows\\System32\\config\\SOFTWARE'
key : string The registry key path within the registry hive to access.
Eg. 'Microsoft\\Windows NT\\CurrentVersion\\ProfileList’
Returns
list List of sub keys contained within the specified registry hive and key.
Examples

>>> print (osf.RegistryGetSubKeys ('Drive-C:\\Windows\\System32\\config\\SOFTWARE', '
Microsoft\\Windows NT\\CurrentVersion\\ProfileList'))

['S-1-5-18"', 'S-1-5-19', 'S-1-5-20', 'S
-1-5-21-574553882-2733543701-3543837534-1001"]

Function RemoveDeviceFromCase
def RemoveDeviceFromCase (mount_name)
Remove a device from to the Case
Parameters
mount_name : string The display nhame of a device that exists in the Case.
Returns
None
Examples

>>> osf.RemoveDeviceFromCase ('Drive-C'))
>>> print (osf.PathIsOSFDevice ('Drive-C:\\'))
*%"False ~*x*

Function ReportGenerate

def ReportGenerate(output_folder=None, template='Case Report', style=None, copy_files
=False, include_extra_information=False, include_evidence_photos=True, include_attachments
=True, include_external_reports=True, include_notes=True, include_forensic_copy_logs=
True, include_drive_imaging_logs=True, include_case_activity_logs=True, include_tagged
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=True, include_system_information=True, include_user_activity=True, include_login_passwords

=True, include_usnjrnl_records=True, include_event_log=True, include_web_server_log=

True, include_registry_artifacts=True, include_process_memory=True, include_program_artifacts

=True, include_clipboard_contents=True, include_files=True, include_deleted_files=

True, include_emails=True, include_web_snapshots=True, include_database_records=True,
include_search_results=True, include_extracted_strings=True, include_raw_disk_dumps

=True, include_mobile_artifacts=True, include_categorized=True, skip_empty=True,

generate_pdf=False, pdf_password=None)

Generate a case report.
Parameters

output_folder : string, optional The folder path to save the case report to. If output_folder is not specified,
the report shall be generated in the case folder path. Default is None.

Eg. 'E:\\forensics\\report'
Warning: Any existing reports shall be overwritten.

template : string, optional The name of the report template to use for generating the report. Default is 'Case
Report'

Eg. 'Case Report - Printer Friendly'

Note: Pre-installed report templates are included in the OSForensics install. The report templates can be
found in the OSForensics Program Data folder.

style : string, optional The stylesheet (CSS) to use for generating the report. Default is None, which selects
the first stylesheet found.

Eg. 'Minimal’

Note: A style refers to any CSS file in the report’s folder. When creating the report, OSForensics will replace
the HTML comment tag <!--0SF_CSS_NAME--> with the selected stylesheet file.

copy_files : bool, optional If this argumentis True, files stored in the Case shall be copied to the report folder,
and hyperlinks in the report shall link to the copied files. Otherwise, hyperlinks in the report shall link to the
original files stored in the Case directory. Default is False.

include_extra_information : bool, optional If this argumentis True, extra details such as MD5/SHA-1/SHA-
256 hash values for each Case item shall be included in the report. Default is False.

include_evidence_photos : bool, optional If this argument is True, Evidence Photos shall be included in
the report. Default is True.

include_attachments : bool, optional If this argument is True, Attachments shall be included in the report.
Default is True.

include_external_reports : bool, optional If this argumentis True, External Reports shall be included in
the report. Default is True.

include_notes : bool, optional If this argument is True, Notes shall be included in the report. Default is True.

include_forensic_copy_logs : bool, optional If this argument is True, Forensic Copy Logs shall be in-
cluded in the report. Default is True.

include_drive_imaging_logs : bool, optional If this argument is True, Drive Imaging Logs shall be in-
cluded in the report. Default is True.

include_case_activity_logs : bool, optional If this argument is True, Case Activity Logs shall be in-
cluded in the report. Default is True.

include_tagged : bool, optional If thisargumentis True, Tagged Items shall beincluded inthe report. Default
is True.

include_system_information : bool, optional If thisargumentis True, System Information Reports shall
be included in the report. Default is True.

22





include_user_activity : bool, optional If this argumentis True, User Activity artificats shall be included
in the report. Default is True.

include_login_passwords : bool, optional If this argument is True, Login/Password artifacts shall be in-
cluded in the report. Default is True.

include_usnjrnl_records : bool, optional If this argument is True, $UsnJrnl record artifacts shall be in-
cluded in the report. Default is True.

include_event_log: bool, optional If this argument is True, Event Log artifacts shall be included in the re-
port. Default is True.

include_web_server_log : bool, optional If this argument is True, Web Server Log artifacts shall be
included in the report. Default is True.

include_registry_artifacts : bool, optional If this argumentis True, Registry artifacts shall be included
in the report. Default is True.

include_process_memory : bool, optional If this argument is True, Process/Memory snapshots shall be in-
cluded in the report. Default is True.

include_program_artifacts : bool, optional If this argument is True, Program artifacts shall be included in
the report. Default is True.

include_clipboard_contents : bool, optional If thisargumentis True, Clipboard artifacts shall be included
in the report. Default is True.

include_files : bool, optional If this argument is True, files added to the case shall be included in the report.
Default is True.

include_deleted_files : bool, optional If this argument is True, deleted files added to the case shall be
included in the report. Default is True.

include_emails : bool, optional If this argument is True, e-mails added to the case shall be included in the
report. Default is True.

include_web_snapshots : bool, optional If this argument is True, web snapshots added to the case shall be
included in the report. Default is True.

include_database_records : bool, optional If this argument is True, database records added to the case
shall be included in the report. Default is True.

include_search_results : bool, optional If this argument is True, search results (eg. File Search, Mismatch
Search, Index Search) added to the case shall be included in the report. Default is True.

include_extracted_strings : bool, optional If this argument is True, extracted string lists added to the
case shall be included in the report. Default is True.

include_raw_disk_dumps : bool, optional If this argument is True, raw disk bytes carved and added to the
case shall be included in the report. Default is True.

include_mobile_artifacts : bool, optional Ifthisargumentis True, mobile artificats added to the case shall
be included in the report. Default is True.

include_categorized : bool, optional If this argument is True, include a section of all case items grouped by
categories . Default is True.

skip_empty : bool, optional If this argument is True, do not generate tables for sections that do not contain
any items. Default is True.

generate_pdf : bool, optional If this argument is True, generate a copy of the report in PDF to output_folder
if supported by the report template. Default is False.

pdf_password : string, optional If generate_pdf is True and this argument is specified, the pdf _password is
used to encrypt the PDF file. Default is None.

Returns

None
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Examples
Generate a default HTML report:

>>> osf.ReportGenerate ('E:\\forensics\\report')

Generate an HTML report using the Case Report - Printer Friendly template:

>>> osf.ReportGenerate('E:\\forensics\\report', template='Case Report - Printer
Friendly')

Generate an HTML report using the Minimal.css stylesheet:

>>> osf.ReportGenerate ('E:\\forensics\\report', style='Minimal')

Generate a password-protected PDF report along with the HTML report:

>>> osf.ReportGenerate('E:\\forensics\\report', generate_pdf=True, pdf_password='
forensics')

Function SelectFileDialog
def SelectFileDialog()

Display a dialog box prompting the user to select a file from a mounted drive (eg. 'D') or a disk added to the case
(eg. 'Drive-C').

Returns
string The path of the file selected by the user
Examples

>>> file = osf.SelectFileDialog()
>>> print(file)
'Drive-C:\swapfile.sys'

Function SelectFolderDialog
def SelectFolderDialog()

Display a dialog box prompting the user to select a folder from a mounted drive (eg. 'D') or a disk added to the
case (eg. 'Drive-C').

Returns
string The path of the folder selected by the user
Examples

>>> file = osf.SelectFolderDialog()
>>> print(file)
'Drive-C:\Windows'

Function SigCreateFileListing

def SigCreateFilelListing(start_folder, sig_path, hash=0, ignore_reparse=True, ignore_windows_temp
=True, include_deleted=False, include_zip_contents=False, include_email_messages=
False, include_email_attachments=False, track_hard_links=False)

Start file listing creation
Parameters
start_folder : string The directory to start the file listing creation.

Eg. 'C:\\Windows\\*'
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sig_path : string The file path to save the file listing to.
Eg. 'E:\\work\\file_listing.csv'
hash : int, optional The algorithm to use for calculating the file hash. This can be one of the following:

* SIG_CHECKSUM_OFF
* SIG_CHECKSUM_SHA1
* SIG_CHECKSUM_MD5

Default is SIG_CHECKSUM_OFF.

ignore_reparse : bool, optional If this argument is True, reparse points are ignored and not included in the
file listing. Default is True.

Note: Reparse points exist on NTFS drives and appear as normal folders. However, they act as links between
different parts of the file system. Windows creates a number of these reparse points in its initial install. It is
recommended that this option is enabled. Otherwise the scan process may end up including the same file
multiple times.

ignore_windows_temp : bool, optional If this argument is True, a list of the following known Windows tempo-
rary folders are excluded from the scan:

* \AppData\Local\Microsoft\Windows\Temporary Internet Files

* \AppData\Local\Temp

* \AppData\Roaming\Microsoft\Windows\Cookies

* \Users\All Users\Microsoft\Search\Data\Temp

* \Users\All Users\Microsoft\Search\Data\Applications\Windows\Projects\SystemIndex\
Indexer

* \ProgramData\Microsoft\Search\Data\Applications\Windows\Projects\SystemIndex\Indexer

* \ProgramData\Microsoft\Search\Data\Temp

* \Windows\Temp

* \Windows\Prefetch

* \Windows\System32\WDI

* \Windows\System32\LogFiles

* \Windows\System32\spool

* \Windows\System32\config

* \Windows\System32\winevt\Logs

Default is True.

include_deleted : bool, optional If this argument is True, deleted files (and $130 slack entries, for NTFS
drives) are scanned and included in the file listing. Default is False.

Warning: Enabling this option will slow down the signature creation process.

include_zip_contents : bool, optional If this argument is True, the contents of zip files are scanned and
included in the file listing. Default is False.

Note: Nested zip files are recursively scanned.

include_email_messages : bool, optional If this argument is True, the contents of e-mail archives are
scanned and included in the file listing. Default is False.

Note: Extra meta data (eg. to and from addresses) shall be stored for e-mail messages.

include_email_attachments : bool, optional If this argumentis True, attachments contained in e-mail mes-
sages are scanned and included in the file listing. Default is False.

Note: This parameter is valid only if include_email_messages is True. E-mail archives contained in attach-
ments are recursively scanned.

track_hard_links : bool, optional If this argument is True, only the first encounter of each file is added to
the total file size. Subsequent encounters of hard links to the file will not increase the total file size. Default
is False.
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Note: A hard link is the file system representation of a file by which more than one path references a single
file on the same volume. Enabling this option will slow down the signature creation process. This parameter
is only supported for NTFS file systems.

Returns
None
Examples

>>> osf.SigCreateFileListing('Drive-C:', 'E:\\work\\filelisting.csv', hash=osf.
SIG_CHECKSUM_SHA1, include_zip_contents=True, include_email_messages=True)

Function SigIsFileListingDone
def SigIsFileListingDone()
Retrieve whether file listing creation is complete.
Returns
bool True if file listing creation has completed, otherwise it returns False.
Examples

>>> osf.SigCreateFileListing('Drive-C:', 'E:\\work\\filelisting.csv')
>>> yhile osf.SigIsFileListingDone() == False: time.sleep(2)

Function SysInfoExportReport

def SysInfoExportReport(report_path)
Export the System Information collection results to an HTML report.
Parameters

report_path : string If System Information collection has completed, an HTML report containing the collected
system information shall be exported to report_path.

Returns
bool True if System Information collection has completed, otherwise it returns False.
Examples

>>> osf.SysInfoStart('Drive-C','System Information From Registry'))
>>> while osf.SysInfoExportReport('E:\\work\\sysinfo.html') == False: time.sleep(2)

Function SysInfoGetListCommands
def SysInfoGetListCommands(command_list)
Obtain the commands contained within the specified System Information command list
Parameters
command_list : string The name of the System Information command list.
Eg. 'Basic System Information'
Returns
list List of commands contains in command_list.

Examples
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>>> print(osf.SysInfoGetListCommands('System Information From Registry'))

[{'name': 'Computer Name (Registry)', 'command': '', 'external': False, 'arch':
'32/64', 'default': False, 'live': True, 'offline': True}, {'name': 'Timezone
Info (Registry)', 'command': '', 'external': False, 'arch': '32/64', 'default':
False, 'live': True, 'offline': Truel}, {'name': 'Network Info (Registry)', '
command': '', 'external': False, 'arch': '32/64', 'default': False, 'live': True
, 'offline': Truel}, {'name': 'User Info (Registry)', 'command': '', 'external':
False, 'arch': '32/64', 'default': False, 'live': True, 'offline': True}, {'name
': 'Printers (Registry)', 'command': '', 'external': False, 'arch': '32/64', '
default': False, 'live': True, 'offline': True}, {'mame': 'Shutdown Time (
Registry)', 'command': '', 'external': False, 'arch': '32/64', 'default': False,

'live': True, 'offline': True}, {'mame': 'Windows Info (Registry)', 'command':
''", 'external': False, 'arch': '32/64', 'default': False, 'live': True, 'offline
': Truel}]

Function SysInfoGetLists

def SysInfoGetLists()
Obtain all System Information command lists
Returns
list List of System Information command lists.
Examples

>>> print (osf.SysInfoGetLists ())

['Basic Dos Commands', 'Basic System Information', 'System Information From
Registry', 'BitLocker Detection', 'Recover BitLocker Keys', 'Python Scripts', '
A11 Commands ']

Function SysInfoStart
def SysInfoStart(command_list, drive=None)

Start System Information collection

Parameters

command_list : string The name of the System Information command list to run.
Eg. 'Basic System Information'

drive : string, optional The drive to perform the System Information scan. If drive is not specified, the case
default drive is used. Default is None.

Eg. 'Drive-C'
Returns
None
Examples
Collect System Information on live machine:

>>> osf.SysInfoStart('System Information From Registry'))

Collect System Information on drive:

>>> osf.SysInfoStart('Drive-C','System Information From Registry'))
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Function UserActivityGetResult
def UserActivityGetResult(results)
Return the results of a User Activity scan.
Parameters
results : list If User Activity scan has completed, results shall contain a list of user activity records.
Returns
bool True if User Activity scan has completed, otherwise it returns False.
Examples

>>> osf.UserActivityStartScan(mru=False, event_logs=False, userassist=False,
jump_list=False, shellbag=False, recycle_bin=False, installed_programs=False,
autorun_commands=False, windows_search=False, app_prefetch=False,
windows_timeline=False, srum_db=False, shim_cache=False, clipboard=False, usb=
True, wlan=False, mounted_volumes=False, mobile_backups=False, browser_history=
False, browser_bookmarks=False, downloads=False, form_history=False, cookies=
False, chat_logs=False, p2p=False)

>>> results = []

>>> while osf.UserActivityGetResult(results) == False: time.sleep(2)

>>> print(results)

[{'item': 'JetFlash Transcend 16GB', 'type': 'USB', 'user': '', 'time':
'10/15/2019, 14:30:19'}, {'item': 'Lexar JumpDrive', 'type': 'USB', 'user': '',
'time': '12/2/2019, 21:21:34'}]

Function UserActivityStartScan

def UserActivityStartScan(drive=None, mru=True, event_logs=True, userassist=True,
jump_list=True, shellbag=True, recycle_bin=True, installed_programs=True, autorun_commands
=True, windows_search=True, app_prefetch=True, windows_timeline=True, srum_db=True,
shim_cache=True, clipboard=True, usb=True, wlan=True, mounted_volumes=True, mobile_backups
=True, browser_history=True, browser_bookmarks=True, downloads=True, form_history=

True, cookies=True, chat_logs=True, p2p=True)

Start a User Activity scan
Parameters

drive : string, optional The drive to perform the User Activity scan. If drive is not specified, a scan of the
case default drive is performed. Default is None.

Eg. 'Drive-C'
mru : bool, optional If this argument is True, Most Recently Used items are scanned. Default is True.
event_logs : bool, optional If this argument is True, Event Log items are scanned. Default is True.
userassist : bool, optional If this argument is True, UserAssist items are scanned. Default is True.
jump_list : bool, optional If this argument is True, Jump List items are scanned. Default is True.
shellbag : bool, optional If this argument is True, Shellbag items are scanned. Default is True.
recycle_bin : bool, optional If this argument is True, Recycle Bin items are scanned. Default is True.

installed_programs : bool, optional If this argument is True, Installed Programs are scanned. Default is
True.

autorun_commands : bool, optional If this argument is True, Autorun Commands are scanned. Default is True.
windows_search : bool, optional If this argument is True, Windows Search items are scanned. Default is True.

app_prefetch : bool, optional If this argument is True, Application Prefetch items are scanned. Default is
True.
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windows_timeline : bool, optional If this argument is True, Windows Timeline items are scanned. Default is
True.

srum_db : bool, optional If this argument is True, SRUM Database items are scanned. Default is True.
shim_cache : bool, optional If this argument is True, Shim Cache items are scanned. Default is True.
clipboard : bool, optional If this argument is True, Clipboard items are scanned. Default is True.

usb : bool, optional If this argument is True, USB items are scanned. Default is True.

wlan : bool, optional If this argument is True, WLAN items are scanned. Default is True.

mounted_volumes : bool, optional If this argument is True, Mounted Volumes are scanned. Default is True.
mobile_backups : bool, optional If this argument is True, Mobile Backups are scanned. Default is True.

browser_history : bool, optional If this argument is True, Browser History items are scanned. Default is
True.

browser_bookmarks : bool, optional If this argument is True, Browser Bookmarks are scanned. Default is
True.

downloads : bool, optional If this argument is True, Downloads are scanned. Default is True.
form_history : bool, optional If this argument is True, Form History items are scanned. Default is True.
cookies : bool, optional If this argument is True, Cookies are scanned. Default is True.

chat_logs : bool, optional If this argument is True, Chat Logs are scanned. Default is True.

p2p : bool, optional If this argument is True, Peer-2-Peer Logs are scanned. Default is True.

Returns

None

Examples

Search for User Activity on live machine:

>>> osf.UserActivityStartScan()

Search for User Activity on drive:

>>> osf.UserActivityStartScan('Drive-C')

Search for all User Activity except Windows Search items:

>>> osf.UserActivityStartScan(windows_search=False)

Function WinLoginGetResult

def WinLoginGetResult(results)
Return the results of a Windows login scan.
Parameters

results : list If Windows login scan has completed, results shall contain a list of Windows login accounts
detected.

Returns
bool True if Windows login scan has completed, otherwise it returns False.
Examples

>>> osf.WinLoginStartScan('Windows_XP_Professional_SP-0')

>>> results = []

>>> while osf.WinLoginGetResult (results) == False: time.sleep(2)
>>> print(results)
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[{'account': 'Administrator', 'pswdreq': 'No', 'lmpass': '(empty)', 'ntpass': '<

empty string>', 'passhint': '(empty)', 'lmhash': '(empty)', 'nthash': '12
C7CFE1D26AE031A73C31E7E0C099C1 "', 'regkey': 'SAM\Domains\Account\Users\000001F4\V
'}, {'account': 'Guest', 'pswdreq': 'N/A', 'lmpass': '(empty)', 'ntpass': '(
empty) ', 'passhint': '(empty)', 'lmhash': '(empty)', 'nthash': '(empty)', '
regkey': 'SAM\Domains\Account\Users\000001F5\V'}]

Function WinLoginStartScan

def WinLoginStartScan(drive=None, windows_autologon=True, wifi=True, outlook=True,
windows_live_mail=True, firefox=True, chrome=True, internet_explorer=True, edge=True,

opera=True, safari=True, microsoft_product_keys=True)
Start a Windows login scan
Parameters

drive : string, optional The drive to perform the Windows login scan. If drive is not specified, a scan of the
case default drive is performed. Default is None.

Eg. 'Drive-C'

test_common_passwords : bool, optional If this argument is True, common passwords shall be tested in an
attempt to recover Windows login passwords. Default is True.

Returns

None

Examples

Search for Windows login details on live machine:

>>> osf.WinLoginStartScan ()

Search for Windows login details on drive:

>>> osf.WinLoginStartScan('Drive-C"')

Generated by pdoc 0.7.2 (https://pdoc3.github.io).
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